CHAPTER 8 

COMMUNICATIONS AND NETWORKS

Objectives

After completing this chapter you will be able to:

1. Discuss the components required for successful communications

2. Describe use of computer communications

3. Differentiate among types of networks

4. Describe various types of lines for communications over the telephone network

5. Describe commonly used communication devices

6. Discuss different ways to set up a home network

7. Identify various physical and wireless transmission media
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COMMUNICATIONS

Computer communications describes a process in which two or more computers or devices transfer data, instructions, and information. Figure 8-1 shows a sample communications system. Some communications involve cables and wires; others are sent wirelessly through the air. As illustrated in this figure, communications systems contain all types of computers and computing devices. For successful communications, you need the following:

• A sending device that initiates an instruction to transmit data, instructions, or information.

• A communications device that connects the sending device to a communications channel.

• A communications channel, or transmission media on which the data, instructions, or information travel.

• A communications device that connects the communications channel to a receiving device.

• A receiving device that accepts the transmission of data, instructions, or information.

FIGURE 8-1 An example of a communications system. The commUfliCat channel consists of telephone lines, cable television and other underground lines, microwave stations, and satellites.
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All types of computers and mobile devices serve as sending and receiving devices in a communications system. This includes mainframe computers, servers, desktop computers, notebook computers, Tablet PCs, smart phones, PDAs, and GPS receivers. One type of communications device that connects a communications channel to a sending or receiving device such as a computer is a modem. Two examples of communications channels are cable television lines and telephone lines.

USES OF COMPUTER COMMUNICATIONS

Computer communications are everywhere. Many require that users subscribe to an Internet access provider. With other computer communications, an organization such as a business or school provides communications services to employees, students, or customers. The following pages discuss a variety of computer communications.
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Internet, Web, E-Mail, Instant Messaging, Chat Rooms, Newsgroups, Internet Telephony, FTP, Web Folders, Video Conferencing, and Fax

Previous chapters discussed many uses of computer communications as they related to a particular topic. In the course of a day, it is likely you use, or use information generated by, one or more of the previously discussed communications technologies, which are outlined in Figure 8-2.

The following pages discuss a variety of other uses of communications that have not been discussed previously. These include wireless messaging services, public Internet access points, global positioning systems, groupware, collaboration, voice mail, and Web services.

PREVIOUSLY DISCUSSED USES OF COMMUNICATIONS

Internet 

Worldwide collection of networks that links millions of businesses, government agencies, educational institutions, and individuals

Web 

Worldwide collection of electronic documents on the Internet that users access through a Web browser E-Mail Transmission of messages and files via a computer network

Instant Messaging 

Real-time Internet communications service that notifies you when one or more people are online and then allows you to exchange messages, pictures, files, audio, and video

Chat Rooms

 Real-time typed conversation that takes place on a computer connected to a network that also may allow the exchange of messages, pictures, files, audio, and video

Newsgroups 

Online areas in which users have written discussions about a particular subject

Internet Telephony 

Conversation that takes place over the Internet using a telephone connected to a desktop computer, mobile computer, or mobile device

FTP 

Internet standard that permits users to upload and download files to and from FTP servers on the Internet Web Folders Location on a Web server to which users publish documents and other files

Video Conferencing 

Real-time meeting between two or more geographically separated people who use a network to transmit audio and video data

Fax Machine or Computer Fax/Modem 

Transmits and receives documents over telephone lines

FIGURE 8-2 Uses of communications discussed in earlier chapters.

Wireless Messaging Services

Users can send and receive wireless messages to and from smart phones, cellular telephones, or PDAs using three techniques: text messaging, wireless instant messaging, and picture messaging (Figure 8-3).

TEXT MESSAGING A mobile device with text messaging, also called SMS (short message service), capability allows users to send and receive short text messages on a smart phone or PDA. Text messaging services typically provide users with several options for sending and receiving messages:

• Mobile to Mobile: send the message from your mobile device to another mobile device

• Mobile to E-Mail: send the message from your mobile device to an e-mail address anywhere in the world

• Web to Mobile: send the message from a text messaging Web site to a mobile device

WIRELESS INSTANT MESSAGING Wireless instant messaging (TM) is a real-time Internet communications service that allows wireless mobile devices to exchange messages with one or more mobile devices or online users. Some wireless Internet service providers partner with TM services so you can use your smart phone or PDA to send and receive wireless instant messages. With a compatible IM service, users have these TM options:

• Mobile to Mobile: use a wireless instant messenger to communicate between two mobile devices

• Mobile to Personal Computer: use a wireless instant messenger to communicate between a mobile device and a personal computer
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PICTURE MESSAGING Users can send graphics, pictures, video clips, and sound files, as well as short text messages with picture messaging, also called MMS (multimedia message service) to another smart phone or PDA or computer (read At Issue 8-1 for a related discussion). Picture messaging services typically provide users these options for sending and receiving messages:

• Mobile to Mobile: send the picture from your mobile device to another mobile device

• Mobile to E-Mail: send the picture from your mobile device to an e-mail address anywhere in the world

FIGURE 8-3 Users can send and receive text messages, wireless instant messages, and picture messages to and from their smart phones and other computers and devices.

High-Tech Cheating via Wireless Messaging Services

Several schools have banned student cellular telephones claiming that they disrupt classes and sometimes are used for illegal activities, such as drug sales. Now, schools may have another reason to prohibit cellular telephones and other wireless devices among students.

Once, teachers only had to watch test-takers to make sure that no one was copying from a neighbor’s paper or secretly referring to notes concealed under a desk. Recently, however, students were caught using their cellular phones’ messaging service to send each other answers to test questions. Others have been caught using camera-enabled cellular phones to take pictures of tests and forwarding the images to other students who were scheduled to take the test at a later time. Some teachers fear that more students soon may be using wireless devices to communicate covertly with classmates during a test, or even to receive messages from sources outside the classroom. To eliminate this high-tech method of cheating, should cellular telephones, digital cameras, notebook computers, Tablet PC5, PDA5, and other wireless devices be banned during lectures and exams? Why or why not? Short of banning these devices, what, if anything, can schools do to prevent students from using them to cheat? Should schools seek a point of compromise so that they can both embrace the new technology and control it?
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Public Internet Access Points

In many public locations, people connect wirelessly to the Internet through a public Internet access point using mobile computers or other devices. Two types of public Internet access points are hot spots and cybercafés.

A hot spot is a wireless network that provides Internet connections to mobile computers and other devices. Through the hot spot, mobile users check e-mail, browse the Web, and access any service on the Internet — as long as their computers or devices have built-in wireless capability or the appropriate wireless network card or PC Card (Figure 8-4). Hot spots are appearing in airports, hotels, schools, shopping malls, bookstores, restaurants, and coffee shops. Most hot spots span from 100 to 300 feet; some can extend to 15 miles and cover entire cities.

Some hot spots provide free Internet access, some charge a per-use fee, and others require users to subscribe to a wireless Internet service provider, to which they pay per access fees, daily fees, or a monthly fee. Per access fees average $3, daily fees range from $5 to $20, and monthly fees range from $30 to $50 for unlimited access.

When mobile users travel without their notebook computer or Internet-enabled mobile device, they can visit a cybercafé to access e-mail, the Web, and other Internet services. A cybercafé is a coffee house or restaurant that provides personal computers with Internet access to its customers. More than 6,300 cybercafés exist in cities around the world. Although some provide free Internet access, most charge a per-hour or per-minute fee. Some cybercafes also are hot spots.

MOBILE TECHNOLOGY

FIGURE 8-4 Mobile users in this hot spot access the Internet through their notebook computers. One computer uses a wireless network PC Card. The other has Intel’s built-in wireless Centrino technology.
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Global Positioning System

A global positioning system (GPS) is a navigation system that consists of one or more earth-based receivers that accept arid analyze signals sent by satellites in order to determine the receiver’s geo graphic location (Figure 8-5). A GPS receiver is a handheld, mountable, or embedded device that contains an antenna, a radio receiver, and a processor. Many include a screen display that shows an individual’s location on a map.

Many mobile devices such as PDAs and smart phones have GPS capability built into the device or as an add-on feature. Some users carry a handheld GPS receiver; others mount a receiver to an object such as an automobile, boat, airplane, farm and construction equipment, or computer.

The first and most used application of GPS technology is to assist people with determining where they are located. The data obtained from a GPS, however, can be applied to a variety of other uses: creating a map, ascertaining the best route between two points, locating a lost person or stolen object, or monitoring the movement of a person or object. Many vehicles use GPSs to provide drivers with directions or other information.
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Collaboration
Many software products provide a means to collaborate, or work online, with other users connected to a server. With Microsoft Office, for example, users can conduct online meetings (Figure 8-6). An online meeting allows users to share documents with others in real time. That is, all participants see the document at the same time. As someone changes the document, everyone in the meeting sees the changes being made. During the online meeting, participants have the ability to open a separate window and type messages to one another.

Instead of interacting in a live meeting, many users collaborate via e-mail. For example, if users want others to review a document, they can attach a routing slip to the document and send it via e-mail to everyone on the routing slip. When the first person on the routing slip receives the document, he or she may add comments to the document. As changes are made to the document, both the original text and the changes are displayed. When subsequent persons on the routing slip receive the document via e-mail, they see all the previous users’ changes and can make additional changes. Once everyone on the routing slip has reviewed the document, it automatically returns to the sender.

Groupware

Groupware is software that helps groups of people work together on projects and share information over a network. Groupware is a component of a broad concept called workgroup computing, which includes network hardware and software that enables group members to communicate, manage projects, schedule meetings, and make group decisions. To assist with these activities, most groupware provides personal information manager (PIM) functions, such as an electronic appointment calendar, an address book, and a notepad. A major feature of groupware is group scheduling, in which a group calendar tracks the schedules of multiple users and helps coordinate appointments and meeting times.

Voice Mail

Voice mail, which functions much like an answering machine, allows someone to leave a voice message for one or more people. Unlike answering machines, however, a computer in the voice mail system converts an analog voice message into digital form. Once digitized, the message is stored in a voice mailbox. A voice mailbox is a storage location on a hard disk in the voice mail system.

Web Services

Web services describe standardized software that enables programmers to create applications that communicate with other remote computers over the Internet or over an internal business network. Businesses are the primary users of Web services because this technology provides a means for departments to communicate with each other, sup pliers, vendors, and with clients. For example, third- party vendors can use Web services to communicate with their online retailer’s Web site to manage their inventory levels.

FIGURE 8.6 When you start an online meeting from a Microsoft Office  product, the participants use NetMeeting to collaborate on the document.
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Test your knowledge of pages 296 through 302 in Quiz Yourself 8-1.

Instructions: Find the true statement below. Then, rewrite the remaining false statements so they are true.

QUIZ YOURSELF 8-1

1. A cybercafé is a wireless network that provides Internet connections to mobile computers and devices.

2. GPS is a navigation system that consists of one or more earth-based receivers that accept and analyze signals sent by satellites in order to determine the receiver’s geographic location.

3. Receiving devices initiate an instruction to transmit data, instructions, or information.

4. Users can send graphics, pictures, video clips, and sound files, as well as short text messages with text messaging.

Quiz Yourself Online: To further check your knowledge of required components for communications and uses of computer communications, visit scsite.com/dcf2e/ch8/quiz and then click Objectives 1 — 2.

NETWORKS

As discussed in Chapter 1, a network is a collection of computers and devices connected together via communications devices and transmission media. Many businesses network their computers together to facilitate communications, share hardware, share data and information, share soft ware, and transfer funds.

A network can be internal to an organization or span the world by connecting itself to the Internet. Instead of using the Internet or an internal network, some companies hire a value-added network provider for network functions. A value-added network (VAN) is a third-party business that provides networking services for a fee.

Networks facilitate communications among users and allow users to share resources with other users. Some examples of resources are data, information, hardware, and software.

LANs, MANs, and WANs

Networks usually are classified as a local area network, metropolitan area network, or wide area network. The main differentiation among these classifications is their area of coverage, as described in the following paragraphs.

LAN A local area network (LAN) is a network that connects computers and devices in a limited geographical area such as a home, school computer laboratory, office building, or closely positioned group of buildings. Each computer or device on the network, called a node, often shares resources such as printers, large hard disks, and programs. Often, the nodes are connected via cables. A wireless LAN (WLAN) is a LAN that uses no physical wires. Very often, a WLAN communicates with a wired LAN for access to its resources (Figure 8-7).

FIGURE 8-7 Computers on a wireless LAN often communicate via an access point with a wired LAN to access its software, printer, the Internet, and other resources.
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MAN

 A metropolitan area network (MAN) is a high-speed network that connects local area networks in a metropolitan area such as a city or town and handles the bulk of communications activity across that region. A MAN typically includes one or more LANs, but covers a smaller geographic area than a WAN. The state of Pennsylvania, for example, has a MAN that connects state agencies and individual users in the region around the state capital.

A MAN usually is managed by a consortium of users or by a single network provider that sells the service to the users. Local and state governments, for example, regulate some MANs. Telephone companies, cable television operators, and other organizations provide users with connections to the MAN.

WAN 

A wide area network (WAN) is a network that covers a large geographic area (such as a city, country, or the world) using a communications channel that combines many types of media such as telephone lines, cables, and radio waves (Figure 8-8). A WAN can be one large network or can consist of two or more LANs connected together. The Internet is the world’s largest WAN.

FIGURE 8-8 An example of a WAN.
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Network Architectures

The design of computers, devices, and media in a network, sometimes called the network architecture, is categorized as either client/server or peer-to-peer.

CLIENTISERVER 

On a client/server network, one or more computers act as a server; the other computers on the network request services from the server (Figure 8-9). A server controls access to the hardware, software, and other resources on the network and provides a centralized storage area for programs, data, and information. The clients are other computers and mobile devices on the network that rely on the server for its resources. For example, a server might store a database of customers. Clients on the network (company employees) access the customer database on the server.

Some servers, called dedicated servers, perform a specific task and can be placed with other dedicated servers to perform multiple tasks. For example, a file server stores and manages files. A print server manages printers and print jobs. A database server stores and pro vides access to a database. A network server manages network traffic (activity).

A client/server network typically provides an efficient means to connect 10 or more computers. Most client/server networks require a person to serve as a network administrator because of the large size of the network.

PEER-To-PEER 

One type of peer-to-peer network is a simple, inexpensive network that typically connects fewer than 10 computers. Each computer, called a peer, has equal responsibilities and capabilities, sharing hard ware (such as a printer), data, or information with other computers on the peer-to-peer network (Figure 8-10). Each computer stores files on its own storage devices. Thus, each computer on the network contains both the network operating system and application software. All computers on the network share any peripheral device(s) attached to any computer. For example, one computer may have a laser printer and a scanner, while another has an ink-jet printer and an external hard disk. Peer-to-peer networks are ideal for very small businesses and home users.

FIGURE 8-9 On a client/server network, one or more computers act as a server, and the clients access the server(s).
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INTERNET PEER-TO-PEER Another type of peer-to-peer, called P2P, describes an Internet network, on which users access each other’s hard disks and exchange files directly (Figure 8-11). This type of peer-to-peer network sometimes is called a file sharing network because users with compatible soft ware and an Internet connection copy files from someone else’s hard disk to their hard disks. As more users connect to the network, each user has access to shared files on other users’ hard disks. When users log off, others no longer have access to their hard disks.

Examples of networking software that support P2P are BitTorrent, Grokster, Gnutella, and Kazaa, which allow users to swap MP3 music files via the Web.

Network Topologies

A network topology refers to the layout of the computers and devices in a communications network. Three commonly used network topologies are bus, ring, and star. Networks usually use combinations of these topologies.

Bus NETWORK A bus network consists of a single central cable, to which all computers and other devices connect (Figure 8-12). The bus is the physical cable that connects the computers and other devices. The bus in a bus network transmits data, instructions, and information in both directions. When a sending device transmits data, the address of the receiving device is included with the transmission so the data is routed to the appropriate receiving device.

Bus networks are popular on LANs because they are inexpensive and easy to install. One advantage of the bus network is that computers and other devices can be attached and detached at any point on the bus without disturbing the rest of the network. Another advantage is that failure of one device usually does not affect the rest of the bus network. The greatest risk to a bus network is that the bus itself might become inoperable. If that hap pens, the network remains inoperative until the bus is back in working order.

FIGURE 8-12 Devices in a bus network share a single data path.
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RING NETWORK On a ring network, a cable forms a closed loop (ring) with all computers and devices arranged along the ring (Figure 8-13). Data transmitted on a ring network travels from device to device around the entire ring, in one direction. When a computer or device sends data, the data travels to each computer on the ring until it reaches its destination.

If a computer or device on a ring network fails, all devices before the failed device are unaffected, but those after the failed device cannot function. A ring network can span a larger distance than a bus network, but it is more difficult to install. The ring topology primarily is used for LANs, but also is used in WANs.

STAR NETWORK On a star network, all of the computers and devices (nodes) on the network connect to a central device, thus forming a star (Figure 8-14). The central device that provides a common connection point for nodes on the network is called the hub. All data that transfers from one node to another passes through the hub.

Star networks are fairly easy to install and maintain. Nodes can be added to and removed from the network with little or no disruption to the network.

On a star network, if one node fails, only that node is affected. The other nodes continue to operate normally. If the hub fails, however, the entire network is inoperable until the hub is repaired.

Intranets

Recognizing the efficiency and power of the Internet, many organizations apply Internet and Web technologies to their own internal networks. An intranet (intra means within) is an internal net work that uses Internet technologies. Intranets generally make company information accessible to employees and facilitate working in groups.

Simple intranet applications include electronic publishing of organizational materials such as telephone directories, event calendars, procedure manuals, employee benefits information, and job postings. Additionally, an intranet typically includes a connection to the Internet. More sophisticated uses of intranets include groupware applications such as project management, chat rooms, newsgroups, group scheduling, and video conferencing.

An intranet essentially is a small version of the Internet that exists within an organization. Users update information on the intranet by creating and posting a Web page, using a method similar to that used on the Internet.

Ethernet

For more information, visit scsite.com/dcf2e/ ch8/weblink and then click Ethernet.
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Sometimes a company uses an extranet, which allows customers or suppliers to access part of its intranet. Package shipping companies, for example, allow customers to access their intranet to print air bills, schedule pickups, and even track shipped packages as the packages travel to their destinations.

Network Communications Standards

Today’s networks connect terminals, devices, and computers from many different manufacturers across many types of networks, such as wide area, local area, and wireless. For the different devices on various types of networks to be able to communicate, the network must use similar techniques of moving data through the network from one application to another.

To alleviate the problems of incompatibility and ensure that hardware and software components can be integrated into any network, various organizations such as ANSI and IEEE (pronounced I triple E) propose, develop, and approve network standards. A network standard defines guidelines that specify the way computers access the medium to which they are attached, the type(s) of medium used, the speeds used on different types of networks, and the type(s) of physical cable and/or the wireless technology used. A standard that outlines characteristics of how two network devices com municate is called a protocol. Hardware and software manufacturers design their products to meet the guidelines specified in a particular standard, so their devices can communicate with the network.

The following sections discuss some of the more widely used network communications standards for both wired and wireless networks including Ethernet, token ring, TCP/IP, 802.11, Bluetooth, IrDA, RFID, and WAP.

ETHERNET 

Ethernet is a network standard that specifies no central computer or device on the network (nodes) should control when data can be transmitted; that is, each node attempts to transmit data when it determines the network is able to receive communications. If two computers on an Ethernet network attempt to send data at the same time, a collision occurs, and the computers must attempt to send their messages again.

Ethernet is based on a bus topology, but Ethernet networks can be wired in a star pattern. The Ethernet standard defines guidelines for the physical configuration of the network, e.g., cabling, net work cards, and nodes. Today, Ethernet is the most popular LAN standard because it is relatively inexpensive and easy to install and maintain. Ethernet networks often use cables to transmit data.

TOKEN RING

 The second most popular network standard for LANs is token ring. The token ring standard specifies that computers and devices on the network share or pass a special signal, called a token, in a unidirectional manner and in a preset order. A token is a special series of bits that function like a ticket. The device with the token can transmit data over the network. Only one token exists per network. This ensures that only one computer transmits data at a time. Token ring is based on a ring topology (although it can use a star topology). The token ring standard defines guidelines for the physical configuration of a network. Some token ring networks connect up to 72 devices. Others use a special type of wiring that allows up to 260 connections.

TCP/IP 

Short for Transmission Control Protocol/Internet Protocol, TCP/IP is a network standard, specifically a protocol, that defines how messages (data) are routed from one end of a network to the other. TCP/IP describes rules for dividing messages into small pieces, called packets; providing addresses for each packet; checking for and detecting errors; sequencing packets; and regulating the flow of messages along the network.

TCP/IP has been adopted as a network standard for Internet communications. Thus, all hosts on the Internet follow the rules defined in this standard. Internet communications also use other standards, such as the Ethernet standard, as data is routed to its destination.

When a computer sends data over the Internet, the data is divided into packets. Each packet contains the data, as well as the recipient (destination), the origin (sender), and the sequence information used to reassemble the data at the destination. Each packet travels along the fastest individual available path to the recipient’s computer via communications devices called routers.
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802.11 Developed by IEEE, 802.11 also known as Wi-Fi (wireless fidelity) and wireless Ethernet, is a series of network standards that specifies how two wireless devices communicate over the air with each other. Using Wi-Fi, wireless computers or devices communicate via radio waves with other computers or devices. The Wi-Fi standard uses techniques similar to the Ethernet standard to specify how to physically configure a wireless network.

One popular use of the Wi-Fi standard is in hot spots (discussed earlier in this chapter) that offer mobile users the ability to connect to the Internet with their wireless computers and devices. Many homes and small businesses also use Wi-Fi to network computers and devices together wirelessly.

How prevalent are hot spots?

Very. By 2007, experts predict that more than 120,000 hot spots will exist worldwide. The United States has the most hot spots, followed by the United Kingdom, France, Germany, and Japan. In the United States, New York City has the most hot spots. For more information, visit scsite.com/dcf2e/ch8/faq and then click Hot Spots.

BLUETOOTH 

Bluetooth is a standard, specifically a protocol, that defines how two Bluetooth devices use short-range radio waves to transmit data. To communicate with each other, Bluetooth devices often must be within about 10 meters (about 33 feet) but can be extended to 100 meters with additional equipment.

A Bluetooth device contains a small chip that allows it to communicate with other Bluetooth devices. Examples of these devices can include desktop computers, notebook computers, hand- held computers, PDAs, smart phones, headsets, microphones, digital cameras, fax machines, and printers.

IRDA 

Some computers and devices use the IrDA specification to transmit data wirelessly to each other via infrared (IR) light waves. Infrared requires a line-of-sight transmission; that is, the sending device and the receiving device must be in line with each other so that nothing obstructs the path of the infrared light wave. Because Bluetooth does not require line-of-sight transmission, some industry experts predict that Bluetooth will replace infrared.

RFID 

RFID (radio frequency identification) is a standard, specifically a protocol, that defines how a network uses radio signals to communicate with a tag placed in or attached to an object, an animal, or a person. The tag, called a transponder, consists of an antenna and a memory chip that contains the information to be transmitted via radio waves. Through an antenna, an RFID reader, also called a transceiver, reads the radio signals and transfers the information to a computer or computing device. Readers can be handheld or embedded in an object such as a doorway or tollbooth.

RFID tags are passive or active. An active REID tag contains a battery that runs the chip’s circuitry and broadcasts a signal to the REID reader. A passive RFID tag does not contain a battery and thus cannot send a signal until the reader activates the tag’s antenna by sending out electromagnetic waves.

WAP 

The Wireless Application Protocol (WAP) is a standard, specifically a protocol, that specifies how some wireless mobile devices such as smart phones and PDAs can display the content of Internet services such as the Web, e-mail, chat rooms, and newsgroups. For example, to display a Web page on a smart phone, the phone must be WAP enabled and contain a micro browser. WAP uses a client/server network. The wireless device contains the client software, which connects to the Internet service provider’s server.

FAQ 8-1
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COMMUNICATIONS SOFTWARE

Communications software consists of programs that (1) help users establish a connection to another computer or network; (2) manage the transmission of data, instructions, and information; and (3) provide an interface for users to communicate with one another. The first two are system software and the third is application software. Chapter 3 presented a variety of examples of application software for communications: e-mail, FTP, Web browser, newsgroup/message boards, chat rooms, instant messaging, video conferencing, and Internet telephony. Read At Issue 8-2 for a discussion related to Web browser communications.

Some communications devices are preprogrammed to accomplish communications tasks. Other communications devices require separate communications software to ensure proper transmission of data. Communications software works with the network standards and protocols defined earlier to ensure data moves correctly through a network. Communications software usually is bundled with the operating system or purchased network devices.

Often, a computer has various types of communications software, each serving a different purpose. One type of communications soft ware helps users establish a connection to the Internet using wizards, dialog boxes, and other on-screen messages. Communications software also allows home and small office users to configure wired and wireless networks and connect devices to an existing network.

COMMUNICATIONS OVER THE TELEPHONE NETWORK

The public switched telephone network (PSTN) is the worldwide telephone system that handles voice-oriented telephone calls (Figure 8-15). Nearly the entire telephone network today uses digital technology, with the exception of the final link from the local telephone company to a home, which often is analog.

 Librarians Caught in Middle of Internet Censorship Battle

Most libraries offer computers that adults and children can use to connect to the Internet. To prevent children from using these computers to access obscene material on the Web, Congress enacted the Children’s Internet Protection Act (CIPA). The act mandates that libraries that cater to children must install filtering software in order to receive federal funds. A group of librarians, library users, and Web site operators challenged the act, arguing that it violates the First Amendment right of free speech. In 2003, the Supreme Court upheld the law. Supporters of the decision claim that filtering software protects children. Opponents insist, however, that filtering software restricts intellectual freedom and prevents library patrons from accessing some unobjectionable sites. To control the impact of filtering software, the American Library Association has asked each manufacturer to provide a database of blocked sites that librarians can use to determine the software that best meets their needs. Yet, manufacturers are reluctant to supply the database, fearing it may be valuable to competitors. Should libraries have to use filtering software in order to receive federal funds? Why or why not? What measures, if any, should libraries be allowed to adopt instead? Is it reasonable to ask filtering software manufacturers to reveal their databases? Why?

FIGURE 8-15 A sample telephone network configuration.
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The telephone network is an integral part of computer communications. Data, instructions, and information are transmitted over the telephone network using dial-up lines or dedicated lines. The following sections discuss dial-up lines and the various types of dedicated lines that use the telephone network for data communications.

Dial-Up Lines

A dial-up line is a temporary connection that uses one or more analog telephone lines for communications. A dial-up connection is not permanent. Using a dial-up line to transmit data is similar to using the telephone to make a call. A modem at the sending end dials the telephone number of a modem at the receiving end. When the modem at the receiving end answers the call, a connection is established and data can be transmitted. When either modem hangs up, the communications end.

Using a dial-up line to connect computers costs no more than making a regular telephone call. Computers at any two locations establish an Internet or network connection using modems and the telephone network.

Dedicated Lines

A dedicated line is a type of always-on connection that is established between two communications devices (unlike a dial-up line where the connection is reestablished each time it is used). The quality and consistency of the connection on a dedicated line are better than a dial-up line because dedicated lines provide a constant connection.

Businesses often use dedicated lines to connect geographically distant offices. Dedicated lines can be either analog or digital. Digital lines increasingly are connecting home and business users to net works around the globe because they transmit data and information at faster rates than analog lines.

Four popular types of digital dedicated lines are ISDN lines, DSL, T-carrier lines, and ATM. Although cable television (CATV) lines and fixed wireless are not a type of standard telephone line, they are very popular ways for the home user to connect to the Internet. Fixed wireless Internet connections use an antenna on your house or business to SPEEDS OF VARIOUS INTERNET communicate with a tower location via radio signals. Later sections in this chapter discuss the use of CATV lines and radio signals to connect to the Internet.

The table in Figure 8-16 lists the approximate monthly costs of various types of Internet connections and transfer rates (speeds), ___________ as compared with dial-up lines. The following sections discuss

ISDN LINES 

For the small business and home user, an ISDN line
Cable TV provides faster transfer rates than dial-up telephone lines. ISDN (Integrated Services Digital Network) is a set of standards for digital transmission of data over standard copper telephone lines. ISDN requires that both ends of the connection have an ISDN modem. The ISDN modem at your location must be within about 3.5 miles of the telephone company’s ISDN modem. Thus, ISDN may not be an option for rural residents.


DSL 

DSL is another digital line alternative for the small
622 Mbps, can business or home user. DSL (Digital Subscriber Line) transmits at reach 10 Gbps fast speeds on existing standard copper telephone wiring. Some DSL installations include a dial tone, providing users with both voice and data communications. Others share services with an existing telephone line. To connect to DSL, a customer must have a special network

FIGURE 8.16 The speeds of various lines that can be card and a DSL modem. Not all areas offer DSL service because used to connect to the Internet.
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the local telephone company or the lines in the area may not be capable of supporting DSL technology. As with ISDN, DSL may not be an option for rural residents because the user’s location (and DSL modem) and the telephone company’s DSL modem must be located within about 3.5 miles of each other.

ADSL is one of the more popular types of DSLs. ADSL (asymmetric digital subscriber line) is a type of DSL that supports faster transfer rates when receiving data (the downstream rate) than when sending data (the upstream rate). ADSL is ideal for Internet access because most users download more information from the Internet than they upload.

T-CARRIER LINES 

A 1-carrier line is any of several types of long-distance digital telephone lines that carry multiple signals over a single communications line. T-carrier lines provide very fast data transfer rates. Only medium to large companies usually can afford the investment in T-carrier lines because these lines are so expensive.

The most popular T-carrier line is the Ti line. Businesses often use Ti lines to connect to the Internet. Many Internet access providers use Ti lines to connect to the Internet backbone. Home and small business users purchase fractional Ti, in which they share a connection to the Ti line with other users. Fractional Ti is slower than a dedicated Ti line, but it also is less expensive.

A 13 line is equal in speed to 28 Ti lines. 13 lines are quite expensive. Main users of T3 lines include large companies, telephone companies, and Internet access providers connecting to the Internet backbone. The Internet backbone itself also uses T3 lines.

ATM 

ATM (Asynchronous Transfer Mode) is a service that carries voice, data, video, and multimedia at extremely high speeds. Telephone networks, the Internet, and other networks with large amounts of traffic use ATM. Some experts predict that ATM eventually will become the Internet standard for data transmission, replacing T3 lines.

Test your knowledge of pages 303 through 312 in Quiz Yourself 8-2.

Instructions: Find the true statement below. Then, rewrite the remaining false statements so they are true. 

QUIZ YOURSELF 8-2

1 A wireless LAN is a LAN that uses physical wires

2 An intranet is an internal network that uses video conferencing technologies

3 Four popular types of digital dial up lines are ISDN lines OSL I carrier lines and ATM

4 In a client/server network servers on the network access resources on the client

5. P2P describes an Internet network on which users access each other’s hard disks and exchange files directly over the Internet.

Quiz Yourself Online: To further check your knowledge of networks, communications software, and communications over the telephone network, visit scsite.com/dcf2e/ch8/quiz and then click Objectives 3 — 5.

COMMUNICATIONS DEVICES

A communications device is any type of hardware capable of transmitting data, instructions, and information between a sending device and a receiving device. One type of communications device that connects a communications channel to a sending or receiving device such as a computer is a modem. Computers process data as digital signals. Data, instructions, and information travel along a communications channel in either analog or digital form,depending on the communications channel. An analog signal consists of a continuous electrical wave. A digital signal consists of individual electrical pulses that represent bits grouped together into bytes.

For communications channels that use digital signals (such as cable television lines), the modem transfers the digital signals between the computer and the communications channel (Figure 8-17a).
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If a communications channel uses analog signals (such as some telephone lines), however, the modem first converts between analog and digital signals (Figure 8-17b).

The following pages describe the following types of communications devices: dial-up modems, ISDN and DSL modems, cable modems, network cards, wireless access points, and routers. 

FIGURE 8-17 A modem connects a communications channel, such as a cable television line or a telephone line, to a sending or receiving device such as a computer. Depending on the type of communications channel, a modem may need to convert digital signals to analog signals (and vice versa) before transferring data, instructions, and information to or from a sending or receiving device.

Dial-Up Modems

As previously discussed, a computer’s digital signals must be converted to analog signals before they are transmitted over standard telephone lines. The communications device that per forms this conversion is a modem, sometimes called a dial-up modem. The word, modem, is derived from the combination of the words, modulate, to change into an analog signal, and demodulate, to convert an analog signal into a digital signal.

A modem usually is in the form of an adapter card that you insert in an expansion slot on a computer’s motherboard (Figure 8-18). One end of a standard telephone cord attaches to a port on the modem card and the other end plugs into a telephone outlet.

FIGURE 8-18 A dial-up modem for a desktop computer usually is in the form of an adapter card you install in the system unit.
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If a notebook or other mobile computer does not have built-in modem capabilities, mobile users can insert a PC Card modem in a PC Card slot on the computer. The PC Card modem attaches to a telephone outlet with a standard telephone cord. Mobile users without access to a telephone outlet also can use a special cable to attach the PC Card modem to a cellular telephone, thus enabling them to transmit data over a cellular telephone.

ISDN and DSL Modems

If you access the Internet using ISDN or DSL, you need a communications device to send and receive the digital ISDN or DSL signals. An ISDN modem sends digital data and information from a computer to an ISDN line and receives digital data and information from an ISDN line. A DSL modem sends digital data and information from a computer to a DSL line and receives digital data and information from a DSL line. ISDN and DSL modems usually are external devices, in which one end connects to the telephone line and the other end connects to a port on the system unit.

Cable Modems

A cable modem is a digital modem that sends and receives digital data over the cable television (CATV) network (Figure 8-19). With more than 100 million homes wired for cable television, cable modems provide a faster Internet access alternative to dial-up for the home user and have speeds similar to DSL. Cable modems currently can transmit data at speeds that are much faster than either a dial-up modem or ISDN.

Wireless Modems

Some mobile users have a wireless modem that allows access to the Web wirelessly from a notebook computer, a FDA, a smart phone, or other mobile device (Figure 8-20). Wireless modems, which have an antenna, typically use the same waves used by cellular telephones.

FIGURE 8 20 Wireless modems in the form of a PC Card or flash card users to access the Internet wirelessly on their mobile computers and devices.

 Which is better, DSL or cable Internet service?

Each has its own advantages. DSL uses a line that is not shared with other users in the neighborhood. With cable Internet service, by contrast, users share the node with up to 500 other cable Internet users. Simultaneous access by many users can cause the cable Internet service to slow down. Cable Internet service, however, has wide spread availability. For more information, visit scsite.com/dcf2e/ch8/faq and then click DSL and Cable Internet Service.
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Network Cards

A network card is an adapter card, PC Card, or flash card that enables a computer or device to access a network. Personal computers on a LAN may contain a network card. The network card coordinates the transmission and receipt of data, instructions, and information to and from the computer or device containing the network card.

Network cards are available in a variety of styles (Figure 8-21). A network card for a desktop computer is an adapter card that has a port to which a cable connects. A network card for mobile computers and devices is in the form of a Type II PC Card or a flash card. Network cards that provide wireless data transmission also are available. This type of card, sometimes called a wireless network card, often has an antenna.

A network card follows the guidelines of a particular network communications standard, such as Ethernet or token ring. An Ethernet card is the most common type of network card.

FIGURE 8-21 Network cards are available for both desktop and notebook computers.

Wireless Access Points

A wireless access point is a central communications device that allows computers and devices to transfer data wirelessly among themselves or to transfer data wirelessly to a wired network (Figure 8-7 on page 303). Wireless access points have high-quality antennas for optimal signals.

Routers

A router is a communications device that connects multiple computers or other routers together and transmits data to its correct desti nation on the network. A router can be used on any size of network. On the largest scale, routers along the Internet backbone forward data packets to their destination using the fastest available path. For smaller business and home networks, a router allows multiple computers to share a single high-speed Internet connection such as a cable modem or DSL modem (Figure 8-22). These routers connect from 2 to 250 computers.
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To prevent unauthorized users from accessing files and computers, many routers are protected by a built-in firewall, called a hardware firewall. Some also have built-in antivirus protection.

HOME NETWORKS

An estimated 39 million homes have more than one computer. Thus, many home users are connecting multiple computers and devices together in a home network. Each networked computer in the house has the following capabilities:

• Connect to the Internet at the same time

• Share a single high-speed Internet connection

• Access files and programs on the other computers in the house

• Share peripherals such as a printer, scanner, external hard disk, or DVD drive

• Play multiplayer games with players on other computers in the house

Many vendors offer home networking packages that include all the necessary hardware and software to network your home using wired or wireless techniques. Some of these packages also offer intelligent networking capabilities. An intelligent home network extends the basic home network to include features such as lighting control, thermostat adjustment, and a security system.

Wired Home Networks

As with other networks, a home network can use wires, be wireless, or use a combination of wired and wireless. Three types of wired home networks are Ethernet, powerline cable, and phoneline.

ETHERNET 

Some home users have an Ethernet network. As discussed earlier in this chapter, traditional Ethernet networks require that each computer have built-in networking capabilities or contain a network card, which connects to a central network hub or similar device with a physical cable. This may involve running cable through walls, ceilings, and floors in the house. For the average home user, the hardware and software of an Ethernet network can be difficult to configure.

POWERLINE CABLE NETWORK 

A home powerline cable network is a network that uses the same lines that bring electricity into the house. This network requires no additional wiring. One end of a cable plugs in the computer’s parallel or USB port and the other end of the cable plugs in a wall outlet. The data transmits through the existing power lines in the house.

PHONELINE NETWORK 

A phoneline network is an easy-to-install and inexpensive network that uses existing telephone lines in the home. With this network, one end of a cable connects to an adapter card or PC Card in the computer and the other end plugs in a wall telephone jack. The phoneme network does not interfere with voice and data transmissions on the telephone lines. That is, you can talk on the telephone and use the same line to connect to the Internet.

Wireless Home Networks

To network computers and devices that span multiple rooms or floors in a home, it may be more convenient to use a wireless strategy. One advantage of wireless networks is that you can take a mobile computer outside, for example in the backyard, and connect to the Internet through the home network as long as you are in the network’s range. Two types of wireless home networks are HomeRF and Wi-Fi A HomeRF (radio frequency) network uses radio waves, instead of cables, to transmit data. A HomeRF network sends signals through the air over distances up to 150 feet. A HomeRF network usually can connect up to 10 computers.

Another home network that uses radio waves is a Wi-Fi network, which sends signals over a wider distance than the HomeRF network — up to 1,500 feet in some configurations. A Wi-Fi home
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network is more expensive than a HomeRF network. Despite the higher costs, increasingly more home users set up Wi-Fi networks in their homes because they are fairly easy to configure. Each computer that accesses the network needs built-in wireless networking capabilities or a wireless network card, which communicates with a wireless access point or a combination router/wireless access point (Figure 8-23).

COMMUNICATIONS CHANNEL

As described at the beginning of the chapter, a communications channel is the transmission media on which data, instructions, or information travel in a communications system. The amount of data, instructions, and information that can travel over a communications channel sometimes is called the bandwidth. The higher the bandwidth, the more the channel transmits. For example, a cable modem has more bandwidth than a dial-up modem.

For transmission of text only, a lower bandwidth is acceptable. For transmission of music, graphics, photographs, virtual reality images, or 3-D games, however, you need a higher bandwidth. When the bandwidth is too low for the application, you will notice a considerable slow-down in system performance.
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A communications channel consists of one or more transmission media. Transmission media consists of materials or substances capable of carrying one or more signals. When you send data from a computer, the signal that carries the data may travel over various transmission media. This is especially true when the transmission spans a long distance.

Figure 8-24 illustrates a typical communications channel and shows the variety of transmission media used to complete the connection.

Baseband media transmit only one signal at a time. By contrast, broadband media transmit multiple signals simultaneously. Broadband media transmit signals at a much faster speed than baseband media. Home and business users today opt for broadband internet access because of the much faster transfer rates. Two previously discussed services that offer broadband transmissions are DSL and the cable television Internet Service. Satellites also offer broadband transmission. Read Looking Ahead 8-1 for a look at the future of broadband. 
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Broadband Sparks Portal Services

When the Internet was in its infancy, many computer users were satisfied with a stable telephone connection and a variety of Web sites. With broadband becoming more commonplace, however, users are demanding superfast connection speeds and Web sites that offer easily accessible information.

Super Web portals are being developed in response to these demands. Portals offer many services in one convenient location, so a user can find a variety of related content at a single Web site. For example, yahoo.rogers.com and Sympatico.MSN.ca are media-intensive portals for people desiring to upload photos, download music, and play games.

As broadband becomes more ubiquitous, look for the convergence of the television and online communities, where viewers watch programs and simultaneously or soon afterwards find related premium content online. For more information, visit scsite.com/dcf2e/ch8/looking and then click Broadband Future.

Transmission media are one of two types: physical or wireless. Physical transmission media use wire, cable, and other tangible materials to send communications signals. Wireless transmission media send communications signals through the air or space using radio, microwave, and infrared signals. The following sections discuss these types of media.

Do many home users have a broadband Internet connection?

As shown in the chart to the right, the number of home users with a broadband Internet connection has grown to more than 75 percent. For more information, visit scsite.com/dcf2e/ch8/faq and then click Broadband Usage.

PHYSICAL TRANSMISSION MEDIA

Physical transmission media used in communications include twisted-pair cable, coaxial cable, and fiber-optic cable. These cables typically are used within or underground between buildings. Ethernet and token ring LANs often use physical transmission media.

Twisted-Pair Cable

One of the more commonly used transmission media for network cabling and telephone systems is twisted-pair cable. Twisted-pair cable consists of one or more twisted-pair wires bundled together (Figure 8-25). Each twisted-pair wire consists of two separate insulated copper wires that are twisted together. The wires are twisted together to reduce noise. Noise is an electrical disturbance that can degrade communications.

FIGURE 8-25 A twisted-pair cable consists of one or more twisted-pair wires. Each twisted-pair wire usually is color coded for identification.
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Coaxial Cable

Coaxial cable, often referred to as coax (pronounced KO-ax), consists of a single copper wire surrounded by at least three layers: (1) an insulating material, (2) a woven or braided metal, and (3) a plastic outer coating (Figure 8-26).

Cable television (CATV) network wiring often uses coaxial cable because it can be cabled over longer distances than twisted-pair cable. Most of today’s computer networks, however, do not use coaxial cable because other transmission media such as fiber-optic cable transmit signals at faster rates.

Fiber-Optic Cable

The core of a fiber-optic cable consists of dozens or hundreds of thin strands of glass or plastic that use light to transmit signals. Each strand, called an optical fiber, is as thin as a human hair. Inside the fiber-optic cable, an insulating glass cladding and a protective coating surround each optical fiber (Figure 8-27).

FIGURE 8-26 On a coaxial cable, data travels through a copper wire. This Fiber-optic cables have the following illustration shows computers networked together with coaxial cable.

Fiber optic cable have the following advantages over cables that use wire, such as twisted-pair and coaxial cables:

• Capability of carrying significantly more signals than wire cables

• Faster data transmission

• Less susceptible to noise (interference) from other devices such as a copy machine

• Better security for signals during transmission because they are less susceptible to noise

• Smaller size (much thinner and lighter weight)

Disadvantages of fiber-optic cable are it costs more than twisted-pair or coaxial cable and can be difficult to install and modify. Despite these limitations, many local and long- distance telephone companies are replacing existing telephone lines with fiber-optic cables.

FIGURE 8-27 A fiber-optic cable consists of hair-thin strands of glass or plastic that carry data as pulses of light.
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WIRELESS TRANSMISSION MEDIA

Many users opt for wireless transmission media because it is more convenient than installing cables. In addition, businesses use wireless transmission media in locations where it is impossible to install cables. Types of wireless transmission media used in communications include infrared, broadcast radio, cellular radio, microwaves, and communications satellites.

Cellular Communications

For more information, visit scsite.com/dcf2e/ ch8/weblink and then click Cellular Communications.

Infrared

As discussed earlier in the chapter, infrared (IR) is a wireless transmission medium that sends signals using infrared light waves. Mobile computers and devices, such as a mouse, printer, and smart phone, often have an IrDA port that enables the transfer of data from one device to another using infrared light waves.

Broadcast Radio

Broadcast radio is a wireless transmission medium that distributes radio signals through the air over long distances such as between cities, regions, and countries and short distances such as within an office or home. Bluetooth, HomeRF, and Wi-Fi communications technologies discussed earlier in this chapter use broadcast radio signals.

Cellular Radio

Cellular radio is a form of broadcast radio that is used widely for mobile communications, specifically wireless modems and cellular telephones. A cellular telephone is a telephone device that uses high-frequency radio waves to transmit voice and digital data messages.

Some mobile users connect their notebook computer or other mobile computer to a cellular telephone to access the Web, send and receive e-mail, enter a chat room, or connect to an office or school network while away from a standard telephone line. Personal Communications Services (PCS) is the term used by the United States Federal Communications Commission (FCC) to identify all wireless digital communications. Devices that use PCS include cellular telephones, PDAs, pagers, and fax machines.

Microwaves

Microwaves are radio waves that provide a high-speed signal transmission. Microwave transmission, often called fixed wireless, involves sending signals from one microwave station to another (shown in Figure 8-15 on page 310). Microwaves can transmit data at rates up to 4,500 times faster than a dial-up modem.

A microwave station is an earth-based reflective dish that contains the antenna, transceivers, and other equipment necessary for microwave communications. Microwaves use line-of-sight transmission. To avoid possible obstructions, such as buildings or mountains, microwave stations often sit on the tops of buildings, towers, or mountains.

Microwave transmission is used in environments where installing physical transmission media is difficult or impossible and where line-of-sight transmission is available. For example, microwave transmission is used in wide-open areas such as deserts or lakes; between buildings in a close geo graphic area; or to communicate with a satellite. Current users of microwave transmission include universities, hospitals, city governments, cable television providers, and telephone companies. Home and small business users who do not have other high-speed Internet connections available in their area also opt for lower-cost fixed wireless plans.

Communications Satellite

A communications satellite is a space station that receives microwave signals from an earth-based station, amplifies (strengthens) the signals, and broadcasts the signals back over a wide area to any number of earth-based stations (shown in Figure 8-15 on page 310).

These earth-based stations often are microwave stations. Other devices, such as PDAs and GPS receivers, also can function as earth-based stations. Transmission from an earth-based station to a satellite is an uplink. Transmission from a satellite to an earth-based station is a downlink.

Applications such as air navigation, television and radio broadcasts, weather forecasting, video conferencing, paging, global positioning systems, and Internet connections use communications satellites. With the proper satellite dish and a satellite modem card, consumers access the Internet using satellite technology. With satellite Internet connections, however, uplink transmissions usually are slower than downlink transmissions. This difference in speeds usually is acceptable to most
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Internet satellite users because they download much more data than they upload. Although a satellite Internet connection is more expensive than cable Internet or DSL connections, sometimes it is the only high-speed Internet option in remote areas. Read Looking Ahead 8-2 for a look at the next generation of satellite communications.

Hear the Music on a Smart Phone

Listening to music, watching television, and using a cellular telephone probably are part of your daily life, and you soon may be able to perform all three activities on one device: your smart phone.

The next generation of smart phones and other pocket devices might add the capability of receiving digital terrestrial and satellite broadcasts. A satellite co-owned by Japan’s Mobile Broadcasting and South Korea’s TU Media beams 30 channels of audio and 7 channels of video to subscribers. The nonstop music channels feature a variety of genres and radio stations, and the video channels include news, financial information, and MW.

The subscription service is expected to cost approximately $15 per month for audio and $23 for both audio and video. For more information, visit scsite.com/dcf2e/ch8/looking and then click Satellite Broadcasts.

CHAPTER SUMMARY

This chapter provided an overview of communications terminology and applications. It also discussed how to join computers into a network, allowing them to communicate and share resources such as hardware, software, data, and information. It also explained various types of communications devices, media, and procedures as they relate to computers.

Network Specialist

As more companies rely on networks the demand for network specialists will continue to grow A network specialist must have a working knowledge of local area networks and their application within wide area networks A network specialist also must be familiar with the Internet its connectivity to LAN5 and WAN5 and Web server management. Responsibilities of a network specialist include installing, configuring, and troubleshooting network systems. Other responsibilities may include managing system and client software, Web page integration and creation, network security measures, user accounting, and monitoring network event logs for problem resolution. A network specialist must possess good problem-solving skills and the ability to work independently. They also must have the ability to concentrate on detailed projects for long periods of time. Good oral, written, and team-oriented interpersonal skills also are beneficial.

Many institutions offer two year network specialist programs In addition to a college degree industry certifications are available for further career enhancement Two of the more notable certifications are the Novell CNA (Certified Novell Administrator) and the Cisco CCNA (Certified Cisco Networking Associate) Network specialist salaries will vary depending on education certifications and experience Individuals with certi fications can expect an approximate starting salary between $43 000 and $55 000 For more information visit scsite com/dcf2e/ch8/careers and then click Network Specialist

Test your knowledge of pages 312 through 322 in Quiz Yourself 8-3.

QUIZ YOURSELF 8-3

Instructions: Find the true statement below. Then, rewrite the remaining false statements so they are true.

1. A cable modem converts a computer’s digital signals to analog signals before they are transmitted over standard telephone lines.

2. A network card is an adapter card, PC Card, or flash card that enables the computer or device to access a network.

3. Analog signals consist of individual electrical pulses that represent bits grouped together into bytes.

4. Physical transmission media send communications signals through the air or space using radio, microwave, and infrared signals.

5. Two types of wireless home networks are HomeRF and powerline cable.

Quiz Yourself Online: To further check your knowledge of communications devices, home networks, and transmission media, visit scsite.com/dcf2e/ch8/quiz and then click Objectives 6 — 8.
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COMPANIES ON THE CUTTING EDGE

CISCO Systems

Networking the Internet


As the world leader in networking equipment, Cisco Systems strives to empower the Internet generation by connecting people and networks regardless of differences in locations, time, or types of computers. The company offers a broad line of networking equipment for transporting data within a building, across a campus, or across the globe. A group of computer scientists from Stanford University founded Cisco in 1984. From the start, the company focused on communicating over networks. Today, Cisco’s Internet Protocol-based (IP) networking equipment is the basis of the Internet and most networks. Its key products focus on the areas of home and wireless networking, network security, and communications. The company set a Guinness world record for having the highest capacity Internet router of 92 terabits (92 trillion bits per second). For more information, visit scsite.com/dcf2e/ch8/companies and then click Cisco.

QUALCOMM

Wireless Communications Leader

When you speak into your cellular telephone, your voice is converted into digital information that is transmitted as a radio signal with a unique code. This wireless communications process is based on Code Division Multiple Access (CDMA), which QUALCOMM engineers first conceptualized in 1988.

Commercial CDMA networks were unveiled in 1995, and they provided about 10 times the capacity of analog networks. Today, QUALCOMM is the world’s largest provider of 3G technology and has shipped more than 1 million chips to the 125 telecommunications equipment manufacturers using the CDMA standard.

QUALCOMM has been selected as a FORTUNE 500 company and has been named to FORTUNE magazine’s lists of the 100 Fastest-Growing Companies in America, 100 Best Companies to Work for in America, and America’s Most Admired Companies. For more information, visit scsite.com/dcf2e/ch8/companies and then click QUALCOMM.

TECHNOLOGY TRAILBLAZERS

Robert Metcalfe

Ethernet Inventor 

The Internet will be filled with video within 20 years, according to Robert Metcalfe. His prediction is likely to be correct based on his visionary track record. While studying for his doctorate degree at Harvard and working at Xerox’s Palo Alto Research Center (PARC), he combined hardware with a high-speed network interface and envisioned that his invention would be used widely. This network technology developed into Ethernet, today’s most popular LAN technology that links millions of computers worldwide.

In 1979, Metcalfe left Xerox to found 3Com Corporation and make Ethernet the standard for computer communications. After he retired from that company, he became a columnist for InfoWorld magazine. He also has written three books and been a venture capitalist with Polaris Ventures. For more information, visit scsite.com/dcf2e/ch8/people and then click Robert Metcalfe.

Patricia Russo

Lucent Technologies Chairman and CEO

As captain of her high school cheerleading squad, Patricia Russo had to project a spirit of optimism, build teamwork, and solve problems. She uses these same skills in her current job as chairman and chief executive officer of Lucent Technologies, which designs and delivers communications hardware, software, and services to communications service providers worldwide.

Russo helped found Lucent in 1996 and oversaw various critical corporate functions, including global sales, strategy and business development, human resources, and public relations. She left Lucent to serve as CEO for Eastman Kodak, but nine months later Lucent asked her to return and appointed her CEO in 2002 and chairman the following year. Prior to her Lucent tenure, she headed AT&T’s Business Communications System unit (now Avaya Inc.) and worked in sales and marketing at IBM. For more information, visit scsite.com/dcf2e/ch8/people and then click Patricia Russo.
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CHAPTER 8

Chapter Review

The Chapter Review section summarizes the concepts presented in this chapter. To obtain help from other students regarding any subject in this chapter, visit scsite.com/dcf2e/ch8/forum and post your thoughts or questions.

What Components Are Required for Successful Communications?

Computer communications describes a process in which two or more computers or devices transfer data, instructions, and information. Successful communications requires a sending device that initiates a transmission instruction, a communications device that connects the sending device to a communications channel, a communications channel on which the data travels, a communications device that connects the communications channel to a receiving device, and a receiving device that accepts the transmission.

How Are Computer Communications Used?

Communications technologies include the Internet, Web, e-mail, instant messaging, chat rooms, newsgroups, Internet telephony, FTP, Web folders, video conferencing, and fax machine or computer fax/modem. People also use communications for other purposes. Users send and receive wireless messages to and from smart phones, cellular telephones, or PDAs using text messaging, wireless instant messaging, and picture messaging. In many public locations, people connect wirelessly to the Internet through a public Internet access point, either a hot spot or cybercafé. A global positioning system (GPS) analyzes signals sent by satellites to determine an earth-based receiver’s geographic location. Many software products allow users to collaborate, or work online, with other users connected to a server. Groupware is software that helps people work together and share information over a network. Voice mail allows someone to leave a voice message for one or more people. Web services describe standardized software that enables programmers to create applications that communicate with other remote computers over a network. Visit scsite.com/dcf2e/ch8/quiz or click the Quiz Yourself button. Click Objectives 1 — 2.

What Are Different Types of Networks?

A network is a collection of computers and devices connected together via communications devices and media. Networks usually are classified as a local area network, metropolitan area network, or wide area network. A local area network (LAN) connects computers and devices in a limited geographical area or closely positioned group of buildings. A wireless LAN (WLAN) is a LAN that uses no physical wires. A metropolitan area network (MAN) connects local area networks in a metropolitan area and handles the bulk of communications activity across that region. A wide area network (WAN) covers a large geographic area using a communications channel that combines many types of media.

What Is the Purpose of Communications Software?

Communications software helps users establish a connection to another computer or network, manages the transmission of data, and provides an interface for users to communicate with one another.

What Are Various Types of Lines for Communications Over the Telephone Network?

The telephone network uses dial-up lines or dedicated lines. A dial-up line is a temporary connection that uses one or more analog telephone lines for communications. A dedicated line is an always-on connection established between two communications devices. Dedicated lines include ISDN lines, DSL, T-carrier lines, and ATM. ISDN is a set of standards for digital transmission over standard copper telephone lines. DSL transmits at fast speeds on existing standard copper telephone wiring. A T-carrier line is a long-distance digital telephone line that carries multiple signals over a single com munications line. ATM (Asynchronous Transfer Mode) is a service that carries voice, data, video, and multimedia at extremely high speeds. Visit scsite.com/dcf2e/ch8/quiz or click the Quiz Yourself button. Click Objectives 3 — 5.

What Are Commonly Used Communications Devices?

A communications device is any hardware capable of transmitting data between a sending device and a receiving device. A modem converts a computer’s digital signals to analog signals for transmission over standard telephone lines. An
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ISDN modem transmits digital data to and from an ISDN line while a DSL modem transmits digital data to and from a DSL line A cable modem is a digital modem that sends and receives digital data over the cable television network A wireless modem allows wireless access to the Web from mobile devices A network card is an adapter card PC Card, or flash card that enables a computer or device to access a network A wireless access point allows computers and devices to transfer data wirelessly A router connects multiple computers together and transmits data to its destination on the network

How Can a Home Network Be Set Up

A home network connects multiple computers and devices in a home An Ethernet network connects each computer to a central hub with a physical cable A home powerline cable network uses the same lines that bring electricity into the house A phoneline network uses existing telephone lines in a home A HomeRF (radio frequency) network and a Wi-Fi network use radio waves, instead of cable, to transmit data.

What Are Various Physical and Wireless Transmission Media?

Transmission media consists of materials or substances capable of carrying one or more signals. Physical transmission media use tangible materials to send communications signals. Twisted-pair cable consists of one or more twisted-pair wires bundled together. Coaxial cable consists of a single copper wire surrounded by at least three layers: an insulating material, a woven or braided metal, and a plastic outer coating. Fiber-optic cable consists of thin strands of glass or plastic that use light to transmit signals. Wireless transmission media send communications signals through the air or space. Infrared (IR) sends signals using infrared light waves. Broadcast radio distributes radio signals through the air over long and short distances. Cellular radio is a form of broadcast radio that is used widely for mobile communications. Microwaves are radio waves that provide a high-speed signal transmission. A communications satellite is a space station that receives microwave signals from an earth-based station, amplifies the signals, and broadcasts the signals back over a wide area.

Key Terms

You should know each key term. Use the list below to help focus your study. To further enhance your understanding of the Key Terms in this chapter, visit scsite.com/dcf2e/ch8/terms. See an example of and a definition for each term, and access current and additional information about the term from the Web.

802.11 (309)


dedicated line (311)


network (303)

Ti line (312)

ATM (312)


dial-up line (311)


network specialist (322)


T-carrier line (312)

bandwidth (317)


DSL (311)


network card (315)


TCP/IP (308)

Bluetooth (309)


DSL modem (314)


network standard (308)


text messaging (298)

broadband (318)


Ethernet (308)
network topology (306)


token ring (308)

broadcast radio (321)


fiber-optic cable (320)
noise (319)


transmission media (318)

bus network (306)


global positioning system


P2P (306)


twisted-pair cable (319)

cable modem (314)


(GPS) (301)


peer-to-peer network (305)


value-added network (VAN)

cellular radio (321)


groupware (302)


Personal Communications (303)

client/server network (305)


home network (316)


Services (PCS) (321)


voice mail (302)

clients (305)


hot spot (300)


picture messaging (298)


Web services (302)

coaxial cable (320)


intranet (307)


public Internet access point(300)


wide area network (WAN)

collaborate (302)


IrDA (309)

(304)

communications (296)


ISDN (311)


RFID (309)


Wi-Fi (wireless fidelity) (309)

communications channel (296)


ISDN modem (314)
receiving device (296)

wireless access point (315)

communications device (312)

local area network (LAN) (303)


ring network (307)


Wireless Application Protocol (309)

communications satellite (321)


metropolitan area network (MAN) (304)


router (315)
(WAP) (309)

communications software 

sending device (296)


wireless LAN (WLAN) (303)

microwaves (321)


server (305)


wireless modem (314)

cybercafe (300)


modem (313)


star network (307)
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CHAPTER Checkpoint

Use the Checkpoint exercises to check your knowledge level of the chapter.

True/False


Mark T for True and F for False. (See page numbers in parentheses.)

_____
1.Computer communications describes a process in which two or more computers or devices transfer data, instructions, and information. (296)

_____
2.E-mail is the transmission of messages and files via a computer network. (298)

_____
3.Groupware is a software application that helps groups of people work together on projects and share information over a network. (302)

_____
4.A network is a collection of computers and devices connected together via communications devices and transmission media. (303)

_____
5. A metropolitan area network (MAN) is a network that covers a large geographic area using a communications channel that combines many types of media such as telephone lines, cables, and radio waves. (304)

_____
6.On a ring network, all of the computers and devices on the network connect to a central device. (307)

7.An extranet is an internal network that uses Internet technologies. (307)

_____
8.A dial-up line is a temporary connection that uses one or more analog telephone lines for communications. (311)

_____
9.Computers process data as digital signals. (312)

_____
10.The core of a fiber-optic cable consists of a single copper wire surrounded by an insulating material, a woven or braided metal, and a plastic outer coating. (320)

11.Microwaves are radio waves that provide a high-speed signal transmission. (321)

Multiple Choice


Select the best answer. (See page numbers in parentheses.)

1.Sending and receiving devices include _____. (297)


a. mainframe computers and servers


b. desktop computers and notebook computers


b. Tablet PCs, PDAs, and smart phones or network

c. all of the above


2. An online meeting allows users to _____. (302)


a. share documents with others in real time


b. leave voice messages for one or two people 

c. determine the receiver’s geographic location

d. print to a Web address that is associated with a particular printer for transmission

3. Because of its larger size, most _____ networks require a person to serve as a network administrator. (305) 

a. client/server


b. peer-to-peer
 

c. P2P


d. all of the above


4. Today, ____ is the most popular LAN standard because it is relatively inexpensive and easy to install and maintain. (308)

a. Bluetooth


b. WAP

c. Ethernet

d. token ring

5. Communications software consists of programs that do all of the following, except _____. (310)

a.
help users establish a connection to another computer

b.
manage the transmission of data, instructions, and information

c.
provide an interface for users to communicate with one another

d.
convert a computer’s analog signals into digital signals

6. The most popular T-carrier line is the _____. (312)

e. Ti line 

f. ATM

g. T3 line 

h. DSL

7. Two types of wireless home networks are _____. (316)

a. Ethernet and powerline 

b. phoneline and HomeRF 

c. Ethernet and Wi-Fi 

d. HomeRF and Wi-Fi

8. Fiber-optic cables have all of the following advantages over cables that use wire, except _____. (320)

a. lower cost 

b. less susceptible to noise

c. smaller size 

d. faster data transmission

Matching


Match the terms with their definitions. (See page numbers in parentheses.)

1. public Internet access 

2. collaborate (302) 

3. groupware (302) 

4. Ethernet (308)

5. TCP/IP (308)
.


a. network standard that specifies no central computer or device on a network point should control when data is transmitted

b. network standard that defines how data is routed from one end of a network to another

c. a public location through which people can connect wirelessly to the Internet using mobile computers or devices

d. work online with other users connected to a server

e. online area in which users have written discussions about a subject

f. software that helps groups of people share information
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Short Answer
Write a brief answer to each of the following questions.

1. What is a global positioning system (GPS)? ___________ What is picture messaging?

2. How are a local area network (LAN), a metropolitan area network (MAN), and a wide area network (WAN) different?

____________ What is a wireless LAN? ____________

3. What is a dedicated server? ____________ How are a file server, a print server, a database server, and a network server different? ____________

4. What is a network topology? ___________ How are a bus network, a ring network, and a star network different?

5. What is bandwidth?
How does bandwidth affect system performance?

Working Together


Working in a group of your classmates, complete the following team exercise.

1. Assume you are part of a group hired as consultants to recommend a network plan for a small company of 20 employees. Using the Internet and other available resources, develop a network plan for the company. Include the following components in your plan: (1) the type of network — peer-to-peer or client/server, (2) the suggested topology, (3) the type and number of servers, (4) the peripheral devices, and (5) the communications media. Prepare a written report and a PowerPoint presentation to share with the class.

Web Research

Use the Internet-based Web Research exercises to broaden your understanding of the concepts presented in this chapter. Visit scsite.com/dcf2e/ch8/research to obtain more information pertaining to each exercise. To discuss any of the Web Research exercises in this chapter with other students, post your thoughts or questions at scsite.com/dcf2e/ch8/forum.

Journaling

Respond to your readings in this chapter by writing at least one page about your reactions, evaluations, and reflections on computer communications. For example, have you visited a cybercafé Have you used a device equipped with a global positioning system? How would you react if a classmate used a cell phone with text and picture messaging to cheat on an exam? You also can write about the new terms you learned by reading this chapter. If required, submit your journal to your instructor.

Scavenger Hunt

Use one of the search engines listed in Figure 2-8 in Chapter 2 on page 58 or your own favorite search engine to find the answers to the questions below. Copy and paste the Web address from the Web page where you found the answer. Some questions may have more than one answer. If required, submit your answers to your instructor. (1) How is the IEEE 802.3 standard applied in home entertainment systems? (2) Which operating system has TCP/IP built into it? (3) What is the most common bridge used to connect two dissimilar networks? (4) What company developed the token ring protocol? What is the data transfer rate for token ring technology? (5) What is the purpose of the Bluetooth Special Interest Group? Where is the headquarters of this organization? (6) How many cybercafés are located in Paris, France? In China?

Search Sleuth

Subject directories are used to find specialized topics, such as information about automobiles, travel, and real estate. Most subject directories are arranged by topic and then displayed in a series of menus. Yahoo! is one of the more popular directories. Visit this Web site and then use your word processing program to answer the following questions. Then, if required, submit your answers to your instructor. (1) Click the Shopping link in the Shop area and then click the Software link in the Computers category. What are the top three software products displayed and their prices? (2) Click your browser’s Back button or press the BACKSPACE key to return to the Yahoo! home page. Click the Search text box and type “digital camera” and “5.0 megapixels” in the box. Sort the cameras by lowest price by clicking the Lowest Price link near the top of the page. Which camera is the least expensive? (3) Click your browser’s Back button or press the BACKSPACE key several times to return to the Yahoo! home page. Click the College and University link in the Education area of the Web Site Directory Click two of the links in the Site Listings area and review the articles. Write a 50-word summary of your findings.
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Learn How To

Use the Learn How To exercises to learn fundamental skills when using a computer and accompanying technology. Complete the exercises and submit them to your instructor.

LEARN HOW TO 1: Set Up and Install a Wi-Fi Home Network

In this chapter you learned about home networks and their advantages (see page 316, Home Networks). Creating a Wi-Fi home network consists of four phases: 1) subscribe to a high-speed Internet connection; 2) purchase the Wi-Fi equipment; 3) connect the physical devices; and 4) create the network through the use of software.

SUBSCRIBE TO A HIGH-SPEED INTERNET CONNECTION 

A high-speed Internet connection is advisable to connect all com puters on the home network to the Internet. The three primary ways for home users to obtain a fast connection to the Internet are DSL, cable, and satellite. DSL is provided by telephone companies, cable is provided by cable TV companies, and satellite connections are provided by satellite TV providers. Each has its advantages and disadvantages, including the minimum and maximum speed of Internet access, cost, and availability.

Determining the optimal high-speed Internet connection depends largely on where the network will be located, local costs, and service availability. The way to obtain the best high-speed Internet connection is to research the options avail able in your area.

Exercise

1. Assume you live near Coeur d’Alene, Idaho. You have decided that high-speed Internet access and a Wi-Fi network would be advantageous for your at-home business. Find answers to the following questions for this Idaho town or a town specified by your instructor: What methods of high-speed Internet access are available? Which provides the best service? Which is the cheapest? Based on the information you gather, write a plan for subscribing to a high-speed Internet connection service. Submit the answers to the questions and your plan to your instructor.

PURCHASE THE WI-Fl EQUIPMENT As part of the service when you subscribe to fast access on the Internet, you receive a modem that is capable of connecting to the Internet. In most cases, the modem is not a wireless transmitter. So, in order to establish a wireless connection between the Internet and the home network, you will need a wireless router that establishes the wireless access point.

You can visit any retail electronics store and find a wide variety of wireless routers. A key to purchasing the correct router is to ensure it will work with your modem and Internet access service. Some Internet service providers support only certain brands of routers and, while it is true that other routers may work, you might be taking a risk if you purchase an unsupported router. With the popularity of wireless home networks, though, some Internet service providers now provide a wireless router as part of the subscription service, often for an additional fee. You should investigate closely the needs for the Wi-Fi router to ensure compatibility with your Internet access service.

In addition to the router, each computer that is to be part of the Wi-Fi network needs a wireless network adapter. This device allows the computers to communicate with one another. Most external wireless network adapters plug in either a PC Card slot or a USB connection. Many notebook computers have a built-in wireless network adapter.

Finally, in the better designed home networks, one computer is designated the Internet Connection Sharing (ICS) host. This is the computer that is connected directly to the wireless router, then to the modem and the Internet. Most of the time, this computer, which normally is a desktop and the most powerful computer in the network, is connected using an Ethernet network adapter and cable.

Once the Wi-Fi equipment is assembled, you are ready to connect your home network.

Exercise

1. Using your Web research skills, determine the type of IEEE 802.11 standard used by modems available from Internet service providers. What percentage use 802.llb? What percentage use 802.llg? If your modem uses 802.llb but your wireless network router is 802.llg, what happens? Based on your research, which router do you recommend? Submit your answers to your instructor.
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CONNECT THE PHYSICAL DEVICES Once you have assembled your equipment, you can connect the devices in the network. Usually, the modem will be connected to the source of the Internet transmission (DSL, cable, or satellite). Then the modem is connected to the wireless router, which in turn is connected to the Internet Connection Sharing computer.

After these connections are completed, each of the computers that will be used in the network that do not have a built-in wireless network adapter must have the adapter attached, often by using a USB connection. Once these connections are made, the network can be created.

CREATE THE NETWORK To establish a network, operating system software must be configured based on the design of your network. To begin the process on a Windows XP computer with Service Pack 2, you should run the Wireless

Network Setup Wizard by completing the following steps:

1. Click the Start button on the Windows taskbar and then click Control Panel on the Start menu.


2. In Category view, click Network and Internet Connections. 

3. In the Network and Internet Connections window, click Set up a wireless network for home or small office. The first Wireless Network Setup Wizard dialog box is displayed.

4. Click the Next button. If the next Wireless Network Setup Wizard network dialog box asks “What do you want to do?,” click Set up a new wireless network and then click the Next button.

5. In the Network name (SSID) text box, type a name for the wireless
Un network you are creating. Use a name that you will recognize as the name for the network. Make sure the Automatically assign a network key option button is selected. If your devices are so equipped, click the Use WPA encryption instead of WEP check box. This will give your network stronger security. Then, click the Next button.

6. In the next Wireless Network Setup Wizard dialog box (Figure 8-28), click Use a USB flash drive if you have a USB drive to use; otherwise, FIGURE 8.28 click Set up a network manually (these steps assume you have a USB drive). Click the Next button.

7. Insert your flash drive in a USB port and wait for the drive letter to Welcome to the Network Setup appear. Click the Next button.

8. Follow the steps specified in the wizard to configure each computer in the network and then click the Next button.

9. The network has been created. Click the Finish button to close the folder wizard.

Next, you must run the Network Setup Wizard to configure the net work by completing the following steps:

1. Open the Network and Internet Connections window in Control Panel. Click Set up or change your home or small office network.The Network Setup Wizard is displayed (Figure 8-29).

2. Follow the instructions in the wizard.

Exercise

1. Form a three-person team whose responsibility is to create a Wi-Fi network for a small business in your local area. Assign tasks to each member of the team. Write a detailed plan for creating the Wi-Fi network, including the brand and type of equipment to be purchased, costs, and a schedule for completing the work. Submit the plan to your instructor.
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Learn It Online

Use the Learn It Online exercises to reinforce your understanding of the chapter concepts. To access the Learn It Online exercises, visit scsite.com/dcf2e/ch8/learn.

At the Movies — Bluetooth in Action

To view the Bluetooth in Action movie, click the number 1 button. Locate your video and click the corresponding High-Speed or Dial-Up link, depending on your Internet connection. Watch the movie and then complete the exercise by answering the questions that follow. When Bluetooth works it can be a great way to optimize your personal area network (PAN). How can Bluetooth change your personal area network (PAN) into a wireless network? What are the dangers of using Bluetooth without proper security?

Student Edition Labs — Networking Basics

Click the number 2 button. When the Student Edition Labs menu appears, click Networking Basics to begin. A new browser window will open. Follow the on-screen instructions to complete the Lab. When finished, click the Exit button. If required, submit your results to your instructor.

Practice Test

Click the number 3 button. Answer each question. When completed, enter your name and click the Grade Test button to submit the quiz for grading. Make a note of any missed questions. If required, submit your results to your instructor.

Who Wants To Be a Computer Genius

Click the number 4 button to find out if you are a computer genius. Directions about how to play the game will be displayed. When you are ready to play, click the Play button. Submit your score to your instructor.

Wheel of Terms

Click the number 5 button to reinforce important terms you learned in this chapter by playing the Shelly Cashman Series version of this popular game. Directions about how to play the game will be displayed. When you are ready to play, click the Play button. Submit your score to your instructor.

Student Edition Labs — Wireless Networking

Click the number 6 button. When the Student Edition Labs menu appears, click Wireless Networking to begin. A new browser window will open. Follow the on-screen instructions to complete the Lab. When finished, click the Exit button. If required, submit your results to your instructor.

Crossword Puzzle Challenge

Click the number 7 button. Complete the puzzle to reinforce skills you learned in this chapter. Directions about how to play the game will be displayed. When you are ready to play, click the Submit button. Submit the completed puzzle to your instructor.

Lab Exercises

Click the number 8 button. When the Lab Exercises menu appears, click the exercise assigned by your instructor. A new browser window will open. Follow the on-screen instructions to complete the exercise. When finished, click the Exit button. If required, submit your results to your instructor.

Chapter Discussion Forum

Select an objective from this chapter on page 295 about which you would like more information. Click the number 9 button and post a short message listing a meaningful message title accompanied by one or more questions concerning the selected objective. In two days, return to the threaded discussion by clicking the number 9 button. Submit to your instructor your original message and at least one response to your message.

