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After completing this chapter, you will be able to answer the 
following questions:

1. What are the principal components of telecommunications
networks and key networking technologies?

2. What are the main telecommunications transmission media
and types of networks?

3. How do the Internet and Internet technology work and how
do they support communication and e-business? 

4. What are the principal technologies and standards for wireless
networking, communication, and Internet access?

5. Why are radio frequency identification (RFID) and wireless
sensor networks valuable for business?
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Hyatt Hotels are known for the “Hyatt Touch,” and the Hyatt Regency Osaka (HRO) is
no exception. This urban resort hotel in the Hyatt International hotel chain is located in the
new Cosmo Square business district some distance from central Osaka. It features
approximately 500 guest rooms and 19 rooms for conferences and other functions spread
over 28 floors. With the hotel industry increasingly competitive, HRO searched for ways
of providing a superior environment for guests and encouraging repeat visits despite its
less convenient location. The hotel turned to technology for a solution.

Working with Nomura research and Intel Corporation, HRO implemented a mobile
wireless local area network (LAN) using Internet standards to provide integrated 
voice and data coverage across the entire hotel. The hotel initially deployed 25 
wireless-enabled notebook computers using Intel Centrino mobile technology and 60
handheld mobile devices based on Intel XScale technology. Both types of devices can
handle voice phone calls as well as data communication and their quality of service is
comparable to HRO’s wired voice system. The wireless infrastructure also provides
guests with high-speed Internet access. 
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Before this system was installed, HRO staff members were only able to communicate
using fixed-line telephones and pagers. The new wireless network enables these employees
to communicate via wireless handhelds or notebook PCs wherever they are working. HRO
estimates this technology has saved 60 hours per year per staff member or a total of 4800
hours annually. This time savings from increased employee productivity can be spent on
more personal attention to guests and face-to-face customer service. 

The ability to access information online from anywhere in the hotel allows every
employee to “act as a concierge,” responding accurately and immediately to guest inquiries.
If, for example, a guest asks a bell captain a question, the bell caption can access the
information from HRO’s intranet from his wireless PDA and reply to the guest on the spot.
The ability to share and access information also makes it easier to provide customized
services to guests. For example, if a guest reports she prefers a different kind of pillow than
the one in her room, the staff can immediately check online the information maintained
about that guest from past visits and provide exactly what she wants on the spot. That sort of
memorable service makes guests want to visit again. 

The wireless LAN has been a big hit with guests who use it to access the Internet from
the hotel lobbies, conference center, meeting rooms, and guest rooms. Increasingly, the
availability of high-speed Internet access in conference facilities has become an essential
requirement for corporate conventions and seminars. Providing wireless Internet service for
conferences could potentially generate several million yen in additional revenues for the
hotel. 

Sources: Intel Corporation, “VoIP Enables VIP Service at Hyatt Regency Osaka,” 2006; Intel Corporation, “Pilot Project
Using Mobile IP-Centrex to Build an Integrated Voice and Data Environment,” www. intel.com, accessed August 14,
2006; and www.osaka.regency.hyatt.com, accessed July 2, 2007.

Hyatt Regency Osaka (HRO) illustrates some of the powerful new capabilities—and
opportunities—provided by contemporary networking technology. HRO used Internet and
wireless networking technology to provide staff and guests with voice and data communica-
tion capabilities, as well as wireless Internet access, anywhere in the hotel. The technology
enabled HRO to provide superior customer service and made it a hotel of choice.

The chapter-opening diagram calls attention to important points raised by this case and
this chapter. The hotel industry is exceptionally competitive. HRO’s location is not optimal.
HRO management could have lowered rates to attract customers. However, operating costs
are high, and the hotel has a luxury image. Instead, HRO’s management chose a strategy of
focusing on a superior customer experience to distinguish it from competitors. 

HRO’s outdated networking and voice technology made it difficult to provide this
experience. The hotel switched to networks based on the Internet protocol and wireless
technology. These improvements saved staff time and enabled more employees to serve
customers. HRO’s wireless technology is also providing new guest services, which increase
revenue and customer satisfaction. HRO had to redesign its processes for serving guests and
redesign employee jobs to take advantage of the new technology.
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HEADS UP
This chapter shows how business firms use technologies for digital networking and
communication, including the Internet, to achieve operational excellence, strategic
advantage, and close relationships with suppliers and customers. Businesses today
could not survive without their computer and telecommunications networks. 

6.1 Telecommunications and Networking in Today’s
Business World

If you run or work in a business, you cannot do without networks. You need to communicate
rapidly with your customers, suppliers, and employees. Until about 1990, you would have
used the postal system or telephone system with voice or fax for business communication.
Today, however, you and your employees use computers and e-mail, the Internet, cell
phones, and mobile computers connected to wireless networks for this purpose. Networking
and the Internet are now nearly synonymous with doing business. 

NETWORKING AND COMMUNICATION TRENDS

Firms in the past used two fundamentally different types of networks: telephone networks
and computer networks. Telephone networks historically handled voice communication, and
computer networks handled data traffic. Telephone networks were built by telephone
companies throughout the twentieth century using voice transmission technologies 
(hardware and software), and these companies almost always operated as regulated
monopolies throughout the world. Computer networks were originally built by computer
companies seeking to transmit data between computers in different locations. 

Thanks to continuing telecommunications deregulation and information technology
innovation, telephone and computer networks are slowly converging into a single digital
network using shared Internet-based standards and equipment. Telecommunications
providers, such as AT&T and Verizon, today offer data transmission, Internet access, wireless
telephone service, and television programming as well as voice service. Cable companies,
such as Cablevision and Comcast, now offer voice service and Internet access. Computer
networks have expanded to include Internet telephone and limited video services. Increasingly,
all of these voice, video, and data communications are based on Internet technology.
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Both voice and data communication networks have also become more powerful (faster),
more portable (smaller and mobile), and less expensive. For instance, the typical Internet
connection speed in 2000 was 56 kilobits per second, but today more than 60 percent of U.S.
Internet users have high-speed broadband connections provided by telephone and cable TV
companies running at one million bits per second. The cost for this service has fallen
exponentially, from 25 cents in 2000, to less than 1 cent today. 

Increasingly, voice and data communication as well as Internet access are taking place
over broadband wireless platforms, such as cell phones, handheld digital devices, and PCs in
wireless networks. In fact, mobile wireless broadband Internet access (2.5G and 3G cellular,
which we describe in section 6.4) is the fastest-growing form of Internet access in 2008,
growing at a 96 percent compound annual growth rate. Fixed wireless broadband (Wi-Fi) is
growing at a 28 percent compound annual growth rate, the second fastest growing form of
Internet access.

WHAT IS A COMPUTER NETWORK?

If you had to connect the computers for two or more employees together in the same office,
you would need a computer network. Exactly what is a network? In its simplest form, a
network consists of two or more connected computers. Figure 6-1 illustrates the major
hardware, software, and transmission components used in a simple network: a client
computer and a dedicated server computer, network interfaces, a connection medium,
network operating system software, and either a hub or a switch. 

Each computer on the network contains a network interface device called a network
interface card (NIC). Most personal computers today have this card built into the
motherboard. The connection medium for linking network components can be a telephone
wire, coaxial cable, or radio signal in the case of cell phone and wireless local-area networks
(Wi-Fi networks). 

Figure 6-1
Components of a Simple Computer Network
Illustrated here is a very simple computer network, consisting of computers, a network operating system residing on a dedicated
server computer, cable (wiring) connecting the devices, network interface cards (NIC), switches, and a router. 
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The network operating system (NOS) routes and manages communications on the
network and coordinates network resources. It can reside on every computer in the network,
or it can reside primarily on a dedicated server computer for all the applications on the
network. A network server computer is a computer on a network that performs important
network functions for client computers, such as serving up Web pages, storing data, and
storing the network operating system (and hence controlling the network). Server software,
such as Microsoft Windows Server, Linux, and Novell NetWare, are the most widely used
network operating systems. 

Most networks also contain a switch or a hub acting as a connection point between the
computers. Hubs are very simple devices that connect network components, sending a
packet of data to all other connected devices. A switch has more intelligence than a hub and
can filter and forward data to a specified destination on the network. 

What if you want to communicate with another network, such as the Internet? You
would need a router. A router is a special communications processor used to route packets
of data through different networks, ensuring that the data sent gets to the correct address. 

Networks in Large Companies
The network we have just described might be suitable for a small business. But what
about large companies with many different locations and thousands of employees? As a
firm grows, and collects hundreds of small local area networks (LANs), these networks
can be tied together into a corporate-wide networking infrastructure. The network infra-
structure for a large corporation consists of a large number of these small local area net-
works linked to other local area networks and to firmwide corporate networks. A number
of powerful servers support a corporate Web site, a corporate intranet, and perhaps an
extranet. Some of these servers link to other large computers supporting backend
systems. 

Figure 6-2 provides an illustration of these more complex, larger scale corporate-wide
networks. Here you can see that the corporate network infrastructure supports a mobile sales

Figure 6-2
Corporate Network
Infrastructure 
Today’s corporate
network infrastructure is
a collection of many
different networks from
the public switched
telephone network, to
the Internet, to corporate
local area networks
linking workgroups,
departments, or office
floors. 



force using cell phones; mobile employees linking to the company Web site or internal com-
pany networks using mobile wireless local area networks (Wi-Fi networks); and a videocon-
ferencing system to support managers across the world. In addition to these computer net-
works, the firm’s infrastructure usually includes a separate telephone network that handles
most voice data. Many firms are dispensing with their traditional telephone networks and
using Internet telephones that run on their existing data networks (described later). 

As you can see from this figure, a large corporate network infrastructure uses a wide
variety of technologies—everything from ordinary telephone service and corporate data
networks to Internet service, wireless Internet, and wireless cell phones. One of the major
problems facing corporations today is how to integrate all the different communication
networks and channels into a coherent system that enables information to flow from one part
of the corporation to another, from one system to another. As more and more communica-
tion networks become digital, and based on Internet technologies, it will become easier to
integrate them.

KEY DIGITAL NETWORKING TECHNOLOGIES

Contemporary digital networks and the Internet are based on three key technologies:
client/server computing, the use of packet switching, and the development of widely used
communications standards (the most important of which is Transmission Control
Protocol/Internet Protocol, or TCP/IP) for linking disparate networks and computers.

Client/Server Computing 
We introduced client/server computing in Chapter 4. Client/server computing is a
distributed computing model in which some of the processing power is located within
small, inexpensive client computers, and resides literally on desktops, laptops, or in
handheld devices. These powerful clients are linked to one another through a network
that is controlled by a network server computer. The server sets the rules of communica-
tion for the network and provides every client with an address so others can find it on the
network. 

Client/server computing has largely replaced centralized mainframe computing in which
nearly all of the processing takes place on a central large mainframe computer. Client/server
computing has extended computing to departments, workgroups, factory floors, and other
parts of the business that could not be served by a centralized architecture. The Internet is
the largest implementation of client/server computing. 

Packet Switching
Packet switching is a method of slicing digital messages into parcels called packets,
sending the packets along different communication paths as they become available, and then
reassembling the packets once they arrive at their destinations (see Figure 6-3). Prior to the
development of packet switching, computer networks used leased, dedicated telephone
circuits to communicate with other computers in remote locations. In circuit-switched
networks, such as the telephone system, a complete point-to-point circuit is assembled, and
then communication can proceed. These dedicated circuit-switching techniques were
expensive and wasted available communications capacity—the circuit was maintained
regardless of whether any data were being sent. 

Packet switching makes much more efficient use of the communications capacity of a
network. In packet-switched networks, messages are first broken down into small fixed
bundles of data called packets. The packets include information for directing the packet to
the right address and for checking transmission errors along with the data. The packets are
transmitted over various communications channels using routers, each packet traveling
independently. Packets of data originating at one source will be routed through many
different paths and networks before being reassembled into the original message when they
reach their destinations.
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TCP/IP and Connectivity
In a typical telecommunications network, diverse hardware and software components need to
work together to transmit information. Different components in a network communicate with
each other only by adhering to a common set of rules called protocols. A protocol is a set of
rules and procedures governing transmission of information between two points in a network. 

In the past, many diverse proprietary and incompatible protocols often forced business
firms to purchase computing and communications equipment from a single vendor. But
today corporate networks are increasingly using a single, common, worldwide standard
called Transmission Control Protocol/Internet Protocol (TCP/IP). TCP/IP was
developed during the early 1970s to support U.S. Department of Defense Advanced
Research Projects Agency (DARPA) efforts to help scientists transmit data among different
types of computers over long distances. 

TCP/IP uses a suite of protocols, the main ones being TCP and IP. TCP refers to the
Transmission Control Protocol (TCP), which handles the movement of data between
computers. TCP establishes a connection between the computers, sequences the transfer of
packets, and acknowledges the packets sent. IP refers to the Internet Protocol (IP), which is
responsible for the delivery of packets and includes the disassembling and reassembling of
packets during transmission. Figure 6-4 illustrates the four-layered Department of Defense
reference model for TCP/IP.
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Figure 6-3
Packed-Switched
Networks and
Packet
Communications 
Data are grouped into
small packets, which are
transmitted indepen-
dently over various
communications
channels and reassem-
bled at their final
destination.

Figure 6-4
The Transmission
Control
Protocol/Internet
Protocol (TCP/IP)
Reference Model 
This figure illustrates the
four layers of the TCP/IP
reference model for
communications.
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1. Application layer. The application layer enables client application programs to access
the other layers and defines the protocols that applications use to exchange data. One of
these application protocols is the Hypertext Transfer Protocol (HTTP), which is used to
transfer Web page files.

2. Transport layer. The transport layer is responsible for providing the application layer
with communication and packet services. This layer includes TCP and other protocols. 

3. Internet layer. The Internet layer is responsible for addressing, routing, and packaging
data packets called IP datagrams. The Internet Protocol is one of the protocols used in
this layer. 

4. Network interface layer. At the bottom of the reference model, the network interface
layer is responsible for placing packets on and receiving them from the network
medium, which could be any networking technology.

Two computers using TCP/IP are able to communicate even if they are based on
different hardware and software platforms. Data sent from one computer to the other
passes downward through all four layers, starting with the sending computer’s
application layer and passing through the network interface layer. After the data reach
the recipient host computer, they travel up the layers and are reassembled into a format
the receiving computer can use. If the receiving computer finds a damaged packet, it asks
the sending computer to retransmit it. This process is reversed when the receiving
computer responds.

6.2 Communications Networks

Let’s look more closely at alternative networking technologies available to businesses. 

Signals: Digital vs. Analog

There are two ways to communicate a message in a network: either an analog signal or a
digital signal. An analog signal is represented by a continuous waveform that passes
through a communications medium and has been used for voice communication. The most
common analog devices are the telephone handset, the speaker on your computer, or your
iPod earphone, all of which create analog wave forms that your ear can hear.

A digital signal is a discrete, binary waveform, rather than a continuous waveform.
Digital signals communicate information as strings of two discrete states: one bit and zero
bits, which are represented as on-off electrical pulses. Computers use digital signals, so if
you want to use the analog telephone system to send digital data, you’ll need a device called
a modem to translate digital signals into analog form (see Figure 6-5). Modem stands for
modulation/demodulation.

There are many different kinds of networks and ways of classifying them. One way of
looking at networks is in terms of their geographic scope (see Table 6.1). 

Figure 6-5
Functions of the
Modem 
A modem is a device that
translates digital signals
from a computer into
analog form so that they
can be transmitted over
analog telephone lines.
The modem also
translates analog signals
back into digital form for
the receiving computer.
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Local Area Networks
If you work in a business that uses networking, you are probably connecting to other
employees and groups via a local area network. A local area network (LAN) is designed to
connect personal computers and other digital devices within a half-mile or 500-meter radius.
LANs typically connect a few computers in a small office, all the computers in one building,
or all the computers in several buildings in close proximity. LANs can link to long-distance
wide area networks (WANs, described later in this section) and other networks around the
world using the Internet. 

Review Figure 6-1, which could serve as a model for a small LAN that might be 
used in an office. One computer is a dedicated network file server, providing users with access
to shared computing resources in the network, including software programs and data files. 
The server determines who gets access to what and in which sequence. The router connects the
LAN to other networks, which could be the Internet or another corporate network, so that the
LAN can exchange information with networks external to it. The most common LAN operating
systems are Windows, Linux, and Novell. Each of these network operating systems supports
TCP/IP as their default networking protocol. 

Ethernet is the dominant LAN standard at the physical network level, specifying the
physical medium to carry signals between computers, access control rules, and a
standardized set of bits used to carry data over the system. Originally, Ethernet supported a
data transfer rate of 10 megabits per second (Mbps). Newer versions, such as Fast Ethernet
and Gigabit Ethernet, support data transfer rates of 100 Mbps and 1 Gbps, respectively, and
are used in network backbones. 

The LAN illustrated in Figure 6-1 uses a client/server architecture where the network
operating system resides primarily on a single file server, and the server provides much 
of the control and resources for the network. Alternatively, LANs may use a 
peer-to-peer architecture. A peer-to-peer network treats all processors equally and is used
primarily in small networks with 10 or fewer users. The various computers on the network
can exchange data by direct access and can share peripheral devices without going through
a separate server. 

In LANs using the Windows Server family of operating systems, the peer-to-peer
architecture is called the workgroup network model in which a small group of computers can
share resources, such as files, folders, and printers, over the network without a dedicated
server. The Windows domain network model, in contrast, uses a dedicated server to manage
the computers in the network.

Larger LANs have many clients and multiple servers, with separate servers for specific
services, such as storing and managing files and databases (file servers or database servers),
managing printers (print servers), storing and managing e-mail (mail servers), or storing and
managing Web pages (Web servers).

Sometimes LANs are described in terms of the way their components are connected
together, or their topology. There are three major LAN topologies: star, bus, and ring 
(see Figure 6-6). 

TABLE 6.1

Types of Networks
Type Area

Local area network (LAN) Up to 500 meters (half a mile); an office or floor of a building

Campus area network (CAN) Up to 1,000 meters (a mile); a college campus or corporate
facility

Metropolitan area network (MAN) A city or metropolitan area 

Wide area network (WAN) A transcontinental or global area



In a star topology, all devices on the network connect to a single hub. Figure 6-6
illustrates a simple star topology in which all network components connect to a single hub.
All network traffic flows through the hub. In an extended star network, multiple layers or
hubs are organized into a hierarchy. 

In a bus topology, one station transmits signals, which travel in both directions along a
single transmission segment. All of the signals are broadcast in both directions to the entire
network. All machines on the network receive the same signals, and software installed on
the clients enables each client to listen for messages addressed specifically to it. The bus
topology is the most common Ethernet topology. 

A ring topology connects network components in a closed loop. Messages pass from
computer to computer in only one direction around the loop, and only one station at a time
may transmit. The ring topology is primarily found in older LANs using Token Ring
networking software. 

Metropolitan and Wide Area Networks 
Wide area networks (WANs) span broad geographical distances—entire regions, states,
continents, or the entire globe. The most universal and powerful WAN is the Internet.
Computers connect to a WAN through public networks, such as the telephone system or
private cable systems, or through leased lines or satellites. A metropolitan area network
(MAN) is a network that spans a metropolitan area, usually a city and its major suburbs. Its
geographic scope falls between a WAN and a LAN.

PHYSICAL TRANSMISSION MEDIA

Networks use different kinds of physical transmission media, including twisted wire,
coaxial cable, fiber optics, and media for wireless transmission. Each has advantages and
limitations. A wide range of speeds is possible for any given medium depending on the
software and hardware configuration.

Twisted Wire
Twisted wire consists of strands of copper wire twisted in pairs and is an older type of
transmission medium. Many of the telephone systems in buildings had twisted wires
installed for analog communication, but they can be used for digital communication as well.
Although an older physical transmission medium, the twisted wires used in today’s LANs,
such as CAT5, can obtain speeds up to 1 Gbps. Twisted-pair cabling is limited to a
maximum recommended run of 100 meters (328 feet).
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Figure 6-6
Network Topologies
The three basic network
topologies are the bus,
star, and ring.



Coaxial Cable
Coaxial cable, similar to that used for cable television, consists of thickly insulated copper
wire, which can transmit a larger volume of data than twisted wire. Cable was used in early
local area networks and is still used today for longer (more than 100 meters) runs in large
buildings. Coaxial has speeds up to 1 Gbps. 

Fiber Optics and Optical Networks
Fiber-optic cable consists of bound strands of clear glass fiber, each the thickness of a
human hair. Data are transformed into pulses of light, which are sent through the fiber-optic
cable by a laser device at rates varying from 500 kilobits to several trillion bits per second in
experimental settings. Fiber-optic cable is considerably faster, lighter, and more durable
than wire media, and is well suited to systems requiring transfers of large volumes of data.
However, fiber-optic cable is more expensive than other physical transmission media and
harder to install.

Until recently, fiber-optic cable had been used primarily for the high-speed network
backbone, which handles the major traffic. Now telecommunications companies are starting
to bring fiber lines into the home for new types of services, such as ultra high-speed Internet
access and on-demand video. 

Wireless Transmission Media
Wireless transmission is based on radio signals of various frequencies. Microwave systems,
both terrestrial and celestial, transmit high-frequency radio signals through the atmosphere and
are widely used for high-volume, long-distance, point-to-point communication. Microwave
signals follow a straight line and do not bend with the curvature of the earth. Therefore, 
long-distance terrestrial transmission systems require that transmission stations be positioned
about 37 miles apart. Long-distance transmission is also possible by using communication
satellites as relay stations for microwave signals transmitted from terrestrial stations. 

Communication satellites are typically used for transmission in large, geographically
dispersed organizations that would be difficult to network using cabling media or terrestrial
microwave. For instance, BP Amoco uses satellites for real-time data transfer of oil field
exploration data gathered from searches of the ocean floor. Using geosynchronous satellites,
exploration ships transfer these data to central computing centers in the United States for use
by researchers in Houston, Tulsa, and suburban Chicago. Figure 6-7 illustrates how this
system works.
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Figure 6-7
BP Amoco’s
Satellite
Transmission
System
Communication satellites
help BP Amoco transfer
seismic data between oil
exploration ships and
research centers in the
United States.



Cellular systems use radio waves to communicate with radio antennas (towers) placed
within adjacent geographic areas called cells. Communications transmitted from a cell
phone to a local cell pass from antenna to antenna—cell to cell—until they reach their final
destination.

Wireless networks are supplanting traditional wired networks for many applications
and creating new applications, services, and business models. In Section 6.4 we provide
a detailed description of the applications and technology standards driving the “wireless
revolution.”

Transmission Speed
The total amount of digital information that can be transmitted through any telecommunications
medium is measured in bits per second (bps). One signal change, or cycle, is required to
transmit one or several bits; therefore, the transmission capacity of each type of
telecommunications medium is a function of its frequency. The number of cycles per second
that can be sent through that medium is measured in hertz—one hertz is equal to one cycle of
the medium. 

The range of frequencies that can be accommodated on a particular telecommunications
channel is called its bandwidth. The bandwidth is the difference between the highest and
lowest frequencies that can be accommodated on a single channel. The greater the range of
frequencies, the greater the bandwidth and the greater the channel’s transmission capacity.
Table 6.2 compares the transmission speeds of the major types of media.

6.3 The Global Internet

We all use the Internet, and many of us cannot do without it. It has become an indispensable
personal and business tool. But what exactly is the Internet? How does it work, and what does
Internet technology have to offer for business? Let’s look at the most important Internet
features.

WHAT IS THE INTERNET?

The Internet has become the world’s most extensive public communication system and now
rivals the global telephone system in reach and range. It is also the world’s largest
implementation of client/server computing and internetworking, linking millions of
individual networks all over the world. This gigantic network of networks began in the early
1970s as a U.S. Department of Defense network to link scientists and university professors
around the world. 

Most homes and small businesses connect to the Internet by subscribing to an Internet
service provider. An Internet service provider (ISP) is a commercial organization with a
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TABLE 6.2

Typical Speeds and
Costs of
Telecommunications
Transmission Media

Medium Speed

Twisted wire Up to 1 Gbps

Microwave Up to 600+ Mbps

Satellite Up to 600+ Mbps

Coaxial cable Up to 1 Gbps

Fiber-optic cable Up to 6+ Tbps

Mbps = megabits per second
Gbps = gigabits per second
Tbps = terabits per second



permanent connection to the Internet that sells temporary connections to retail subscribers.
EarthLink, NetZero, AT&T Yahoo!, and Microsoft Network (MSN) are ISPs. Individuals
also connect to the Internet through their business firms, universities, or research centers that
have designated Internet domains. 

There are a variety of services for ISP Internet connections. Connecting via a traditional
telephone line and modem (at a speed of 56.6 Kbps) used to be the most common form of
connection worldwide, but it is quickly being replaced by broadband connections. Digital
Subscriber Line (DSL), cable and satellite Internet connections, and T lines provide these
broadband services. 

Digital subscriber line (DSL) technologies operate over existing telephone lines to
carry voice, data, and video at transmission rates ranging from 385 Kbps all the way up to 9
Mbps. Cable Internet connections provided by cable television vendors use digital cable
coaxial lines to deliver high-speed Internet access to homes and businesses. They can
provide high-speed access to the Internet of up to 10 Mbps. In areas where DSL and cable
services are unavailable, it is possible to access the Internet via satellite, although some
satellite Internet connections have slower upload speeds than these other broadband
services. 

T1 and T3 are international telephone standards for digital communication. They are
leased, dedicated lines suitable for businesses or government agencies requiring high-speed
guaranteed service levels. T1 lines offer guaranteed delivery at 1.54 Mbps, and T3 lines
offer delivery at 45 Mbps. 

INTERNET ADDRESSING AND ARCHITECTURE

The Internet is based on the TCP/IP networking protocol suite described earlier in this
chapter. Every computer on the Internet is assigned a unique Internet Protocol (IP)
address, which currently is a 32-bit number represented by four strings of numbers ranging
from 0 to 255 separated by periods. For instance, the IP address of www.microsoft.com is
207.46.250.119.

When a user sends a message to another user on the Internet, the message is first
decomposed into packets using the TCP protocol. Each packet contains its destination
address. The packets are then sent from the client to the network server and from there on
to as many other servers as necessary to arrive at a specific computer with a known
address. At the destination address, the packets are reassembled into the original
message.

The Domain Name System
Because it would be incredibly difficult for Internet users to remember strings of 12
numbers, a Domain Name System (DNS) converts IP addresses to domain names. The
domain name is the English-like name that corresponds to the unique 32-bit numeric IP
address for each computer connected to the Internet. DNS servers maintain a database
containing IP addresses mapped to their corresponding domain names. To access a
computer on the Internet, users need only specify its domain name. 

DNS has a hierarchical structure (see Figure 6-8). At the top of the DNS hierarchy is the
root domain. The child domain of the root is called a top-level domain, and the child domain
of a top-level domain is called is a second-level domain. Top-level domains are two-and
three-character names you are familiar with from surfing the Web, for example, .com, .edu,
.gov, and the various country codes such as .ca for Canada or .it for Italy. Second-level
domains have two parts, designating a top-level name and a second-level name—such as
buy.com, nyu.edu, or amazon.ca. A host name at the bottom of the hierarchy designates a
specific computer on either the Internet or a private network.

The most common domain extensions currently available and officially approved are
shown in the following list. Countries also have domain names such as .uk, .au, and .fr
(United Kingdom, Australia, and France, respectively). In the future, this list will expand to
include many more types of organizations and industries.

Chapter 6: Telecommunications, the Internet, and Wireless Technology 201



.com Commercial organizations/businesses

.edu Educational institutions

.gov U.S. government agencies

.mil U.S. military

.net Network computers

.org Nonprofit organizations and foundations

.biz Business firms

.info Information providers

Internet Architecture and Governance
Internet data traffic is carried over transcontinental high-speed backbone networks that
generally operate today in the range of 45 Mbps to 2.5 Gbps (see Figure 6-9). These trunk
lines are typically owned by long-distance telephone companies (called network service
providers) or by national governments. Local connection lines are owned by regional
telephone and cable television companies in the United States that connect retail users in
homes and businesses to the Internet. The regional networks lease access to ISPs, private
companies, and government institutions.

No one “owns” the Internet, and it has no formal management. However, worldwide
Internet policies are established by a number of professional organizations and government
bodies, including the Internet Architecture Board (IAB), which helps define the overall
structure of the Internet; The Internet Corporation for Assigned Names and Numbers
(ICANN), which assigns IP addresses; and The World Wide Web Consortium (W3C), which
sets hypertext markup language (HTML) and other programming standards for the Web. 

These organizations influence government agencies, network owners, ISPs and software
developers with the goal of keeping the Internet operating as efficiently as possible. The
Internet must also conform to the laws of the sovereign nation-states in which it operates, as
well as the technical infrastructures that exist within the nation-states. Although in the early
years of the Internet and the Web there was very little legislative or executive interference,
this situation is changing as the Internet plays a growing role in the distribution of informa-
tion and knowledge, including content that some find objectionable. 
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Figure 6-8
The Domain Name
System 
The Domain Name
System is a hierarchical
system with a root
domain, top-level
domains, second-level
domains, and host
computers at the third
level.



The Internet is not “free,” even though some college students believe they do not pay for
their access. In fact, everyone who uses the Internet pays some fee—hidden or otherwise—
to maintain the network. Each organization pays for its own networks and its own local
Internet connection services, a part of which is paid to the long-distance trunk line owners.
The costs of e-mail and other Internet connections tend to be far lower than equivalent voice,
postal, or overnight delivery costs, making the Internet a very inexpensive communications
medium. It is also a very fast method of communication, with messages arriving anywhere
in the world in a matter of seconds, or a minute or two at most. 

The Future Internet: IPv6 and Internet2
The Internet was not originally designed to handle the transmission of massive quantities of
data and billions of users. Because many corporations and governments have been given
large blocks of millions of IP addresses to accommodate current and future workforces, and
because of sheer Internet population growth, the world will run out of available IP addresses
using the existing addressing convention by 2012 or 2013. Under development is a new
version of the IP addressing schema called Internet Protocol version 6 (IPv6), which uses
128-bit addresses (2 to the power of 128), or more than a quadrillion possible unique
addresses. 

Internet2 and Next-Generation Internet (NGI) are consortia representing 200
universities, private businesses, and government agencies in the United States that 
are working on a new, robust, high-bandwidth version of the Internet. They have
established several new high-performance backbone networks with bandwidths ranging
from 2.5 Gbps to 9.6 Gbps. Internet2 research groups are developing and implementing
new technologies for more effective routing practices; different levels of service,
depending on the type and importance of the data being transmitted; and advanced
applications for distributed computation, virtual laboratories, digital libraries, distributed
learning, and tele-immersion. These networks do not replace the public Internet, but they
do provide test beds for leading-edge technology that may eventually migrate to the
public Internet. 
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Figure 6-9
Internet Network
Architecture 
The Internet backbone
connects to regional
networks, which in turn
provide access to
Internet service
providers, large firms,
and government
institutions. Network
access points (NAPs)
and metropolitan area
exchanges (MAEs) are
hubs where the
backbone intersects
regional and local
networks and where
backbone owners
connect with one
another.



INTERNET SERVICES AND COMMUNICATION TOOLS

The Internet is based on client/server technology. Individuals using the Internet control
what they do through client applications on their computers, such as Web browser
software. The data, including e-mail messages and Web pages, are stored on servers. 
A client uses the Internet to request information from a particular Web server on a distant
computer, and the server sends the requested information back to the client over the
Internet. Chapters 4 and 5 describe how Web servers work with application servers and
database servers to access information from an organization’s internal information
systems applications and their associated databases. Client platforms today include not
only PCs and other computers but also cell phones, small handheld digital devices, and
other information appliances.

Internet Services
A client computer connecting to the Internet has access to a variety of services. These
services include e-mail, electronic discussion groups, chatting and instant messaging,
Telnet, File Transfer Protocol (FTP), and the World Wide Web. Table 6.3 provides a brief
description of these services. 

Each Internet service is implemented by one or more software programs. All of the
services may run on a single server computer, or different services may be allocated to
different machines. Figure 6-10 illustrates one way that these services might be arranged in
a multitiered client/server architecture.

E-mail enables messages to be exchanged from computer to computer, with capabilities
for routing messages to multiple recipients, forwarding messages, and attaching text
documents or multimedia files to messages. Although some organizations operate their own
internal electronic mail systems, most e-mail today is sent through the Internet. 

Nearly 90 percent of U.S. workplaces have employees communicating interactively
using chat or instant messaging tools. Chatting enables two or more people who are
simultaneously connected to the Internet to hold live, interactive conversations. Chat
systems now support voice and video chat as well as written conversations. Many online
retail businesses offer chat services on their Web sites to attract visitors, to encourage repeat
purchases, and to improve customer service. 

Instant messaging is a type of chat service that enables participants to create their own
private chat channels. The instant messaging system alerts the user whenever someone on
his or her private list is online so that the user can initiate a chat session with other
individuals. Instant messaging systems for consumers include Yahoo! Messenger and AOL
Instant Messenger. Companies concerned with security use proprietary instant messaging
systems such as Lotus Sametime. 
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TABLE 6.3

Major Internet
Services

Capability Functions Supported

E-mail Person-to-person messaging; document sharing

Chatting and instant messaging Interactive conversations

Newsgroups Discussion groups on electronic bulletin boards 

Telnet Logging on to one computer system and doing work on
another

File Transfer Protocol (FTP) Transferring files from computer to computer

World Wide Web Retrieving, formatting, and displaying information (including
text, audio, graphics, and video) using hypertext links



Newsgroups are worldwide discussion groups posted on Internet electronic bulletin
boards on which people share information and ideas on a defined topic, such as radiology or
rock bands. Anyone can post messages on these bulletin boards for others to read. Many
thousands of groups exist that discuss almost all conceivable topics. 

Employee use of e-mail, instant messaging, and the Internet is supposed to increase
worker productivity, but the accompanying Interactive Session on People shows that this
may not always be the case. Many company managers now believe they need to monitor
their employees’ online activity. But is this ethical? Although there are some strong business
reasons why companies may need to monitor their employees’ e-mail and Web activities,
what does this mean for employee privacy? 

Voice over IP 
The Internet has also become a popular platform for voice transmission and corporate
networking. Voice over IP (VoIP) technology delivers voice information in digital 
form using packet switching, avoiding the tolls charged by local and long-distance
telephone networks (see Figure 6-11). Calls that would ordinarily be transmitted over public
telephone networks would travel over the corporate network based on the Internet Protocol,
or the public Internet. Voice calls can be made and received with a desktop computer
equipped with a microphone and speakers or with a VoIP-enabled telephone. 

Telecommunications service providers (such as Verizon) and cable firms (such as Time
Warner and Cablevision) provide VoIP services. Skype, acquired by eBay, offers free VoIP
worldwide using a peer-to-peer network, and Google has its own free VoIP service. 

Although there are up-front investments required for an IP phone system, VoIP can
reduce communication and network management costs by 20 to 30 percent. For example,
VoIP saves Virgin Entertainment Group $700,000 per year in long-distance bills (Hoover,
2006). In addition to lowering long-distance costs and eliminating monthly fees for private
lines, an IP network provides a single voice-data infrastructure for both telecommunications
and computing services. Companies no longer have to maintain separate networks or
provide support services and personnel for each different type of network. 
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Figure 6-10
Client/Server Computing on the Internet 
Client computers running Web browser and other software can access an array of services on servers over the Internet. These
services may all run on a single server or on multiple specialized servers.
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INTERACTIVE SESSION: PEOPLE Monitoring Employees on Networks: Unethical or Good Business?

As Internet use has exploded worldwide, so have the
use of e-mail and the Web for personal business at the
workplace. A number of studies have concluded that at
least 25 percent of employee online time is spent on
non-work-related Web surfing, and perhaps as many as
90 percent of employees receive or send personal 
e-mail at work. 

Many companies have begun monitoring their
employee use of e-mail, blogs, and the Internet, often
without employee knowledge. A study by Forrester
Consulting found that 37.8 percent of U.S. companies
with 1,000 or more workers employ people to read
through employees’ outbound e-mail. A similar study
by the American Management Association concluded
that 55 percent of U.S. companies retain and review
employee e-mail messages and that 76 percent
monitor their Web connections. Although U.S.
companies have the legal right to monitor employee
Internet and e-mail activity while they are at work, is
such monitoring unethical, or is it simply good
business?

Managers worry about the loss of time and
employee productivity when employees are focusing
on personal rather than company business. Too much
time on personal business, on the Internet or not, can
mean lost revenue or overbilled clients. Some
employees may be charging time they spend trading
their personal stocks online or pursuing other
personal business to clients, thus overcharging the
clients. 

If personal traffic on company networks is too
high, it can also clog the company’s network so that
legitimate business work cannot be performed.
Potomac Hospital in Woodridge, Virginia found its
computing resources were limited by a lack of
bandwidth caused by employees using the hospital’s
Internet connections to access radio stations and
download music and video files. 

When employees use e-mail or the Web at
employer facilities or with employer equipment,
anything they do, including anything illegal, carries
the company’s name. Therefore, the employer can be
traced and held liable. Management in many firms fear
that racist, sexually explicit, or other potentially
offensive material accessed or traded by their
employees could result in adverse publicity and even
lawsuits for the firm. Even if the company is found not
to be liable, responding to lawsuits could cost the
company tens of thousands of dollars. 

Companies also fear leakage of confidential
information and trade secrets through e-mail or blogs.
Ajax Boiler, based in Santa Ana, California, learned

that one of its senior managers was able to access the
network of a former employer and read the e-mail of
that company’s human resources manager. The Ajax
employee was trying to gather information for a
lawsuit against the former employer. 

Companies that allow employees to use personal
e-mail accounts at work face legal and regulatory
trouble if they do not retain those messages. E-mail
today is an important source of evidence for 
lawsuits, and companies are now required to retain
all of their e-mail messages for longer periods 
than in the past. Courts do not discriminate about
whether e-mails involved in lawsuits were sent via
personal or business e-mail accounts. Not producing
those e-mails could result in a five-to six-figure 
fine. 

U.S. companies have the legal right to monitor
what employees are doing with company equipment
during business hours. The question is whether
electronic surveillance is an appropriate tool for
maintaining an efficient and positive workplace. Some
companies try to ban all personal activities on
corporate networks—zero tolerance. Others block
employee access to specific Web sites or limit personal
time on the Web using software that enables IT
departments to track the Web sites employees visit, the
amount of time employees spend at these sites, and the
files they download. Ajax uses software from
SpectorSoft Corporation that records all the Web sites
employees visit, time spent at each site, and all e-mails
sent.

Some firms have fired employees who have
stepped out of bounds. Nearly one-third of the
companies surveyed in the Forrester Consulting study
had fired at least one employee within the last year for
breaking company e-mail rules.

No solution is problem free, but many consultants
believe companies should write corporate policies on
employee e-mail and Internet use. The policies should
include explicit ground rules that state, by position or
level, under what circumstances employees can use
company facilities for e-mail, blogging, or Web
surfing. The policies should also inform employees
whether these activities are monitored and explain
why. 

The rules should be tailored to specific business
needs and organizational cultures. For example,
although some companies may exclude all employees
from visiting sites that have explicit sexual material,
law firm or hospital employees may require access to
these sites. Investment firms will need to allow many
of their employees access to other investment sites. 



Another advantage of VoIP is its flexibility. Unlike the traditional telephone network,
phones can be added or moved to different offices without rewiring or reconfiguring the
network. With VoIP, a conference call is arranged by a simple click-and-drag operation on
the computer screen to select the names of the conferees. Voice mail and e-mail can be
combined into a single directory. 

Virtual Private Networks
What if you had a marketing group charged with developing new products and services for
your firm with members spread across the United States. You would want to be able to 
e-mail each other and communicate with the home office without any chance that outsiders
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1. Should managers monitor employee e-mail and
Internet usage? Why or why not?

2. Describe an effective e-mail and Web use policy
for a company. 

Explore the Web site of online employee monitoring
software such as SpectorSoft, NetVizor, SpyTech, or
Activity Monitor and answer the following questions:

1. What employee activities does this software
track? What can an employer learn about an
employee by using this software?

2. How can businesses benefit from using this
software?

3. How would you feel if your employer used this
software where you work to monitor what you are
doing on the job? Explain your response.

A company dependent on widespread information
sharing, innovation, and independence could very well
find that monitoring creates more problems than it
solves. 

Sources: Katherine Wegert, “Workers Can Breach Security Knowingly Or Not,” Dow
Jones News Service, June 24, 2007; Andrew Blackman, “Foul Sents,” The Wall Street
Journal, March 26, 2007; Alex Mindlin, “You’ve Got Someone Reading Your 
E-Mail,” The New York Times, June 12, 2006; and Darrell Dunn, “Who’s Watching
Now?” InformationWeek, February 27, 2006.

CASE STUDY QUESTIONS MIS IN ACTION

Figure 6-11
How Voice over IP Works 
An VoIP phone call digitizes and breaks up a voice message into data packets that may travel along different routes before being
reassembled at the final destination. A processor nearest the call’s destination, called a gateway, arranges the packets in the
proper order and directs them to the telephone number of the receiver or the IP address of the receiving computer.



could intercept the communications. In the past, one answer to this problem was to work
with large private networking firms who offered secure, private, dedicated networks to
customers. But this was an expensive solution. A much less expensive solution is to create a
virtual private network within the public Internet. 

A virtual private network (VPN) is a secure, encrypted, private network that has been
configured within a public network to take advantage of the economies of scale and
management facilities of large networks, such as the Internet (see Figure 6-12). A VPN
provides your firm with secure, encrypted communications at a much lower cost than the
same capabilities offered by traditional non-Internet providers who use their private
networks to secure communications. VPNs also provide a network infrastructure for
combining voice and data networks. 

Several competing protocols are used to protect data transmitted over the public
Internet, including Point-to-Point Tunneling Protocol (PPTP). In a process called tunneling,
packets of data are encrypted and wrapped inside IP packets. By adding this wrapper around
a network message to hide its content, business firms create a private connection that travels
through the public Internet. 

THE WORLD WIDE WEB 

You have probably used the World Wide Web to download music, to find information for a
term paper, or to obtain news and weather reports. The Web is the most popular Internet
service. It’s a system with universally accepted standards for storing, retrieving, formatting,
and displaying information using a client/server architecture. Web pages are formatted using
hypertext with embedded links that connect documents to one another and that also link
pages to other objects, such as sound, video, or animation files. When you click a graphic
and a video clip plays, you have clicked a hyperlink. A typical Web site is a collection of
Web pages linked to a home page. 

Hypertext
Web pages are based on a standard hypertext markup language (HTML), which formats
documents and incorporates dynamic links to other documents and pictures stored in the
same or remote computers (see Chapter 4). Web pages are accessible through the Internet
because Web browser software operating your computer can request Web pages stored on an
Internet host server using the Hypertext Transfer Protocol (HTTP). HTTP is the
communications standard used to transfer pages on the Web. For example, when you type a
Web address in your browser, such as www.sec.gov, your browser sends an HTTP request to
the sec.gov server requesting the home page of sec.gov.

HTTP is the first set of letters at the start of every Web address, followed by the domain
name, which specifies the organization’s server computer that is storing the document. Most
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Figure 6-12
A Virtual Private
Network Using the
Internet
This VPN is a private net-
work of computers linked
using a secure “tunnel”
connection over the
Internet. It protects data
transmitted over the
public Internet by
encoding the data and
“wrapping” them within
the Internet Protocol (IP).
By adding a wrapper
around a network
message to hide its con-
tent, organizations can
create a private connec-
tion that travels through
the public Internet.



companies have a domain name that is the same as or closely related to their official
corporate name. The directory path and document name are two more pieces of information
within the Web address that help the browser track down the requested page. Together, the
address is called a uniform resource locator (URL). When typed into a browser, a URL
tells the browser software exactly where to look for the information. For example, in the
following URL

http://www.megacorp.com/content/features/082602.html
http names the protocol used to display Web pages, www.megacorp.com is the domain

name, content/features is the directory path that identifies where on the domain Web server
the page is stored, and 082602.html is the document name and the name of the format it is in
(it is an HTML page).

Web Servers
A Web server is software for locating and managing stored Web pages. It locates the Web
pages requested by a user on the computer where they are stored and delivers the Web pages
to the user’s computer. Server applications usually run on dedicated computers, although
they can all reside on a single computer in small organizations. 

The most common Web server in use today is Apache HTTP Server, which controls 70
percent of the market. Apache is an open source product that is free of charge and can be
downloaded from the Web. Microsoft’s Internet Information Services is the second most
commonly used Web server, with a 21-percent market share. 

Searching for Information on the Web 
No one knows for sure how many Web pages really exist. The surface Web is the part of the
Web that search engines visit and about which information is recorded. For instance, Google
visited about 50 billion pages in 2007, although publicly it acknowledges indexing more
than 25 billion. But there is a “deep Web” that contains an estimated 800 billion additional
pages, many of them proprietary (such as the pages of The Wall Street Journal Online,
which cannot be visited without an access code) or that are stored in protected corporate
databases. 

Search Engines Obviously, with so many Web pages, finding specific Web pages that can
help you or your business, nearly instantly, is an important problem. The question is, How
can you find the one or two pages you really want and need out of billions of indexed Web
pages? Search engines attempt to solve the problem of finding useful information on the
Web nearly instantly, and, arguably, they are the “killer app” of the Internet era. Today’s
search engines can sift through HTML files, files of Microsoft Office applications, and .PDF
files, with developing capabilities for searching audio, video, and image files. There are
hundreds of different search engines in the world, but the vast majority of search results are
supplied by three top providers: Google, Yahoo!, and Microsoft. 

Web search engines started out in the early 1990s as relatively simple software programs
that roamed the nascent Web, visiting pages, and gathering information about the content of
each page. The first search engines were simple keyword indexes of all the pages they
visited, leaving the user with lists of pages that may not have been truly relevant to their
search. 

In 1994, Stanford University computer science students David Filo and Jerry Yang
created a hand-selected list of their favorite Web pages and called it “Yet Another
Hierarchical Officious Oracle,” or Yahoo!. Yahoo! was not initially a search engine but
rather an edited selection of Web sites organized by categories the editors found useful, but
it has since developed its own search engine capabilities. 

In 1998, Larry Page and Sergey Brin, two other Stanford computer science students,
released their first version of Google. This search engine was different: Not only did it index
each Web page’s words but it also ranked search results based on the relevance of each page.
Page patented the idea of a page ranking system (PageRank System), which essentially
measures the popularity of a Web page by calculating the number of sites that link to that
page. Brin contributed a unique Web crawler program that indexed not only keywords on a
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page but also combinations of words (such as authors and the titles of their articles). These
two ideas became the foundation for the Google search engine. Figure 6-13 illustrates how
Google works. 

Web sites for locating information such as Yahoo!, Google, and MSN have become 
so popular and easy to use that they also serve as major portals for the Internet. 
(see Chapter 9). Their search engines have become major shopping tools by offering what is
now called search engine marketing. When users enter a search term at Google, MSN,
Yahoo!, or any of the other sites serviced by these search engines, they receive two types of
listings: sponsored links, for which advertisers have paid to be listed (usually at the top of
the search results page) and unsponsored “organic” search results. In addition, advertisers
can purchase tiny text boxes on the side of the Google and MSN search results page. 
The paid, sponsored advertisements are the fastest-growing form of Internet advertising and
are powerful new marketing tools that precisely match consumer interests with advertising
messages at the right moment (see the chapter-ending case study). Search engine marketing
monetizes the value of the search process.

In 2007, 58 million people a day used a search engine, producing about 8 billion
searches a month. There are hundreds of search engines but the top three (Google, Yahoo!,
and MSN) account for 86 percent of all searches (see Figure 6-14).

Although search engines were originally built to search text documents, the explosion
in online video and images has created a demand for search engines that can quickly find
specific videos. In October 2007, YouTube (owned by Google) stored about 64 million
videos, 3 billion minutes worth, growing at 20 percent a month, and having over 130 mil-
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Figure 6-13
How Google Works 
The Google search engine is continuously crawling the Web, indexing the content of each page, calculating its popularity, and
storing the pages so that it can respond quickly to user requests to see a page. The entire process takes about one-half second.



lion unique visitors in a month (Hof, 2007). The words “dance,” “love,” “music” and “girl”
are all exceedingly popular in titles of YouTube videos, and searching on these keywords
produces a flood of responses even though the actual contents of the video may have
nothing to do with the search term. Searching videos is challenging because computers are
not very good or quick at recognizing digital images. Some search engines have started
indexing movies scripts so it will be possible to search on dialogue to find a movie. One of
the most popular video search engines is Blinkx.com which stores 18 million hours of video
and employs a large group of human classifiers who check the contents of uploaded videos
against their titles. 

Intelligent Agent Shopping Bots Chapter 10 describes the capabilities of software agents
with built-in intelligence that can gather or filter information and perform other tasks to
assist users. Shopping bots use intelligent agent software for searching the Internet for
shopping information. Shopping bots such as MySimon or Google Product Search can help
people interested in making a purchase filter and retrieve information about products of
interest, evaluate competing products according to criteria the users have established, and
negotiate with vendors for price and delivery terms. Many of these shopping agents search
the Web for pricing and availability of products specified by the user and return a list of sites
that sell the item along with pricing information and a purchase link. 

The Semantic Web Most of the Web’s content today is designed for humans to read and for
computers to display, not for computer programs to analyze and manipulate. Search engines
can discover when a particular term or keyword appears in a Web document, but they do not
really understand its meaning or how it relates to other information on the Web. The
Semantic Web is a collaborative effort led by the World Wide Web Consortium to make
Web searching more efficient by reducing the amount of human involvement in searching
for and processing Web information. 

The Semantic Web is still in its infancy. Further development requires extensive work to
establish specific meanings for data on the Web, categories for classifying the data, and
relationships between classification categories. Once some of this work takes place, computers
will be able to make more sense of the Web, intelligent agents will be capable of performing
sophisticated search tasks, and data in Web pages will be able to be processed automatically. 

Web 2.0
If you have shared photos over the Internet at Flickr or another photo site, blogged, looked
up a word on Wikipedia or contributed information yourself, you have used services that are
part of Web 2.0. Today’s Web sites don’t just contain static content—they enable people to
collaborate, share information, and create new services online. Web 2.0 refers to these
second-generation interactive Internet-based services. 
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Figure 6-14
Major Web Search
Engines 
Google is the most popu-
lar search engine on the
Web, handling 56 per-
cent of all Web searches.
Sources: Based on data
from ClickZ.com, 2007;
Nielsen/Net Ratings,
2007; and
Searchenginewatch.com,
2007.



The innovations that distinguish Web 2.0 are mashups, blogs, RSS, and wikis. Mashups,
which we introduced in Chapter 4, are software services that enable users and system
developers to mix and match content or software components to create something entirely
new. For example, Yahoo’s photo storage and sharing site Flickr combines photos with other
information about the images provided by users and tools to make it usable within other
programming environments. 

With Web 2.0, the Web is not just a collection of destination sites but a source of data
and services that can be combined to create applications users need. Web 2.0 software
applications run on the Web itself instead of the desktop and bring the vision of Web-based
computing closer to realization.

A blog, the popular term for a Weblog, is an informal yet structured Web site where
subscribing individuals can publish stories, opinions, and links to other Web sites of interest.
Blogs have become popular personal publishing tools, but they are also have business uses
(see Chapters 9 and 10). For example, Wells Fargo uses blogs to help executives
communicate with employees and customers. One of these blogs is dedicated to student
loans.

If you are an avid blog reader, you might use RSS to keep up with your favorite blogs
without constantly checking them for updates. RSS, which stands for Rich Site Summary or
Really Simple Syndication, syndicates Web site content so that it can be used in another
setting. RSS technology pulls specified content from Web sites and feeds it automatically to
users’ computers, where it can be stored for later viewing. 

To receive an RSS information feed, you need to install aggregator or news reader
software that can be downloaded from the Web. (Microsoft Internet Explorer has added RSS
reading capabilities.) Alternatively, you can establish an account with an aggregator Web
site. You tell the aggregator to collect all updates from a given Web page, or list of pages, or
gather information on a given subject by conducting Web searches at regular intervals. Once
subscribed, you automatically receive new content as it is posted to the specified Web site. 
A number of businesses use RSS internally to distribute updated corporate information.
Wells Fargo uses RSS to deliver news feeds that employees can customize to see the
business news of greatest relevance to their jobs.

Blogs allow visitors to add comments to the original content, but they do not allow
visitors to change the original posted material. Wikis, in contrast, are collaborative Web
sites where visitors can add, delete, or modify content on the site, including the work of
previous authors. Wiki comes from the Hawaiian word for “quick.” Probably the 
best-known wiki site is Wikipedia, the massive online open-source encyclopedia to which
anyone can contribute. But wikis are also used for business. For example, Motorola sales
representatives use wikis for sharing sales information. Instead of developing a different
pitch for every client, reps reuse the information posted on the wiki. 

INTRANETS AND EXTRANETS

Organizations use Internet networking standards and Web technology to create private
networks called intranets. We introduced intranets in Chapter 1, explaining that an intranet
is an internal organizational network that provides access to data across the enterprise. 
It uses the existing company network infrastructure along with Internet connectivity
standards and software developed for the World Wide Web. Intranets create networked
applications that can run on many different kinds of computers throughout the organization,
including mobile handheld computers and wireless remote access devices. Hyatt Regency
Osaka’s intranet described in the chapter-opening case is an example.

Whereas the Web is available to anyone, an intranet is private and is protected from
public visits by firewalls—security systems with specialized software to prevent outsiders
from entering private networks (see Chapter 7). Intranet software technology is the same as
that of the World Wide Web. A simple intranet can be created by linking a client computer
with a Web browser to a computer with Web server software using a TCP/IP network with
software to keep unwanted visitors out.
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Extranets
A firm creates an extranet to allow authorized vendors and customers to have limited access
to its internal intranet. For example, authorized buyers could link to a portion of a
company’s intranet from the public Internet to obtain information about the costs and
features of the company’s products. The company uses firewalls to ensure that access to its
internal data is limited and remains secure; firewalls also authenticate users, making sure
that only authorized users access the site.

Both intranets and extranets reduce operational costs by providing the connectivity to
coordinate disparate business processes within the firm and to link electronically to customers
and suppliers. Extranets often are employed for collaborating with other companies for supply
chain management, product design and development, and training efforts. 

6.4 The Wireless Revolution

If you have a cell phone, do you use it for taking and sending photos, sending text messages,
or downloading music clips? Do you take your laptop to class or to the library to link up to
the Internet? If so, you are part of the wireless revolution! Cell phones, laptops, and small
handheld devices have morphed into portable computing platforms that let you perform
some of the computing tasks you used to do at your desk. 

Wireless communication helps businesses more easily stay in touch with customers,
suppliers, and employees and provides more flexible arrangements for organizing work.
Wireless technology has also created new products, services, and sales channels, which we
discuss in Chapter 9.

If you require mobile communication and computing power or remote access to
corporate systems, you can work with an array of wireless devices: cell phones, personal
digital assistants (PDAs), and smart phones. Personal computers are also starting to be used
in wireless transmission. 

Personal digital assistants (PDAs) are small, handheld computers featuring applications
such as electronic schedulers, address books, memo pads, and expense trackers. Models with
digital cell phone capabilities such as e-mail messaging, wireless access to the Internet, voice
communication, and digital cameras are called smartphones.

CELLULAR SYSTEMS

Cell phones and smartphones have become all-purpose devices for digital data transmission,
with storage and processing power equivalent to a PC six or seven years ago. In addition to
voice communication, mobile phones are now used for transmitting text and e-mail
messages, instant messaging, digital photos, and short video clips; for playing music and
games; for surfing the Web; and even for transmitting corporate data. 

For example, employees at Pitney Bowes, a Stamford, Connecticut mail-management
company, use BlackBerry smartphones to report on which parts they use on repair jobs
while they are in the field. Instant availability of this information helped the company
lower inventory levels by 15 percent and emergency part orders by 90 percent
(Vascellaro, 2007).

Cellular Network Standards and Generations
Digital cellular service uses several competing standards. In Europe and much of the rest of
the world outside the United Sates, the standard is Global System for Mobile
Communication (GSM). GSM’s strength is its international roaming capability. There are
GSM cell phone systems in the United States, including T-Mobile and Cingular.

The major standard in the United States is Code Division Multiple Access (CDMA),
which is the system used by Verizon and Sprint. CDMA was developed by the military dur-
ing World War II. It transmits over several frequencies, occupies the entire spectrum, and
randomly assigns users to a range of frequencies over time. In general, CDMA is cheaper to
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implement, is more efficient in its use of spectrum, and provides higher quality throughput
of voice and data than GSM. 

Most digital cellular systems still have data transmission speeds that are too slow for
comfortable Internet access. They have become very popular, however, for sending and
receiving short text messages. 

Wireless carriers are rolling out more powerful cellular networks called third-
generation (3G) networks, with transmission speeds ranging from 384 Kbps for mobile
users in, say, a car, to more than 2 Mbps for stationary users. This is sufficient transmis-
sion capacity for video, graphics, and other rich media, in addition to voice, making 3G
networks suitable for wireless broadband Internet access and always-on data transmis-
sion. 3G networks are widely used in Japan, South Korea, Taiwan, Hong Kong,
Singapore, and parts of northern Europe. 

However, 3G services are still not available in most U.S. locations, so U.S. cellular
carriers have upgraded their networks to support higher-speed transmission. These interim
2.5G networks provide data transmission rates ranging from 30 to 384 Kbps, enabling cell
phones to be used for Web access, music downloads, and other broadband services. 

WIRELESS COMPUTER NETWORKS AND INTERNET ACCESS

If you have a laptop computer, you might be able to use it to access the Internet as you move
from room to room in your dorm, or table to table in your university library. An array of tech-
nologies provide high-speed wireless access to the Internet for PCs and other wireless handheld
devices as well as for cell phones. These new high-speed services have extended Internet access
to numerous locations that could not be covered by traditional wired Internet services. 

Bluetooth
Bluetooth is the popular name for the 802.15 wireless networking standard, which is useful
for creating small personal area networks (PANs). It links up to eight devices within a 
10-meter area using low-power, radio-based communication and can transmit up to 722
Kbps in the 2.4 GHz band. 

Wireless phones, pagers, computers, printers, and computing devices can use Bluetooth
to communicate with each other and even operate each other without direct user intervention
(see Figure 6-15). For example, a person could direct a notebook computer to send a
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Figure 6-15
A Bluetooth
Network (PAN)
Bluetooth enables a
variety of devices,
including cell phones,
PDAs, wireless
keyboards and mice,
PCs, and printers, to
interact wirelessly with
each other within a small 
30-foot (10-meter) area.
In addition to the links
shown, Bluetooth can be
used to network similar
devices to send data
from one PC to another,
for example.



document file wirelessly to a printer. Bluetooth connects wireless keyboards and mice to
PCs or cell phones to earpieces without wires. Bluetooth has low power requirements,
making it appropriate for battery-powered handheld computers, cell phones, or PDAs.

Although Bluetooth lends itself to personal networking, it has uses in large corporations.
For example, Federal Express drivers use Bluetooth to transmit the delivery data captured by
their handheld PowerPad computers to cellular transmitters, which forward the data to
corporate computers. Drivers no longer need to spend time docking their handheld units
physically in the transmitters, and Bluetooth has saved FedEx $20 million per year.

Wi-Fi 
The 802.11 set of standards for wireless LANs is also known as Wi-Fi (for wireless
fidelity). There are three standards in this family: 802.11a, 802.11b, and 802.11g. 802.11n is
an emerging standard for increasing the speed and capacity of wireless networking.

The 802.11a standard can transmit up to 54 Mbps in the unlicensed 5 GHz frequency
range and has an effective distance of 10 to 30 meters. The 802.11b standard can transmit up
to 11 Mbps in the unlicensed 2.4 GHz band and has an effective distance of 30 to 50 meters,
although this range can be extended outdoors by using tower-mounted antennas. The
802.11g standard can transmit up to 54 Mbps in the 2.4 GHz range. 802.11n will transmit at
more than 200 Mbps. 

802.11b was the first wireless standard to be widely adopted for wireless LANs and
wireless Internet access. 802.11g is increasingly used for this purpose, and dual-band
systems capable of handling 802.11b and 802.11g are available. 

In most Wi-Fi communication, wireless devices communicate with a wired LAN using
access points. An access point is a box consisting of a radio receiver/transmitter and
antennas that links to a wired network, router, or hub. 

Figure 6-16 illustrates an 802.11 wireless LAN that connects a small number of mobile
devices to a larger wired LAN. Most wireless devices are client machines. The servers that
the mobile client stations need to use are on the wired LAN. The access point controls the
wireless stations and acts as a bridge between the main wired LAN and the wireless LAN.
(A bridge connects two LANs based on different technologies.) The access point also con-
trols the wireless stations. 
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Figure 6-16
An 802.11 Wireless
LAN 
Mobile laptop computers
equipped with wireless
network interface cards
link to the wired LAN by
communicating with the
access point. The
access point uses radio
waves to transmit
network signals from the
wired network to the
client adapters, which
convert them into data
that the mobile device
can understand. 
The client adapter then
transmits the data from
the mobile device back
to the access point,
which forwards the data
to the wired network.



Laptop PCs now come equipped with chips to receive Wi-Fi signals. Older models may
need an add-in wireless network interface card. 

Wi-Fi and Wireless Internet Access
The 802.11 standard also provides wireless access to the Internet using a broadband
connection. In this instance, an access point plugs into an Internet connection, which could
come from a cable TV line or DSL telephone service. Computers within range of the access
point use it to link wirelessly to the Internet.

Businesses of all sizes are using Wi-Fi networks to provide low-cost wireless LANs and
Internet access. Wi-Fi hotspots are springing up in hotels, airport lounges, libraries, cafes,
and college campuses to provide mobile access to the Internet. Dartmouth College is one of
many campuses where students now use Wi-Fi for research, course work, and entertainment. 

Hotspots typically consist of one or more access points positioned on a ceiling, wall, or
other strategic spot in a public place to provide maximum wireless coverage for a specific area.
Users in range of a hotspot are able to access the Internet from their laptops. Some hotspots are
free or do not require any additional software to use; others may require activation and the
establishment of a user account by providing a credit card number over the Web. 

Wi-Fi technology, however, poses several challenges. Right now, users cannot freely
roam from hotspot to hotspot if these hotspots use different Wi-Fi network services. Unless
the service is free, users would need to log on to separate accounts for each service, each
with its own fees. 

One major drawback of Wi-Fi is its weak security features, which make these wireless
networks vulnerable to intruders. We provide more detail about Wi-Fi security issues in
Chapter 7. 

Another drawback of Wi-Fi networks is susceptibility to interference from nearby
systems operating in the same spectrum, such as wireless phones, microwave ovens, or other
wireless LANs. Wireless networks based on the 802.11n specification will solve this
problem by using multiple wireless antennas in tandem to transmit and receive data and
technology called MIMO (multiple input multiple output) to coordinate multiple
simultaneous radio signals. 

WiMax 
A surprisingly large number of areas in the United States and throughout the world do not
have access to Wi-Fi or fixed broadband connectivity. The range of Wi-Fi systems is no
more than 300 feet from the base station, making it difficult for rural groups that don’t have
cable or DSL service to find wireless access to the Internet. 

The Institute of Electrical and Electronics Engineers (IEEE) developed a new family of
standards known as WiMax to deal with these problems. WiMax, which stands for
Worldwide Interoperability for Microwave Access, is the popular term for IEEE Standard
802.16, known as the “Air Interface for Fixed Broadband Wireless Access Systems.” WiMax
has a wireless access range of up to 31 miles, compared to 300 feet for Wi-Fi and 30 feet for
Bluetooth, and a data transfer rate of up to 75 Mbps. The 802.16 specification has robust
security and quality-of-service features to support voice and video.

WiMax antennas are powerful enough to beam high-speed Internet connections to
rooftop antennas of homes and businesses that are miles away. Sprint Nextel is building a
national WiMax network to support video, video calling, and other data-intensive wireless
services and Intel has a special chips that facilitate WiMax access from mobile computers. 

Broadband Cellular Wireless and Emerging Wireless Services
Suppose your sales force needs to access the Web or use e-mail but cannot always find a
convenient Wi-Fi hotspot. If you work in a highly-populated area with 3G cellular service,
you can plug a small card into your laptop and use your PC on the cellular network. Major
cellular telephone carriers have configured their 3G networks to provide anytime, anywhere
broadband access for PCs and other handheld devices at transmission rates ranging from
300 to 500 Kbps. 
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What if you want to use your cell phone for extensive Web surfing? One option is to
use a 3G network for high-speed broadband access. (About 15 percent of wireless hand-
sets in the United States are capable of handling 3G services.) Another is to use a cell
phone that is Wi-Fi enabled. Over 80 different cell phone handsets, including the Apple
iPhone, now have Wi-Fi capabilities or the ability to roam from Wi-Fi to cellular net-
works when Wi-Fi is not available. A few models support voice service over Wi-Fi net-
works. 

RFID AND WIRELESS SENSOR NETWORKS

Mobile technologies are creating new efficiencies and ways of working throughout the
enterprise. In addition to the wireless systems we have just described, radio frequency
identification (RFID) systems and wireless sensor networks are having a major impact. 

Radio Frequency Identification (RFID)
Radio frequency identification (RFID) systems provide a powerful technology for
tracking the movement of goods throughout the supply chain. RFID systems use tiny tags
with embedded microchips containing data about an item and its location to transmit radio
signals over a short distance to special RFID readers. The RFID readers then pass the data
over a network to a computer for processing. Unlike bar codes, RFID tags do not need 
line-of-sight contact to be read.

The RFID tag is electronically programmed with information that can uniquely identify
an item plus other information about the item, such as its location, where and when it was
made, or its status during production. Embedded in the tag is a microchip for storing the
data. The rest of the tag is an antenna that transmits data to the reader. 

The reader unit consists of an antenna and radio transmitter with a decoding capability
attached to a stationary or handheld device. The reader emits radio waves in ranges
anywhere from 1 inch to 100 feet, depending on its power output, the radio frequency
employed, and surrounding environmental conditions. When an RFID tag comes within the
range of the reader, the tag is activated and starts sending data. The reader captures these
data, decodes them, and sends them back over a wired or wireless network to a host
computer for further processing (see Figure 6-17). Both RFID tags and antennas come in a
variety of shapes and sizes.
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Figure 6-17
How RFID Works
RFID uses low-powered radio transmitters to read data stored in a tag at distances ranging from 1 inch to 100 feet. The reader
captures the data from the tag and sends them over a network to a host computer for processing.



Active RFID tags are powered by an internal battery and typically enable data to be
rewritten and modified. Active tags can transmit for hundreds of feet but cost $5 and upward
per tag. Automated toll-collection systems such as New York’s EZ Pass use active RFID tags.

Passive RFID tags do not have their own power source and obtain their operating power
from the radio frequency energy transmitted by the RFID reader. They are smaller, lighter,
and less expensive than active tags, but only have a range of several feet. 

In inventory control and supply chain management, RFID systems capture and manage
more detailed information about items in warehouses or in production than bar coding
systems. If a large number of items are shipped together, RFID systems track each pallet,
lot, or even unit item in the shipment. This technology may help companies improve
receiving and storage operations by enhancing their ability to “see” exactly what stock is
stored in warehouses or on retail store shelves.

The cost of RFID tags used to be too high for widespread use, but now it is approaching
10 cents per passive tag in the United States. As the price decreases, RFID is starting to
become cost-effective for some applications. 

In addition to installing RFID readers and tagging systems, companies may need to
upgrade their hardware and software to process the massive amounts of data produced by
RFID systems—transactions that could add up to tens or hundreds of terabytes. 

Special software is required to filter, aggregate, and prevent RFID data from overloading
business networks and system applications. Applications will need to be redesigned to
accept massive volumes of RFID-generated data frequently and to share those data with
other applications. Major enterprise software vendors, including SAP and Oracle-
PeopleSoft, now offer RFID-ready versions of their supply chain management applications. 

The Interactive Session on Organizations deals with these issues. Wal-Mart has required
its top suppliers to use passive RFID tags on cases and pallets shipped to its stores to help it
track and record inventory flow. Both Wal-Mart and its suppliers have been proceeding
slowly because of difficulties in RFID implementation.

Wireless Sensor Networks
If your company wanted state-of-the art technology to monitor building security or detect
hazardous substances in the air, it might deploy a wireless sensor network. Wireless sensor
networks (WSNs) are networks of interconnected wireless devices that are embedded into the
physical environment to provide measurements of many points over large spaces. These devices
have built-in processing, storage, and radio frequency sensors and antennas. They are linked
into an interconnected network that routes the data they capture to a computer for analysis. 

These networks range from hundreds to thousands of nodes. Because wireless sensor
devices are placed in the field for years at a time without any maintenance or human
intervention, they must have very low power requirements and batteries capable of lasting
for years. 

Figure 6-18 illustrates one type of wireless sensor network, with data from individual
nodes flowing across the network to a server with greater processing power. The server acts
as a gateway to a network based on Internet technology. 

Wireless sensor networks are valuable in areas such as monitoring environmental
changes; monitoring traffic or military activity; protecting property; efficiently operating
and managing machinery and vehicles; establishing security perimeters; monitoring supply
chain management; or detecting chemical, biological, or radiological material.

6.5 Hands-On MIS

The projects in this section give you hands-on experience designing Internet applications to
increase employee efficiency, using spreadsheet software to improve selection of telecom-
munications services, and using Web search engines for business research.
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INTERACTIVE SESSION: ORGANIZATIONS Wal-Mart Grapples with RFID

Wal-Mart was always known for its ultra-efficient
distribution systems that kept operating costs much
lower than its rivals. But now its costs are climbing
faster than those of competitors such as Costco and
Target, and this retail giant is looking for a new
breakthrough to maintain its price advantage. It
appears to be pinning its hopes on RFID. Wal-Mart
management believes that implementing this
technology will help the company wring new
efficiencies out of its retail stores, warehouses, and
suppliers.

Wal-Mart has been RFID-enabling its retail stores
and distribution centers, while ordering its top
suppliers to use RFID tags on all products they ship.
The objective is to reduce out-of-stock items by
tracking item locations more precisely as items move
from the receiving dock to store shelves. Wal-Mart is
selling RFID as a technology that will eventually save
everyone money.

Wal-Mart wants RFID readers installed at store
receiving docks to record the arrival of pallets and
cases of goods shipped with RFID tags. The RFID
reader reads the tags a second time just as the cases
are brought onto the sales floor from back-room stor-
age areas. Software uses sales data from Wal-Mart’s
point-of-sale systems and the RFID data about the
number of cases brought out the sales floor to figure
out which items will soon be depleted and automati-
cally generates a list of items to pick in the ware-
house to replenish store shelves before they run out.
This information helps Wal-Mart reduce out-of-stock
items, increase sales, and further shrink its costs. 

Wal-Mart is sharing all its RFID data with
suppliers through its Retail Link extranet. The RFID
data improve inventory management because suppliers
know exactly where their goods are located within 30
minutes of the goods’ movement from one part of a
Wal-Mart store to another. Sales improve because the
system allows Wal-Mart to always have products in
stock. 

Despite these benefits, the RFID implementations
have not progressed exactly as planned. Wal-Mart
initially hoped to have up to 12 of its 130 distribution
centers using RFID by January 2006. As of October
2007, only five have implemented the technology,
along with 600 of Wal-Mart’s 60,000 suppliers and
600 Wal-Mart retail stores. 

Costs of RFID tags, readers, and supporting
systems are a barrier. In addition to buying large
quantities of RFID tags, the suppliers have to purchase
additional hardware—RFID readers, transponders,
antennas, and software to track and analyze the data.

Suppliers also have to pay for new software programs
to integrate the RFID software with their inventory
and manufacturing systems and to change some of
their business processes. Meeting Wal-Mart’s RFID
requirements might run over $20 million for a large
supplier. 

RFID tags still cost 10 to 15 cents apiece and must
be attached by hand at the warehouse. These tags,
particularly the least expensive types, may not perform
properly when they are near certain liquids, metals, or
porous objects. To ensure accuracy and proper
performance, suppliers may have to use more
expensive tags. RFID-tagging a case of goods might
easily cost a supplier an additional 40 to 50 cents per
case. A large supplier that shipped 15 million cases
and pallets to Wal-Mart each year would be spending
an extra $6 million in tag costs. 

Some Wal-Mart suppliers report benefits from
RFID. Pacific Coast Producers, which sells 
Wal-Mart $400 million worth of packaged and
canned fruit each year, started RFID-tagging a
handful of products to meet Wal-Mart’s require-
ments in 2005. It integrated the RFID data with other
corporate systems. The company reports it is able to
see from the RFID-generated data which stores are
not doing a good job of keeping its products on
shelves so that it can work with Wal-Mart to improve
those stores’ performance. Pacific Coast plans to
RFID-tag more items for Wal-Mart within the next
few years. 

Other suppliers off the record say they do not
expect any return from their RFID investments for
years, if at all. They have refrained from publicly
criticizing Wal-Mart, which buys $260 billion
products annually. For some Wal-Mart suppliers,
achieving a return on their RFID investment is less
important than keeping the giant retailer happy. 
As Howard Stockdale, chief information officer of
Beaver Street Fisheries put it, “Do you want to risk the
business by not being in the game?”

Wal-Mart CIO Rollin Ford insists that RFID
technology is producing solid results in the company’s
supply chain operations, including a 30 percent
improvement in out-of-stock rates in stores where
RFID has been deployed. The company expects to
RFID-enable 400 more retail stores in 2007. 

Sources: Mel Duvall, “Radio Interference,” Baseline, October 2007; Mary Hayes
Weier, “Supplier Likes What It’s Getting from Wal-Mart’s RFID Push,”
InformationWeek, September 17, 2007; Laurie Sullivan, Gary McWilliams, 
“Wal-Mart’s Radio-Tracked Inventory Hits Static,” The Wall Street Journal,
February 15, 2007; Sunil Chopra and Manmohan S. Sodhi, “In Search of RFID’s
Sweet Spot,” The Wall Street Journal, March 3, 2007.
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ACHIEVING OPERATIONAL EXCELLENCE: USING INTERNET
TOOLS TO INCREASE EFFICIENCY AND PRODUCTIVITY

Software skills: Web browser software and presentation software
Business skills: Employee productivity analysis

In this project, you will suggest applications of Internet technology to help a employees at 
real-world company work more efficiently. 

Dirt Bikes’s management is concerned about how much money is being spent
communicating with people inside and outside the company and on obtaining information
about developments in the motorcycle industry and the global economy. You have been
asked to investigate how Internet tools and technology could be used to help Dirt Bikes
employees communicate and obtain information more efficiently. Dirt Bikes provides
Internet access to all its employees who use desktop computers. 
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1. How is RFID technology related to Wal-Mart’s
business model? How does it benefit suppliers?

2. What people, organization, and technology factors
explain why Wal-Mart suppliers have had trouble
implementing RFID systems?

3. What conditions would make adopting RFID
more favorable for suppliers?

4. Should Wal-Mart require all its suppliers to use
RFID? Why or why not? Explain your answer.

Explore the RFID Privacy Page at the Electronic
Privacy Information Center (EPIC) 
www.epic.org/privacy/rfid) and answer the following
questions:

1. Describe some RFID applications that might pose
a threat to privacy. What information does RFID
enable them to track?

2. How do these applications threaten personal
privacy? How serious is this threat?

3. Should these RFID applications be deployed?
Why or why not? Justify your answer.

CASE STUDY QUESTIONS MIS IN ACTION

Figure 6-18
A Wireless Sensor
Network 
The small circles
represent lower-level
nodes and the larger
circles represent 
high-end nodes. 
Lower-level nodes
forward data to each
other or to higher-level
nodes, which transmit
data more rapidly and
speed up network
performance.



• How could the various Internet tools help employees at Dirt Bikes? Create a matrix
showing what types of employees and business functions would benefit from using each
type of tool and why.

• How could Dirt Bikes benefit from intranets for its sales and marketing, human resources,
and manufacturing and production departments? Select one of these departments and
describe the kind of information that could be provided by an intranet for that department.
How could this intranet increase efficiency and productivity for that department?

• (Optional) If possible, use electronic presentation software to summarize your findings
for management.

IMPROVING DECISION MAKING: USING SPREADSHEET
SOFTWARE TO EVALUATE WIRELESS SERVICES 

Software skills: Spreadsheet formulas, formatting
Business skills: Analyzing telecommunications services and costs

In this project, you will use the Web to research alternative wireless services and use
spreadsheet software to calculate wireless service costs for a sales force.

You would like to equip your sales force of 35 based in Cincinnati, Ohio, with mobile
phones that have capabilities for voice transmission, text messaging, and taking and sending
photos. Use the Web to select a wireless service provider that provides nationwide service as
well as good service in your home area. Examine the features of the mobile handsets offered by
each of these vendors. Assume that each of the 35 salespeople will need to spend three hours
per day during business hours (8 A.M. to 6 P.M.) on mobile voice communication, send 30 text
messages per day, and five photos per week. Use your spreadsheet software to determine the
wireless service and handset that will offer the best pricing per user over a two-year period. For
the purposes of this exercise, you do not need to consider corporate discounts.

ACHIEVING OPERATIONAL EXCELLENCE: USING WEB SEARCH
ENGINES FOR BUSINESS RESEARCH

Software skills: Web search tools
Business skills: Researching new technologies

This project will help develop your Internet skills in using Web search engines for business
research.

You have heard that ethanol is a promising alternative fuel for motor vehicles, and you
would like to learn more about how it is made and where it is used. Use the following search
engines to obtain that information: Yahoo!, Google, and MSN. If you wish, try some other
search engines as well. Compare the volume and quality of information you find with each
search tool. Which tool is the easiest to use? Which produced the best results for your
research? Why?
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LEARNING TRACKS

The following Learning Tracks provide content relevant to topics covered in this
chapter:

1. Computing and Communications Services Provided by Commercial
Communications Vendors

2. Broadband Network Services and Technologies
3. Cellular System Generations
4. Wireless Applications for Customer Relationship Management, Supply Chain

Management, and Healthcare



Review Summary

1 What are the principal components of telecommunications networks and key
networking technologies? A simple network consists of two or more connected

computers. Basic network components include computers, network interfaces, a connection
medium, network operating system software, and either a hub or a switch. The networking
infrastructure for a large company includes the traditional telephone system, mobile cellular
communication, wireless local area networks, videoconferencing systems, a corporate Web
site, intranets, extranets, and an array of local and wide area networks, including the
Internet. 

Contemporary networks have been shaped by the rise of client/server computing, the use
of packet switching, and the adoption of Transmission Control Protocol/Internet Protocol
(TCP/IP) as a universal communications standard for linking disparate networks and
computers, including the Internet. Protocols provide a common set of rules that enable
communication among diverse components in a telecommunications network. 

2 What are the main telecommunications transmission media and types of
networks? The principal physical transmission media are twisted copper telephone

wire, coaxial copper cable, fiber-optic cable, and wireless transmission. Twisted wire
enables companies to use existing wiring for telephone systems for digital communication,
although it is relatively slow. Fiber-optic and coaxial cable are used for high-volume
transmission but are expensive to install. Microwave and communications satellites are used
for wireless communication over long distances. 

Local area networks (LANs) connect PCs and other digital devices together within a
500-meter radius and are used today for many corporate computing tasks. Network
components may be connected together using a star, bus, or ring topology. Wide area
networks (WANs) span broad geographical distances, ranging from several miles to
continents, and are private networks that are independently managed. Metropolitan area
networks (MANs) span a single urban area.

Digital subscriber line (DSL) technologies, cable Internet connections, and T1 lines are
often used for high-capacity Internet connections. Cable Internet connections provide 
high-speed access to the Web or corporate intranets at speeds of up to 10 Mbps. A T1 line
supports a data transmission rate of 1.544 Mbps.

3 How do the Internet and Internet technology work and how do they support
communication and e-business? The Internet is a worldwide network of networks

that uses the client/server model of computing and the TCP/IP network reference model.
Every computer on the Internet is assigned a unique numeric IP address. The Domain Name
System (DNS) converts IP addresses to more user-friendly domain names. Worldwide
Internet policies are established by organizations and government bodies, such as the
Internet Architecture Board and the World Wide Web Consortium. 

Major Internet services include e-mail, newgroups, chatting, instant messaging, Telnet,
FTP, and the World Wide Web. Web pages are based on hypertext markup language (HTML)
and can display text, graphics, video, and audio. Web site directories, search engines, and
RSS technology help users locate the information they need on the Web. RSS, blogs, and
wikis are features of Web 2.0. Web technology and Internet networking standards provide
the connectivity and interfaces for internal private intranets and private extranets that can be
accessed by many different kinds of computers inside and outside the organization. 

Firms are also starting to realize economies by using Internet VoIP technology for voice
transmission and by using virtual private networks (VPNs) as low-cost alternatives to
private WANs.
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4 What are the principal technologies and standards for wireless networking,
communication and Internet access? Cellular networks are evolving toward high-

speed, high-bandwidth, digital packet-switched, third-generation (3G) networks with speeds
ranging from 384 Kbps to more than 2 Mbps for data transmission. However, most cellular
communication today uses second-generation (2G) cellular networks or 2.5G networks that
can support services such as Internet access, music downloading, and e-mail. 

Major cellular standards include Code Division Multiple Access (CDMA), which is
used primarily in the United States, and Global System for Mobile Communication (GSM),
which is the standard in Europe and much of the rest of the world.

Standards for wireless computer networks include Bluetooth (802.15) for small personal
area networks (PANs), Wi-Fi (802.11) for local area networks (LANs), and WiMax (802.16)
for metropolitan area networks (MANs). 802.11b can transmit up to 11 Mbps in the unli-
censed 2.4 GHz band and has an effective distance of 30 to 50 meters. It is the most widely
used standard for creating wireless LANs and providing broadband wireless Internet access.

PC and high-end cell phone models can use either 3G networks or Wi-Fi for wireless
broadband Internet access.

5 Why are radio frequency identification (RFID) and wireless sensor networks
valuable for business? Radio frequency identification (RFID) systems provide a

powerful technology for tracking the movement of goods by using tiny tags with embedded
data about an item and its location. RFID readers read the radio signals transmitted by these
tags and pass the data over a network to a computer for processing. Wireless sensor
networks (WSNs) are networks of interconnected wireless sensing and transmitting devices
that are embedded into the physical environment to provide measurements of many points
over large spaces. 
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Voice over IP (VoIP), 205
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Bandwidth, 200
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Bluetooth, 214
Broadband, 192
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Cable Internet 
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Cell phone, 200
Chat, 204
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(DSL), 201
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(DNS), 201
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E-mail, 204
Fiber-optic cable, 199
File Transfer Protocol 

(FTP), 204
Firewalls, 212
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Hotspots, 216
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Key Terms
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Discussion Questions

1. Network design is a key business
decision as well as a technology decision.
Why?

2. Should all major retailing and manufac-
turing companies switch to RFID? Why or
why not?

Wi-Fi, 215
Wikis, 212
WiMax, 216

Wireless sensor networks
(WSNs), 218

Web site, 208
Wide area network 

(WAN), 198

Review Questions

1. What are the principal components of telecommunications networks and key networking
technologies? 
• Describe the features of a simple network and the network infrastructure for a large

company. 
• Name and describe the principal technologies and trends that have shaped contemporary

telecommunications systems. 

2. What are the main telecommunications transmission media and types of networks?
• Name the different types of physical transmission media and compare them in terms of

speed and cost.
• Define a local area network (LAN), describe its components and the functions of each

component
• Name and describe the principal network topologies.

3. How do the Internet and Internet technology work and how do they support communica-
tion and e-business?
• Define the Internet, describe how it works and explain how it provides business value.
• Explain how the domain name and IP addressing system work.
• List and describe the principal Internet services.
• Define and describe VoIP and virtual private networks and explain how they provide

value to businesses. 
• List and describe alternative ways of locating information on the Web.
• Define and explain the difference between intranets and extranets. Explain how they

provide value to businesses.

4. What are the principal technologies and standards for wireless networking, communica-
tion and Internet access? 
• Define Bluetooth, Wi-Fi, WiMax, and 3G networks. 
• Describe the capabilities of each and for which types of applications is each best suited. 

5. Why are radio frequency identification (RFID) and wireless sensor networks valuable for
business?
• Define radio frequency identification (RFID), explain how it works and how it provides

value to businesses.
• Define wireless sensor networks, explain how they work and describe the kinds of

applications that use them.
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Video Case

You will find a video case illustrating some of the concepts in this chapter on the Laudon
Web site along with questions to help you analyze the case. 

Teamwork

Evaluating Smartphones
Form a group with three or four of your classmates. Compare the capabilities of Apple’s
iPhone with a handset from another vendor with similar features. Your analysis should
consider the purchase cost of each device, the wireless networks where each device can
operate, plan and handset costs, and the services are available for each device. You
should also consider other capabilities of each device, including the ability to integrate
with existing corporate or PC applications. Which device would you select? What
criteria would you use to guide your selection? If possible, use electronic presentation
software to present your findings to the class.

BUSINESS PROBLEM-SOLVING CASE

Is Google Becoming Too Powerful? 

According to a widely-cited estimate, Google only
needs to spend $1 for every $3 its competitors spend to
deliver a comparable amount of computing power. This
inexpensive, flexible infrastructure explains the speed of
Google Web searches and its ability to provide its users
with such a vast array of Web-based services and 
software tools. 

Most of Google’s revenue comes from online
advertising ($10.6 billion in 2006) and online search
services. Google Search Services enable organizations to
include the Google search engine on their own Web
pages. This is a straightforward technology licensing
arrangement—not groundbreaking, but profitable.

The side of Google that has driven its phenomenal
growth and profits is its advertising program. In a
fraction of a second, Google’s technology can evaluate
millions of variables about its users and advertisers,
correlate them with millions of potential ads, and deliver
the message to which each user is most likely to
respond. Because this technology makes ads more
relevant, users click on ads 50 to 100 percent more often
on Google than on Yahoo!, creating a better return for
advertisers. According to eMarketer, Google grabbed
about 70 percent of all paid search advertising. 

In 2000, Google launched AdWords, a self-service
advertising program in which vendors bid to have their
ads placed alongside the search results for specific
search terms. In 2002, AdWords Select introduced 

The rise of Google has been fast and fierce since
founders Sergey Brin and Larry Page began
collaborating on a search engine in 1995 at Stanford
University. Because Google was so effective, it
quickly became the search engine of choice for Web
users. Today, Google handles 56 percent of Web
searches. 

In addition to searching for Web pages, Google users
can search for PDF, PostScript, text, Microsoft Office,
Lotus, PowerPoint, image, and video files. Google
claims to be one of the five most popular sites on the
Internet with nearly 400 million unique users per month
and more than 50 percent of its traffic coming from 
outside the United States.

Google’s IT infrastructure is a closely-guarded
secret because it is part of its competitive advantage.
The best guess is that Google has up to 450,000
servers spread over at least 25 locations around the
world. These servers use inexpensive off-the-shelf
hardware to run a customized version of the Linux
operating system and other critical pieces of custom
software. These include MapReduce, a programming
tool to simplify processing and create large data sets;
Google WorkQueue, a system that groups queries and
schedules them for distributed processing, and the
Google File System, which keeps copies of data in
several places so that the data will always be available
even if a server fails. 
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cost-per-click (CPC) pricing so that advertisers only pay
for their ads when users actually click on them. Google
determines the placement of ads through a combination
of the CPC and click-through (total number of clicks)
rates so that the most relevant ads for a keyword string
appear in the most prominent positions. The keyword-
targeted ads appear throughout the Google Network,
which includes America Online, Shopping.com,
Ask.com, The New York Times on the Web, and many
other high-profile Web sites. 

AdWords has come under some fire for being
vulnerable to a practice known as click-fraud, which we
discuss in detail in Chapter 7. A business whose ad
receives thousands of clicks from sources that have no
intention of making a purchase may run through its
marketing budget quickly. Unscrupulous businesses have
tried to use click fraud to drive up the cost of
competitors’ ads and put them at a competitive
disadvantage.

Google and its competitor Yahoo!, have been criticized
for their vague response to the problem. Google credits
customers for invalid clicks. It also has a system in place
to detect click-fraud before customers are charged, but
does not disclose details about its antifraud methods.

Google must also be concerned with legitimate
offensives from its rivals. Yahoo has been sponsoring
prominent academic economists and other researchers to
find new ways of using its data about online consumer
behavior to increase market share for its services and the
revenue generated by its searches. 

Microsoft has a history of diminishing or destroying
its competitors by exploiting the fact that its Microsoft
Windows operating system can be found on 95 percent
of the world’s personal computers. Netscape Navigator,
Lotus 1-2-3, and WordPerfect have all been defeated in
this manner. 

Microsoft launched competing search service MSN
Search in November 2004, followed by Windows Live
Search two years later. Microsoft hoped that integrating
search technology into Windows Vista and Office would
boost its share of the search market, but so far that
strategy has not panned out. Now Microsoft is trying to
court businesses with a frequent-flier style rewards
program. The company will pay large businesses in
credits redeemable for Microsoft products and services
based on the number of searches that employees perform
with Windows Live Search. The challenge for IT
departments will be convincing or forcing employees,
who receive no personal reward, to change their search
habits.

To Microsoft, Google has ceased being a search
technology company and is now a software company,
capable of infringing on the markets that Microsoft
dominates. In the past, Microsoft has thwarted
competition through strategic pricing and feature

enhancements, as well as by tying its products together
so that they are the most convenient to use. Microsoft
may not find it so easy to thwart Google. Other software
manufacturers had to rely on Windows as a platform on
which to run their products. Since Google’s applications
are Web-based, and not tied to the Windows operating
system, Microsoft cannot use its operating system
monopoly to limit access to Google. 

The Chapter 4 Interactive Session on Organizations
discusses Google’s online desktop productivity tools
(Google Apps for Your Domain and Google Apps
Premier Edition) as free or low-cost alternatives to
Microsoft Office. How far Google can eat into
Microsoft’s software franchise is uncertain. But
Microsoft fears Google’s Web-based computing model
could make it possible for computer users to bypass its
products entirely.

Google is constantly looking for new ways to grow. 
Its AdSense program scans Web pages for target words
and displays appropriate advertisements, enabling Web
site operators to generate revenue from their sites. As
with AdWords, Google only charges advertisers when
their ads are clicked, so the advertisers spend far less
than they would for ads in traditional media while
reaching a global audience. 

As a result of AdSense, Google quickly became an
industry leader in targeted advertising. The company
leveraged its strength in this area to expand ad sales to
newspapers, magazines, radio, and television. Traditional
advertising agencies fear that large corporations will
soon give all of their advertising business to Google.

In April 2007 Google, in its largest acquisition deal
ever, agreed to purchase the online advertising company
DoubleClick for $3.1 billion. DoubleClick specializes in
software for the placement of display ads and is the top
ad server on the Web. Up until then, Google had earned
most of its ad revenue from text ads generated by Web
searches. DoubleClick added strength in banner and
video ads as well as strong relationships with Web
publishers, advertisers, and ad agencies. The acquisition
cemented Google as a major advertising force. In May
2007, Microsoft, having lost out on DoubleClick,
announced that it would purchase the online advertising
firm aQuantive for $6 billion.

Google’s moves into media and digital content have
resulted in lawsuits. Google had already dealt with
questions of copyright infringement in relation to its
Google Library and Google News services. But when
You Tube became the property of Google in 2006, for the
price of $1 billion, most of the world’s largest media
conglomerates began jockeying for control of digital
content on the Web. Viacom filed a suit against Google
for damages along with an injunction to halt the activities
of YouTube that represent copyright infringements. 
(See the Chapter 3 ending case study.) At issue are the
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innumerable video clips that users upload to YouTube
featuring content from popular television shows, movies,
and music videos that YouTube has not licensed. 

NBC Universal and News Corporation have teamed up
to launch their own video Web site, which will run
television show clips and full-length movies on Yahoo,
AOL, MSN, MySpace, and other partner sites. 

Part of Google’s success in launching new products is
the frequency with which it does so. Marissa Mayer, the
company’s vice president of search products and user
experience, confirms that Google expects to discard
many of the products it develops. She says, “We should
be able to put products out there and, without a lot of
promotion, a good product will grow.” The strategy
suggests that as long as Google unleashes enough
products, enough products will be successful.

However, not all of Google’s ventures have been
successful. Google’s initiatives in print and radio ads
have not had much impact. But to justify its high stock
price, Google must continue to grow by expanding into
other markets when online advertising matures. 

Google has been pleased with the growth of its Gmail
e-mail service, but raised the ire of privacy advocates
because it uses the same technology as AdSense to place
advertisements alongside messages. The selection of ads
is based on the actual text of the messages, meaning that
every Gmail message is read by an automated scanner. 

Google is at a crossroads. Once the quirky startup that
represented the public’s hopes and dreams for the
Internet, some now view the company as an arrogant,
power-hungry behemoth. Google faces the same
criticism of trying to stifle the competition that
Microsoft faced at the zenith of its success. Google
attributes its success to the fact that users simply like its
products and services, and to say that the company is too
powerful suggests that these users are making their
choices incorrectly. 

And Google continues to innovate. Its latest ventures
include a telephone voice search, Google Voice Local
Search, which enables users to dial an 800 number using
speech recognition technology to answer queries about
local businesses. Google also launched its Universal
Search service, which combines the results from its Web,

news, video, image, and other search services on one
results page, with links to the separate services available
at the top of every page.

Sources: Rob Hof, “Is Google Too Powerful?” Business Week, April 9, 2007; Kevin J.
Delaney and Matthew Karnitschnig, “Viacom v. Google Could Shape Digital Future,”
The Wall Street Journal, March 14, 2007; Richard Siklos, “Push Comes to Shove for
Control of Web Video,” The New York Times, April 1, 2007; Randall Stross, “If at First
You Don’t Succeed, Write a Check,” The New York Times, April 1, 2007; Louise Story
and Miguel Helft, “Google Buys an Online Ad Firm for $3.1 Billion,” The New York
Times, April 14, 2007; “Inside Google’s New-Product Process,” Business Week, June
30, 2006; “Google Unifies Search Results,” CNN.com, May 17, 2007; Ben Worthen,
“The Enterprise Gets Googled,” CIO Magazine, May 1, 2006; Steve Lohr and Saul
Hansell, “Microsoft and Google Set to Wage Arms Race,” The New York Times, May
2, 2006; David F. Carr, “How Google Works,” Baseline, July, 2006; and Kevin J.
Delaney, Hoping to Overtake Its Rivals, Yahoo Stocks Up on Academics” 
The Wall Street Journal, August 25, 2006.

Case Study Questions
1. Evaluate Google using the competitive forces and

value chain models. What are Google’s sources of
competitive advantage? How does Google provide
value to the average user?

2. What problems and challenges does Google face in
this case? What people, organization, and technology
factors are responsible for these problems and
challenges? Does Google’s business strategy
effectively address these challenges? Explain your
answer.

3. How might a business owner benefit from the
services offered by Google? Which Google services
and products would be attractive to you if you owned
a business? Why would you choose to use these
particular products or services?

4. How can Google incorporate wireless technology into
its business? Which wireless technologies in
particular might lend themselves to extending
Google’s success? Visit Google’s Web site and write a
summary of the wireless/mobile services that Google
currently offers. What other applications of mobile
technology can you envision for the company?

5. What are the pros and cons of a company like
Google extending its reach into new industries? 
How does Google’s growth affect consumers? 
How does it impact the business world?

6. How successful do you think Google will be in the
future?


