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What’s New in this Document

This revision makes the following changes to this document:

¢ Information about viewing the diagnostic results information has been added to

Chapters 4, 6, and 9.

* Minor editorial and technical changes have been throughout the document.
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About this Guide

The Embedded Support Partner User Guide provides information about using the
Embedded Support Partner software suite.

It includes the following information:

e Part 1: Introduction

Chapter 1, “Introduction,” provides a brief introduction to Embedded Support
Partner and the interfaces that you can use to control it.

e Part 2: Using the Single System Manager

Chapter 2, “Single System Manager Mode,” describes Single System Manager
mode, how to start Embedded Support Partner in Single System Manager
mode, and how to create database archives and manage them from Single
System Manager mode.

Chapter 3, “Using the ASCII Interface to Set Up Embedded Support Partner in
Single System Manager Mode,” describes how to use the ASCII interface to set
up Embedded Support Partner in Single System Manager mode.

Chapter 4, “Using the ASCII Interface to View Information about a System in
Single System Manager Mode,” describes how to use the ASCII interface to
view information from the system that is running Embedded Support Partner.

Chapter 5, “Using the Graphical Interface to Set Up Embedded Support Partner
in Single System Manager Mode,” describes how to use the graphical interface
to set up Embedded Support Partner in Single System Manager mode.

Chapter 6, “Using the Graphical Interface to View Information about a System
in Single System Manager Mode,” describes how to use the graphical interface
to view information from the system that is running Embedded Support
Partner.
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About this Guide

¢ Part 3: Using the System Group Manager

Chapter 7, “System Group Manager Mode,” describes System Group Manager
mode, how to start Embedded Support Partner in System Group Manager
mode and how to create database archives, and manage them from System
Group Manager mode.

Chapter 8, “Setting Up Embedded Support Partner in System Group Manager
Mode,” describes how to set up Embedded Support Partner in System Group
Manager mode.

Chapter 9, “Using Embedded Support Partner in System Group Manager Mode
to View Information about the Systems,” describes how to view information
about the systems that Embedded Support Partner is monitoring in System
Group Manager mode.

e Part4: Additional Information

Chapter 10, “Sending Notifications,” describes the espnot i f y tool that you can
use to send notifications and how to set up Embedded Support Partner actions
that use the espnoti f y tool.

Chapter 11, “Logging Events from Applications and Scripts,” describes how to
send events from your local applications and scripts to Embedded Support
Partner.

This document corresponds to the version of Embedded Support Partner that is included
in the IRIX 6.5.6 operating system release. The document is written for SGI customers.

Conventions Used in this Document

XXXii

This document uses the following conventions:

Italics
Couri er

Couri er

Document and CD titles
Program names, file names, and commands

Italics
Variables within command descriptions



Chapter 1

Introduction

About Embedded Support Partner

Embedded Support Partner is a suite of software applications that monitors events on
one or more systems and performs actions in response to any events that it detects. It
runs in two modes: Single System Manager mode and System Group Manager mode.

What are Events?

Events are identifiable conditions on a system. Examples of events include:
e Configuration events
— Installing a hardware component
— Installing a software application
® Availability events
- System power cycles
— System panics
* Performance events
- High aggregate system call rates
— High average processor utilization
* System-level events
—  SCSI controller initialization failure
— SCSI bus reset
Embedded Support Partner monitors hundreds of default events. You may also

configure Embedded Support Partner to monitor custom events that are specific to your
site.
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What are Actions?

Actions are responses to events. Examples of actions include:

* Sending a notification to the system administrator

¢ Forwarding events to a System Group Manager

Embedded Support Partner includes one default action (Noti fy sysadnin on

consol e). You can configure Embedded Support Partner to perform additional custom
actions.

What are Notifications?

Notifications are messages that Embedded Support Partner sends through actions in
response to events. Examples of notifications are:

¢ Sending an e-mail message

¢ Sending an alphanumeric page

¢ Displaying a popup window with error interpretation
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About the Embedded Support Partner User Interfaces

You interact with Embedded Support Partner by using a Web browser to connect to the
Configurable Web Server that is included in the Embedded Support Partner suite. You
can access Embedded Support Partner through a graphical interface or an ASCII
interface (in Single System Manager mode only).

The graphical interface is split into three frames:

¢ The top frame shows the title banner for Embedded Support Partner and the tabs to
select the category that you want to use (Over vi ew Syst em | nf or mati on, Set up,
and Ar chi ve Dat abase). The title banner indicates whether you are running
Embedded Support Partner in Single System Manager mode (with the si ngl e
syst emlabel) or System Group Manager mode (with the group of systens label).

¢ The left frame contains the command buttons that you can use. (This frame is
available for the Syst em | nf or mat i on and Set up categories.)

¢ Theright frame contains information specific to the last command that you selected
from the left frame. You will use this frame to select specific options that are related
to the command and view output from the command.
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Figure 1-1 shows an example of the graphical interface.

File Edit View Go Communicalor

Back Forwvard Reload Home Search Guide Print  Security Stop %

Embedded Support Partner

Overview

Cverview

This sessian is connected to the Single System Manager that is running on helfe.csd. sgicom.

The Single System Manager controls the Embedded Suppart Partner for one system. It enahles you to configure all
parameters and view information collected from the system.

Usethe Single System Manager to perform the following functions an kedo.csd sgl.cam:

o Setup the SGI Embedded Support Partner software, including the following parameters:
o Glohal parameters
o Event parameters
o Action parameters
o Motification parameters
o Availahility monitoring parameters
® View the following infarmation ahout the system:
o The hardware that is installed on the system at a specific date and time
o The software that is installed an the system at a specific date and time
o Any system changes that occurred within a specified time period
o Any system events that have occurred
o Any system actions that have heen taken
o System availahility informatian
® Archive a datahase to conserve disk space and delete database archives that you no longer need

Figure 1-1 Example of the Graphical Interface



Required Software

Figure 1-2 shows an example of the ASCII interface.

Figure 1-2 Example of the ACSII Interface

Required Software

You need to install the IRIX operating system version 6.5.5 or a later release to use
Embedded Support Partner. All of the software that you need to start using Embedded
Support Partner is installed by default.

Related Information

For more information about Embedded Support Partner and its components, refer to the
Embedded Support Partner Overview, publication number 007-4064-002.
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Single System Manager Mode

Single System Manager mode enables you to configure all Embedded Support Partner
parameters and view information collected from a single system. Use it to perform the
following activities on a single system:

* Set up Embedded Support Partner, including the following parameters:

Global parameters

Event parameters

Action parameters

Notification parameters
Availability monitoring parameters

Performance monitoring parameters

* View the following information about the system:

The hardware that is installed on the system at a specific date and time
The software that is installed on the system at a specific date and time
Any system changes that occurred within a specified time period

Any system events that have occurred

Any system actions that have been taken

System availability information

* Archive a database to conserve disk space and delete database archives that you no
longer need



Chapter 2: Single System Manager Mode

Starting Embedded Support Partner in Single System Manager Mode

You can use Embedded Support Partner in Single System Manager mode with either an
ASCII interface or a graphical interface. This section describes how to start Embedded
Support Partner in Single System Manager mode with each type of interface.

Note: The ASCII interface is provided for systems that do not have graphics capability.
If your system has graphics hardware, use the graphical interface.

Using an ASCII Interface

Perform the following procedure to start Embedded Support Partner with an ASCII
interface in Single System Manager mode:

1. Set the width of your terminal window to a minimum of 80 characters.

2. EnterlaunchESPartner -I to start Embedded Support Partner in Single System
Manager mode with an ASCII interface on the local host.

Note: If you want to access a remote system, use the - host command line option.
(For example, enter | aunchESPartner -1 -host euphori a. csd. sgi . comto start
Embedded Support Partner in Single System Manager mode on the remote system
named euphoria.csd.sgi.com.)

Lynx displays the Embedded Support Partner ASCII interface. (Refer to Figure 2-1.)
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Right

Figure 2-1 Embedded Support Partner Opening Page (ASCII Interface)

Use this interface to:

* Set up Embedded Support Partner in Single System Manager mode (Refer to
Chapter 3, “Using the ASCII Interface to Set Up Embedded Support Partner in
Single System Manager Mode.”)

* View information from the system (Refer to Chapter 4, “Using the ASCII Interface
to View Information about a System in Single System Manager Mode.”)

Using a Graphical Interface

You can start Embedded Support Partner in Single System Manager mode with a
graphical interface two ways:

¢ By using the Enbedded_Support _Part ner icon

* By using the | aunchESPar t ner command
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Using the Embedded_Support_Partner Icon

Perform the following procedure to start the Embedded Support Partner graphical
interface in Single System Manager mode with the Enbedded_Support _Par t ner icon:

1. Choose Find -> Support Tool s in the Tool chest menu. (Refer to Figure 2-2.)

Desktop 3

Selected 3

internet 3 |

Find 3  Search For Files

Svstem [ File QuickFind
Help g5 Host QuickFind

Applications
Collaboration
ControlPanels
Datalransiators
Demos
Desktopfools
Developeriagic
Mediafools
Printing
SupportTools |
WebTools
Whatshlew

Figure 2-2 Toolchest Menu

10



Starting Embedded Support Partner in Single System Manager Mode

The | con Cat al og application opens to the Support Tool s category. (Refer to
Figure 2-3.)

Page Selecled Sort  VWew

. | | SupportTools | | .

Figure 2-3 Icon Catalog

2. Double-click on the Enbedded_Support _Part ner icon.

Netscape displays the Embedded Support Partner opening page. (Refer to
Figure 2-4.)

11
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File Edit View Go Communicalor

: A 2 £ <3 &

s 2

Back  Fomward Reload Home Search Guide Print  Security Stop
™ Bookmarks % |ocation:

Embedded Support Partner

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System 4

Accept

Figure 2-4 Embedded Support Partner Opening Page (Graphical Interface)

3. Choose Si ngl e Syst emfor the Sel ect the type of system manager option.

12
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4. Specify the system that you want to access:

® C(lick on the Local Systemcheck box to connect to the local host (the system on
which you started Embedded Support Partner). (Refer to Figure 2-5)

File Edit View Go Communicalor
» A 2 % & &
Back  Fomward Reload Home Search Guide Print  Security Stop
| w7 Bookrmarks % Location:;

Embedded Support Partner

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System 4

Accept

Figure 2-5 Connecting to Embedded Support Partner in Single System Manager Mode on the
Local System (Graphical Interface)
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* C(lick on the Renpt e Syst emcheck box to connect to a remote system. Enter the

name of the system or IP address of the system in the field. (Refer to Figure 2-6.)

File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System ¢

Accept

Figure 2-6 Connecting to Embedded Support Partner in Single System Manager Mode on a

Remote System (Graphical Interface)

5. Click on Accept .

The Embedded Support Partner graphical interface appears in Single System
Manager mode. (Refer to Figure 2-7.) Use this interface to:

Set up Embedded Support Partner in Single System Manager mode (Refer to

Chapter 5, “Using the Graphical Interface to Set Up Embedded Support Partner
in Single System Manager Mode.”)

View information from the system (Refer to Chapter 6, “Using the Graphical

Interface to View Information about a System in Single System Manager
Mode.”)

14
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File Edit View Go Communicalor Help |

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop

Embedded Support Partner sgt”

Overview

Cverview

This session is connected to the Single System Manager that is running on lobos.csd.sgicom.

The Single System Manager controls the Embedded Suppart Partner for one system. It enahles you to configure all
parameters and view information collected from the system.

Use the Single System Manager to perform the following functions on fobas.csd.sgiconm:

o Setup the SGI Embedded Support Partner software, including the following parameters:
o Glohal parameters
o Event parameters
o Action parameters
o Motification parameters
o Availahility monitoring parameters
o Performance manitoring parameters
® View the following infarmation ahout the system:
o The hardware that is installed on the system at a specific date and time
o The software that is installed an the system at a specific date and time
o Any system changes that occurred within a specified time period
o Any system events that have occurred
o Any system actions that have heen taken
o System availahility informatian
® Archive a datahase to conserve disk space and delete database archives that you no longer need

| p—

| s 9P @ 2|

Figure 2-7 Single System Manager Mode Graphical Interface
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Using the launchESPartner Command

Perform the following procedure to start the Embedded Support Partner graphical
interface in Single System Manager mode with the | aunchESPar t ner command:

1. Enter the | aunchESPart ner command.

Netscape displays the Embedded Support Partner opening page. (Refer to
Figure 2-8.)

File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fonward Reload Home Search  Guide Print  Security Stop sgl
‘ w§” Bookmarks & Lacation: ]

Embedded Support Partner sgt”

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System 4

Accept

Figure 2-8 Embedded Support Partner Opening Page (Graphical Interface)

2. Choose Si ngl e Systemfor the Sel ect the type of system nmanager option.

16
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3. Specify the system that you want to access:

® C(lick on the Local Systemcheck box to connect to the local host (the system on
which you started Embedded Support Partner). (Refer to Figure 2-9.)

| Aile Edit View Go Communicalor
» A 2 % 3 &
Back  Fomward Reload Home Search Guide Print  Security Stop
™ Bookmarks % |ocation:

Embedded Support Partner

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost

Remate System 4

Accept

Figure 2-9 Connecting to Embedded Support Partner in Single System Manager Mode on the
Local System (Graphical Interface)

17
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* C(lick on the Renpt e Syst emcheck box to connect to a remote system. Enter the

name of the system or IP address of the system in the field. (Refer to
Figure 2-10.)

| Aile Edit View Go Communicator
» A 2 % 3 &
Back  Fomward Reload Home Search Guide Print  Security Stop
™ Bookmarks % |ocation:

Embedded Support Partner

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System ¢

Accept

|

Figure 2-10  Connecting to Embedded Support Partner in Single System Manager Mode on a
Remote System (Graphical Interface)

4. Click on Accept .

The Embedded Support Partner graphical interface appears in Single System
Manager mode. (Refer to Figure 2-11.) Use this interface to:

Set up Embedded Support Partner in Single System Manager mode (Refer to

Chapter 5, “Using the Graphical Interface to Set Up Embedded Support Partner
in Single System Manager Mode.”)

View information from the system (Refer to Chapter 6, “Using the Graphical

Interface to View Information about a System in Single System Manager
Mode.”)

18
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File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop

| Embedded Support Partner

Overview
Cverview

This session is connected to the Single System Manager that is running on lobos.csd.sgicom.

sgt’

parameters and view information collected from the system.
Use the Single System Manager to perform the following functions on fobas.csd.sgiconm:

o Setup the SGI Embedded Support Partner software, including the following parameters:
o Glohal parameters
o Event parameters
o Action parameters
o Motification parameters
o Availahility monitoring parameters
o Performance manitoring parameters
® View the following infarmation ahout the system:
o The hardware that is installed on the system at a specific date and time
o The software that is installed an the system at a specific date and time
o Any system changes that occurred within a specified time period
o Any system events that have occurred
o Any system actions that have heen taken
o System availahility informatian
® Archive a datahase to conserve disk space and delete database archives that you no longer need

|+ |

Figure 2-11  Single System Manager Mode Graphical Interface

The Single System Manager controls the Embedded Suppart Partner for one system. It enahles you to configure all

19
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Configuring Single System Manger Mode

20

All components of Embedded Support Partner are installed on your system by default;
however, you should perform the following procedure the first time that you use
Embedded Support Partner in Single System Manager mode to configure it:

1.

Start Embedded Support Partner in Single System Manager mode. (Refer to
Section , “Starting Embedded Support Partner in Single System Manager Mode.”)

Change the user name and/or password to prevent unauthorized access to your
system. (Refer to Section , “Changing the User Name and Password” and Section,
“Changing the User Name and Password.”)

e The default user name is admi ni strator.
* The default password is par t ner.

Set up the access list to enable systems to connect to the Configurable Web Server
that Embedded Support Partner uses. By default, the Configurable Web Server is
configured to allow connections from all IP addresses. (Refer to Section , “Allowing
Access to Embedded Support Partner” and Section , “Allowing Access to
Embedded Support Partner.”)

Modify and/or add actions. (Refer to Section , “Setting Up Actions in Single System
Manager Mode” and Section , “Setting Up Actions in Single System Manager
Mode.”)

Modify and/or add events and assign actions to events. (Refer to Section , “Setting
Up Events in Single System Manager Mode” and Section , “Setting Up Events in
Single System Manager Mode.”)
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Manipulating the Database that Single System Manager Mode Uses

Embedded Support Partner logs data in a database on the system as it registers events
and performs actions. You can archive the current database to reduce the amount of disk
space used on the system.

Archiving a Database

Use the espar chi ve command at a UNIX prompt to archive the current database that
Embedded Support Partner is using on a system. The espar chi ve command shuts down
Embedded Support Partner momentarily, compresses the current database to save space,
opens a new database to receive data from Embedded Support Partner, and restarts
Embedded Support Partner.

You must use the root account to execute the espar chi ve command; this command
archives the current database only if it is 10 MB or larger.

Note: Click on the Archi ve Dat abase tab on the graphical interface or select the
Archi ve Dat abase link on the ASCII interface to view a description of this process.

Deleting a Database Archive
You can delete database archives that you no longer need.

Warning: When you delete a database archive, the information in the database
archive is permanently lost. You will not be able to view any system information that
was stored in the database archive.

Perform the following procedure to delete a database archive:

1. Click on the Ar chi ve Dat abase tab on the graphical interface, or select the Ar chi ve
Dat abase Link on the ASCII interface.

2. Choose the database archive that you want to delete. (Refer to Figure 2-12 and
Figure 2-13.)
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Figure 2-12

Archive Datahase

The database archival option saves disk space by compressing the data in the database, The
compressed data remains accessible for reading or for displaying system infarmation, The
archiving must he done from the command line to preserve data integrity, The archiving program
will shutdown the Embedded Support Partner for a brief period of time and restart after the
archiving is complete, The archiving can he run as root only, To archive the database, run the
command e sparchiwve, The archiving will he done anly if the datahase size is equal to ar
greater than 10 megahytes,

The remove database option deletes a previously archived database that was stored, The data
inthe deleted datahase is no longer available for display.

Choose the database to be deleted: | Datahase Archive Mame(s) =

Delete Datahase

Archiving a Database in Single System Manager Mode (Graphical Interface)
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the comm:
will

Figure 2-13  Archiving a Database in Single System Manager Mode (ASCII Interface)

3. Click on the Del et e Dat abase button on the graphical interface, or select the
Del et e Dat abase link on the ASCII interface.
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Chapter 3

Using the ASCII Interface to Set Up Embedded Support
Partner in Single System Manager Mode

Use the commands in SETUP section of the ASCII interface to set up the following
components of Embedded Support Partner in Single System Manager mode:

* Global parameters

¢ Events

e Actions

e Paging

¢ Availability monitoring

* Performance monitoring

The ASCII interface is provided for systems that do not have graphics capability. If your
system has graphics hardware, use the graphical interface. Refer to Chapter 5, “Using the
Graphical Interface to Set Up Embedded Support Partner in Single System Manager

Mode” for more information about using the graphical interface to set up Embedded
Support Partner in Single System Manager mode.

Setting Up Global Parameters in Single System Manager Mode

Several global parameters are available for you to customize Embedded Support Partner
in Single System Manager Mode. The global parameters are organized into two
categories:

* Web server parameters

¢ Global configuration parameters
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Setting Up the Web Server Parameters

The Web server parameters configure the Configurable Web Server that Embedded
Support Partner uses. You can use these parameters to control permission to access
Embedded Support Partner, including the user name and password combination and
host privileges. (All IP addresses are allowed connections to the Web server by default.)

Figure 3-1 shows the interface page that you use to access the Web server parameters.
Figure 3-2 shows the interface page that you use to specify which systems are allowed or
denied access to the Configurable Web Server. Figure 3-3 shows the interface page that
you use to modify the user name and associated password.

SETUP ;

Figure 3-1 Web Server Configuration Page (ASCII Interface)
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Enter new

Return to

d new IP

with the following IP

IP Ac Add new IP

NORMAL LTNK t-arrow or <{return> to activate

Figure 3-2

Web Server Access Permissions Page (ASCII Interface)
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nort Partner - ver. 1.

NORMAL LTNK lse arrow or <return> to activate.
3 &

Figure 3-3 Web Server User Name and Password Page (ASCII Interface)

Allowing Access to Embedded Support Partner

You can modify access privileges that specify which systems have access rights to
Embedded Support Partner. If you want to restrict access to Embedded Support Partner,
you must set up a “restrict access” list and an “enable access” list. (If you do not set up a
“restrict access” list, all IP addresses can connect to Embedded Support Partner
regardless of the “enable access” list settings because the default configuration allows
connections from all IP addresses if no “restrict access” list exists.)

The most secure configuration is to set the “restrict access” list to all hosts (*.*.*.*) and set
the “enable access” list to the hosts that you want to have access to Embedded Support
Partner. (For example, set the “enable access” list to 197. *. *. * and the “restrict access”
listto*. *. *. * if you want only the systems with IP addresses that begin with 197 to have
access to Embedded Support Partner.)
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Caution: All changes that you make to the “restrict access” and “enable access” lists
immediately take effect. Ensure that you do not set up access lists that prevent your
administration system from connecting to Embedded Support Partner.

Perform the following procedure to add a system to the “enable access” list (refer to
Figure 3-2):

1. Select the G obal link in the SETUP category.

2. Select the Server link in the G obal category.

3. Select the Server Access Pernissi ons link.
4

In the Ent er new | P Addr ess field, enter the IP address of the system that you
want to add to the list.

Note: Entering*. *. *. * indicates that all systems can access the Embedded Support
Partner Web-based interface. You can wildcard any portion of the IP address with an
asterisk (for example, 197. *. *. 2 and 197. 20. 2. *).

5. Select the Add new | P Address link.

Perform the following procedure to remove a system from the “enable access” list (refer
to Figure 3-2):

1. Select the G obal link in the SETUP category.

2. Select the Server link in the G obal category.

3. Select the Server Access Perni ssions link.

4. Set the checkmark next to the IP address that you want to remove from the list.

5. Selectthe Del ete Sel ected | P address link.
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Perform the following procedure to add a system to the “restrict access” list (refer to
Figure 3-2):

1. Select the G obal link in the SETUP category.

2. Select the Server link in the G obal category.
3. Select the Server Access Perni ssions link.
4

In the Ent er new | P Addr ess field, enter the IP address of the system that you
want to add to the list.

Note: Entering *. *. *. * indicates that all systems (except the systems in the “allow
access” list) cannot access the Embedded Support Partner Web-based interface. You
can wildcard any portion of the IP address with an asterisk (for example, 197. *. *. 2
and 197. 20. 2. *).

Perform the following procedure to remove a system from the “restrict access” list (refer
to Figure 3-2):

1. Select the G obal link in the SETUP category.

2. Select the Server link in the G obal category.

3. Select the Server Access Perni ssions link.

4. Set the checkmark next to the IP address that you want to remove from the list.

5. Select the Del ete Sel ected | P address link.

Changing the User Name and Password

Embedded Support Partner requires that you enter a user name and password to access
several features. This protocol ensures that Embedded Support Partner is secure from
unauthorized access.

The default user name is administrator, and the default password is partner. Be sure to
change one or both of these settings the first time that you use Embedded Support
Partner to prevent unauthorized access to your system.



Setting Up Global Parameters in Single System Manager Mode

Perform the following procedure to change the user name (refer to Figure 3-3):

1.

2
3
4.
5

Select the d obal link in the SETUP category.

Select the User name & Password Change link.

Enter the old user name that you want to change in the Enter ol d user nane field.
Enter the new user name that you want to use in the Ent er new user narme field.

Select the Change User nane link.

Perform the following procedure to change the password (refer to Figure 3-3):

1.

2
3
4.
5

Select the d obal link in the SETUP category.

Select the User name & Password Change link.

Enter the old password that you want to change in the Ent er ol d password field.
Enter the new password that you want to use in the Ent er new password field.

Re-enter the new password in the Re- ent er new passwor d field. (You need to enter
the password twice to ensure that it was typed correctly.)

Select the Change Passwor d link.

Setting the Global Configuration Parameters

The global configuration parameters enable you to globally modify how Embedded
Support Partner handles events and actions. You can specify whether it should log all
events in the database, whether it should require events to occur several times before
they are registered, and whether it should perform actions in response to events.

Figure 3-4 shows the interface page that you can use to set up the global configuration
parameters.
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Figure 3-4 Global Configuration Parameters Page (ASCII Interface)

Perform the following procedure to set up the global configuration parameters (refer to
Figure 3-4):

1. Select the G obal link in the SETUP category.

2. Select the d obal Confi gurationlink in the G obal category.

3. Specify whether Embedded Support Partner should log events.

® Select the Log Events checkmark if you want to log events in the Embedded
Support Partner database.

¢ Deselect the Log Events checkmark if you do not want to log any events in the
Embedded Support Partner database.
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4. Specify whether Embedded Support Partner should wait for a specific number of
events to occur before it registers an event.

* Select the Throttle Events checkmark to require that a specific number of
events must occur before the event is registered in the Embedded Support
Partner database.

® Deselect the Throttl e Events checkmark to register every event in the
Embedded System Partner database.

5. Specify whether Embedded Support Partner should perform actions when it
registers events.

¢ Selectthe Act on Event s checkmark to specify that Embedded Support Partner
should perform actions in response to all events that occur.

® Deselect the Act on Events checkmark to specify that Embedded Support
Partner should not respond to events that occur.

6. Select the Accept link.

Setting Up Events in Single System Manager Mode

Events are conditions that Embedded Support Partner monitors. Embedded Support
Partner includes many default events, and you can also add custom events. Example
events include parity errors, disk full conditions, and nonmaskable interrupts (NMI).
Events are organized into event classes, which allows you to quickly view and update
similar events. Example event classes include availability, system configuration, and
performance.

You can perform the following activities to set up events:

* Viewing the current event setup

¢ Updating an existing event

¢ Adding a new event

® Deleting an event
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Viewing the Current Event Setup

The current event setup defines the events and event classes that are currently configured
in Embedded Support Partner on your system.

To view the current event setup, select the Event s link in the SETUP category, and then
select the Vi ew Current Setup link in the Event s category. Figure 3-5 shows the
interface page that you should use to view the current event setup.

SGI Embed:

SETUP >

etup to wiew:

Figure 3-5 View Current Event Setup Options (ASCII Interface)

Using the View Event Option

The Vi ew Event option displays the configuration parameters for a single event. Use this
option to verify that a specific event is configured correctly.

Perform the following procedure to view the current setup of a specific event.

1. Select the Event s link in the SETUP category.

2. Select the Vi ew Current Setup link in the Event s category.

3. Select the Vi ew Event link. (Refer to Figure 3-6.)
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Figure 3-6

Using the View Event Option (Page 1 [ASCII Interface])
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4. Select the event class that contains the event. (Refer to Figure 3-7.)

Figure 3-7 Using the View Event Option (Page 2 [ASCII Interface])

5. Select the Accept link.

6. Choose the event that you want to view. (Refer to Figure 3-8.)

Figure 3-8 Using the View Event Option (Page 3 [ASCII Interface])
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7. Select the Accept link.

Figure 3-9 shows the current setup of the Li ve event event.

enahled

1

Actions for this event Mo actions

Return to EHIE page

Figure 3-9 Using the View Event Option (Page 4 [ASCII Interface])

Using the View Event List Option

The Vi ew Event Li st option lists all of the events that are currently configured in
Embedded Support Partner on your system. Use this option to determine which events
are currently available.

Perform the following procedure to view the current event list:

1. Select the Event s link in the SETUP category.

2. Select the Vi ew Current Setup link in the Event s category.

3. Select the Vi ew Event Li st link. (Refer to Figure 3-10.)
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View Ewvent

View Ewvent List]

View C

Figure 3-10  Using the View Event List Option (Page 1 [ASCII Interface])

The interface displays a table that lists all available events. (Refer to Figure 3-11; Table 3-1
describes the information that the table contains.)
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yLir
| Low buff

Figure 3-11  Using the View Event List Option (Page 2 [ASCII Interface])

Table 3-1 Event List Elements

Column Description

No. Index number in the table

Cl ass Description Class that contains the event
Event Descri ption Description of the event

You can navigate through the table as follows:
¢ Use the space bar or down arrow to move to the next page.

¢ Use the up arrow to move to the previous page.
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Using the View Classes Option

The Vi ew O asses option lists all event classes that are currently defined in Embedded
Support Partner. (Event classes organize the individual events into related groups, which
enables you to quickly locate events and easily assign actions to multiple events at the
same time.)

Perform the following procedure to view the current list of event classes:

1. Select the Event s link in the SETUP category.

2. Select the Vi ew Current Confi guration link in the Event s category.

3. Select the Vi ew O asses link. (Refer to Figure 3-12.)

View Ewvent

View Ewent List

Figure 3-12  Using the View Classes Option (Page 1 [ASCII Interface])
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The interface displays a table that lists all available event classes. (Refer to Figure 3-13;
Table 3-2 describes the information that the table contains.)

Figure 3-13  Using the View Classes Option (Page 2 [ASCII Interface])

Table 3-2 Event Class List Elements

Column Description

No. Index number in the table

Class ID Identification number for the class
Cl ass Description Description of the class
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You can navigate through the table as follows:
¢ Use the space bar or down arrow to move to the next page.

¢ Use the up arrow to move to the previous page.

Updating an Event

Perform the following procedure to update the information about an event that
Embedded Support Partner should monitor:

1. Select the Event s link in the SETUP category.

2. Select the Updat e link in the Event s category.

3. Choose the event class that contains the event. (Refer to Figure 3-14.)

Figure 3-14  Updating an Event (Page 1 [ASCII Interface])

4. Select the Accept link.
5. Choose the event that you want to update. (Refer to Figure 3-15.)
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port Partner -

Help

Figure 3-15  Updating an Event (Page 2 [ASCII Interface])

6. Select the Accept link.

7. Update the parameters for the event. (Refer to Figure 3-16; Table 3-3 describes the
parameters that are available.)
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SETUP

s that must

Actions for thi

NORMAL LTNK lse —arrow or {return> to act
E N 2 un to mo R

Figure 3-16  Updating an Event (Page 3 [ASCII Interface])

Table 3-3 Parameters for Updating an Event

Parameter

Description

Set checkmark to enabl e the
registration of this event with Sd
Enbedded Support Partner

Enter the nunber of events that nust
occur before registration begins

Specifies whether Embedded Support Partner
registers an event

If you disable event monitoring on the

SETUP > d obal Confi gurati onpage,that
setting overrides this setting

Specifies the number of times the event must
occur before Embedded Support Partner
registers the event
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8. Select the Change Actions Settings link to choose one or more actions that you
want Embedded Support Partner to perform when it registers the event, and then
select the Accept link.

Note: If the action list does not contain the action that you want to use, use the
SETUP > Actions > Add command to add a new action.

9. Select the Accept link.

Adding an Event

You can add your own events to Embedded Support Partner on your system to have it
monitor and register events that are specific to your system.

Perform the following procedure to add a custom event:
1. Select the Event s link in the SETUP category.
2. Select the Add link in the Event s category.
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tem Configu

my new

Figure 3-17  Adding an Event (Page 1 [ASCII Interface])

3.

Specify an event class:
¢ If you want to add an event to an existing event class, choose the class.

¢ If you want to create a new event class, set the checkmark and enter the name of
the class in the Enter a new cl ass nane field.

Enter a unique name for the new event. Embedded Support Partner uses this name
to identify the event on other pages of the interface.

Set up the remaining parameters. (Table 3-4 describes the parameters.)
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Table 3-4 Event Parameters for Adding a New Event
Parameter Description
Set the checkmark to enable Specifies whether Embedded Support Partner

registration of this event with SG@ registers the event

Enbedded Support Partner If you disable event monitoring on the

SETUP > d obal > @ obal
Conf i gur at i on page, that setting overrides
this setting

Enter the nunber of events that nmust Specifies the number of times the event must
occur before registration begins occur before Embedded Support Partner
registers the event

6. Select the Accept link.

The interface displays a confirmation message. (Refer to Figure 3-18.)

SGI Embedde ort Partner - wer. 1.t

SETUP >

Figure 3-18  Adding an Event (Page 3 [ASCII Interface])
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Deleting an Event
You can delete any custom events that you added to Embedded Support Partner.

Warning: Deleting an event removes all records that are associated with the event
from the database. After you delete an event, you will not be able to retrieve
information about any occurrences of that event on your system.

Figure 3-19 shows the page that you can use to delete events. You can delete events:

* By selecting an event from the list of all events in the system (Use the Show al |
custom event s link.)

* By selecting an event from a list of all events in a class (Use the Show cust om
events for selected class link.
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1l own tom t t

NORMAL LTNK Use right-arrow or <return; to activate.
2 1 1

Figure 3-19  Deleting an Event (ASCII Interface)

Using the Show All Custom Events Link

Perform the following procedure to use the Show al | cust om event s link to delete
custom events:

1. Select the Event s link in the SETUP category.

2. Select the Del et e link in the Event s category.

3. Select the Show al | custom event s link. (Refer to Figure 3-20.)
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d from th
- thi

Form submit button) Use t-arrow or <return> to submit

Figure 3-20  Using the Show All Custom Events Link to Delete an Event (Page 1 [ASCII
Interface])
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4. Select the checkmark next to the each event that you want to delete. (Refer to
Figure 3-21.)

3GI Embedd port Partner - ver.l.d

Help

ts you would like to delete:

nfig event

ected Events

Figure 3-21  Using the Show All Custom Events Link to Delete an Event (Page 2 [ASCII
Interface])

5. Select the Del ete Sel ected Events link.

The interface displays a confirmation message; refer to Figure 3-22.

3GI Embedd port Partner - ver.l

SETUP 1y Delete Custom Events

Selected even heen SUCC ully deleted.

GEMOING IR W =ETUF > Events > Delete

Figure 3-22  Using the Show All Custom Events Link to Delete an Event (Page 3 [ASCII
Interface])
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Using the Show Custom Events for Selected Class Link

Perform the following procedure to use the Show cust omevents for sel ected cl ass
link to delete custom events:

1. Select the Event s link in the SETUP category.

2. Select the Del et e link in the Event s category.

3. Choose the class that contains the event. (Refer to Figure 3-23.)

+

Figure 3-23  Using the Show Custom Events for Selected Class Link to Delete an Event
(Page 1 [ASCII Interface])
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4. Select the Show custom events for sel ected class link. (Refer to Figure 3-24.)

andsor ci
em will k

m thi

m Config
Show custom events for selected clasg

Return t ETUP

Figure 3-24  Using the Show Custom Events for Selected Class Link to Delete an Event
(Page 2 [ASCII Interface])

5. Set the checkmark next to the each event that you want to delete. (Refer to
Figure 3-25.)
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s you would Tike to delete:

Figure 3-25  Using the Show Custom Events for Selected Class Link to Delete an Event
(Page 3 [ASCII Interface])

6. Select the Del et e Sel ect ed Events link.

The interface displays a confirmation message; refer to Figure 3-26.

SETUP

Figure 3-26  Using the Show Custom Events for Selected Class Link to Delete an Event
(Page 4 [ASCII Interface])
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Setting Up Actions in Single System Manager Mode

Actions are commands that Embedded Support Partner performs in response to events
if you set up event/action assignments. An event/action assignment specifies the action
that Embedded Support Partner should perform for a specific event when it registers a
specific number of events. Example actions include sending an e-mail message and
sending a page.

You can perform the following operations to set up actions:

¢ Viewing the current action setup

¢ Updating an action

¢ Adding a new action

¢ Deleting an action

Viewing the Current Action Setup

The current action setup defines the actions that are currently configured in Embedded
Support Partner on your system.

To view the current action setup, select the Act i ons link in the SETUP category, and then

select the Vi ew Current Set up link in the Act i ons category. Figure 3-27 shows the
interface page that you use to view the current action setup.

SGI Emb ort Partner

SETUP » iew Current Setup

1 action report:
¥iew Current Action Setup

View Available Actions List

Figure 3-27  Options forViewing the Current Action Setup (ASCII Interface)
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Using the View Action Setup Option

The Vi ew Action Set up option displays the configuration parameters for a single
action. Use this option to verify that a specific action is configured correctly.
Perform the following procedure to view the current setup of a specific action:

1. Select the Act i ons link in the SETUP category.

2. Select the Vi ew Current Setup link in the Act i ons category.

3. Select the Vi ew Action Setup link. (Refer to Figure 3-28.)

SGI Emb

ew Current Setup

tion report:

Figure 3-28  Using the View Action Setup Option (Page 1 [ASCII Interface])
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4. Choose the action. (Refer to Figure 3-29.)

MNotify sysadmin on consolg

Figure 3-29  Using the View Action Setup Option (Page 2 [ASCII Interface])

5. Select the Accept link. (The interface shows the current configuration of the action
that you selected; refer to Figure 3-30.)
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I root

16

Figure 3-30  Using the View Action Setup Option (Page 3 [ASCII Interface])
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Using the View Available Actions List Option

The Vi ew Avail abl e Actions List option lists all of the actions that are currently
configured in Embedded Support Partner on your system.

Perform the following procedure to determine the actions that are currently available:
1. Select the Act i ons link in the SETUP category.

2. Select the Vi ew Current Setup link in the Act i ons category.

3. Select the Vi ew Avail abl e Actions List link. (Refer to Figure 3-31.)

5GI Embedded Support Partner - wer.l

SETUP YEn Y S Help

¥iew Current Action Setup

View Available Actions List]

Figure 3-31  Using the View Available Actions List Option (Page 1 [ASCII Interface])

The interface displays a table of all actions that are currently available. (Refer to
Figure 3-32; Table 3-5 describes the information that the table contains.)
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rt Partner - ver.1

Figure 3-32  Using the View Available Actions List Option (Page 2 [ASCII Interface])

Table 3-5 Action List Elements

Column Description

No. Index number in the table
Action Description Description of the action

Action Command String Command that the action executes

Updating an Action

Perform the following procedure to update the parameters for an action:
1. Select the Act i ons link in the SETUP category.

2. Select the Updat e link in the Actions category.

3. Choose the action that you want to update. (Refer to Figure 3-33.)
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port Partner -

Figure 3-33  Updating an Action (Page 1 [ASCII Interface])

4. Select the Accept link.
5. Update the parameters. (Refer to Figure 3-34. Table 3-6 describes the parameters.)

port Partner -

min on con
snotify -4

root

Return

Figure 3-34  Updating an Action (Page 2 [ASCII Interface])
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Table 3-6 Parameters for Updating an Action

Parameter

Description

Action description
Actual action conmand string

Enter username to execute the
action (default - root)

Enter action tineout (nultiple
of 5)

Enter the nunber of times an
event must be regi stered before
the action will be taken

Enter the nunber of retry tines
(up to 23, nmore than 3-4 not
recomended)

Provides a description of the action
Specifies the actual command that the action executes

Specifies the user account that Embedded Support
uses to execute the command

Specifies the maximum amount of time allowed for
the action to execute (in seconds)

If the action does not complete within the specified
period of time, Embedded Support Partner kills the
action

Specifies the number of times the event must be
registered before Embedded Support Partner
performs this action

Specifies the number of times that Embedded
Support Partner attempts to execute the action before
it stops

6. Select the Accept link.

Adding an Action

You can customize Embedded Support Partner by adding new actions.

Perform the following procedure to add a custom action:

1. Select the Acti ons link in the SETUP category.

2. Select the Add link in the Act i ons category.

3. Update the parameters. (Refer to Figure 3-35; Table 3-7 describes the parameters.)
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E-mail Darrin

otify -E d

root

Figure 3-35  Adding an Action (Page 1 [ASCII Interface])

Table 3-7 Parameters for Adding a New Action

Field

Description

Enter action description

Enter action conmand string

Enter usernane to execute
this action as (default -
root)

Enter action tinmeout
(multiple of 5)

Provides a brief description of the action (for example,

Send a page to the system administrator)
Specifies the actual command that the action executes

Specifies the user account that executes the command

Specifies the maximum amount of time allowed for the

action to execute (in seconds)

If the action does not complete within the specified
period of time, Embedded Support Partner kills the
action
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Table 3-7 Parameters for Adding a New Action

Field Description

Enter the nunber of times an Specifies the number of times the event must be

event nust be registered registered before Embedded Support Partner performs
before the action will be this action

t aken

Enter the nunber of retry Specifies the number of times that Embedded Support

tinmes (up to 23, nore than 3-4 Partner attempts to execute the action before it stops
not reconmended)

4. Select the Accept link. (The interface displays a confirmation message; refer to
Figure 3-36.)

.com -m "An

: root

HE =
1

Figure 3-36  Adding an Action (Page 2 [ASCII Interface])



Setting Up Actions in Single System Manager Mode

Deleting an Action

You can delete any custom actions that you add to Embedded Support Partner on your
system.

Note: When you delete an action, it is removed from all events to which it is assigned. If
you need to assign a different action to an event, use the SETUP > Events > Update
command.

Perform the following procedure to delete an action:

1. Select the Act i ons link in the SETUP category.

2. Select the Del et e link in the Act i ons category.

3. Choose the action that you want to delete. (Refer to Figure 3-37.)
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ion you would Tike to delete:

n 1ist) Hit return and use arrow keys and return to select option

Figure 3-37  Deleting an Action (Page 1 [ASCII Interface])
4. Select the Accept link.

Embedded Support Partner displays a list of all events to which the action is
assigned (Refer to Figure 3-38.)

® Select Yes to delete the action. (The interface displays a confirmation message;

refer to Figure 3-39.)

e Press the left arrow to abort the deletion; the action is not deleted.
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REMVIN IR W= ETUF > Actions > Delete

Return to SETUP

Figure 3-39  Confirmation Message for Proceeding with Deletion of an Action (ASCII Interface)
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Setting up the Paging Parameters in Single System Manager Mode
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QuickPage (QPage) is a third-party client/server application that Embedded Support
Partner uses to send messages to an alphanumeric pager. QPage uses a modem to send
an IXO/TAP-protocol message to a telephone number that is connected to a paging
service. QPage is integrated in the Embedded Support Partner software suite, and its
services are accessed through the / usr/ bi n/ espnot i f y application. (Refer to

Figure 3-40.)

espnotify

i i Paging
‘ Service

Provider

QPage

Telephone
Network

Figure 3-40  Process for Sending a Page
QPage is installed on your system by default and is chkconf i g’ed off. Perform the
following procedure to set up and enable it:
1. Enter the following command to turn QPage on:
chkconfi g qui ckpage on
2. Enter the following command to start the QPage server:
/etc/init.d/ gpageserver start

Note: The QPage server is automatically restarted whenever you reboot the system.
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3. Use the Pagi ng category of the Embedded Support Partner interface to set up the
following paging parameters:

* Modem parameters: specify the modem that QPage should use to connect to the
paging service provider.

* Paging service provider parameters: provide information about the paging
service provider and how to contact it.

® Pager parameters: provide information about the pager to use.

The following sections describe how to set up these parameters.

Viewing the Current Paging Setup

The current paging setup defines the QPage settings, modems, paging services, and
pagers that Embedded Support Partner is currently using.

To view the current paging setup, select the Pagi ng link in the SETUP category and then

select the Vi ew Current Setup link in the Pagi ng category of the SETUP section.
Figure 3-41 shows an example of the information that this command displays.

nfigured.

Figure 3-41  Viewing the Current Paging Setup (ASCII Interface)
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Adding/Updating a Modem

A modem must be connected to the system that is running Embedded Support Partner
so that the software can send pages when events occur. You must specify the device to
which the modem is connected and the modem initialization command. (Embedded

Support Partner has been tested with the U. S. Robotics Sportster fax modem with X2.)

Perform the following procedure to add or update a modem configuration:
1. Select the Pagi ng link in the SETUP category.
2. Select the Mbdent adni n link in the Pagi ng category.

3. Enter a modem name (do not include blank spaces), the device to which the modem
is connected, and the initialization command for the modem. (Refer to Figure 3-42.)

Be aware of the following information when you configure the initialization
command:

e The initialization command is specific to the modem that you are using. Refer to
your modem user manual for specific details about the initialization command.

¢ The initialization command can vary, based on requirements from your paging
service provider. For example, many paging services require you to turn off
error correction on your modem. (This can be done on the U. S. Robotics
Sportster fax modem with X2 with the &A0&K0&MD initialization command.)
Contact your paging service provider to determine any special requirements.

SGI Emb

SETUP » Motification » Modem/Admin

Modem setup:

Enter modem name:

Enter

Figure 3-42  Setting Up a Modem (Page 1 [ASCII Interface])
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4.

Select the Add/ Updat e link:

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new modem.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that modem.

The interface displays a confirmation message; refer to Figure 3-43.

Figure 3-43  Setting Up a Modem (Page 2 [ASCII Interface])

Modifying the QPage Parameters

The QPage parameters specify the e-mail address that Embedded Support Partner should
contact if it cannot deliver a page successfully and the number of seconds it should wait
for a reply before it aborts identification queries.

Perform the following procedure to set up the QPage parameters:

1.
2.
3.

Select the Pagi ng link in the SETUP category.
Select the Modent adni n link in the Pagi ng category.

Specify the e-mail address that Embedded Support Partner should contact if it
cannot deliver a page successfully. (Refer to Figure 3-44.)

Specify the number of seconds Embedded Support Partner should wait for a reply
before it aborts identification queries. (Refer to Figure 3-44.)

Select the Accept link.
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Figure 3-44  Modifying the QPage Parameters (Page 1 [ASCII Interface])

The interface displays a confirmation message; refer to Figure 3-45.

Figure 3-45  Modifying the QPage Parameters (Page 2 [ASCII Interface])
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Adding/Updating a Paging Service

You need to provide Embedded Support Partner with information about the paging
service that you use so it can properly contact your pager.

Perform the following procedure to add or update a description of a paging service:
1. Select the Pagi ng link in the SETUP category.

2. Select the Ser vi ce link in the Pagi ng category.

3. Update the parameters. (Refer to Figure 3-46; Table 3-8 describes the parameters.)

Figure 3-46  Adding/Updating a Paging Service (Page 1 [ASCII Interface])
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Table 3-8 Parameters for Adding/Updating a Paging Service

Parameter

Description

Servi ce name

Devi ce

Maxi mum nunber of retries
(rmust be at |east 6)

Maxi mum | ength of the
nmessage (consult your
service provider)

Phone nunber of the pagi ng
service (no spaces)

Specifies the name of the service

The interface displays this name on other pages to identify
the paging service (Do not include blank spaces)

Specifies the modem to use
Select the modem from the menu

If the modem that you want to use is not in the menu, use the
SETUP > Notification > Mddem adm n command to
add it

Specifies the number of times that Embedded Support
Partner should attempt to contact this paging service

Specifies the maximum number of characters that this
service will accept

Contact your paging service provider for this information
Specifies the telephone number that Embedded Support

Partner should dial to contact the paging service (Do not
include blank spaces)

4. Select the Add/ Updat e link.

¢ If the name that you entered has not been entered before, Embedded Support
Partner adds a new paging service.

¢ If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that paging service.

The interface displays a confirmation message; refer to Figure 3-47.



Setting up the Paging Parameters in Single System Manager Mode

Embedded Support Partner - ver.l

Figure 3-47  Adding/Updating a Paging Service (Page 2 [ASCII Interface])

Adding/Updating a Pager

Perform the following procedure to add /update a pager:

1.
2.
3.

Select the Pagi ng link in the SETUP category.
Select the Pager link in the Pagi ng category.

Enter a unique name for the pager. (Do not include blank spaces.) Embedded
Support Partner uses this name on other interface pages to identify the pager. (Refer
to Figure 3-48.)

Enter the pager identification number. (Refer to Figure 3-48.)

Your paging service provider assigns a unique pager identification number to each
individual pager. This number could differ from the telephone number that you dial
to access the pager. Contact your paging service provider to determine the pager
identification number of your pager.
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Figure 3-48  Setting Up a Pager (Page 1 [ASCII Interface])

5. Select the Add/ Updat e link.

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new pager.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that pager.

The interface displays a confirmation message; refer to Figure 3-49.
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Embedded Support Partner - ver.l

Figure 3-49  Setting Up a Pager (Page 2 [ASCII Interface])

Example Configuration
Figure 3-50 shows the example paging configuration that the settings in the previous

procedures created. (The SETUP > Pagi ng > Vi ew Current Setup command was used
to display this information.)
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Figure 3-50  Example Paging Configuration (ASCII Interface)
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Deleting a Pager

Perform the following procedure to delete a pager:
1. Select the Pagi ng link in the SETUP category.
2. Select the Pager link in the Pagi ng category.

3. Enter the name of the pager that you want to delete. If you cannot remember the
name of the pager, use the SETUP > Pagi ng > Vi ew Current Setup command to
view it. (Refer to Figure 3-51.)

m submit button) Use right-arro roy to submit

urt toom

Figure 3-51  Deleting a Pager (Page 1 [ASCII Interface])
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4. Select the Del et e link. (The interface displays a confirmation message; refer to
Figure 3-52.)

Embedd ort Partner - wver.

Figure 3-52  Deleting a Pager (Page 2 [ASCII Interface])

Deleting a Paging Service

Perform the following procedure to delete a paging service:
1. Select the Pagi ng link in the SETUP category.
2. Select the Ser vi ce link in the Pagi ng category.

3. Enter the name of the paging service that you want to delete. If you cannot
remember the name of the paging service, use the SETUP > Pagi ng > Vi ew
Current Setup command to view it. (Refer to Figure 3-53.)

Warning: Deleting a paging service automatically removes all pagers that are
associated with the paging service.
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Figure 3-53  Deleting a Paging Service (Page 1 [ASCII Interface])

4. Select the Del et e link. (The interface displays a confirmation message; refer to
Figure 3-54.)
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aport Partner - ver.1.8

The foll S i is deleted :

Name

Figure 3-54  Deleting a Paging Service (Page 2 [ASCII Interface])

Deleting a Modem

Perform the following procedure to delete a modem:
1. Select the Pagi ng link in the SETUP category.
2. Select the Modent adni n link in the Pagi ng category.

3. Enter the name of the modem that you want to delete. If you cannot remember the
name of the modem, use the SETUP > Pagi ng > Vi ew Current Setup command
to view it. (Refer to Figure 3-55.)

Warning: Deleting a modem automatically removes all paging services (and related
pagers) that are associated with it.
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ort Partner -

Figure 3-55  Deleting a Modem (Page 1 [ASCII Interface])

4. Select the Del et e link. (The interface displays a confirmation message; refer to
Figure 3-56.)

Figure 3-56  Deleting a Modem (Page 2 [ASCII Interface])
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The availability monitor portion of Embedded Support Partner (avai | non) monitors and
reports the availability of systems and also reports the diagnosis of system crashes. The
availability monitor identifies the cause of any system interrupts by gathering
information from diagnostic programs such as ICRASH, FRU Analyzer, and SYSLOG. It
also gathers hardware and software configuration details from conf i gnon.

The availability monitor is embedded in the system boot and shutdown processes. It
differentiates between controlled shutdowns, system panics, and system hangs. On
high-end systems (such as IP19, IP21, IP25, IP27, etc.), it differentiates between
nonmaskable interrupts (NMIs), power cycles, and power failures. The availability
monitor also monitors the uptime of a system at regular intervals. This uptime
monitoring feature can be used to send status updates for a system. The uptime
monitoring is done through event nond.

Embedded Support Partner can send data that the availability monitor gathers in a
report format to e-mail addresses that you specify. You can also view the data gathered
on a system by using the SYSTEM | NFORVATI ON > Avai | abi | i ty command.

The following sections describe how to set up the availability monitor.

Viewing the Current Availability Monitoring Setup

The current availability monitoring setup defines all of the availability monitor
parameters that are currently configured on your system.

To view the current availability monitoring setup, select the Avai | abi I ity Monitoring
link in the SETUP category, and then select the Vi ew Current Set up link in the
Avai l abi l'ity Monitoring category. Figure 3-57 shows an example page.
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Figure 3-57  Viewing the Current Availability Monitor Setup Page (ASCII Interface)

Configuring the Availability Monitor

Perform the following procedure to configure the availability monitor:

1. Select the Avai | abi |ity Monitoring link in the SETUP category.

2. Select the Confi gurati on link in the Avai | abi l'i ty Monitoring category.

3. Set up the parameters. (Refer to Figure 3-58; Table 3-9 describes the parameters.)
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iTmon Mon{ e

e-mail distribution : Enable
n for utdown : (%) Enable

Include HINY information in the e-mail

uptime

il

Figure 3-58  Configuring the Availability Monitor (ASCII Interface)

4. Select the Accept link.
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Table 3-9 Availability Monitor Parameters

Parameter

Possible Values

Description

Aut omati c e-nai l
distribution

Di spl ay reason for
shut down

I ncl ude H NV
information in the
e- mai |

Start uptinme daenon

Nurmber of days
bet ween st at us
updates (0 - 300)

Interval in seconds
bet ween upti e
checks (default -
300 seconds)

Enabl e or
Di sabl e

Enabl e or

Di sabl e

Yes or No

Yes or No

0-300

0-300

Specifies whether the availability monitor should
automatically distribute reports by e-mail

Any changes to this parameter cause a
confirmation report to be sent to all configured
e-mail addresses (except the e-mail addresses that
are configured to receive pager reports)

Specifies whether the availability monitor should
display the reason for a shutdown

If this parameter is enabled when you perform a
controlled shutdown, the availability monitor
prompts you to explain why you are rebooting the
system or why you are bringing the system down
to single-user mode

Specifies whether the availability monitor should
include HINV information/changes in the e-mail
messages that it generates

Specifies whether the availability monitor should
start uptime monitoring

If you set this parameter to Yes, it enables
event nond to monitor uptime at regular intervals

You can set the interval with the | nterval in
seconds between uptine checks parameter

Specifies the number of days after which the
availability monitor should send a notification to
the configured e-mail addresses that the system is
still running

This parameter is relevant only when uptime
monitoring is enabled

Specifies the number of seconds that the
availability monitor should wait before it performs
the next uptime check on the system

This parameter is relevant only when uptime
monitoring is enabled
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Setting Up the Availability Monitor E-mail Lists

You can configure Embedded Support Partner to send e-mail messages with reports that
are generated from the availability data. Embedded Support Partner can send three types
of reports: availability, diagnosis, and pager reports.

* Availability reports include the system start time, an event code for the availability
event that occurred, the approximate time that the event occurred, the start time,
and a summary of the reason for the crash (when relevant).

¢ Diagnosis reports include all of the data from the availability reports. They may also
contain the crash analysis report, FRU Analyzer result, important SYSLOG
messages, and system hardware and software configurations (if they changed since
the previous reboot).

e Pager reports contain the hostname, event code description, and summary.

You can set up the availability monitor e-mail lists for each type of report. You can also
specify whether the reports need to be encrypted or compressed. Reports are sent only if
you set the Aut omati c e-mail distribution parameter to Enabl e (refer to Table 3-9).

The recommended configuration is to send the diagnosis report in compressed and
encrypted format to SGI at the avai | non@sd. sgi . come-mail address for entry in SGI's
database. Other possibilities include sending the availability reports to the system
administrator and sending diagnosis reports to SGI service personnel.

Perform the following procedure to set up the e-mail lists:

1. Select the Avai | abi lity Monitoring link in the SETUP category.

2. Select the Avai | abi ity Mail Li st link in the Avai | ability Monitoring
category.

3. Set up the e-mail addresses for the availability report. (Refer to Figure 3-59;
Table 3-10 describes the parameters.)

Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.

4. Set up the e-mail addresses for the diagnostic report. (Refer to Figure 3-59;
Table 3-11 describes the parameters.)

Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.



Setting Up the Availability Monitor in Single System Manager Mode

Figure 3-59

Setting Up the Availability Monitor E-mail Lists (ASCII Interface)
Table 3-10 E-mail Address Parameters for Availability Reports
Parameter Description
Enter e-nmmil addresses that receive Specifies the e-mail addresses that will receive

availability report in text form

Enter e-mail| addresses that receive
availability report in conpressed
form

Enter e-nmil addresses that receive
availability report in conpressed
encrypted form

the availability report in text format

Specifies the e-mail addresses that will receive
the availability report in compressed format

Specifies the e-mail addresses that will receive
the availability report in compressed
(encrypted) format
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Table 3-11 E-mail Address Parameters for Diagnostic Reports

Parameter Description

Enter e-mail addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in text form the diagnostic report in text format

Enter e-mail addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in conpressed form the diagnostic report in compressed format

Enter e-mail addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in conpressed the diagnostic report in compressed
encrypted form (encrypted) format

5. Set up the e-mail addresses that will receive the pager reports through a chatty
pager.
6. Select the Accept link.

Setting Up the Performance Monitor in Single System Manager Mode
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The performance monitor component of Embedded Support Partner monitors system
performance by evaluating a set of performance rules at specified time intervals.

Viewing the Current Performance Monitoring Setup

The current performance monitoring indicates which performance rules are currently
being monitored. (An Enabl ed status indicates that Embedded Support Partner is
monitoring the rule; a Di sabl ed status indicates that Embedded Support Partner is not
monitoring the rule.)

To view the current performance monitoring setup, select the Per f or mance Moni t ori ng
link in the SETUP category, and then select the Vi ew Current Set up link in the
Per f or mance Moni t ori ng category. Figure 3-60 shows an example page.
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d in order to

Figure 3-60  Viewing the Current Performance Monitoring Setup (ASCII Interface)

Configuring the Performance Monitor

Perform the following procedure to configure the performance monitor:
1. Select the Per f or mance Moni t ori ng link in the SETUP category.
2. Select the Confi gurati on link in the Per f or mance Mbni tori ng category.

3. Specify the rules that you want to monitor: Select the Enabl ed radio button to start
monitoring a rule; select the Di sabl ed radio button to stop monitoring a rule. (Refer
to Figure 3-61; refer to the Performance Co-Pilot IRIX Base Software Administrator’s
Guide, publication number 007-3964-001, for more information about the rules.)
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Figure 3-61  Configuring the Performance Monitor (ASCII Interface)

4. Select the Accept link.
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Using the ASCII Interface to View Information about a
System in Single System Manager Mode

Use the commands in the SYSTEM | NFORMATI ON category of the ASCII interface to view
the following types of information from the system that is running Embedded Support
Partner in Single System Manager mode:

* Hardware configuration

¢ Software configuration

* System changes

e Part changes

¢ Events registered

* Actions taken

¢ Diagnostic results

* System availability

The ASCII interface is provided for systems that do not have graphics capability. If your
system has graphics hardware, use the graphical interface. Refer to Chapter 6, “Using the
Graphical Interface to View Information about a System in Single System Manager

Mode” for more information about using the graphical interface to view information
about a system in Single System Manager mode.

Viewing the Hardware Configuration for a Specific Date
Perform the following procedure to view the hardware configuration information for a
specific date and time:
1. Select the Har dwar e link in the SYSTEM | NFORMATI ON category.

2. Specity the date in the Dat e field. If you do not specify a date, the current hardware
configuration information is displayed. (Refer to Figure 4-1.)
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3. Specify the time in the Ti ne field. If you do not specify a time, the latest hardware

configuration information that is available for the specified date is displayed. (Refer
to Figure 4-1.)

4. Set the radio button next to the database that you want to use. Be sure to select the

database that contains the data for the date that you have selected. (Refer to
Figure 4-1.)

11 . com

Figure 4-1 Viewing the Hardware System Information (Page 1 [ASCII Interface])
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5. Select the Accept link.

The interface displays a table that contains the hardware configuration that existed on
the date and at the time that you specified. (Refer to Figure 4-2; Table 4-1 describes the
information that the table contains.)

EM THFORR

name
1D
ial number

mmmmmTaOmToTmm

Return to Main p

Figure 4-2 Viewing the Hardware System Information (Page 2 [ASCII Interface])
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Table 4-1 Hardware Configuration Table Contents

Column Heading Description

NAME Name of the part

LOCATI ON Location where the part is currently installed
PART_NUMBER Part number for the part

SERI AL_NUMBER Serial number of the part

Tip: Use the serial number with the SYSTEM | NFORVATI ON >
Part Changes command to determine all of the locations in
which a specific part has been installed

REVI SI ON Revision level of the part

The first column provides links to expand rows in the table to provide more information
about subcomponents of a part. The [ +] link expands the rows to show the
subcomponents related to the part. The [ -] link collapses the rows for the
subcomponents.

Note: Embedded Support Partner gathers hardware configuration data from only the
following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.

You can navigate through the table as follows:

e Use the space bar or down arrow to move to the next page.

e Use the up arrow to move to the previous page.

Viewing the Software Configuration for a Specific Date
Perform the following procedure to view the software configuration for a specific date
and time:
1. Select the Sof t war e link in the SYSTEM | NFORMATI ON category.

2. Specify the date in the Dat e field. If you do not specify a date, the current software
configuration information is displayed. (Refer to Figure 4-3.)
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3. Specify the time in the Ti ne field. If you do not specify a time, the latest software
configuration information that is available for the specified date is displayed. (Refer
to Figure 4-3.)

4. Set the radio button next to the database that you want to use. Be sure to select the
database that contains the data for the date that you have selected. (Refer to
Figure 4-3.)

STEM INFOR ! oftware

name
ial number
i.4.15

information

Form submit button) Use ri

Figure 4-3 Viewing the Software System Information (Page 1 [ASCII Interface])

5. Select the Accept link.
The interface displays a table that contains the software configuration that existed on the

date and at the time that you specified. (Refer to Figure 4-4; Table 4-2 describes the
information that the table contains.)
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166.4.15

Figure 4-4 Viewing the Software System Information (Page 2 [ASCII Interface])

Table 4-2 Software Configuration Table Contents

Column Heading

Description

Nanme

Descri ption
Ver si on
Install Date

Name of the software application (first line) and brief description
of the software application (second line)

Version number of the software application

Date on which the software application was installed
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Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of that page to select the corresponding pages.
Use the > link to move to the next group of pages.

Use the >> link to move to the last group of pages.

Use the < link to move to the previous group of pages.

Use the << link to move to the first group of pages.

Use the space bar or down arrow to move to the next screen.

Use the up arrow to move to the previous screen.

Viewing the System Changes between a Range of Dates

You can view a log of all system changes (hardware and software changes) within a range
of dates.

Perform the following procedure to view the system changes information:

1.
2.

3.

Select the Syst em Changes link in the SYSTEM | NFORMATI ON category.

Specify the starting date (in the Fr omfield) and ending date (in the To field) of the
range of dates for which you want to view system change information. (Refer to
Figure 4-5.)

Note: To view all system changes on a specific day, enter that date in both fields.

Set the radio button next to the database that you want to use. Be sure to select the
database that contains the data for the date that you have selected. (Refer to
Figure 4-5.)
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166.4.15

em config
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Figure 4-5 Viewing the System Changes Information (Page 1 [ASCII Interface])

4. Select the Accept link.

The interface displays up to three tables that show all software changes, hardware
changes, and system changes that occurred between the range of dates that you

specified. (Refer to Figure 4-6; Table 4-3, Table 4-4, and Table 4-5 describe the information
that the system changes tables contain.)
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Figure 4-6 Viewing the System Changes Information (Page 2 [ASCII Interface])
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Table 4-3 Software Changes Table Contents

Column Name

Description

Name
Description

Ver si on
Install Date

Deinstall Date

Name of the software application (first line) and brief
description of the software application (second line)

Version number of the software application
Date on which the software application was installed

Date that the software application was removed from
the system

This column displays | nst al | ed if the software
application has not been deinstalled

Table 4-4 Hardware Changes Table Contents

Column Name

Description

NAME
LOCATI ON
PART_NUMBER

SERI AL_NUMBER

REVI SI ON
Install Tine

Deinstall Tine

Name of the part
Location where the part is currently installed
Part number for the part

Serial number of the part

Tip: Use the serial number with the SYSTEM

| NFORMATI ON > Part Changes command to
determine all of the locations in which a specific part
has been installed

Revision level of the part
The date on which the component was installed

The date on which the component was deinstalled

102



Viewing the System Changes between a Range of Dates

Table 4-5 System Changes Table Contents
Column Name Description
Syst em Changes A label that indicates the information is from the

CURRENT SYSTEMor PREVI QUS SYSTEM

System I d System identification number
System type Processor that the system uses
System serial nunber Serial number of the system
Host nane Host name of the system

| P address IP address of the system

You can navigate through the tables as follows:

Use the space bar or down arrow to move to the next page.

Use the up arrow to move to the previous page.

Be aware of the following information when you view these tables:

Embedded Support Partner gathers hardware configuration data from only the
following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.

For SGI Challenge servers and Silicon Graphics Onyx workstations, detailed
information about the boards that are installed is not available. This impacts the
hardware changes table as follows:

— Ifaboard is replaced with the same type of board in the same slot, Embedded
Support Partner does not detect the change.

- Ifaboard is moved to a new slot, Embedded Support Partner detects the
change.

When you deinstall a hardware component, Embedded Support Partner reports
that all subcomponents of the part are deinstalled.

If you replace a module with a new module that contains the boards from the
previous module, Embedded Support Partner reports that the components were
deinstalled and then installed again.
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* The software installation time is always shown as 12:00 midnight GMT (adjusted
for the local time zone) of the day that the software was installed.

¢ Embedded Support Partner registers two events when hardware and software
components are replaced. One event is for the deinstallation of the previous
component, and the other event is for the installation of the new component.

Viewing the Part Changes Information
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The part changes information shows all locations in which a specific part has been
installed.

Perform the following procedure to view the part changes information:

1. Selectthe Part Changes link in the SYSTEM | NFORMATI ON category.

2. Enter the serial number of the part in the field. (Refer to Figure 4-7.)

3. Set the radio button next to the database that you want to use. Be sure to select the
database that contains the data for the date that you have selected. (Refer to
Figure 4-7.)
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Text entr 1d) Enter text Use UP or DOWMN arrows or tab to move off.

Figure 4-7 Viewing the Part Changes Information (Page 1 [ASCII Interface])
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4. Select the Accept link.

The interface displays a table that contains all locations in which the part has been
installed. (Refer to Figure 4-8; Table 4-6 describes the information that the part changes
table contains.)

Figure 4-8 Viewing the Part Changes Information (Page 2 [ASCII Interface])

Table 4-6 Part Changes Table Contents

Column Heading Description

Narre Name of the part (first line) and date that the part was

Installed installed (second line)

Locati on Location at which the part was installed (first line) and

Dei nstal | ed date that the part was deinstalled (second line [a O
indicates that the part was not deinstalled])

Part Nunber Part number for the part

Serial Number Serial number of the part

Revi si on Revision level of the part

You can navigate through the table as follows:
¢ Use the space bar or down arrow to move to the next page.

¢ Use the up arrow to move to the previous page.
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Viewing the Events that Have Been Registered

Embedded Support Partner logs all of the events that it registers. To view this
information, select the Event s Regi st er ed link in the SYSTEM | NFORMATI ON category.
Figure 4-9 shows the page that you use to view the information about registered events.

Enter the dat

Fraom:

nt info

m Ev

n Event

NORMAL LTNK Use right-arrow or <return> to activate

in t Right

Figure 4-9 Options for Viewing Events that Have Been Registered (ASCII Interface)
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Using the All System Events Option

The Al | Syst em Event s option displays all events that have been registered within the
range of dates that you specify.

Perform the following procedure to use the Al | Syst em Event s option:

1. Select the Event s Regi st er ed link in the SYSTEM | NFORVATI ON category.

2. Specity the range of dates that you want to view. (Refer to Figure 4-10.)

3. Set the radio button next to the Al | Syst em Event s option. (Refer to Figure 4-10.)

nformation:

within

Figure 4-10  Using the All System Events Option (Page 1 [ASCII Interface])
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4. Select the Accept link.
The interface displays a table of all events that have been registered within the range of

dates that you specified. (Refer to Figure 4-11; Table 4-7 describes the information that
the table contains.)

EM IMFORMATION

— ress space for next e

Jown to m

Figure 4-11  Using the All System Events Option (Page 2 [ASCII Interface])
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Table 4-7 Table Contents for the All System Events Option

Column Heading Description

No. Index number within the table

Event C ass The class in which the event belongs (first line) and a brief
Event Descri ption description of the event (second line)

Event Unique identification number for the event

First Cccurrence Date and time at which the event was first registered (first line)
Last Cccurrence and date and time at which the event was last registered

(second line)

Event ID Identification number of the event (first line) and number of
Count times that the event occurred (second line)

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

*  Use the numbers at the bottom of that page to select the corresponding pages.
¢ Use the > link to move to the next group of pages.

¢ Use the >> link to move to the last group of pages.

¢ Use the < link to move to the previous group of pages.

*  Use the << link to move to the first group of pages.

® Use the space bar or down arrow to move to the next screen.

¢ Use the up arrow to move to the previous screen.

Using the Specific System Event Option

The Speci fic System Event option displays all event registrations for a specific event
within the range of dates that you specify.

Perform the following procedure to use the Speci fi ¢ System Event option:
1. Select the Events Regi st er ed link in the SYSTEM | NFORVATI ON category.

2. Specify the range of dates that you want to view. (Refer to Figure 4-12.)
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3. Set the radio button next to the Speci fi ¢ System Event option. (Refer to
Figure 4-12.)

Fraom:

Figure 4-12  Using the Specific System Event Option (Page 1 [ASCII Interface])

4. Choose the class that contains the event that you want to view. (Refer to
Figure 4-13.)
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rt Partner - ver.1

em Event

Figure 4-13  Using the Specific System Event Option (Page 2 [ASCII Interface])

5. Select the Accept link.
6. Choose the event that you want to view. (Refer to Figure 4-14.)

rt Partner - ver.1

em Event

Figure 4-14  Using the Specific System Event Option (Page 3 [ASCII Interface])
7. Select the Accept link.
The interface displays a table that shows all registrations of the event within the range of

dates that you specified. (Refer to Figure 4-15; Table 4-8 describes the information that
the table contains.)
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16
ress space for next page

Figure 4-15  Using the Specific System Event Option (Page 4 [ASCII Interface])

Table 4-8 Table Contents for the Specific System Event Option
Column Heading Description
No. Index number within the table

First Event Cccurrence  Date and time at which the event was first registered
Last Event Cccurrence Date and time at which the event was last registered

Event Count Number of times that event occurred for that registration
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Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of that page to select the corresponding pages.
Use the > link to move to the next group of pages.

Use the >> link to move to the last group of pages.

Use the < link to move to the previous group of pages.

Use the << link to move to the first group of pages.

Use the space bar or down arrow to move to the next screen.

Use the up arrow to move to the previous screen.

System Events by Class Option

The Syst em Events by O ass option displays all registrations of events in a specific
class.

Perform the following procedure to use the Syst em Events by O ass option:.

1.
2.
3.

Select the Event s Regi st er ed link in the SYSTEM | NFORVMATI ON category.
Specify the range of dates that you want to view. (Refer to Figure 4-16.)

Set the radio button next to the Syst em Events by O ass option. (Refer to
Figure 4-16.)
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Figure 4-16  Using the System Events by Class Option (Page 1 [ASCII Interface])

4. Select the Accept link.
5. Choose the event class. (Refer to Figure 4-17.)
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Figure 4-17  Using the System Events by Class Option (Page 2 [ASCII Interface])
6. Select the Accept link.
The interface displays information about all events from the selected class that were

registered between the dates that you specified. (Refer to Figure 4-18; Table 4-9 describes
the information that the table contains.)
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Figure 4-18  Using the System Events by Class Option (Page 3 [ASCII Interface])
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Table 4-9 Table Contents for the System Events by Class Option

Column Heading Description

No. Index number in the table

Event Descri ption Brief description of the event (first row) and the date and time
First Cccurrence at which the event was first registered (second row)

Last Cccurrence Date and time at which the event was last registered

Event ID Unique identification number for the event (first row) and the
Event Count number of times that the event occurred (second row)

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

¢ Use the numbers at the bottom of that page to select the corresponding pages.
¢ Use the > link to move to the next group of pages.

¢ Use the >> link to move to the last group of pages.

¢ Use the < link to move to the previous group of pages.

¢ Use the << link to move to the first group of pages.

® Use the space bar or down arrow to move to the next screen.

¢ Use the up arrow to move to the previous screen.
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Viewing Information about the Actions Taken

Embedded Support Partner logs all of the actions that it performs. To view this
information, select the Act i ons Taken link in the SYSTEM | NFORVATI ON category.
Figure 4-19 shows the page that you use to view the information about actions taken.

Figure 4-19  Options for Viewing the Actions that Have Been Taken (ASCII Interface)
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Using the All Actions Taken Option

The All Actions Taken option displays all actions that have been taken within the
range of dates that you specified and the events that caused the actions to occur.
Perform the following procedure to use the Al | Acti ons Taken option:

1. Select the Acti ons Taken link in the SYSTEM | NFORVATI ON category.

2. Specity the range of dates that you want to view. (Refer to Figure 4-20.)

3. Set the radio button next to the Al | Acti ons Taken option. (Refer to Figure 4-20.)

s information:

-ific Ewvent

Figure 4-20  Using the All Actions Taken Option (Page 1 [ASCII Interface])
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4. Select the Accept link.
The interface displays a table that contains information about all of the actions that were

taken between the dates that you specified. (Refer to Figure 4-21; Table 4-10 describes the
information that the table contains.)

EM IMFORMATION

— ess space for next page

Jown to m

Figure 4-21  Using the All Actions Taken Option (Page 2 [ASCII Interface])
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Table 4-10 Table Contents for the All Actions Taken Option

Label Description

No. Index number in the table

Time of Action Time and date at which the action was taken

Event O ass Class of the event to which the action is assigned

Event Descri ption Description of the event to which the actions is assigned

Event 1D Identification number of the event to which the action is assigned
Action Description Description of the action that was taken

Action Taken Description of the command that the action performed

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of that page to select the corresponding pages.
Use the > link to move to the next group of pages.

Use the >> link to move to the last group of pages.

Use the < link to move to the previous group of pages.

Use the << link to move to the first group of pages.

Use the space bar or down arrow to move to the next screen.

Use the up arrow to move to the previous screen.
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Using the Actions Taken for a Specific Event Option

The Actions Taken for a Specific Event option displays all actions that were taken
for a specific event within the range of dates that you specify.

Perform the following procedure to use the Acti ons Taken for a Specific Event
option:

1. Select the Actions Taken link in the SYSTEM | NFORMATI ON category.

2. Specity the range of dates that you want to view. (Refer to Figure 4-22.)

3. Set the radio button next to the Acti ons Taken for a Specific Event option.
(Refer to Figure 4-22.)

ort Partner - ver.l

Help

Figure 4-22  Using the Actions Taken for a Specific Event Option (Page 1 [ASCII Interface])

4. Choose the class that contains the event that you want to view. (Refer to
Figure 4-23.)
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n
System Configuration

Figure 4-23  Using the Actions Taken for a Specific Event Option (Page 2 [ASCII Interface])

5. Select the Accept link.
6. Choose the event. (Refer to Figure 4-24.)

Figure 4-24  Using the Actions Taken for a Specific Event Option (Page 3 [ASCII Interface])
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7. Select the Accept link.

The interface displays a table that lists all of the actions taken for the event between the
dates that you specified. (Refer to Figure 4-25; Table 4-11 describes the information that
the table contains.)

166.4.15

411 Actions T n for ific Event

Feturn on Main Page

C

Figure 4-25  Using the Actions Taken for a Specific Event Option (Page 4 [ASCII Interface])
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Table 4-11 Table Contents for the Actions Taken for a Specific Event Option

Label Description

No. Index number in the table

Time of Action Time and date at which the action was taken

Event O ass Class of the event to which the action is assigned

Event Descri ption Description of the event to which the action is assigned

Event 1D Identification number of the event to which the action is assigned
Action Description Description of the action that was taken

Action Taken Description of the command that the action performed

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of that page to select the corresponding pages.
Use the > link to move to the next group of pages.

Use the >> link to move to the last group of pages.

Use the < link to move to the previous group of pages.

Use the << link to move to the first group of pages.

Use the space bar or down arrow to move to the next screen.

Use the up arrow to move to the previous screen.
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Viewing the Diagnostic Results

If you use the diagnostics that are included in the Internal Support Tools 2.0 or later
releases, Embedded Support Partner monitors the diagnostics that you run on a system.
Perform the following procedure to view a report of the diagnostic results:

1. Select the Di agnosti cs Resul ts link in the SYSTEM | NFORVATI ON category.

2. Specify the starting date (in the Fr omfield) and ending date (in the To field) of the
range of dates for which you want to view diagnostic results. (Refer to Figure 4-26.)

Form submit button) Use ri arrow or <{return> to submit.
ollow a Tink;
1l

Figure 4-26  Viewing the Diagnostic Results (Page 1 [ASCII Interface])

3. Select the Accept link.
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The interface displays a table that contains information about all diagnostics that ran
during the range of time that you specified. (Refer to Figure 4-27; Table 4-12 describes the
information that the table contains.)

Feturn on Main Page

Figure 4-27  Viewing the Diagnostic Results (Page 2 [ASCII Interface])
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Table 4-12 Diagnostic Results Table Contents

Column Heading

Description

No.

Di agnosti c Name

Resul t

Di agnostic Tinme

Index number within the table

Name of the diagnostic

When one or more tests run as a group under one program (for
example, SVP), the total number of tests run is shown in
parentheses next to the diagnostic name; for example:

SVP (86) indicates that 86 tests ran under SVP

Result of the diagnostic: PASS, FAI L, or COVPLETE
PASS indicates that the diagnostic completed successfully
FAI L indicates that the diagnostic failed

COWPLETE indicates that multiple tests ran and one or more of
them failed and the others passed

Time at which the diagnostic completed testing

When multiple tests run under one diagnostic (for example, SVP),
this column indicates the time at which all tests completed

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

* Use the numbers at the bottom of that page to select the corresponding pages.

e Use the > link to move to the next group of pages.

* Use the >> link to move to the last group of pages.

e Use the < link to move to the previous group of pages.

* Use the << link to move to the first group of pages.

* Use the space bar or down arrow to move to the next screen.

e Use the up arrow to move to the previous screen.
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The avai | ron component of Embedded Support Partner tracks system availability. To
view this information, select the Avai | abi | i ty link in the SYSTEM | NFORVATI ON
category.

Figure 4-28 shows the page that you use to view the information about system
availability. This page displays the total availability (in percent) of the system and the
mean time between interrupts (MTBI) in minutes and enables you to select which type
of availability information to view.

ort Partner -

Tot
MTEI

Figure 4-28  Options for Viewing System Availability Information (ASCII Interface)
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Using the Overall Availability Option

The Overal | Avai |l abi | i ty option provides general availability information for the
system.

Perform the following procedure to use the Overal | Avai | abi | ity option:

1. Select the Avai | abi ity link in the SYSTEM | NFORMATI ON category.

2. Specity the range of dates that you want to view. (Refer to Figure 4-29.)

3. Set the radio button next to the Overal | Avai | abi | i ty option. (Refer to
Figure 4-29.)

Embedd upport Partner - wver.l.H

Help

wailability Events List

Figure 4-29  Using the Overall Availability Option (Page 1 [ASCII Interface])
4. Select the Accept link.
The interface displays a table that contains the overall availability information for the

system. (Refer to Figure 4-30; Table 4-13 describes the information that the table
contains.)

131



Chapter 4: Using the ASCII Interface to View Information about a System in Single System Manager Mode

Event Availability Information

Figure 4-30  Using the Overall Availability Option (Page 2 [ASCII Interface])
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Table 4-13

Overall Availability Information

Row

Description

Service Action

Tot al

Aver age uptime
Least uptine

Most upti nme

Aver age downti ne
Most downti ne
Least downtine
Loggi ng started at

Last boot at

Syst em has been
up for

Information about each service action performed on the
system

The following information is displayed for each service action:
count, downtime caused by the service action (in minutes),
mean time between interrupts (in minutes), and availability
percentage

Information about the total downtime for service actions on
the system

A total is displayed for the following categories: count,
downtime (in minutes) caused by the action, mean time
between interrupts (in minutes), and availability percentage

Average uptime between availability events
Shortest uptime between availability events
Longest uptime between availability events
Average downtime

Longest downtime

Shortest downtime

Date and time when availability monitoring started
Date and time of the last system boot

Amount of time that the system has been up since the last boot
(in minutes)
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Select the Event Avai |l ability Information link at the bottom of the page to display
a list of all availability events that occurred between the dates that you specified. (Refer
to Figure 4-31; Table 4-14 describes the information that the table contains.)

GI Em

EM IMFORMATION ilabilit Event

Commands: Use arrow keys to move, 77 for help, 'qg
El 2
) L

Figure 4-31  Using the Overall Availability Option (Page 3 [ASCII Interface])
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Table 4-14 Availability Event Information for the Overall Availability Option

Column Description
Start Tine Specifies the time that the system was brought up before the incident
occurred

Incident Time Specifies the time at which the incident that caused the downtime occurred

Uptinme (mn) Specifies the number of minutes that the system was up before the incident

occurred

DownTi me (min) Specifies the number of minutes that the system was down because of the

incident

Reason Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to Figure 4-32)

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of that page to select the corresponding pages.
Use the > link to move to the next group of pages.

Use the >> link to move to the last group of pages.

Use the < link to move to the previous group of pages.

Use the << link to move to the first group of pages.

Use the space bar or down arrow to move to the next screen.

Use the up arrow to move to the previous screen.
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SGI Emk ort Partner - Ver. |

EM TWFORMATION railability > Event Summary Information

Downtime

Figure 4-32  Using the Overall Availability Option (Page 4 [ASCII Interface])

Using the Availability Events List Option

The Avai l abi lity Events List option provides detailed information about all
availability events that occurred on the system between the dates that you specify.
Perform the following procedure to use the Overal | Avai | abi lity option:

1. Select the Avai | abi | i ty link in the SYSTEM | NFORMATI ON category.

2. Specify the range of dates that you want to view. (Refer to Figure 4-33.)

3. Set the radio button next to the Avai | abi I ity Events List option. (Refer to
Figure 4-33.)
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you want ilability infar

Figure 4-33  Using the Availability Events List Option (Page 1 [ASCII Interface])
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4. Select the Accept link.

The interface displays a list of all availability events that occurred during the range of
dates that you specified. (Refer to Figure 4-34; Table 4-15 describes the information that
the table contains.)

Figure 4-34  Using the Availability Events List Option (Page 2 [ASCII Interface])
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Table 4-15 Availability Event Information for the Availability Events List Option

Column

Description

Ti e

Uptime (mn)

DownTi me (m n)

Reason

Specifies the time that the system was brought up before the incident
occurred (St ar t ) and the time at which the incident that caused the
downtime occurred (I nci dent)

Specifies the number of minutes that the system was up before the
incident occurred

Specifies the number of minutes that the system was down because of the
incident

Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to
Figure 4-35)

Each page displays ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

* Use the numbers at the bottom of that page to select the corresponding pages.

* Use the > link to move to the next group of pages.

* Use the >> link to move to the last group of pages.

* Use the < link to move to the previous group of pages.

* Use the << link to move to the first group of pages.

* Use the space bar or down arrow to move to the next screen.

* Use the up arrow to move to the previous screen.
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Figure 4-35  Using the Availability Events List Option (Page 3 [ASCII Interface])
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Using the Graphical Interface to Set Up Embedded
Support Partner in Single System Manager Mode

Use the commands in the SETUP section of the graphical interface to set up the following
components of Embedded Support Partner in Single System Manager mode:

* Global parameters

¢ Events

* Actions

e Paging

¢ Availability monitoring

* Performance monitoring

Setting Up Global Parameters in Single System Manager Mode

Several global parameters are available for you to customize Embedded Support Partner
in Single System Manager Mode. The global parameters are organized into two
categories:

* Web server parameters

¢ Global configuration parameters

Setting Up the Web Server Parameters

The Web server parameters configure the Configurable Web Server that Embedded
Support Partner uses. You can use these parameters to control permission to access
Embedded Support Partner, including the user name and password combination and
host privileges. (All IP addresses are allowed connections to the Web server by default.)
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Figure 5-1 shows the interface page that you use to access the Web server parameters.
Figure 5-2 shows the interface page that you use to specify which systems are allowed or
denied access to the Configurable Web Server. Figure 5-3 shows the interface page that
you use to modify the user name and associated password.

SETUP = Global = Server

Serveridentification  : SGI Configurable Weh Server
Server version 014212402 Jun2 1993
Server port . B5ES

Server Access Permissions

Username & Password Change

Figure 5-1 Web Server Configuration Page (Graphical Interface)

SETUP = Global = Server = Server Access Permissions

Warning: All changes take effect immediately.

Enable access from the systems with Restrict access to the systems with
the following IP addresses: the following IP addresses:

| |l | |||

Figure 5-2 Web Server Access Permissions Page (Graphical Interface)
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SETUP = Global = Server = Userame & Password Change

Warning: All changes take effect immediately.

Change username

Enterold usemame:

Enter new usemame:

| Change Usemame | | Clear |

Change password

Enter old password:

Enter new password:

Re—enter new passward:

| Change Password | | Clearl

Figure 5-3 Web Server User Name and Password Page (Graphical Interface)
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Allowing Access to Embedded Support Partner

You can modify access privileges that specify which systems have access rights to
Embedded Support Partner. If you want to restrict access to Embedded Support Partner,
you must set up a “restrict access” list and an “enable access” list. (If you do not set up a
“restrict access” list, all IP addresses can connect to Embedded Support Partner
regardless of the “enable access” list settings because the default configuration allows
connections from all IP addresses if no “restrict access” list exists.)

The most secure configuration is to set the “restrict access” list to all hosts (*.*.*.*) and set
the “enable access” list to the hosts that you want to have access to Embedded Support
Partner. (For example, set the “enable access” list to 197. *. *. * and the “restrict access”
listto*. *. *. * if you want only the systems with IP addresses that begin with 197 to have
access to Embedded Support Partner.)

Caution: All changes that you make to the “restrict access” and “enable access” lists
immediately take effect. Ensure that you do not set up access lists that prevent your
administration system from connecting to Embedded Support Partner.

Perform the following procedure to add a system to the “enable access” list (refer to
Figure 5-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.
3. Click on the Server Access Permi ssions link.
4

In the field on the left side of the page, enter the IP address of the system that you
want to add to the list.

Note: Entering*. *. *. * indicates that all systems can access the Embedded Support
Partner Web-based interface. You can wildcard any portion of the IP address with an
asterisk (for example, 197. *. *. 2 and 197. 20. 2. *).

5. Click on Add.

Perform the following procedure to remove a system from the “enable access” list (refer
to Figure 5-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.

3. Click on the Server Access Permi ssions link.
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4. In the list of IP addresses on the left side of the page, click on the IP address of the
system that you want to remove from the list.

5. Click on Del et e.

Perform the following procedure to add a system to the “restrict access” list (refer to
Figure 5-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.

3. Click on the Server Access Perni ssions link.
4

In the field on the right side of the page, enter the IP address of the system that you
want to add to the restricted access list.

Note: Entering *. *. *. * indicates that all systems (except the systems in the “allow
access” list) cannot access the Embedded Support Partner Web-based interface. You
can wildcard any portion of the IP address with an asterisk (for example, 197. *. *. 2
and 197. 20. 2. *).

5. Click on Add.

Perform the following procedure to remove a system from the “restrict access” list (refer
to Figure 5-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.

3. Click on the Server Access Perni ssions link.
4

In the list of IP addresses on the right side of the page, click on the IP address of the
system that you want to remove from the restricted access list.

5. Click on Del et e.

Changing the User Name and Password

Embedded Support Partner requires that you enter a user name and password to access
several features. This protocol ensures that Embedded Support Partner is secure from
unauthorized access.

The default user name is administrator, and the default password is partner. Be sure to

change one or both of these settings the first time that you use Embedded Support
Partner to prevent unauthorized access to your system.
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Perform the following procedure to change the user name (refer to Figure 5-3):

AL I e

Click on the Set up tab.

Click on the Ser ver button in the G obal category of the SETUP section.

Click on the User nane & Password Change link.

Enter the old user name that you want to change in the Enter ol d user nane field.
Enter the new user name that you want to use in the Ent er new user name field.

Click on Change User nane.

Perform the following procedure to change the password (refer to Figure 5-3):

1
2
3
4.
5
6

Click on the Set up tab.

Click on the Ser ver button in the G obal category of the SETUP section.

Click on the User nane & Password Change link.

Enter the old password that you want to change in the Ent er ol d password field.
Enter the new password that you want to use in the Ent er new password field.

Re-enter the new password in the Re- ent er new passwor d field. (You need to enter
the password twice to ensure that it was typed correctly.)

Click on Change Password.

Setting the Global Configuration Parameters

The global configuration parameters enable you to globally modify how Embedded
Support Partner handles events and actions. You can specify whether it should log all
events in the database, whether it should require events to occur several times before
they are registered, and whether it should perform actions in response to events.

Figure 5-4 shows the interface page that you can use to set up the global configuration
parameters.
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SETUP = Global = Glohal Configuration

Log events Gves ONo

This parameter enables or disables global event logging. Select "Yes" to log events inthe SGI
Embedded Support Partner datahase. Select "Mo" if vou do not want to log any events in 3Gl
Embedded Support Partner datahase.

Throttle events Gves ONo

This parameter enables or disables event thrattling for all events. Select "Yes" to require that a
specific number of events must occur before the event is registered in the 3Gl Embedded
Support Partner database. Select "Mo" to register every event in the SGI Embedded System
Partner datahase.

Act on events Oves GNo

This parameter enables or disables SGI Embedded Support Partner actions in respanse to
events, Select "Yes" to specify that the 3Gl Embedded Support Partner should perform actions in
response to all events that occur, Select "Mo" to specify that the SGI Embedded Support Partner
should not respond to events that occur,

Figure 5-4 Global Configuration Parameters Page (Graphical Interface)

Perform the following procedure to set up the global configuration parameters (refer to
Figure 5-4):

1. Click on the Set up tab.

2. Click on the d obal Confi gurati on button in the G obal category of the SETUP
section.

3. Specify whether Embedded Support Partner should log events.

e SettheLog events parameter to Yes to log events in the Embedded Support
Partner database.

® SettheLog events parameter to No if you do not want to log any events in
Embedded Support Partner database.
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Specify whether Embedded Support Partner should wait for a specific number of
events to occur before it registers an event.

* SettheThrottle events parameter to Yes to require that a specific number of
events must occur before the event is registered in the Embedded Support
Partner database.

* SettheThrottle events parameter to No to register every event in the
Embedded System Partner database.

Specify whether Embedded Support Partner should perform actions when it
registers events.

* Setthe Act on events parameter to Yes to specify that Embedded Support
Partner should perform actions in response to all events that occur.

* Setthe Act on events parameter to No to specify that Embedded Support
Partner should not respond to events that occur.

Click on Accept .

Setting Up Events in Single System Manager Mode
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Events are conditions that Embedded Support Partner monitors. Embedded Support
Partner includes many default events, and you can also add custom events. Example
events include parity errors, disk full conditions, and nonmaskable interrupts (NMI).
Events are organized into event classes, which allows you to quickly view and update
similar events. Example event classes include availability, system configuration, and
performance.

You can perform the following activities to set up events:

Viewing the current event setup
Updating an existing event

Updating the event/action assignments
Adding a new event

Deleting an event
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Viewing the Current Event Setup

The current event setup defines the events and event classes that are currently configured
in Embedded Support Partner on your system.

To view the current event setup, click on the Set up tab and then click on the Vi ew
Current Setupbuttoninthe Events category of the SETUP section. Figure 5-5 shows the
interface page that you should use to view the current event setup.

SETUP = Events = View Current Setup

Choose one of the following options:

& View Event Displays event parameters, such as filtering parameters and
action(s) for this event.

& View Event List Displays all events available on the system.

& ViewClasses Displays all event classes available on the system.

Figure 5-5 View Current Event Setup Options (Graphical Interface)
Using the View Event Option

The Vi ew Event option displays the configuration parameters for a single event. Use this
option to verify that a specific event is configured correctly.

Note: The example shown in this procedure displays the current setup for the Syst em
I D change event in the Avai | abi | i ty event class.
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Perform the following procedure to view the current setup of a specific event.

1. Click on the Set up tab.

2. Click on the Vi ew Current Set up button in the Event s category of the SETUP
section.

3. Click on the radio button next to the Vi ew Event option. (Refer to Figure 5-6.)

SETUP = Events = View Current Setup

Choose one of the following options:

View Event Displays event parameters, such as filtering parameters and
action(s) for this event.

& View Event List Displays all events available on the system.

& ViewClasses Displays all event classes available on the system.

Figure 5-6 Using the View Event Option (Page 1 [Graphical Interface])

4. Click on Accept .

5. Choose the event class that contains the event. (Refer to Figure 5-7.)
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SETUP = Events = View Current Setup = View Event

Choose aClass:

Figure 5-7 Using the View Event Option (Page 2 [Graphical Interface])

6. Click on Accept .
7. Choose the event. (Refer to Figure 5-8.)

SETUP = Events = View Current Setup = View Event

Choose an event from class Availability.

L

Accept

Figure 5-8 Using the View Event Option (Page 3 [Graphical Interface])

8. Click on Accept .
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Figure 5-9 shows the current setup of the Syst em | D change event.

SETUP = Events = View Current Setup = View Event

Event Class . 4000, Availability
Event . 2097153, System ID change
Event registration . Enabled

Mumber of events that must occur hefore registration beging  © 1

Actions for this event . Run Amformat

Figure 5-9 Using the View Event Option (Page 4 [Graphical Interface])

Using the View Event List Option

The Vi ew Event Li st option lists all of the events that are currently configured in
Embedded Support Partner on your system. Use this option to determine which events
are currently available.

Perform the following procedure to view the current event list:

1. Click on the Set up tab.

2. Click on the Vi ew Current Set up button in the Event s category of the SETUP
section.

3. Click on the radio button next to the Vi ew Event Li st option. (Refer to
Figure 5-10.)
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SETUP = Events = View Current Setup

Choose one of the following options:

& View Event Displays event parameters, such as filtering parameters and
action(s) for this event.

View Event List Displays all events available on the system.

& ViewClasses Displays all event classes available on the system.

Figure 5-10  Using the View Event List Option (Page 1 [Graphical Interface])

4. Click on Accept .

The interface displays a table that lists all available events. (Refer to Figure 5-11; Table 5-1
describes the information that the table contains.)
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SETUP = Events = View Current Setup = View Event List

Page 1 of58
No. | Class Description Event Description
1 SCal SCAI etrl init failed
2 SCal SC8l command timed out
3 SCal SC8l hard error
4 SCal SC8l bus reset
5 SC3l SC3I ctrl hAw (sram parity errar)
[ SC3l SC3I ctrl haw (sram parity errar hankd)
7 SC3l SC3I ctrl haw (sram parity error hank1)(1)
2 SC3l SC3I ctrl haw (sram parity error hank1)(2)
39 SCal SCEl bus error
10 8C3l SCAI debug

Figure 5-11  Using the View Event List Option (Page 2 [Graphical Interface])

Table 5-1 Event List Elements

Column Description

No. Index number in the table

Cl ass Description Class that contains the event
Event Description Description of the event

Each page contains ten events. Use the symbols at the bottom of the page to navigate the
pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.

*  Use the single-right-arrow icon to move to the next group of pages (pages 11
through 20 in this example).

¢ Use the double-right-arrow icon to move to the last group of pages (pages 41
through 48 in this example).
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¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Using the View Classes Option

The Vi ew O asses option lists all event classes that are currently defined in Embedded
Support Partner. (Event classes organize the individual events into related groups, which
enables you to quickly locate events and easily assign actions to multiple events at the
same time.)

Perform the following procedure to view the current list of event classes:

1. Click on the Set up tab.

2. Click on the Vi ew Current Setup button in the Event s category of the SETUP
section.

3. Click on the radio button next to the Vi ew C asses option. (Refer to Figure 5-12.)

SETUP = Events = View Current Setup

Choose one of the following options:

& View Event Displays event parameters, such as filtering parameters and
action(s) for this event.

& View Event List Displays all events available on the system.

ViewClasses Displays all event classes available on the system.

Figure 5-12  Using the View Classes Option (Page 1 [Graphical Interface])
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4. Click on Accept .

The interface displays a table that lists all available event classes. (Refer to Figure 5-13;
Table 5-2 describes the information that the table contains.)

SETUP = Events = View Current Setup = View Classes

Page 1 of
No. : ClassID | Class Description
1 1 SCal
2 iz Lo]
3 3 Peripheral
4 4 Power Supply
5 5 Iemary Parity
[ [ Wemory ECC
7 7 System Error
2 2 System Board
a i3 I
10 110 File System
12345678

Figure 5-13  Using the View Classes Option (Page 2 [Graphical Interface])

Table 5-2 Event Class List Elements

Column Description

No. Index number in the table

Class ID Identification number for the class
Cl ass Description Description of the class
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Each page contains ten event classes. Use the symbols at the bottom of the page to
navigate the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.
¢ Use the single-right-arrow icon to move to the next group of pages.

¢ Use the double-right-arrow icon to move to the last group of pages.

¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Updating an Event

Perform the following procedure to update the information about an event that
Embedded Support Partner should monitor:

1. Click on the Set up tab.

2. Click on the Updat e button in the Event s category of the SETUP section.

3. Choose the event class that contains the event. (Refer to Figure 5-14.)

SETUP = Events = Update

Choose a class to find event(s) that you want to update:

hility
Diagnostic
ESP Event Manager
ESP Intermal Events
File System

Figure 5-14  Updating an Event (Page 1 [Graphical Interface])

4. Click on Accept .
5. Choose the event that you want to update. (Refer to Figure 5-15.)
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SETUP = Events = Update

Choose an event from class Availability.

Figure 5-15  Updating an Event (Page 2 [Graphical Interface])

6. Click on Accept .

7. Update the parameters for the event. (Refer to Figure 5-16; Table 5-3 describes the
parameters that are available.)
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SETUP = Events = Update

Eventclass : Availahility

Event . Live event

Choose if youwant to register the event in the 3Gl Register ¢ Donotregister
Embedded Support Partner.

Enterthe number of events that must occur hefore
registration begins: -

Choose the action(s) that will be taken as a result of this event:

Tip:You can select several actions.
If you cannot find an action that you need in the list above, use SETUP: Actions: Add to
creafe a new action.

Figure 5-16  Updating an Event (Page 3 [Graphical Interface])

Table 5-3 Parameters for Updating an Event

Parameter Description

Choose if you want to register Specifies whether Embedded Support Partner
the event in the S@ Enbedded registers an event

Support Partner If you disable event monitoring on the
SETUP > d obal Confi gurati on page, that
setting overrides this setting

Enter the number of events that Specifies the number of times that an event must
nmust occur before registration occurbefore Embedded Support Partner registers the
begi ns event
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8. Choose one or more actions that you want to occur when Embedded Support
Partner registers the event.

Note: If the action list does not contain the action that you want to use, use the
SETUP > Actions > Add command to add a new action.

9. C(lick on Accept .

Updating Event/Action Assignments

Event/action assignments specify the action(s) Embedded Support Partner should
perform when a specific event is registered.
Perform the following procedure to update an event/action assignment:

1. Click on the Set up tab.

2. Click on the Updat e Event Actions button in the Event s category of the SETUP
section.

3. Choose the event or action for which you want to modify the event/action
assignment:

¢ If you want to select the event/action assignment by selecting an action, refer to
Section , “Selecting an Event/Action Assignment by Choosing an Action.”

¢ If you want to select the event/action assignment by selecting an event, refer to
Section , “Selecting an Event/Action Assignment by Choosing an Event.”
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Selecting an Event/Action Assignment by Choosing an Action

1. Choose the action from the action list. (Refer to Figure 5-17; the action list area of the
interface is enclosed in a box in the figure.)

SETUP = Events = Update Event Actions

UUse one of the following methods to locate existing event/action that vou want to update:

Choose an action from the following list to replace, delete, or supplement additional action(s) to
the existing ones;

Accept

Choose a class/event from the following list to supplement additional action(s):

L

Accept

Figure 5-17  Updating an Event/Action Assignment by Choosing an Action (Page 1 [Graphical
Interface])

2. Click on Accept .

3. Choose one or more event(s) for which you want to update the event/action
assignment. (Refer to Figure 5-18.)
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SETUP = Events = Update Event Actions

Action Notify sysadmin on console applies to the events listed helow, From the following list,
select one or more events whose actions vou want to replace, delete, or supplement with
additional actions:

“ Replace | “ Add | “ Delete |

Figure 5-18  Updating an Event/Action Assignment by Choosing an Action (Page 2 [Graphical
Interface])

4. Click on the Repl ace, Add, or Del et e button. These buttons perform the following
functions:

¢ The Repl ace button replaces the action that is currently assigned to the event
with the new action that you have selected.

¢ The Add button assigns the selected action to the event.
¢ The Del et e button removes the selected action assignment from the event.

For example, if you select the SCSI command tined out event in the example
shown in Figure 5-18 and click on Repl ace or Add, Embedded Support Partner
assigns the Not i fy sysadnmin on consol e action to that event. Then, whenever
Embedded Support Partner registers the SCSI command timed out event, it
executes the command contained in the Noti fy sysadnin on consol e action.
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Selecting an Event/Action Assignment by Choosing an Event

1. Choose the event class that contains the event. (Refer to Figure 5-19; the event class
list area of the interface is enclosed in a box in the figure.)

SETUP = Events = Update Event Actions

UUse one of the following methods to locate existing event/action that vou want to update:

Choose an action from the following list to replace, delete, or supplement additional action(s) to
the existing ones;

L

Accept

Choose a class/event from the following list to supplement additional action(s):

Accept

L

Figure 5-19  Updating an Event/Action Assignment by Choosing an Event (Page 1 [Graphical
Interface])
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2. Click on Accept .

3. Choose one or more events to assign an action. (Refer to Figure 5-20.)

SETUP = Events = Update Event Actions = Add Actions to Events

Choose an event from class Availability.

Figure 5-20  Updating an Event/Action Assignment by Choosing an Event (Page 2 [Graphical
Interface])

4. Click on Accept .

5. Click on the action that you want to assign to the selected event(s). (Refer to
Figure 5-21.)
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SETUP = Events = Update Event Actions = Add Actions to Events

Choose action(s) that vou want to add to the selected event(s):

Figure 5-21  Updating an Event/Action Assignment by Choosing an Event (Page 3, Graphical
Interface)

6. Click on Accept .

The example shown in Figure 5-19 through Figure 5-21 assigns the Not i fy sysadni n on
consol e action to the Sof t ware error event.

Adding an Event

You can add your own events to Embedded Support Partner on your system to have it
monitor and register events that are specific to your system.

Perform the following procedure to add a custom event:
1. Click on the Set up tab.
2. Click on the Add button in the Event s category of the SETUP section.
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SETUP = Events = Add

Either select a class name for the new event;

Orcreate anew class name for the new event;

Enter a name for the new event;

Figure 5-22  Adding an Event (Page 1 [Graphical Interface])

3. Specify an event class:
e If you want to add an event to an existing event class, choose the class.

e If you want to create a new event class, enter the name of the class in the Or
create a new class nane for the new event field.

4. Enter a unique name for the new event. Embedded Support Partner uses this name
to identify the event on other pages of the interface.

5. Click on Accept .
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6. Set up the parameters. (Refer to Figure 5-23; Table 5-4 describes the parameters.)

SETUP = Events = Add

Class . 4002, System Configuration

Custom event . my new sysconfig event

Choose if youwant to register the event in the 3Gl Register ¢ Donotregister
Embedded Support Partner.

Enterthe number of events that must occur hefore
registration begins: -

Choose the action(s) that will be taken as a result of this event:

Tip: Several actions can be selected.
Ifyou cannot find an action that vou need in the list above, add it by using SETUP: Actions:

Figure 5-23  Adding an Event (Page 2 [Graphical Interface)
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Table 5-4 Event Parameters for Adding a New Event

Parameter Description

Choose if you want to register Specifies whether Embedded Support Partner
the event in the S@ Enbedded registers the event

Support Partner If you disable event monitoring on the

SETUP > d obal > d obal Configuration
page, that setting overrides this setting

Enter the number of events that Specifies the number of times that an event must
nust occur before registration occur before Embedded Support Partner registers
begi ns the event

7. If you want Embedded Support Partner to automatically perform an action when it
registers the event, assign an action to the event. (This is optional.)

8. Click on Accept .

Embedded Support Partner automatically assigns a class and event number to the event
(Refer to Figure 5-24.). Use the event number with your script/tool to log the event in the
Embedded Support Partner framework through the event non API or espLogger tool.
Refer to Chapter 11, “Logging Events from Applications and Scripts” for more

information.
SETUP = Events = Add
Eventclass . 4002, System Configuration
Event . 8400001, my new sysconfig event
Event registration with SGI Embedded Support Partner . Register
database

Mumber of events that must occur hefore registration 1

Actions for this event . Matify sysadmin on console

Figure 5-24  Adding an Event (Page 3 [Graphical Interface])
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Deleting an Event or an Event Class

You can delete custom events or event classes that you added to Embedded Support
Partner.

Note: You cannot delete any default events or event classes; you can delete only custom
events and event classes.

Warning: Deleting an event or event class removes all records that are associated
with the event or event class from the database. After you delete an event or event
class, you will not be able to retrieve information about any occurrences of the event(s)
on your system.

Deleting a Event

Perform the following procedure to delete a custom event or event class:
1. Click on the Set up tab.
2. Click on the Del et e button in the Event s category of the SETUP section.

3. Choose the event class that contains the event. (Refer to Figure 5-25.)

SETUP = Events = Delete

Warning: You can delete anly events or clagses that vou have created. All records and
information agsociated with these classes/events will also be deleted. "Delete Class”
deletes a class and all the events that are associated with it. "Delete Event” provides a
screen where you can select an event or events that you want to delete.

Choose aclass:

scsl i
System Board

Sy Configuration -
System Errar =
User ?
“ Delete Classl “ Delete Eventl

Figure 5-25  Deleting an Event (Page 1 [Graphical Interface])
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4. Clickon Del ete Event.
5. Click on the event(s) that you want to delete. (Refer to Figure 5-26.)

SETUP = Events = Delete

Choose event(s) from class System Configuration:

Figure 5-26  Deleting an Event (Page 2 [Graphical Interface])

6. Click on Accept . (The interface displays a confirmation message; refer to
Figure 5-27.)

SETUP = Events = Delete

The following events were deleted.

® my new sysconfig event

Figure 5-27  Deleting an Event (Page 3 [Graphical Interface])
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Deleting an Event Class

Perform the following procedure to delete an entire class of custom events:
1. Click on the Set up tab.

2. Click on the Del et e button in the Event s category of the SETUP section.
3. Choose the event class that you want to delete. (Refer to Figure 5-28.)

SETUP = Events = Delete

Warning: You can delete anly events or clagses that vou have created. All records and
information agsociated with these classes/events will also be deleted. "Delete Class”
deletes a class and all the events that are associated with it. "Delete Event” provides a
screen where you can select an event or events that you want to delete.

Choose aclass:

Met Kemel IFSWITCH
Met Kemel Intemal
Met Kemel PS

Met Kernel Routing

“ Delete Classl “ Delete Event

Figure 5-28  Deleting an Event Class (Page 1 [Graphical Interface])

4. Clickon Del ete C ass. (The interface displays a confirmation message; refer to
Figure 5-29.)

SETUP = Events = Delete

The class myNewClass along with associated events and data has heen deleted.

Figure 5-29  Deleting an Event Class (Page 2 [Graphical Interface])
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Setting Up Actions in Single System Manager Mode

Actions are commands that Embedded Support Partner performs in response to events
if you set up event/action assignments. An event/action assignment specifies the action
that Embedded Support Partner should perform for a specific event when it registers a
specific number of events. Example actions include sending an e-mail message and
sending a page.

You can perform the following operations to set up actions:

¢ Viewing the current action setup

¢ Updating an action

¢ Adding a new action

¢ Deleting an action

Viewing the Current Action Setup

The current action setup defines the actions that are currently configured in Embedded
Support Partner on your system. To view the current action setup, click on the Set up tab
and then click on the Vi ew Current Set up button in the Act i ons category of the SETUP
section. Figure 5-30 shows the interface page that you use to view the current action
setup.

SETUP = Actions = View Current Setup

Choose one of the following options:

& View Action Setup Displays the current action setup.

& View Availahle Actions List Displays the current available actions list,

Figure 5-30  Options for Viewing the Current Action Setup (Graphical Interface)
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Using the View Action Setup Option

The Vi ew Action Set up option displays the configuration parameters for a single
action. Use this option to verify that a specific action is configured correctly.

Perform the following procedure to view the current setup of a specific action:
1. Click on the Set up tab.

2. Click on the Vi ew Current Set up button in the Act i ons category of the SETUP
section.

3. Click on the radio button next to the Vi ew Action Set up option. (Refer to
Figure 5-31.)

SETUP = Actions = View Current Setup

Choose one of the following options:

View Action Setup Displays the current action setup.

& View Availahle Actions List Displays the current available actions list,

Figure 5-31  Using the View Action Setup Option (Page 1 [Graphical Interface])

4. Click on Accept .
5. Choose the action. (Refer to Figure 5-32.)
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SETUP = Actions = View Current Setup = Yiew Action Setup

Choose an action whose description you want to view:

Figure 5-32  Using the View Action Setup Option (Page 2 [Graphical Interface])

6. Click on Accept . (The interface shows the current configuration of the action that
you selected; refer to Figure 5-33.)

SETUP = Actions = View Current Setup = Yiew Action Setup

Action command string . Ausrhinsssnotify A

Action description; . Matify sysadmin on console
Execute this action as . root

Action timeout : 10 seconds

Mumber of times the event must he registered hefore an action
will be taken

Retry times o0

Figure 5-33  Using the View Action Setup Option (Page 3 [Graphical Interface])
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Using the View Available Actions List Option

The Vi ew Avail abl e Actions List option lists all of the actions that are currently
configured in Embedded Support Partner on your system.

Perform the following procedure to determine the actions that are currently available:

1. Click on the Set up tab.

2. Click on the Vi ew Current Set up button in the Act i ons category of the SETUP
section.

3. Click on the radio button next to the Vi ew Avai | abl e Actions Li st option. (Refer
to Figure 5-34.)

SETUP = Actions = View Current Setup

Choose one of the following options:

& View Action Setup Displays the current action setup.

View Availahle Actions List Displays the current available actions list,

Figure 5-34  Using the View Available Actions List Option (Page 1 [Graphical Interface])

4. Click on Accept .

The interface displays a table of all actions that are currently available. (Refer to
Figure 5-35; Table 5-5 describes the information that the table contains.)

SETUP = Actions = View Current Setup = View Availahle Actions List

Page 1 of1

Action Description Action Command String

Motify sysadmin on cansole | Ausrhin/ssnotify -A

Figure 5-35  Using the View Available Actions List Option (Page 2 [Graphical Interface])

175



Chapter 5: Using the Graphical Interface to Set Up Embedded Support Partner in Single System Manager Mode

176

Table 5-5 Action List Elements

Column Description

No. Index number in the table
Action Description Description of the action

Action Comrand String Command that the action executes

Updating an Action

Perform the following procedure to update the parameters for an action:

1. Click on the Set up tab.

2. Click on the Updat e button in the Act i ons category of the SETUP section.
3. Choose the action that you want to update. (Refer to Figure 5-36.)

SETUP = Actions = Update

Choose the action that you want to update;

Figure 5-36  Updating an Action (Page 1 [Graphical Interface])
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4. Click on Accept .
5. Update the parameters. (Refer to Figure 5-37. Table 5-6 describes the parameters.)

SETUP = Actions = Update

Action description; Motify sysadmin on console

Actual action command string:

Enter a username to execute the action:

Enter action timeout (in multiples of 5) R

Enter the number of times that the event must he
registered hefore an action will he taken:

Enterthe number of retry times (up to 23; more
than 4 not recommended):

Figure 5-37  Updating an Action (Page 2 [Graphical Interface])
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Table 5-6 Parameters for Updating an Action

Parameter

Description

Action description
Actual action conmand string

Enter a usernane to execute
the action

Enter action tinmeout (in
mul tiples of 5)

Ent er t he nunber of tines that
the event nust be registered
before an action will be taken

Enter the nunmber of retry
times (up to 23; nore than 4
not recomended)

Provides a description of the action
Specifies the actual command that the action executes

Specifies the user account that Embedded Support uses
to execute the command

Specifies the maximum amount of time allowed for the
action to execute (in seconds)

If the action does not complete within the specified
period of time, Embedded Support Partner kills the
action

Specifies the number of times the event must be
registered before Embedded Support Partner performs
this action

Specifies the number of times that Embedded Support
Partner attempts to execute the action before stopping

6. Click on Accept . (Theinterface shows the updated configuration of the action; refer to

Figure 5-38.)

SETUP = Actions = Update

Action description;
Action command string
A usemame to execute the action

Action timeout

. Matify sysadmin on console
. Ausrhinfespnatify -A %D
© oot

. 10 seconds

Mumber of times the event must e registered before an action . 1

will he taken

Retry times

Figure 5-38  Updating an Action (Page 3 [Graphical Interface])
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Adding an Action
You can customize Embedded Support Partner by adding new actions.

Perform the following procedure to add a custom action:
1. Click on the Set up tab.
2. Click on the Add button in the Act i ons category of the SETUP section.

3. Update the parameters. (Refer to Figure 5-39; Table 5-7 describes the parameters.)

SETUP = Actions = Add
Help

Enter action command string:

Enter action description:

Enter usemname to execute this action (default =
root):

Enter action timeout (in multiples of 5 seconds);
seconds

Enterthe number of times an event must he
registered hefore the action will be taken;

Enterthe number of retry times (up to 23; more
then 4 not recommended):

Figure 5-39  Adding an Action (Page 1 [Graphical Interface])
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Table 5-7 Parameters for Adding a New Action

Field Description

Enter action conmand Specifies the actual command that the action executes
string

Enter action description Providesabrief description of the action (for example, Send
a page to the system admini strator)

Enter username to execute Specifies the user account that executes the command
this action (default =
root)

Enter action timeout (in  Specifies the maximum amount of time allowed for the
mul tiples of 5 seconds) action to execute (in seconds)

If the action does complete within the specified period of
time, Embedded Support Partner kills the action.

Enter the nunber of times Specifies the number of times the event must be registered
that an event nust be before Embedded Support Partner performs this action
regi stered before an

action will be taken

Enter the nunber of retry Specifies the number of times that Embedded Support
tinmes (up to 23; nore than Partner attempts to execute the action before stopping
4 not recommended)

4. Click on Accept . (The interface displays a confirmation message; refer to
Figure 5-40.)
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SETUP = Actions = Add

Action description; . E—mail Darrin

Action command string . Ausrhinfespnatify —E dtg@sgi.com—m’An
event just registered.

A username to execute the action . root

Action timeout : 10 seconds

Mumber of times the event must he registered 1
hefore an action will be taken '

Retry times 4

Figure 5-40  Adding an Action (Page 2 [Graphical Interface])

Deleting an Action

You can delete any custom actions that you add to Embedded Support Partner on your
system.

Note: When you delete an action, it is removed from all events to which it is assigned. If
you need to assign a different action to an event, use the SETUP > Events > Update
Event Actions command.

Perform the following procedure to delete an action:

1. Click on the Set up tab.

2. Click on the Del et e button in the Act i ons category of the SETUP section.

3. Choose the action that you want to delete. (Refer to Figure 5-41.)
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SETUP = Actions = Delete

Tip: [fyou delete an action, the relationships hetween all events and this action will be deleted.

Choose the action vou would like to delete:

E—mail Darrin
Motify sysadmin on console

Figure 5-41  Deleting an Action (Page 1 [Graphical Interface])

4.

Click on Accept .

Embedded Support Partner displays a list of all events to which the action is
assigned (Refer to Figure 5-42.) Perform one of the following actions:

e Clickon Proceed with del etion to delete the action. (The interface displays a
confirmation message; refer to Figure 5-43.)

e C(lick on St op del eti on to abort the deletion; the action is not deleted. (The
interface displays a confirmation message; refer to Figure 5-44.)
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SETUP = Actions = Delete

The following events will be affected as a result of E-mail Dartin action deletion:

Page 1 of1

No | Event Description

Diagnostic start

Diagnostic fail

2 Diagnostic end

Stress start

Stress end

Would you like to proceed with the deletion?

“Pruceedwith deletiunl “ Stop deletion |

Figure 5-42  Deleting an Action (Page 2 [Graphical Interface])

SETUP = Actions » Delete
The following action has been deleted fram the 3G Embedded Suppaort Partner database:

o E_mail Darin

Figure 5-43  Confirmation Message for Proceeding with Deletion of an Action (Graphical
Interface)

SETUP = Actions = Delete

Request for deletion cancelled.

Figure 5-44  Confirmation Message for Canceling Deletion of an Action (Graphical Interface)
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QuickPage (QPage) is a third-party client/server application that Embedded Support
Partner uses to send messages to an alphanumeric pager. QPage uses a modem to send
an IXO/TAP-protocol message to a telephone number that is connected to a paging
service. QPage is integrated in the Embedded Support Partner software suite, and its
services are accessed through the / usr/ bi n/ espnot i f y application. (Refer to

Figure 5-45.)

espnotify

i i Paging
Service

Provider

QPage
Telephone
Network

Figure 5-45  Process for Sending a Page
QPage is installed on your system by default and is chkconf i g’ed off. Perform the
following procedure to set it up and enable it:
1. Enter the following command to turn QPage on:
chkconfi g quickpage on
2. Enter the following command to start the QPage server:
/etc/init.d/ gpageserver start

Note: The QPage server is automatically restarted whenever you reboot the system.
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3. Use the Pagi ng category of the Embedded Support Partner interface to set up the
following paging parameters:

* Modem parameters: specify the modem that QPage should use to connect to the
paging service provider.

* Paging service provider parameters: provide information about the paging
service provider and how to contact it.

® Pager parameters: provide information about the pager to use.

The following sections describe how to set up these parameters.

Viewing the Current Paging Setup

The current paging setup defines the QPage settings, modems, paging services, and
pagers that Embedded Support Partner is currently using.

To view the current paging setup, click on the Set up tab and then click on the Vi ew
Current Setup button in the Pagi ng category of the SETUP section. Figure 5-46 shows
an example of the information that this command displays.

SETUP = Paging = View Current Setup

QuickPage Administration Yariables

Administrator's E-mail address . dtg@sgi.com
Mumber of seconds to wait for a reply hefore giving up on queries  © 5 secs
Modem Setup

Mo modems configured.

Services Setup

Mo Services configured.

Pager Setup

Mo Pagers configured.

Figure 5-46  Viewing the Current Paging Setup (Graphical Interface)
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Adding/Updating a Modem

A modem must be connected to the system that is running Embedded Support Partner
so that the software can send pages when events occur. You must specify the device to
which the modem is connected and specify the modem initialization command.
(Embedded Support Partner has been tested with the U. S. Robotics Sportster fax modem
with X2.)

Perform the following procedure to add or update a modem configuration:
1. Click on the Set up tab.

2. Click on the Modent Adni n button in the Pagi ng category of the SETUP section.

3. Enter a modem name (do not include blank spaces), the device to which the modem
is connected, and the initialization command for the modem. (Refer to Figure 5-47.)

Be aware of the following information when you configure the initialization
command:

e The initialization command is specific to the modem that you are using. Refer to
your modem user manual for specific details about the initialization command.

¢ The initialization command can vary, based on requirements from your paging
service provider. For example, many paging services require you to turn off
error correction on your modem. (This can be done on the U. S. Robotics
Sportster fax modem with X2 with the &A0&K0&MD initialization command.)
Contact your paging service provider to determine any special requirements.
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SETUP = Paging = Modem/Admin

Modem setup:
Enter modem name; | USRohotics—Sportster |
Enter modem device (g.0. /devAtya): | fdevittyd |

Enter modem initialization command (please check your
modem manual; | ATEAF1VIMO |

“ Add/Update | “ Delete | | Clear |

Figure 5-47  Setting Up a Modem (Page 1 [Graphical Interface])

4. Click on Add/ Updat e:

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new modem.

¢ If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that modem.

The interface displays a confirmation message; refer to Figure 5-48.

SETUP = Paging = Modem/Admin

The following Modem is AddedUpdated :
MName . USRohotics-Sportster
Device o Adevittyd

Initialization command . ATEAF1Y1MO

Figure 5-48  Setting Up a Modem (Page 2 [Graphical Interface])
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Modifying the QPage Parameters

The QPage parameters specify the e-mail address that Embedded Support Partner should
contact if it cannot deliver a page successfully and the number of seconds it should wait
for a reply before it aborts identification queries.

Perform the following procedure to set up the QPage parameters:

1. Click on the Set up tab.

2. Click on the Modent Adni n button in the Pagi ng category of the SETUP section.

3. Specity the e-mail address that Embedded Support Partner should contact if it
cannot deliver a page successfully. (Refer to Figure 5-49.)

4. Specify the number of seconds Embedded Support Partner should wait for a reply
before it aborts identification queries. (Refer to Figure 5-49.)

5. Click on Accept.

Qpage Administration Setup:

Enterthe administrator's e-mail address (for notification .
if paging fails): | dtg@sgi.com |

Enterthe number of seconds to wait for a reply hefore —
giving up on queries:

Figure 5-49  Modifying the QPage Parameters (Page 1 [Graphical Interface])

The interface displays a confirmation message; refer to Figure 5-50.

SETUP = Paging = Modem/Admin

QuickPage Administration Yariables
Administrator's E-mail address . dtg@sgi.com

Mumber of seconds to wait for a reply hefore giving up on queries  © 5 secs

Figure 5-50  Modifying the QPage Parameters (Page 2 [Graphical Interface])
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Adding/Updating a Paging Service

You need to provide Embedded Support Partner with information about the paging
service that you use so it can properly contact your pager.

Perform the following procedure to add or update a description of a paging service:
1. Click on the Set up tab.

2. Click on the Ser vi ce button in the Pagi ng category of the SETUP section.

3. Update the parameters. (Refer to Figure 5-51; Table 5-8 describes the parameters.)

SETUP = Paging = Service

Tip:You can add as many services as you want by repeating this step, A service with a new
service name will he treated as a new one. I an existing service name i entered with new
settings, the existing service is updated. To delete a service you need to enter only the
name of the service you want to delete.

Service Setup:
Service name; | PageMet |
Device (for example, /devAtyd): | USRohotics—Sportster = |
M aximum number of retries (must be at least 6); | & |

M aximum length of the message (consult your service

pravider): | 150 |

Phone number of the paging service (no spaces): | 914084283729 |

Tip: [fyou cannat find a modem that vou need in the list above, add it by using SETUP:
Motification: Modem/admin.

“Addepdatel “Deletel | Clearl

Figure 5-51  Adding/Updating a Paging Service (Page 1 [Graphical Interface])
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Table 5-8 Parameters for Adding/Updating a Paging Service

Parameter

Description

Servi ce name

Devi ce

Maxi mum nunber of
retries (nust be at
| east 6)

Maxi mum | ength of the
nmessage (consult your
service provider)

Phone nunber of the
pagi ng service (no
spaces)

Specifies the name of the service

The interface displays this name on other pages to identify the
paging service (Do not include blank spaces)

Specifies the modem to use
Select the modem from the menu

If the modem that you want to use is not in the menu, use the
SETUP > Notification > Mddem adm n command to add it

Specifies the number of times that Embedded Support Partner
should attempt to contact this paging service

Specifies the maximum number of characters that this service
will accept

Contact your paging service provider for this information
Specifies the phone number that Embedded Support Partner

should dial to contact the paging service (Do not include blank
spaces)

4. Click on Add/ Updat e.

¢ If the name that you entered has not been entered before, Embedded Support
Partner adds a new paging service.

¢ If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that paging service.
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The interface displays a confirmation message; refer to Figure 5-52.

SETUP = Paging = Service

The following Service is AddedUpdated :

MName . PageMet

Modem Name . USRohotics-Sportster
Waximum number of retries B

M aximum length of message . 150

Phone Mumber of Paging Service . 914084283723

Figure 5-52  Adding/Updating a Paging Service (Page 2 [Graphical Interface])

Adding/Updating a Pager

Perform the following procedure to add/update a pager:
1. Click on the Set up tab.
2. Click on the Pager button in the Pagi ng category of the SETUP section.

3. Enter a unique name for the pager. (Do not include blank spaces.) Embedded
Support Partner uses this name on other interface pages to identify the pager. (Refer
to Figure 5-53.)

4. Enter the pager identification number. (Refer to Figure 5-53.)

Your paging service provider assigns a unique pager identification number to each
individual pager. This number could differ from the telephone number that you dial
to access the pager. Contact your paging service provider to determine the pager
identification number of your pager.
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SETUP = Paging = Pager

Tip:You can add as many pagers as you want by repeating this step. Entering a new pager name
creates a new pager, Entering an existing pager name updates the canfiguration of the
existing pager. To delete a pager you need to enter the Pager Mame only.

Pager Setup

Pager Name: | Darin_Goss |

PageriD: | 8151992 |

Tip: [fyou cannat find a service that vou need in the list ahove, add it by using SETUP:
Motification: Service.

“ Add/Update | “ Delete | | Clear |

Figure 5-53  Setting Up a Pager (Page 1 [Graphical Interface])

5. Click on Add/ Updat e.

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new pager.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that pager.

The interface displays a confirmation message; refer to Figure 5-54.
SETUP = Paging = Pager

The following Pager is AddedApdated :

MName . Danin_Goss
Service . PageMet
PagerID . 8151892

Figure 5-54  Setting Up a Pager (Page 2 [Graphical Interface])
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Example Configuration

Figure 5-55 shows the example configuration that the settings in the previous procedures
created. (The SETUP > Pagi ng > View Current Setup command was used to display

this information.)

SETUP = Paging = View Current Setup

QuickPage Administration Yariables
Administrators E-mail address
Mumber of seconds to wait for a reply hefore giving up on queries
Modem Setup
Maodem 1

Mame

Device

Initialization command
Services Setup
Service 1

Mame

Wodem Name

Waximum number of retries

M aximum length of message

Phone Mumber of Paging Service
Pager Setup
Fager 1

Mame

Service

PagerID

Figure 5-55

. dtg@sgi.com

. 5 seCcs

. USRohotics-Sportster
o Adevittyd
o ATETF1VIMO

. PageMet

. USRohotics-Sportster
LB

150

© 914084289729

. Danin_Goss
. PageMet
L 8151932

Example Paging Configuration (Graphical Interface)
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Deleting a Pager

Perform the following procedure to delete a pager:
1. Click on the Set up tab.
2. Click on the Pager button in the Pagi ng category of the SETUP section.

3. Enter the name of the pager that you want to delete. If you cannot remember the
name of the pager, use the SETUP > Pagi ng> Vi ew Current Setup command to

view it. (Refer to Figure 5-56.)

SETUP = Paging = Pager

Tip:You can add as many pagers as youwant by repeating this step. Entering a new pager
name creates a new pager, Entering an existing pager name updates the canfiguration of
the existing pager. To delete a pager you need to enter the Pager Name only.

Pager Setup

Pager Name: | Darin_Goss |

PagerD: | |

Service Mame: | Service Mame List =

Tip: [fyou cannat find a service that vou need in the list ahove, add it by using SETUP:
Motification: Service.

“ Add/Update | “ Delete | | Clear |

Figure 5-56  Deleting a Pager (Page 1 [Graphical Interface])

4. Click on Del et e. (The interface displays a confirmation message; refer to
Figure 5-57.)
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SETUP = Paging = Pager

The following Pager is deleted :

MName . Darrin_Goss

Figure 5-57  Deleting a Pager (Page 2 [Graphical Interface])

Deleting a Paging Service

Perform the following procedure to delete a paging service:
1. Click on the Set up tab.
2. Click on the Servi ce button in the Pagi ng category of the SETUP section.

3. Enter the name of the paging service that you want to delete. If you cannot
remember the name of the paging service, use the SETUP > Pagi ng > Vi ew
Current Setup command to view it. (Refer to Figure 5-58.)

Warning: Deleting a paging service automatically removes all pagers that are
associated with the paging service.
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SETUP = Paging = Service

Tip:You can add as many services as you want by repeating this step, A service with a new
service name will he treated as a new one. I an existing service name i entered with new
settings, the existing service is updated. To delete a service you need to enter only the
name of the service you want to delete.

Service Setup:
Service name; | PageMet |
Device (for example, /devAtyd): | SelectModems = |

M aximum number of retries (must be at least 6); | |

M aximum length of the message (consult your service | |
pravider):

Phone number of the paging service (no spaces): | |

Tip: [fyou cannat find a modem that vou need in the list above, add it by using SETUP:
Motification: Modem/admin.

“Addepdatel “Deletel | Clearl

Figure 5-58  Deleting a Paging Service (Page 1 [Graphical Interface])

4. Click on Del et e. (The interface displays a confirmation message; refer to
Figure 5-59.)

SETUP = Paging = Service

The following Service is deleted :

MName . PageMet

Figure 5-59  Deleting a Paging Service (Page 2 [Graphical Interface])
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Deleting a Modem

Perform the following the procedure to delete a modem:

1.
2.
3.

Click on the Set up tab.
Click on the Mbdent Adni n button in the Pagi ng category of the SETUP section.

Enter the name of the modem that you want to delete. If you cannot remember the
name of the modem, use the SETUP > Pagi ng > View Current Setup command
to view it. (Refer to Figure 5-60.)

Warning: Deleting a modem automatically removes all paging services (and related
pagers) that are associated with it.

SETUP = Paging = Modem/Admin

Modem setup:

Enter modem name; | USRohotics—Sportster |

Enter modem device (g.0. /devAtya): | |

Enter modem initialization command (please check your | |
maodem manual);

“ Add/Update | “ Delete | | Clear |

Figure 5-60  Deleting a Modem (Page 1 [Graphical Interface])

4. Click on Del et e. (The interface displays a confirmation message; refer to

Figure 5-61.)

SETUP = Paging = Modem/Admin

The following Modem is deleted :

Mame : USRohotics—Sportster

Figure 5-61  Deleting a Modem (Page 2 [Graphical Interface])

197



Chapter 5: Using the Graphical Interface to Set Up Embedded Support Partner in Single System Manager Mode

Setting Up the Availability Monitor in Single System Manager Mode

198

The availability monitor portion of Embedded Support Partner (avai | non) monitors and
reports the availability of systems and also reports the diagnosis of system crashes. The
availability monitor identifies the cause of any system interrupts by gathering
information from diagnostic programs such as ICRASH, FRU Analyzer, and SYSLOG. It
also gathers hardware and software configuration details from conf i gnon.

The availability monitor is embedded in the system boot and shutdown processes. It
differentiates between controlled shutdowns, system panics, and system hangs. On
high-end systems (such as IP19, IP21, IP25, IP27, etc.), it differentiates between
nonmaskable interrupts (NMIs), power cycles, and power failures. The availability
monitor also monitors the uptime of a system at regular intervals. This uptime
monitoring feature can be used to send status updates for a system. The uptime
monitoring is done through event nond.

Embedded Support Partner can send data that the availability monitor gathers in a
report format to e-mail addresses that you specify. You can also use the SYSTEM

I NFORMATI ON > Avai | abi | i ty command to view the data gathered on the system.

The following sections describe how you can set up the availability monitor.
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Viewing the Current Availability Monitoring Setup

The current availability monitoring setup defines all of the availability monitor
parameters that are currently configured on your system.

To view the current availability monitoring setup, click on the Set up tab and then click
on the Vi ew Current Setup button in the Avai |l abi | ity Mbnitoring category of the
SETUP section. Figure 5-62 shows an example page.

SETUP = Availahility manitor = View Current Setup

Automatic e-mail distribution

Display reason for shutdown

Include HINY information in the e-mail

Start uptime daemaon

Mumber of days hetween status updates

Interval in seconds between uptime checks
Availmon Monitor E-mail list for availability report:

E-mail addresses that receive availability report in text farm

E-mail addresses that receive availahility reportin compressed form

E-mail addresses that receive availability report in compressed
encrypted farm

Availmon Monitor E-mail list for diagnostic report:
E-mail addresses that receive diagnostic report in text form
E-mail addresses that receive diagnostic report in compressed form

E-mail addresses that receive diagnostic report in compressed
encrypted farm

E-mail list for chatty pager

E-mail addresses for chatty pager

Figure 5-62

. Disabled
. Enabled
©Yes
©Yes
Y

. 300

. availmon@csd.sgi.com

Viewing the Current Availability Monitor Setup Page (Graphical Interface)
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Configuring the Availability Monitor

Perform the following procedure to configure the availability monitor:
1. Click on the Set up tab.

2. Click on the Confi gur ati on button in the Avai | abi ity Monitori ng category of
the SETUP section.

3. Set up the parameters. (Refer to Figure 5-63; Table 5-9 describes the parameters.)

SETUP = Availmon Manitor = Configuration

Automatic e-mail distribution: & Enable Disable
Display reasan for shutdown: Enahle < Disable
Include HINY information in the e—mai: Yes ¢ No
Start uptime daeman; fes & Mo

Mumber of days hetween status updates (default = 60) (0 - -
300): CRERE

Interval in seconds between uptime checks (default = 300

seconds); 300 seconds

Tip: [fthe automatic e—mail option is enabled, you must complete
SETUP: Availability Monitor:. Availahility hMailList.

Figure 5-63  Configuring the Availability Monitor (Graphical Interface)
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Table 5-9 Availability Monitor Parameters

Parameter Possible Values Description

Aut omatic e-mail Enabl e or Di sabl e Specifies whether the availability monitor

di stribution should automatically distribute reports by
e-mail

Any changes to this parameter cause a
confirmation report to be sent to all configured
e-mail addresses (except the e-mail addresses
that are configured to receive pager reports)

Di spl ay reason for Enabl e orDi sabl e Specifies whether the availability monitor
shut down should display the reason for a shutdown

If this parameter is enabled when you perform
a controlled shutdown, the availability
monitor prompts you to explain you are
rebooting the system or why you are bringing
the system down to single-user mode

I ncl ude HI NV Yes or No Specifies whether the availability monitor
information in the should include HINV information/changes in
e-mai | the e-mail messages that it generates

Start uptine daenopn Yes or No Specifies whether the availability monitor

should start uptime monitoring

If you set this parameter to Yes, it enables
event nond to monitor uptime at regular
intervals

You can set the interval with the | nt er val
in seconds between uptine checks
parameter
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Table 5-9 (continued) Availability Monitor Parameters

Parameter Possible Values

Description

Nurmber of days 0-300
bet ween st at us

updates (default =

60) (0 - 300)

Interval inseconds 0-300
bet ween upti ne

checks (default =

300 seconds)

Specifies the number of days after which the
availability monitor should send a notification
to the configured e-mail addresses that the
system is still running

This parameter is relevant only when uptime
monitoring is enabled

Specifies the number of seconds that the
availability monitor should wait before it
performs the next uptime check on the system

This parameter is relevant only when uptime
monitoring is enabled

4. Click on Accept .

Setting Up the Availability Monitor E-mail Lists

You can configure Embedded Support Partner to send e-mail messages with reports that
are generated from the availability data. Embedded Support Partner can send three types
of reports: availability, diagnosis, and pager reports.

* Availability reports include the system start time, an event code for the availability
event that occurred, the approximate time that the event occurred, the start time,
and a summary of the reason for the crash (when relevant).

¢ Diagnosis reports include all of the data from the availability reports. They may also
contain the crash analysis report, FRU Analyzer result, important SYSLOG
messages, and system hardware and software configurations (if they changed since

the previous reboot).

e Pager reports contain the hostname, event code description, and summary.
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You can set up the availability monitor e-mail lists for each type of report. You can also
specify whether the reports need to be encrypted or compressed. Reports are sent only if
you set the Aut omatic e-mail distribution parameter to Enabl e (refer to Table 5-9).

The recommended configuration is to send the diagnosis report in compressed and
encrypted format to SGI at the avai | nron@sd. sgi . come-mail address for entry in SGI's
database. Other possibilities include sending the availability reports to the system
administrator and sending diagnosis reports to SGI service personnel.

Perform the following procedure to set up the e-mail lists:

1. Click on the Set up tab.

2. Click on the Avai | abi | ity Mail Li st button in the Avai | ability Monitoring
category of the SETUP section.

3. Set up the e-mail addresses for the availability report. (Refer to Figure 5-64;
Table 5-10 describes the parameters.)

Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.

4. Set up the e-mail addresses for the diagnostic report. (Refer to Figure 5-64;
Table 5-11 describes the parameters.)

Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.
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SETUP = Availahility Monitaring = Availahility MailList

E-mail list for availability report:

Enter e-mail addresses that receive availability reportin
text form:

Enter e-mail addresses that receive availability reportin
compressed form:

Enter e-mail addresses that receive availability reportin
compressed encrypted form:

E-mail list for diagnostic report:

Enter e-mail addresses that receive diagnostic reportin
text form:

Enter e-mail addresses that receive diagnostic reportin
compressed form:

Enter e-mail addresses that receive diagnostic reportin
compressed encrypted form:

E-mail list for chatty pager

Enter email addresses for chatty pager.

Help

Figure 5-64  Setting Up the Availability Monitor E-mail Lists (Graphical Interface)

Table 5-10 E-mail Address Parameters for Availability Reports

Parameter

Description

Enter e-mai|l addresses that receive
availability report in text form

Enter e-mai|l addresses that receive
availability report in conpressed
form

Enter e-mail|l addresses that receive
availability report in conpressed
encrypted form

Specifies the e-mail addresses that will receive
the availability report in text format

Specifies the e-mail addresses that will receive
the availability report in compressed format

Specifies the e-mail addresses that will receive
the availability report in compressed
(encrypted) format
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Table 5-11 E-mail Address Parameters for Diagnostic Reports

Parameter Description

Enter e-nmmil addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in text form the diagnostic report in text format

Enter e-nmmil addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in conpressed form the diagnostic report in compressed format

Enter e-nmmil addresses that receive Specifies the e-mail addresses that will receive
di agnostic report in conpressed the diagnostic report in compressed
encrypted form (encrypted) format

5. Set up the e-mail addresses that will receive the pager reports through a chatty
pager.
6. Click on Accept .

Setting Up the Performance Monitor in Single System Manager Mode

The performance monitor component of Embedded Support Partner monitors system
performance by evaluating a set of performance rules at specified time intervals.

Viewing the Current Performance Monitoring Setup

The current performance monitoring indicates which performance rules are currently
being monitored. (An Enabl ed status indicates that Embedded Support Partner is
monitoring the rule; a Di sabl ed status indicates that Embedded Support Partner is not
monitoring the rule.)

To view the current performance monitoring setup, click on the Set up tab and then click

on the Vi ew Current Setup button in the Per f or mance Moni t ori ng category of the
SETUP section. Figure 5-65 shows an example page.
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SETUP = Perfarmance Manitoring = Yiew Perfarmance

Automated performance monitoring. Enabled

Automated performance monitoring must be enabled for the enabled performance rules to take
affact.

Current status of automated PMIE monitaring rules:

'No.  PMIE Rule Description . PMIE Rule Status
i rHait%h agyregate context switch cpu.context_switch Disabled
Possible high floating paint :
2 excaption rate Cpu.excess_fpe Disabled
3 High 1-minute load average cpu.lnad_average Disabled
Low average processor g g
4 utilization cpu.low_util Disabled
5 High agoregate system callrate  § cpu.syscall Enabled
[ Busy executing in system mode | cpu.system Enabled
High average processar g :
7 utilization cpuLLtil Disabled
CrayLink checkhit errors an g :
2 Origin node cravlinknode_ch_ers Disabled
CrayLink checkhit errors an g :
9 Origin router craylinkrouter_ch_ers Disabled
System Group Manager slow g :
10 service response espping.response Disabled

Figure 5-65  Viewing the Current Performance Monitoring Setup (Graphical Interface)

Configuring the Performance Monitor

Perform the following procedure to configure the performance monitor:
1. Click on the Set up tab.

2. Click on the Conf i gur ati on button in the Per f or mance Mbni t ori ng category of
the SETUP section.
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3. Specify the rules that you want to monitor: Click on the Enabl ed radio button to

start monitoring a rule; click on the Di sabl e radio button to stop monitoring a rule.

(Refer to Figure 5-66; refer to the Performance Co-Pilot IRIX Base Software

Administrator’s Guide, publication number 007-3964-001, for more information about

the rules.)

SETUP = Perfarmance Manitoring = Configuration

Automated performance manitoring: Enabled < Disabled

Automated performance monitoring must be enabled for the enabled performance rules to take
affact.

Enahle or disable automated PMIE monitaring for individual performance rules:

No. PMIE Rule Description Enabled isabled
1 High aggregate context switch rate &
e Possible high floating point exception rate &
3 High 1-minute load average &
4 Low average processor utilization &
5 High aggregate system call rate &
g Busy executing in system mode &
7 High average processor utilization &
2 CrayLink checkhit errors on Qrigin node &
9 CrayLink checkhit errors on Grigin router &
10 rSe);sptgr:r;Smup Ianager slow service @

Figure 5-66  Configuring the Performance Monitor (Graphical Interface)

4. Click on Accept .
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Chapter 6

Using the Graphical Interface to View Information
about a System in Single System Manager Mode

Use the commands in the SYSTEM | NFORMATI ON'section of the graphical interface to view
the following types of information from the system that is running Embedded Support
Partner in Single System Manager mode:

Hardware configuration
Software configuration
System changes

Part changes

Events registered
Diagnostic results
Actions taken

System availability

Viewing the Hardware Configuration for a Specific Date

Perform the following procedure to view the hardware configuration information for a
specific date and time:

1.
2.
3.

Click on the Syst em I nf or mat i on tab.
Click on the Har dwar e button in the SYSTEM | NFORMATI ON section.

Specify the date in the Dat e field. If you do not specify a date, the current hardware
configuration information is displayed. (Refer to Figure 6-1.)

Specify the time in the Ti e field. If you do not specify a time, the latest hardware
configuration information available for the specified date is displayed. (Refer to
Figure 6-1.)
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5. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 6-1.)

SYSTEM INFORMATION = Hardware

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

Display hardware configuration information for the following date and time:

Date Time
| verteragg REET |
(mméddanyyy) {hh:mm:ss)

Choose a database for a selected date;

Database Name StartDate | End Date

Active Database | 052741993 | Curent

Figure 6-1 Viewing the Hardware System Information (Page 1[Graphical Interface])

6. Click on Accept .

The interface displays a table that contains the hardware configuration on the date and
at the time that you specified. (Refer to Figure 6-2; Table 6-1 describes the information
that the table contains.)



Viewing the Hardware Configuration for a Specific Date

SYSTEM INFORMATION = Hardware

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

o Pat Seral  puu
lecaiin §Number §Number ERewswn
NA ONA NA NA

Figure 6-2 Viewing the Hardware System Information (Page 2 [Graphical Interface])

Table 6-1 Hardware Configuration Table Contents

Column Heading Description

NAVE Name of the part

LOCATI ON Location where the part is currently installed
PART_NUMBER Part number for the part

SERI AL_NUMBER Serial number of the part

Tip: Use the serial number with the SYSTEM | NFORVATI ON >
Part Changes command to determine all of the locations in
which a specific part has been installed

REVI SI ON Revision level of the part

The first column provides buttons that expand rows in the table to provide more
information about subcomponents of a part. The single arrow expands the rows to show
the subcomponents related to the part. The double arrow expands all rows below the
current row. The down arrow collapses a row.

Note: Embedded Support Partner gathers hardware configuration data from only the

following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.
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Figure 6-3 shows a table with all of the rows expanded.

SYSTEM INFORMATION = Hardware

System name

. overdrive.csd.sgi.com

System D . 20063053F4B

System serial number ; 69058F4B

IP type . IP27

System IP address 192265819
. Name Location Part Number Serial Number evision
1 NA NA NA A
PIMM_2XT5_1MB | NA 013-1896-001 | DJY958
IP29 . MotherBoard | 030-1244-001 | GFEG34
MEMBANK O | MotheBoard | NA NA A
MEMBANK_1 | MotheBoard | NA NA A
MEMBANK 2 | MotheBoard | NA NA A
MEMBANK 3 | MotheBoard | NA NA A
R10000 . MotheBoard | NA NA A
R10000 . MotheBoard | NA NA A
BASEIO NA NA NA A
SCSI_CTLRO NA NA NA A
DRIVE_1 NA IBM DCHS04Y | 6804B36BRAMSE0S2 | 5252
DRIVE 2 CNA IBM DCHS04Y | 63143060RAMSGD52 | 5052
(o s s it nmny | sooomooa ssteines | raes

Figure 6-3 Hardware System Information (Page 2 with Rows Expanded [Graphical Interface])

Viewing the Software Configuration for a Specific Date

Perform the following procedure to view the software configuration for a specific date

and time:

1. Click on the Syst em | nf or mat i on tab.

2. Click on the Sof t war e button in the SYSTEM | NFORMATI ON section.

212



Viewing the Software Configuration for a Specific Date

3. Specify the date in the Dat e field. If you do not specify a date, the current software
configuration information is displayed. (Refer to Figure 6-4.)

4. Specify the time in the Ti ne field. If you do not specify a time, the latest software
configuration information available for the specified date is displayed. (Refer to
Figure 6-4.)

5. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 6-4.)

SYSTEM INFORMATION = Software

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
IP type L IP22

System IP address . 150166415

Display software configuration informatian for the following date and time:

Date Time
| ver11/1999 REET |
(mméddanyyy) {hh:mm:ss)

Choose a database for a selected date;

Database Name StartDate | End Date

¢ | Active Database §05/20/1993 | Curent

Figure 6-4 Viewing the Software System Information (Page 1 [Graphical Interface])

6. Click on Accept .
The interface displays a table that contains the software configuration for the date and

time that you specified. (Refer to Figure 6-6; Table 6-2 describes the information that the
table contains.)
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SYSTEM INFORMATION = Software

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
IP type L IP22

System IP address . 150166415

Page 1 of12

Install

Name Yersion Date

Description

Desktap
Window
Ianager,
BEAM

40wm 1275625620 | 060341293

CASEVision
CaseVision 1024068010 § 1141341992 | Environment,
Version265

InPerson
Desktap
Conferencing,
2241

InPerson 1274627333 | 1141341998

PeoplePages
- The Indign
PeoplePages | 1274627333 | 114134992 | Mapic
Phanehook,
121

On-Line
Reqister 1275625620 | 0640341993 | Repgistration,
16

Figure 6-5 Viewing the Software System Information (Page 2 [Graphical Interface])

Table 6-2 Software Configuration Table Contents

Column Heading Description

Nare Name of the software application

Ver si on Version number of the software application

Install Date Date on which the software application was installed
Description Brief description of the software

214



Viewing the System Changes between a Range of Dates

Viewing the System

Each page contains ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.
¢ Use the single-right-arrow icon to move to the next group of pages.

® Use the double-right-arrow icon to move to the last group of pages.

¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Changes between a Range of Dates

You can view a log of all system changes within a range of dates.

Perform the following procedure to view the system changes information:
1. Click on the Syst em I nf or mat i on tab.
2. Click on the Syst em Changes button in the SYSTEM | NFORMATI ON section.

3. Specify the starting date (in the Fr omfield) and ending date (in the To field) of the

range of dates for which you want to view system change information. (Refer to
Figure 6-6.)

Note: To view all system changes on a specific day, enter that date in both fields.

4. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 6-6.)
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SYSTEM INFORMATION = System Changes

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
IP type L IP22

System IP address . 150166415

Display infarmation of system configuration changes:

From: 06!01!1999 06!11!1999

(mméddanyyy) (mméddanyyy)

Choose a database for selected dates;

Database Name Start Date End Date

; & EActlve Datahase 50532[}*1999 éCurrent

Figure 6-6 Viewing the System Changes Information (Page 1 [Graphical Interface])

5. Click on Accept .

The interface displays up to three tables that show all software changes, hardware
changes, and system changes that occurred between the range of dates that you
specified. (Refer to Figure 6-7; Table 6-3, Table 6-4, and Table 6-5 describe the information
that the tables contain.)
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SYSTEM INFORMATION = System Changes

System name
System D

System serial number

IP type
System IP address

Archive name: ssdh

. hello.csd.sgi.com

| BI0BIACA
: DB00BI0BIATA

L IP22

. 150166415

All Changes since 06401/1999

SOFTWARE CHANGES
: Install Deinstall o
Name Yersion Date Date Description
4Dwm 275616120 | 0640141999 DesktopWindow Manager, 8.55m
Reqister - 1275616120 | 06/01/1939 On-Line Registration, 1.6
Aol Viewkit Development Enviranment
Viewkit_dev 1275616120 ; 080141233 Version 153
— Viewit Execution Environment,
Viewkit_eoe 1275616120 | 080141233 Version 1563
Viewlit_noship | 1275616120 | 06/01/1999 Viewkit NOSHIP files, Version 1.5.
and2.1.0
IRIX Interactive Desktop Base
desktop_hase 1275616120 | 080141233 Software, 655
desitop_eoe | 1275616120 | 06/01/1999 | IRIX Interactive Desktop, 6.55m
desktop_tools 275616120 | 0640141999 Desktop Tools, 65.5m
dev 275616120 | 0640141999 Development System, 7.2.1
Figure 6-7 Viewing the System Changes Information (Page 2 [Graphical Interface])
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Table 6-3 Software Changes Table Contents

Column Name

Description

Name
Description
Ver si on
Install Date

Deinstall Date

Name of the software application

Brief description of the software application

Version number of the software application

Date on which the software application was installed

Date that the software application was removed from the
system

This column displays | nst al | ed if the software application
has not been deinstalled

Table 6-4 Hardware Changes Table Contents

Column Name

Description

NAME
LOCATI ON
PART_NUMBER

SERI AL_NUMBER

REVI SI ON
Install Tine

Deinstall Tine

Name of the part
Location where the part is currently installed
Part number for the part

Serial number of the part

Tip: Use the serial number with the SYSTEM | NFORVATI ON >
Part Changes command to identify all of the locations in
which a specific part has been installed

Revision level of the part
The date on which the component was installed

The date on which the component was deinstalled
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Table 6-5 System Changes Table Contents

Column Name Description

Syst em Changes A label that indicates the information is from the CURRENT
SYSTEMor PREVI QUS SYSTEM

System I d System identification number

System type Processor that the system uses

System serial nunber Serial number of the system

Host nane Host name of the system

| P address IP address of the system

Be aware of the following information when you view these tables:

* Embedded Support Partner gathers hardware configuration data from only the
following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.

* For SGI Challenge servers and Silicon Graphics Onyx workstations, detailed
information about the boards that are installed is not available. This impacts the
hardware changes table as follows:

— Ifaboard is replaced with the same type of board in the same slot, Embedded
Support Partner does not detect the change.

- Ifaboard is moved to a new slot, Embedded Support Partner detects the
change.

¢ When you deinstall a hardware component, Embedded Support Partner reports
that all subcomponents of the part are deinstalled.

e If you replace a module with a new module that contains the boards from the
previous module, Embedded Support Partner reports that the components were
deinstalled and then installed again.

* The software installation time is always shown as 12:00 midnight GMT (adjusted
for the local time zone) of the day that the software was installed.

¢ Embedded Support Partner registers two events when hardware and software
components are replaced. One event is for the deinstallation of the previous
component, and the other event is for the installation of the new component.
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Viewing the Part Changes Information

220

The part changes information shows all locations in which a specific part has been
installed.

Perform the following procedure to view the part changes information:

1.

2
3.
4

Click on the Syst em I nf or mat i on tab.
Click on the Part Changes button in the SYSTEM | NFORMATI ON section.
Enter the serial number of the part in the field. (Refer to Figure 6-8.)

Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 6-8.)



Viewing the Part Changes Information

SYSTEM INFORMATION = Part Changes

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

Enterthe serial number of the part for which youwould like to see changes thistory):

DJv958

Tip: For part serial number informatian, please refer to the SYSTEM INFORMATION: Hardware,

Choose a database:

Database Name StartDate | End Date

¢ | Active Database 052741993 | Curent

Figure 6-8 Viewing the Part Changes Information (Page 1 [Graphical Interface])
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5. Click on Accept .

The interface displays a table that contains all locations in which the part has been
installed. (Refer to Figure 6-9; Table 6-6 describes the information that the table contains.)

SYSTEM INFORMATION = Part Changes

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

jon Setial | p.:. Instal  Deinstal
Name Location Part Number Number ERewswn Date Date
PIMM_2XT5_{MB {NA  D13-1896-001 DJY958 E 052711999 | 0

Figure 6-9 Viewing the Part Changes Information (Page 2 [Graphical Interface])

Table 6-6 Part Changes Table Contents

Column Heading Description

Nane Name of the part

Locati on Location at which the part was installed

Part Nunber Part number for the part

Serial Nunber Serial number of the part

Revi si on Revision level of the part

Install Date Date on which the part was installed in this location
Dei nstal |l Date Date on which the part was removed from this location
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Viewing the Events that Have Been Registered

Embedded Support Partner logs all of the events that it registers. To view this
information, click on the Syst em | nf or mat i on tab and then click on the Event s

Regi st er ed button in the SYSTEM | NFORMATI ONsection. Figure 6-10 shows the page that
you use to view the information about registered events.

SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need current event setup informatian, refer to SETUP: Events: View Current Setup,

Enterthe date(s) for which vou want system events information;

From: (081998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

& AllSystem Events Displays all events that have occurred on the system within the
range of the selected dates.

< Specific System Event Displays selected events that have occurred on the system within
the range of the selected dates.

& System Evants by Displays events in the selected class that have occurred onthe
Class system within the range of the selected dates,

Figure 6-10  Options for Viewing Events that Have Been Registered (Graphical Interface)
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Using the All System Events Option

The All System Event s option displays all events that have been registered within the
range of dates that you specify.

Perform the following procedure to use the Al | Syst em Event s option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Event s Regi st er ed button in the SYSTEM | NFORVATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 6-11.)

Click on the radio button next to the Al | Syst em Event s option. (Refer to
Figure 6-11.)

SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need current event setup informatian, refer to SETUP: Events: View Current Setup,

Enterthe date(s) for which vou want system events information;

From: (081998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

AllSystem Events Displays all events that have occurred on the system within the
range of the selected dates.

< Specific System Event Displays selected events that have occurred on the system within
the range of the selected dates.

& System Evants by Displays events in the selected class that have occurred onthe
Class system within the range of the selected dates,

Figure 6-11  Using the All System Events Option (Page 1 [Graphical Interface])

5.
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Click on Accept .
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The interface displays a table of all events that have been registered within the range of
dates that you specified. (Refer to Figure 6-12; Table 6-7 describes the information that
the table contains.)

SYSTEM INFORMATION = Events Registered = All System Events

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
System IP type L IP22
System IP address . 150166415
Class of Event . All events
Page 1 of2
Event First Last Event
Doy i e Description ae Occurrence | Occurrence © Count
1 System Software 0200104 ¢ 0BA01A1933 0E/A1/41233 1
Configuration ¢ installed 15:54:04 15:54:04
2 System Software 0200105 0BA01A1993 0E/A1/41233 1
Configuration | de—installed 15:54:04 15:54:04
3 Availability Controlled 0e0001E : 0640141993 0E/A1/41233 1
shutdown (1) 15:54:23 15:54:23
4 Availability Controlled 0e0001E | 0640141999 0E/A1/41233 1
shutdown (1) 16:12:32 16:12:32
] Availability Controlled 0e0001E : 0640141993 0E/A1/41233 1
shutdown (1) 16:28:22 16:28:22
& Availability Controlled 0e0001E | 0640141999 0E/A1/41233 1
shutdown (1) 16:44.27 16:44.27
7 Performance | High collision | 0xP0004E : 080341999 0640341993 i
rate in packet 11:50:09 11:50:09
sends
2 Performance | High collision | 0xP0004E : 080341999 0640341993 i
rate in packet 12:24:13 12:24:13
sends

Figure 6-12  Using the All System Events Option (Page 2 [Graphical Interface])
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Table 6-7 Table Contents for the All System Events Option

Column Heading Description

No. Index number within the table

Event O ass The class in which the event belongs

Event Description Brief description of the event

Event 1D Unique identification number for the event

First Cccurrence Date and time at which the event was first registered
Last Cccurrence Date and time at which the event was last registered
Event Count Number of times that the event occurred

Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Using the Specific System Event Option

The Speci fic System Event option displays all event registrations for a specific event
within the range of dates that you specify.

Perform the following procedure to use the Speci fi ¢ System Event option:

1.

Click on the Syst em I nf or mat i on tab.

2. Click on the Event s Regi st er ed button in the SYSTEM | NFORMATI ON section.

3. Specify the range of dates that you want to view. (Refer to Figure 6-13.)



Viewing the Events that Have Been Registered

4. Click on the radio button next to the Speci fi c Syst em Event option. (Refer to
Figure 6-13.)

SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need current event setup informatian, refer to SETUP: Events: View Current Setup,

Enterthe date(s) for which vou want system events information;

From: (081998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

4 AllSystem Events Displays all events that have occurred on the system within the
range of the selected dates.

4 Specific System Event Displays selected events that have occurred on the system within
the range of the selected dates.

4 System Events by Displays events in the selected class that have occurred onthe
Class system within the range of the selected dates,

Figure 6-13  Using the Specific System Event Option (Page 1 [Graphical Interface])
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5. Choose the class that contains the event that you want to view. (Refer to
Figure 6-14.)

SYSTEM INFORMATION = Events Registered = Specific System Event

Choose an event class:

Figure 6-14  Using the Specific System Event Option (Page 2 [Graphical Interface])

6. Click on Accept .
7. Choose the event that you want to view. (Refer to Figure 6-15.)

SYSTEM INFORMATION = Events Registered = Specific System Event

Choose an event from class Availability.

Figure 6-15  Using the Specific System Event Option (Page 3 [Graphical Interface])

228



Viewing the Events that Have Been Registered

8. Click on Accept .

The interface displays a table that shows all registrations of the event within the dates
that you specified. (Refer to Figure 6-16; Table 6-8 describes the information that the table

contains.)

SYSTEM INFORMATION = Events Registered = Specific System Event

System name . hello.csd.sgi.com
System D . BANGSACA

System serial number : 080063089ACA

System IP type L IP22

System IP address . 150166415

Class of Event . Availability

Event Description . Controlled shutdown (1)
Event ID : 0x20001E

Page 1 of1
0. First Event Occurrence Last Event Occurrence | Event Count
0640141999 15:54:23 0640141999 15:54:23 1
0640141993 16:12:32 0640141993 16:12:32 1
0640141999 16:28:22 0640141999 16:28:22 1
0640141999 16:44:27 0640141999 16:44:27 1
0640341999 14:36:04 0640341999 14:36:04 1

Figure 6-16  Using the Specific System Event Option (Page 4 [Graphical Interface])

Table 6-8 Table Contents for the Specific System Event Option

Column Heading

Description

No.

Index number within the table

First Event Cccurrence  Date and time at which the event was first registered

Last Event Cccurrence Date and time at which the event was last registered

Event Count

Number of times that event occurred for that registration
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Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.
¢ Use the single-right-arrow icon to move to the next group of pages.

¢ Use the double-right-arrow icon to move to the last group of pages.

¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

System Events by Class Option

The Syst em Events by O ass option displays all registrations of events in a specific
class.

Perform the following procedure to use the Syst em Events by O ass option:

1. Click on the Syst em I nf or mat i on tab.

2. Click on the Event s Regi st er ed button in the SYSTEM | NFORVATI ON section.

3. Specity the range of dates that you want to view. (Refer to Figure 6-17.)
4

Click on the radio button next to the Syst em Events by O ass option. (Refer to
Figure 6-17.)
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SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need current event setup informatian, refer to SETUP: Events: View Current Setup,

Enterthe date(s) for which vou want system events information;

From: (081998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

4 AllSystem Events Displays all events that have occurred on the system within the
range of the selected dates.

4 Specific System Event Displays selected events that have occurred on the system within
the range of the selected dates.

4 System Events by Displays events in the selected class that have occurred onthe
Class system within the range of the selected dates,

Figure 6-17  Using the System Events by Class Option (Page 1 [Graphical Interface])
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5. Choose the event class. (Refer to Figure 6-18.)

SYSTEM INFORMATION = Events Registered = System Events by Class

Choose an event class:

Figure 6-18  Using the System Events by Class Option (Page 2 [Graphical Interface])
6. Click on Accept .
The interface displays information about all events from the selected class that were

registered between the dates that you specified. (Refer to Figure 6-19; Table 6-9 describes
the information that the table contains.)
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SYSTEM INFORMATION = Events Registered = System Events by Class

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
System IP type L IP22
System IP address . 150166415
Class of Event . Availability
Page 1 of1
Event First Event Last Event Event
L2 Description ae Occurrence Occurrence Count
1 Controlled 0e0001E | 0640141999 0E/A1/41233 1
shutdown (1) 15:54:23 15:54:23
2 Controlled 0e0001E : 0640141993 0E/A1/41233 1
shutdown (1) 16:12:32 16:12:32
3 Controlled 0e0001E | 0640141999 0E/A1/41233 1
shutdown (1) 16:28:22 16:28:22
4 Controlled 0e0001E : 0640141993 0E/A1/41233 1
shutdown (1) 16:44.27 16:44.27
] Controlled 0e0001E | 0640341993 0E/A3H1233 1
shutdown (1) 14:36:04 14:36:04

Figure 6-19  Using the System Events by Class Option (Page 3 [Graphical Interface])

Table 6-9 Table Contents for the System Events by Class Option

Column Heading

Description

No.

Event Descri ption
Event ID

First Event Cccurrence
Last Event Cccurrence

Event Count

Index number in the table

Brief description of the event

Unique identification number for the event
Date and time that the event was first registered
Date and time that the event was last registered

Number of times that the event occurred
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Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.
¢ Use the single-right-arrow icon to move to the next group of pages.

¢ Use the double-right-arrow icon to move to the last group of pages.

¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Viewing Information about the Actions Taken

Embedded Support Partner logs all of the actions that it performs. To view this
information, click on the Syst em | nf or mat i on tab and then click on the Act i ons Taken
button in the SYSTEM | NFORMATI ON section. Figure 6-20 shows the page that you use to
view the information about actions taken.

SYSTEM INFORMATION = Actions Taken

Enterthe date(s) for which vou want system events information;

From: (081998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

& All Actions Taken Displays all actions that were taken on the system and
events that trignered these actions.

& Actions Takenfora Displays actions taken for a specific event only,
Specific Event

Figure 6-20  Options for Viewing the Actions that Have Been Taken (Graphical Interface)
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Using the All Actions Taken Option

The Al 1 Actions Taken option displays all actions that have been taken within the
range of dates that you specify and the events that caused the actions to occur.
Perform the following procedure to use the Al | Acti ons Taken option:

1. Click on the System I nf or mati on tab.

2. Click on the Acti ons Taken button in the SYSTEM | NFORMATI ON section.

3. Specity the range of dates that you want to view. (Refer to Figure 6-21.)
4

Click on the radio button next to the Al | Acti ons Taken option. (Refer to
Figure 6-21.)

SYSTEM INFORMATION = Actions Taken

Enterthe date(s) for which vou want system events information;

From: (05201998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

4] All Actions Taken Displays all actions that were taken on the system and
events that trignered these actions.
4 Actions Takenfora Displays actions taken for a specific event only,
Specific Event

Figure 6-21  Using the All Actions Taken Option (Page 1 [Graphical Interface])
5. Click on Accept .
The interface displays a table that contains information about all of the actions that were

taken between the dates that you specified. (Refer to Figure 6-22; Table 6-10 describes the
information that the table contains.)
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SYSTEM INFORMATION = Actions Taken = All Actions Taken

System name . hello.csd.sgi.com

System D . BANGSACA

System serial number : 080063089ACA

System IP type L IP22

System IP address . 150166415

Class of Reports . All Actions

Page 1 of1
Event Action : Time of
No. | Event Class Description Event ID Description Action Taken Action
i User Process BDA Wotify Ausrhinsssnotify | 05/2241999
killed {limit sysadminon i A "ALERT: 212408
exceeded) console Process
[sschttpd] pid
4286 killad:
[rocess or
stack limit
exceeded"”
2 i System Software 0200104 | Matify Ausrhin/ssnotify © 05/24/1999
Configuration | installed sysadminon : -A 16:26:13
console
3 | System Software 0200105 | Matify Ausrhin/ssnotify © 05/24/1999
Configuration | de-installed sysadminon : -A 16:26:14
console

Figure 6-22  Using the All Actions Taken Option (Page 2 [Graphical Interface])

Table 6-10 Table Contents for the All Actions Taken Option

Column

Description

No.

Event C ass

Event Descri ption
Event ID

Action Description
Action Taken

Time of Action

Index number in the table

Class of the event to which the action is assigned

Description of the event to which the action is assigned
Identification number of the event to which the action is assigned
Description of the action that was taken

Description of the command that the action performed

Date and time that the action was taken
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Each page contains ten actions. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Using the Actions Taken for a Specific Event Option

The Actions Taken for a Specific Event option displays all actions that were taken
for a specific event within the range of dates that you specify.

Perform the following procedure to use the Acti ons Taken for a Specific Event
option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Acti ons Taken button in the SYSTEM | NFORMATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 6-23.)

Click on the radio button next to the Acti ons Taken for a Specific Event
option. (Refer to Figure 6-23.)
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SYSTEM INFORMATION = Actions Taken

Enterthe date(s) for which vou want system events information;

(mméddanyyy) (mméddanyyy)

Choose one of the following options:

4 All Actions Taken Displays all actions that were taken on the system and
events that trignered these actions.
4] Actions Takenfora Displays actions taken for a specific event only,
Specific Event

Figure 6-23  Using the Actions Taken for a Specific Event Option (Page 1 [Graphical Interface])

5. Choose the class that contains the event that you want to view. (Refer to
Figure 6-24.)

SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

Choose an event class:

Figure 6-24  Using the Actions Taken for a Specific Event Option (Page 2 [Graphical Interface])

6. Click on Accept .
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7. Choose the event. (Refer to Figure 6-25.)

SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

Choose an event from class System Configuration:

Figure 6-25  Using the Actions Taken for a Specific Event Option (Page 3 [Graphical Interface])

8. Click on Accept .

The interface displays a table that lists all of the actions taken for the event between the
dates that you specified. (Refer to Figure 6-26; Table 6-11 describes the information that
the table contains.)
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SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

System name . hello.csd.sgi.com
System D . BANGSACA
System serial number : 080063089ACA
System IP type L IP22

System IP address . 150166415

Class of Reports . All Actions Taken for Specific Event

Page 1 of1
Event Action : Time of
Event Class Description Event ID Description Action Taken Action
System Software 0200104+ Matify Ausrhin/ssnotify | 05/24/1999
Configuration | installed sysadminon § -A 16:26:13
console

Figure 6-26  Using the Actions Taken for a Specific Event Option (Page 4 [Graphical Interface])

Table 6-11 Table Contents for the Actions Taken for a Specific Event Option

Column Description

No. Index number in the table

Event O ass Class of the event to which the action is assigned

Event Description Description of the event to which the action is assigned

Event 1D Identification number of the event to which the action is assigned
Action Description Description of the action that was taken

Action Taken Description of the command that the action performed

Time of Action Date and time that the action was taken
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Each page contains ten actions. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.
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If you use the diagnostics that are included in the Internal Support Tools 2.0 or later
releases, Embedded Support Partner monitors the diagnostics that you run on a system.
Perform the following procedure to view a report of the diagnostic results:

1. Click on the Syst em | nf or mat i on tab.

2. Click on the Di agnosti cs Resul t s button in the SYSTEM | NFORMATI ON section.

3. Specify the starting date (in the Fr omfield) and ending date (in the To field) of the
range of dates for which you want to view diagnostic results. (Refer to Figure 6-27.)

Note: To view diagnostic results from a specific day, enter that date in both fields.

4. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 6-27.)

SYSTEM INFORMATION = Diagnostics Results

System name s annushka.csd.sgi.com
System D . BA0PFETE

System serial number : 08006302FB7E
System IP type (P32

System IP address 1 150,166,159

Display diagnostics results for diagnostics ran

From: (0871998 | To: |oomreigses |
(mméddanyyy) (mméddanyyy)

Figure 6-27  Viewing the Diagnostic Results (Graphical Interface)

5. Click on Accept .

The interface displays a table that contains information about all diagnostics that ran
during the range of time that you specified. (Refer to Figure 6-28; Table 6-12 describes the
information that the table contains.)
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SYSTEM INFORMATION = Diagnostics Results

System name » annushka.csd.sgi.com
System D . BA02FB7E
System serial number : 08006902FB7E
System IP type (IP32
System IP address ;150,166,159
Time period :08/07/1999 - 09/07/1999
Page 1 of1
No. Diagnostic Name Diagnostic Result Diagnostic Result Time

1 sPE)

| PASS

02171993 03:58:09

Figure 6-28  Viewing the Diagnostic Results (Page 2 [Graphical Interface])

Table 6-12 Diagnostic Results Table Contents

Column Heading

Description

No.

Di agnostic Name

Di agnosti c Result

Di agnostic Result
Ti me

Index number within the table

Name of the diagnostic

When one or more tests run as a group under one program (for
example, SVP), the total number of tests run is shown in
parentheses next to the diagnostic name; for example:

SVP (86) indicates that 86 tests ran under SVP

Result of the diagnostic: PASS, FAI L, or COVPLETE
PASS indicates that the diagnostic completed successfully
FAI L indicates that the diagnostic failed

COWVPLETE indicates that multiple tests ran and one or more of
them failed and the others passed

Time at which the diagnostic completed testing

When multiple tests run under one diagnostic (for example, SVP),
this column indicates the time at which all tests completed
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Each page contains ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.



Viewing the Availability Information

Viewing the Availability Information

The avai | ron component of Embedded Support Partner tracks system availability. To
view this information, click on the Syst em | nf or mat i on tab and then click on the
Avai | ability button in the SYSTEM | NFORMATI ON section.

Figure 6-29 shows the page that you use to view the information about system
availability. This page displays the total availability (in percent) of the system and the
mean time between interrupts (MTBI) in minutes and enables you to select which type
of availability information to view.

SYSTEM INFORMATION = Availahility

- Total Avallanility (%) = 99.79

. MTBI (min) = 2410

Enter the time period forwhich you want availability information:

From: | | To [oentngee |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

Civerall Availahility Displays all statistical availahility information for the localhost,
such as MTEI, Average Uptime etc. This is a detailed
summary on the availahility of the svstem.

& Availability Events List Displays detailed information of all availahility events.

Selection of each eventis also allowed if more detail is
required.

Figure 6-29  Options for Viewing System Availability Information (Graphical Interface)
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Using the Overall Availability Option

The Overal | Avai |l abi | i ty option provides general availability information about the
system.

Perform the following procedure to use the Overal | Avai | abi | ity option:

1. Click on the Syst em I nf or mat i on tab.

2. Click on the Avai | abi | i t y button in the SYSTEM | NFORVATI ON section.

3. Specity the range of dates that you want to view. (Refer to Figure 6-30.)
4

Click on the radio button next to the Overal | Avai | abi | i ty option. (Refer to
Figure 6-30.)

SYSTEM INFORMATION = Availahility

| Total Avallability (%) = 99.78

TBI {min) = 2410

Enter the time period forwhich you want availability information:

From: (05201998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

Civerall Availahility Displays all statistical availahility information for the localhost,
such as MTEI, Average Uptime etc. This is a detailed
summary on the availahility of the svstem.

& Availability Events List Displays detailed information of all availahility events.

Selection of each eventis also allowed if more detail is
required.

Figure 6-30  Using the Overall Availability Option (Page 1 [Graphical Interface])
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5. Click on Accept .

The interface displays a table that contains the overall availability information about the

system. (Refer to Figure 6-31; Table 6-13 describes the information that the table
contains.)

SYSTEM INFORMATION = Availahility = Overall Availahility

System name . hello.csd.sgi.com
Database : ssth
Mumber of records @ 12
Data start time » ThuMay 20 22:12:29 1999
Data end time : ThuJun 3 14:32:59 1939
- Domrt‘i}me mﬁ)l Avail;obility
ervice action 2 3 o557 | 9987
uparade software i 4 0689
administrative: reboot il 34 2ran
otal 2 3 o557 | 9987
verage uptime 2554 minutes (1 day 18 hrs 34 mins)
past uptime 13 minutes
st uptime 5784 minutes (4 days 24 mins)
verage downtime 3 minutes
east downtime 2 minutes
ost downtime 4 minutes
ogaing started at ThuMay 20 18:08:36 1999
asthoot at ThuJun3 14:35:26 1999
- System has heen up for 11386 minutes {7 days 21 hrs 46 mins)

Event Availahility Information

Figure 6-31  Using the Overall Availability Option (Page 2 [Graphical Interface])
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Table 6-13 Overall Availability Information

Row

Description

Service Action

Tot al

Average uptine
Least uptine

Most upti nme

Aver age downti ne
Most downti me
Least downtine
Loggi ng started at
Last boot at

System has been up for

Information about each service action performed on the system

The following information is displayed for each service action:
count, downtime due to the service action (in minutes), mean
time between interrupts (in minutes), and availability percentage

Information about the total downtime for service actions on the
system

A total is displayed for the following categories: count,
downtime (in minutes) due to the action, mean time between
interrupts (in minutes), and availability percentage

Average uptime between availability events
Shortest uptime between availability events
Longest uptime between availability events
Average downtime

Longest downtime

Shortest downtime

Date and time when availability monitoring started
Date and time of the last system boot

Amount of time that the system has been up since the last boot
(in minutes)

Clickonthe Event Availability I nfornmationlinkatthebottom of the page to display
a list of all availability events that occurred between the dates that you specified. (Refer
to Figure 6-32; Table 6-14 describes the information that the table contains.)
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SYSTEM INFORMATION = Availahility = Event Availahility Information

System name

. hello.csd.sgi.com

Database : ssth

Mumber of records @ 12

Data start time » ThuMay 20 22:12:29 1999

Data end time : ThuJun 3 14:32:59 1939

Page 1 of2

Start Time | Incident Time lf[ﬁ,ltiir':;e DoE:.lr;r':;ime Reason
181)2?321 %925 22?2;:]3[;1 %925 &0 ¢ Cumiled sfr}':?n"ém
22?22?0? %925 16r\:z1201r:13r¥1 %9251 ssid ¢ Commled sfr}':?n"ém
16[\:}120;:]3[:1 %9251 og\ﬁﬂg %925 ke ¢ Cumiled sfr}':?n"ém
ogvgezdorg %925 11:T2T:13r:1 %92; IeEY ¢ Commled sfr}':?n"ém
11?22?521 %92; 15?5%?321 %92; 48 ¢ Cumiled sfr}':?n"ém
13:2?:221 %925 14:0?121 %925 &5 ¢ Cummled sfr}':?n"ém
14:0F3r:i0r$1 %925 15:2F1r:i2r;1 %925 i ¢ Cumiled sfr}':?n"ém
15:2F5r:i3r;1 %925 15:5[1?2 15391 SIS 2 Cummled sfr}':?n"ém
1552@35591 1610@515591 3 2. Cumimled sfr}':?n"ém

Figure 6-32  Using the Overall Availability Option (Page 3 [Graphical Interface])
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Table 6-14 Availability Event Information for the Overall Availability Option

Column

Description

Start Tine

I nci dent Tinme

Uptime (mn)

DownTi ne (m n)

Reason

Specifies the time that the system was brought up before the
incident occurred

Specifies the time at which the incident that caused the downtime
occurred

Specifies the number of minutes that the system was up before the
incident occurred

Specifies the number of minutes that the system was down
because of the incident

Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to
Figure 6-33)

Each page contains ten availability events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.

® Use the single-right-arrow icon to move to the next group of pages.

* Use the double-right-arrow icon to move to the last group of pages.

*  Use the single-left-arrow icon to move to the previous group of pages.

* Use the double-left-arrow icon to move to the first group of pages.
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F

SYSTEM INFORMATION = Availahility = Event Summary Information

Internet address . hello.csd.sgi.com
Reasonfor shutdown : Controlled shutdawn (3)
Starttime . Thu May 20 18:02:36 1999
Incident time » ThuMay 20 22:12:29 1999
Re—start time . Thu May 20 22:23.04 1999
Uptime . 250 minutes (4 hrs 10 mins)
Downtime © 4 minutes

igure 6-33  Using the Overall Availability Option (Page 4 [Graphical Interface])

Using the Availability Events List Option

The Avai l abi | ity Events List option provides detailed information about all
availability events that occurred on the system between the dates that you specify.

Perform the following procedure to use the Overal | Avai | abi | i ty option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Avai | abi | i t y button in the SYSTEM | NFORVATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 6-34.)

Click on the radio button next to the Avai | abi I ity Events List option. (Refer to
Figure 6-34.)
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SYSTEM INFORMATION = Availahility

- Total Avallanility (%) = 99.79

. MTBI (min) = 2410

Enter the time period forwhich you want availability information:

From: (05201998 | To: [oeniciges |
(mméddanyyy) (mméddanyyy)

Choose one of the following options:

& Civerall Availahility Displays all statistical availahility information for the localhost,
such as MTEI, Average Uptime etc. This is a detailed
summary on the availahility of the svstem.

Availability Events List Displays detailed information of all availahility events.

Selection of each eventis also allowed if more detail is
required.

Figure 6-34  Using the Availability Events List Option (Page 1 [Graphical Interface])
5. Click on Accept .

The interface displays a list of all availability events that occurred during the range of
dates that you specified. (Refer to Figure 6-35; Table 6-15 describes the information that
the table contains.)



Viewing the Availability Information

SYSTEM INFORMATION = Availahility = Event Availahility Information

System name

. hello.csd.sgi.com

Datahase . s3th
Mumber of records ;12
Data start time » ThuMay 20 22:12:29 1999
Dataend time » ThuJun 3 14:32:53 1993
Page 1 of2
: : : Uptime ;| DownTime
Start Time Incident Time min) min) Reason
Thu May 20 Thu May 20 Event
1908361909 | 2218301999 o0 4| Gl Summary
Thu May 20 Iaon May 24 Event
0003041999 | 1621311909 | 00 4 Gl Summary
Iaon May 24 Wed May 26 Event
1605341909 | 0017461999 o102 4| Gl Summary
Wed May 26 Thu May 27 Event
0022081999 = 1121341909 | O 4 Gl Summary
Thu May 27 Thu May 27 Event
1105591909 | 1550381999 00 4| Gl Summary
FriMay 28 FriMay 28 Event
1204121909 | 1400151399 OO ¢y Gl Summary
FriMay 28 FriMay 28 Event
1403011999 | 15:21:26 1999 (i 4| Gl Summary
FriMay 28 Tuedun1 Event
1505321909 | 1550151999 @ 10 2y Gl Summary
Tuedun1 Tuedun1 Event
1552391999 | 16:10:22 1999 ik 2] Gl Summary
Figure 6-35  Using the Availability Events List Option (Page 2 [Graphical Interface])
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Table 6-15

Availability Event Information for the Availability Events List Option

Column

Description

Start Tinme

I ncident Tinme

Uptime (mn)

DownTi ne (m n)

Reason

Specifies the time that the system was brought up before the
incident occurred

Specifies the time at which the incident that caused the downtime
occurred

Specifies the number of minutes that the system was up before the
incident occurred

Specifies the number of minutes that the system was down
because of the incident

Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to
Figure 6-36)

Each page contains ten availability events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Figure 6-36
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Use the numbers at the bottom of the page to select the corresponding pages.

Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

SYSTEM INFORMATION = Availahility = Event Summary Information

Internet address
Reason for shutdown
Starttime

Incident time
Re—start time
Uptime

Downtime

. Controlled shutdown (1)

: Wed May 26 09:22:02 1993

» ThuMay 27 11:21:34 1999

» ThuMay 27 11:25:59 1999

. 1559 minutes (1 day 1 hr59 mins)

Using the Availability Events List Option (Page 3 [Graphical Interface])



Chapter 7

System Group Manager Mode

System Group Manager mode enables Embedded Support Partner to access all systems
in a system group. You can use System Group Manager mode to:

* Subscribe and unsubscribe events from any system in the group (When you
subscribe an event from a system, the Single System Manager on the system
forwards any occurrences of the event to the System Group Manager on the group
manager.)

* Set up actions on the group manager system to respond to events from any system
in the group

*  Monitor services (for example DNS) on any system in the group.
* View hardware and software configuration information for any system in the group

(You must subscribe configuration events for the systems.)

Figure 7-1 shows an example of Embedded Support Partner in System Group Manager
mode with four systems.
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Group
Manager

System 1 System 2

System 3 System 4

Figure 7-1 Embedded Support Partner in System Group Manager Mode (Block Diagram)
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Use the graphical interface in System Group Manager mode to perform the following
activities on systems in the group:

Set up Embedded Support Partner, including the following parameters:

Global parameters

Event parameters

Action parameters

Notification parameters
Availability monitoring parameters

Performance monitoring parameters

View the following information for one or more of the system(s):

The hardware that is installed on the system(s) on a specific date and at a
specific time

The software that is installed on the system(s) on a specific date and at a specific
time

Any system changes that have occurred within a specified time period
Any system events that have occurred
Any system actions that have been taken

System availability information

Archive a database to conserve disk space and delete database archives that you no
longer need
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Starting Embedded Support Partner in System Group Manager Mode
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Embedded Support Partner in System Group Manager mode is available only with a
graphical interface. You can start it with the Enbedded_Support _Part ner icon or the
| aunchESPar t ner command.

System Group Manager mode uses a nodelocked license. When the free 120-day trial
license expires, Embedded Support Partner does not allow you to use System Group
Manager mode. When this occurs, you must purchase a permanent license to continue
using System Group Manager mode. You can use Key-O-Matic on the SGI Web site
(www.sgi.com) to obtain a permanent license, or you can contact your local SGI support
office for more information about purchasing a permanent license.

Using the Embedded_Support_Partner Icon

1. Choose Find -> Support Tool s in the Tool chest menu. (Refer to Figure 7-2.)

Desktop 3
Selected 3
Internet
Find 8 Search For Files
Svstem [ File QuickFind

Help 3 Host GuickFind
Demos

lcon Catalog
Applications

Collaboration
ControlPanels
Datalransiators
Demos
Desktopfools
Developeriagic
Mediafools
Printing
SupportTools |
WebTools
Whatshlew

Figure 7-2 Toolchest Menu
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The | con Cat al og application opens in the Support Tool s category. (Refer to
Figure 7-3.)

Page Selecled Sort  VWew

SupportTools

Figure 7-3 Icon Catalog

2. Double-click on the Enbedded_Support _Part ner icon.

Netscape displays the Embedded Support Partner opening page. (Refer to
Figure 7-4.)
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File Edit View Go Communicalor

Back  Fomward Reload Home Search Guide Print  Security Stop sgl

» A

2 £ = S

RO AT ey e —
Embedded Support Partner sgt”

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System 4

|

Accept

Figure 7-4 Embedded Support Partner Graphical Interface Opening Page

3. Choose Group of Systens for the Sel ect the type of system manager option.

4. Specify the system that you want to access:

Click on the Local Syst emradio button to connect to the local host (the system
on which you started Embedded Support Partner). (Refer to Figure 7-5)

Click on the Renot e Syst emradio button to connect to a remote system. Enter
the name of the system or IP address of the system in the field. (Refer to
Figure 7-6.)
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File Edit View Go Communicalor Help

s a a B < &£ @B sgi“

Back  Fomward Reload Home Search Guide Print  Security Stop

R T =y v w—
Embedded Support Partner sgi

Select the type of system manager. | Group of Systems =

Select which system you'd like to connect to;

Local System localhost

Figure 7-5 Connecting to System Group Manager Mode on the Local System
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File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop sgl

RO AT ey e —
Embedded Support Partner sgt”

Select the type of system manager. | Group of Systems =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System ¢

Accept

|

Figure 7-6 Connecting to System Group Manager Mode on a Remote System
5. Click on Accept .

The Embedded Support Partner interface appears in System Group Manager mode.
(Refer to Figure 7-7.) Use this interface to:

Set up Embedded Support Partner in System Group Manager mode (Refer to

Chapter 8, “Setting Up Embedded Support Partner in System Group Manager
Mode.”)

View information from the systems in the system group (Refer to Chapter 9,

“Using Embedded Support Partner in System Group Manager Mode to View
Information about the Systems.”)
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: File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop

E bl BOOKmaTkS@Location:; -
| Embedded Support Partner ol

Overview

Cverview

This session is connected to the System Group Manager (SGM) that is running on lobos.csd.sgicom.

The SGM contrals the SGI Embedded Support Partner for all systems included in a system group. It enables you to
configure all parameters and view information collected from the systems.

Use the 3GM to perform the following functions on one or mare systems in the system group that is controlled by
labos.csd.sgl.com:

o Setup the SGI Embedded Support Partner software, including the following parameters:
o Glohal parameters
o Event parameters
o Action parameters
o Motification parameters
o System monitoring parameters
o Availahility monitoring parameters
o Performance manitoring parameters
® VYigw the following information one or more of the system(s):
o The hardware that is installed on the system(s) at a specific date and time
o The software that is installed on the svstem(s) at a specific date and time
o Any system changes that have occurred within a specified time period
o Any system events that have occurred
o Any system actions that have heen taken
o System availahility informatian
® Archive a datahase to conserve disk space and delete database archives that you no longer need

|§| \Document: Done.

Figure 7-7 System Group Manager Mode Interface
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Using the launchESPartner Command

Perform the following procedure to start Embedded Support Partner in System Group
Manager mode with the | aunchESPar t ner command:

1. Enter the | aunchESPart ner command.

Netscape displays the Embedded Support Partner opening page. (Refer to
Figure 7-8.)

File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fonward Reload Home Search  Guide Print  Security Stop sgl

<& ockmarks 4 Locaton: [rcep /Leeatnest o6 finasw vemt ] |
Embedded Support Partner sgi-

Select the type of system manager, | Single System =

Select which system you'd like to connect to;

Local System ¢ localhost

Remate System 4

Accept

Figure 7-8 Embedded Support Partner Graphical Interface Opening Page

2. Choose Group of Systens for the Sel ect the type of system manager option.
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3. Specify the system that you want to access:

® C(lick on the Local Systemradio button to connect to the local host (the system
on which you started Embedded Support Partner). (Refer to Figure 7-9.)

® C(lick on the Renpt e Syst emradio button to connect to a remote system. Enter
the name of the system or IP address of the system in the field. (Refer to
Figure 7-10.)

File Edit View Go Communicalor Help

5 3 2 £ S & B sgi|

Back  Fomward Reload Home Search Guide Print  Security Stop

w§” Bookmarks & Location: ;‘
Embedded Support Partner sgi’

Select the type of system manager. | Group of Systems =

Select which system you'd like to connect to;

Local System localhost

Figure 7-9 Connecting to System Group Manager Mode on the Local System
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File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop sgl

RO AT ey e —
Embedded Support Partner sgt”

Select the type of system manager. | Group of Systems =

Select which system you'd like to connect to;

Local System ¢ localhost
Remate System ¢

Accept

|

Figure 7-10  Connecting to System Group Manager Mode on a Remote System

4. Click on Accept .

The Embedded Support Partner interface appears in System Group Manager mode.
(Refer to Figure 7-11.) Use this interface to:

Set up Embedded Support Partner in System Group Manager mode (Refer to
Chapter 8, “Setting Up Embedded Support Partner in System Group Manager
Mode.”)

* View information from the systems in the system group (Refer to Chapter 9,

“Using Embedded Support Partner in System Group Manager Mode to View
Information about the Systems.”)
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: File Edit View Go Communicalor

¢ 3 2 £ = &

Back  Fomward Reload Home Search Guide Print  Security Stop

E bl BOOKmaTkS@Location:; -
| Embedded Support Partner ol

Overview

Cverview

This session is connected to the System Group Manager (SGM) that is running on lobos.csd.sgicom.

The SGM contrals the SGI Embedded Support Partner for all systems included in a system group. It enables you to
configure all parameters and view information collected from the systems.

Use the 3GM to perform the following functions on one or mare systems in the system group that is controlled by
labos.csd.sgl.com:

o Setup the SGI Embedded Support Partner software, including the following parameters:
o Glohal parameters
o Event parameters
o Action parameters
o Motification parameters
o System monitoring parameters
o Availahility monitoring parameters
o Performance manitoring parameters
® VYigw the following information one or more of the system(s):
o The hardware that is installed on the system(s) at a specific date and time
o The software that is installed on the svstem(s) at a specific date and time
o Any system changes that have occurred within a specified time period
o Any system events that have occurred
o Any system actions that have heen taken
o System availahility informatian
® Archive a datahase to conserve disk space and delete database archives that you no longer need

|§| \Document: Done.

Figure 7-11  System Group Manager Interface
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Configuring System Group Manager Mode
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All components of Embedded Support Partner are installed on your system by default;
however, you should perform the following procedure the first time you use Single
System Manager mode to set it up:

1. Configure the Single System Manager on all of the systems that you want to
monitor. (Refer to “Configuring Single System Manger Mode.”)

2. Start the System Group Manager on the system that you want to be the system
group manager. (Refer to “Starting Embedded Support Partner in System Group
Manager Mode.”)

3. Add/update any actions that you want on the system group manager.

4. Subscribe to events from the member systems and update the subscribed events, if
necessary.

When you subscribe to events from the member systems, the Single System
Managers on those systems forward the events to the System Group Manager. The
System Group Manager stores the information about the events in the database on
the system that is running the System Group Manager. This enables you to use the
System Group Manager interface to access information from all of the systems in
the group.
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Manipulating the Database that System Group Manager Mode Uses

Embedded Support Partner logs data in a database on the group manager system as it
registers events and performs actions. You can archive the current database to reduce the
amount of disk space used on the system.

Archiving a Database

Use the espar chi ve command at a UNIX prompt to archive the current database that
Embedded Support Partner is using on a system. The espar chi ve command shuts down
Embedded Support Partner momentarily, compresses the current database to save space,
opens a new database to receive data from Embedded Support Partner, and restarts
Embedded Support Partner.

You must use the root account to execute the espar chi ve command; this command
archives the current database only if it is 10 MB or larger.

Note: Click on the Archi ve Dat abase tab on the interface to view a description of this
process.

Deleting a Database Archive

You can delete database archives that you no longer need.

Warning: When you delete a database archive, the information in the database
archive is permanently lost. You will not be able to view any system information that

was stored in the database archive.

Perform the following procedure to delete a database archive:
1. Click on the Ar chi ve Dat abase tab.
2. Choose the database archive that you want to delete. (Refer to Figure 7-12.)
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Archive Datahase

The database archival option saves disk space by compressing the data in the database, The
compressed data remains accessible for reading or for displaying system infarmation, The
archiving must he done from the command line to preserve data integrity, The archiving program
will shutdown the Embedded Support Partner for a brief period of time and restart after the
archiving is complete, The archiving can he run as root only, To archive the database, run the
command e sparchiwve, The archiving will he done anly if the datahase size is equal to ar
greater than 10 megahytes,

The remove database option deletes a previously archived database that was stored, The data
inthe deleted datahase is no longer available for display.

Choose the database to be deleted: | Datahase Archive Mame(s) =

Delete Datahase

Figure 7-12  Archiving a Database (Graphical Interface)

3. Click on the Del et e Dat abase button.



Chapter 8

Setting Up Embedded Support Partner in System
Group Manager Mode

Use the commands in the SETUP section of the interface to set up the following
components of Embedded Support Partner in System Group Manager mode to monitor
a group of systems:

* Global parameters

¢ Events

e Actions

¢ DPaging parameters

¢ Availability monitoring
* Performance monitoring

e System monitoring

Setting Up Global Parameters

Several global parameters are available for you to customize Embedded Support Partner.

The global parameters are organized into two categories:
*  Web server parameters

¢ Global configuration parameters

Setting Up the Web Server Parameters

The Web server parameters configure the Configurable Web Server that Embedded
Support Partner uses. You can use these parameters to control permission to access
Embedded Support Partner, including the user name and password combination and
host privileges. (All IP addresses are allowed connections to the Web server by default.)
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Figure 8-1 shows the interface page that you use to access the Web server parameters.
Figure 8-2 shows the interface page that you use to specify which systems are allowed or
denied access to the Configurable Web Server. Figure 8-3 shows the interface page that
you use to modify the user name and associated password.

SETUP = Global = Server

Serveridentification  : SGI Configurable Weh Server
Server version 014212402 Jun2 1993
Server port . B5ES

Server Access Permissions

Username & Password Change

Figure 8-1 Web Server Configuration Page

SETUP = Global = Server = Server Access Permissions

Warning: All changes take effect immediately.

Enable access from the systems with Restrict access to the systems with
the following IP addresses: the following IP addresses:

| |l | |||

Figure 8-2 Web Server Access Permissions Page
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SETUP = Global = Server = Userame & Password Change

Warning: All changes take effect immediately.

Change username

Enterold usemame:

Enter new usemame:

| Change Usemame | | Clear |

Change password

Enter old password:

Enter new password:

Re—enter new passward:

| Change Password | | Clearl

Figure 8-3 Web Server User Name and Password Page

Allowing Access to Embedded Support Partner

You can modify access privileges that specify which systems have access rights to
Embedded Support Partner. If you want to restrict access to Embedded Support Partner,
you must set up a “restrict access” list and an “enable access” list. (If you do not set up a
“restrict access” list, all IP addresses can connect to Embedded Support Partner
regardless of the “enable access” list settings because the default configuration allows
connections from all IP addresses if no “restrict access” list exists.)
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The most secure configuration is to set the “restrict access” list to all hosts (*.*.*.*) and set
the “enable access” list to the hosts that you want to have access to Embedded Support
Partner. (For example, set the “enable access” list to 197. *. *. * and the “restrict access”
listto*. *. *. * if you want only the systems with IP addresses that begin with 197 to have
access to Embedded Support Partner.)

Caution: All changes that you make to the “restrict access” and “enable access” lists
immediately take effect. Ensure that you do not set up access lists that prevent your
administration system from connecting to Embedded Support Partner.

Perform the following procedure to add a system to the “enable access” list (refer to
Figure 8-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.

3. Click on the Server Access Perni ssions link.
4

In the field on the left side of the page, enter the IP address of the system that you
want to add to the list.

Note: Entering*. *. *. * indicates that all systems can access the Embedded Support
Partner Web-based interface. You can wildcard any portion of the IP address with an
asterisk (for example, 197. *. *. 2 and 197. 20. 2. *).

5. Click on Add.

Perform the following procedure to remove a system from the “enable access” list (refer
to Figure 8-2):

1. Click on the Set up tab.

2. Click on the Ser ver button in the G obal category of the SETUP section.

3. Click on the Server Access Perni ssions link.
4

In the list of IP addresses on the left side of the page, click on the IP address of the
system that you want to remove from the list.

5. Click on Del et e.
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Perform the following procedure to add a system to the “restrict access” list (refer to
Figure 8-2):

1.

2
3.
4

5.

Click on the Set up tab.
Click on the Ser ver button in the G obal category of the SETUP section.
Click on the Server Access Perni ssions link.

In the field on the right side of the page, enter the IP address of the system that you
want to add to the restricted access list.

Note: Entering *. *. *. * indicates that all systems (except the systems in the “allow
access” list) cannot access the Embedded Support Partner Web-based interface. You
can wildcard any portion of the IP address with an asterisk (for example, 197. *. *. 2
and 197. 20. 2. *).

Click on Add.

Perform the following procedure to remove a system from the “restrict access” list (refer
to Figure 8-2):

1.

2
3.
4

Click on the Set up tab.
Click on the Ser ver button in the G obal category of the SETUP section.
Click on the Server Access Perni ssions link.

In the list of IP addresses on the right side of the page, click on the IP address of the
system that you want to remove from the restricted access list.

Click on Del et e.
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Changing the User Name and Password

Embedded Support Partner requires that you enter a user name and password to access
several features. This protocol ensures that Embedded Support Partner is secure from
unauthorized access.

The default user name is administrator, and the default password is partner. Be sure to
change one or both of these settings the first time that you use Embedded Support
Partner to prevent unauthorized access to your system.

Perform the following procedure to change the user name (refer to Figure 8-3):

SANERS L I

Click on the Set up tab.

Click on the Ser ver button in the G obal category of the SETUP section.

Click on the User nane & Password Change link.

Enter the old user name that you want to change in the Enter ol d user nane field.
Enter the new user name that you want to use in the Enter new user nane field.

Click on Change User nane.

Perform the following procedure to change the password (refer to Figure 8-3):

1
2
3
4.
5
6

Click on the Set up tab.

Click on the Ser ver button in the G obal category of the SETUP section.

Click on the User nane & Password Change link.

Enter the old password that you want to change in the Ent er ol d password field.
Enter the new password that you want to use in the Ent er new passwor d field.

Re-enter the new password in the Re- ent er new passwor d field. (You need to enter
the password twice to ensure that it was typed correctly.)

Click on Change Password.
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Setting the Global Configuration Parameters

The global configuration parameters enable you to globally modify how Embedded

Support Partner handles events and actions. You can specify whether it should log all
events in the database, whether it should require events to occur several times before

they are registered, and whether it should perform actions in response to events.

Figure 8-4 shows the interface page that you use to set up the global configuration

parameters.

SETUP = Global = Glohal Configuration

Log events Fves ONo

This parameter enables or disables global event logging. Select "Yes" to log events inthe SGI
Embedded Support Partner datahase. Select "Mo" if vou do not want to log any events in 3Gl
Embedded Support Partner datahase.

Throttle events Gves ONo

This parameter enables or disables event thrattling for all events. Select "Yes" to require that a
specific number of events must occur before the event is registered in the 3Gl Embedded
Support Partner database. Select "Mo" to register every event in the SGI Embedded System
Partner datahase.

Act on events Oves GNo

This parameter enables or disables SGI Embedded Support Partner actions in respanse to
events, Select "Yes" to specify that the 3Gl Embedded Support Partner should perform actions in
response to all events that occur, Select "Mo" to specify that the SGI Embedded Support Partner

should not respond to events that occur,

Figure 8-4 Global Configuration Parameters Page
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Perform the following procedure to set up the global configuration parameters (refer to

Figure 8-4):
1. Click on the G obal Confi gurati on button in the G obal category of the SETUP
section.
2. Specify whether Embedded Support Partner should log events.
* Setthe Log events parameter to Yes to log events in Embedded Support
Partner database.
* Setthe Log events parameter to No if you do not want to log any events in
Embedded Support Partner database.
3. Specify whether Embedded Support Partner should wait for a specific number of
events to occur before it registers an event.
e SettheThrottle events parameter to Yes to require that a specific number of
events must occur before the event is registered in the Embedded Support
Partner database.
* SettheThrottle events parameter to No to register every event in the
Embedded System Partner database.
4. Specify whether Embedded Support Partner should perform actions when it
registers events.
* Setthe Act on events parameter to Yes to specify that Embedded Support
Partner should perform actions in response to all events that occur.
* SettheAct on events parameter to No to specify that Embedded Support
Partner should not respond to events that occur.
5. Click on Accept .
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Setting Up Events in System Group Manager Mode

Events are conditions that Embedded Support Partner monitors. Embedded Support
Partner includes many default events, and you can also add custom events. Example
events include parity errors, disk full conditions, and nonmaskable interrupts (NMI).
Events are organized into event classes, which allows you to quickly view and update
similar events. Example event classes include availability, system configuration, and
performance.

You can perform the following activities to set up events:

¢ Viewing the current event setup

¢ Updating an existing event

® Subscribing events

¢ Unsubscribing events

Viewing the Current Event Setup

The current event setup defines the events and event classes that are currently configured
in Embedded Support Partner on the systems in the group.

To view the current event setup, click on the Vi ew Current Set up button in the Event s

category of the SETUP section. Figure 8-5 shows the interface page that you should use to
view the current event setup.

SETUP = Events = View Current Setup

Choose one of the following options:

& View Event List Displays all events available an the group system manager.

& ViewClasses Displays all event classes available on the group system manager.

Figure 8-5 View Current Event Setup Options
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Using the View Event List Option

The Vi ew Event Li st option lists all of the events that are currently configured in
Embedded Support Partner on the systems in the group. Use this option to determine
which events are currently available.

Perform the following procedure to view the current event list:

1. Click on the Vi ew Current Setup button in the Event s category of the SETUP
section.

2. Click on the radio button next to the Vi ew Event Li st option. (Refer to Figure 8-6.)

SETUP = Events = View Current Setup

Choose one of the following options:

View Event List Displays all events available an the group system manager.

& ViewClasses Displays all event classes available on the group system manager.

Figure 8-6 Using the View Event List Option (Page 1)

3. Click on Accept .

The interface displays a table that lists all available events, (Refer to Figure 8-7; Table 8-1
describes the information that the table contains.)
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SETUP = Events = View Current Setup

Pape 1 0f53
No. | Class Description Event Description Member Systems
i SC3l SC3l ctrl init failed overdrive.cad.sgi.com
2 SC3l SC3I command timed out overdrive.cad.sgi.com
3 SC3l SC3I hard error overdrive.cad.sgi.com
4 SC3l SC3I hus reset overdrive.cad.sgi.com
5 SC3l SC3I ctrl hAw (sram parity errar) overdrive.cad.sgi.com
[ SC3l SC3I ctrl haw (sram parity errar hankd) overdrive.cad.sgi.com
7 SC3l SC3I ctrl haw (sram parity errar overdrive.cad.sgi.com
hank1i(1)
2 SC3l SC3I ctrl haw (sram parity errar overdrive.cad.sgi.com
hank1){2)
9 SC3l SC3I hus error overdrive.cad.sgi.com
10 18C3l SC3l debug overdrive.cad.sgi.com
128456780910 m »
Figure 8-7 Using the View Event List Option (Page 2)
Table 8-1 Event List Elements
Column Description
No. Index number in the table

Cl ass Description
Event Descri ption

Member Systens

Class to which the event belongs
Description of the event

Systems that are subscribed to monitor the event

Each page contains ten events. Use the symbols at the bottom of the page to navigate
through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.

® Use the single-right-arrow icon to move to the next group of pages (pages 11

through 20 in this example).
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¢ Use the double-right-arrow icon to move to the last group of pages.
¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Using the View Classes Option

The Vi ew O asses option lists all event classes that are currently defined in Embedded
Support Partner. (Event classes organize the individual events into related groups, which
enables you to quickly locate events and easily assign actions to multiple events at the
same time.)

Perform the following procedure to view the current list of event classes:

1. Click on the Vi ew Current Setup button in the Event s category of the SETUP
section.

2. Click on the radio button next to the Vi ew C asses option. (Refer to Figure 8-8.)

SETUP = Events = View Current Setup

Choose one of the following options:

4 View Event List Displays all events available an the group system manager.

& ViewClasses Displays all event classes available on the group system manager.

Figure 8-8 Using the View Classes Option (Page 1)
3. Click on Accept .

The interface displays a table that lists all event classes that are available, (Refer to
Figure 8-9; Table 8-2 describes the information that the table contains.)
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SETUP = Events = View Current Setup

Page 1 of

No. | ClassID : Class Description | Member Systems

i i SC3l overdrive.cad.sgi.com

2 2 |40 overdrive.cad.sgi.com

3 3 Peripheral overdrive.cad.sgi.com

4 4 Power Supply overdrive.cad.sgi.com

5 5 Iemary Parity overdrive.cad.sgi.com

[ [ Wemory ECC overdrive.cad.sgi.com

7 7 System Error overdrive.cad.sgi.com

2 2 System Board overdrive.cad.sgi.com

9 9 WMI overdrive.cad.sgi.com

10 110 File System overdrive.cad.sgi.com

12345673

Figure 8-9 Using the View Classes Option (Page 2)
Table 8-2 Event Class List Elements
Column Description
No. Index number in the table
Cass ID Identification number for the class

Cl ass Description

Menber

Systens

Description of the class

Systems that are subscribed to monitor the class of events
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Each page contains ten event classes. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.

Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Updating an Event

Perform the following procedure to update the information about an event that

Embedded Support Partner should monitor:
1.

Click on the Updat e button in the Event s category of the SETUP section.

2. Choose the system for which you want to update the event. (Refer to Figure 8-10.)

Figure 8-10

3. Click on Accept .

SETUP = Events = Update

Choose a system forwhich you want to update event;

System Name IP Type System Serial Number | IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
deiter.csd.sgi.com P25 3551797 192,06 58,14

Updating an Event (Page 2)

4. Choose the event class to which the event belongs. (Refer to Figure 8-11.)
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SETUP = Events = Update

Choose a class tofind an event that you want to update;

Figure 8-11  Updating an Event (Page 2)

5. Click on Accept .
6. Choose the event that you want to update. (Refer to Figure 8-12.)

SETUP = Events = Update

Choose an event from class Availability.

Figure 8-12  Updating an Event (Page 3)

7. Click on Accept .
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8. Update the parameters for the event. (Refer to Figure 8-13; Table 8-3 describes the
parameters that are available.)

SETUP = Events = Update

Systemname . overdrive.csd.sgi.com

Eventclass . Availahility

Event © Live event

Enterthe number of event occurrences prior to registration with SGI

Embedded Support Partner -

Choose action(s) that is{are) taken as a result of this event:

Tip: Several actions can be selected.
Ifyou cannot find an action that vou need in the list above, add it by using SETUP: Actions:

Figure 8-13  Updating an Event (Page 4)
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Table 8-3 Parameters for Updating an Event

Parameter Description

Enter the nunber of Specifies the number of times an event must occur before a new
event occurrences record is created in the database for it

pr ior to registration A new record is created in the database the first time that an
with SG Enbedded event is registered

Support Partner . ..
PP This parameter specifies how many times the existing record

should be updated before a new record is created

Enter the nunber of Specifies the number of times that an event must occur before
events that nust occur Embedded Support Partner registers the event

before registration

begi ns

9. Choose one or more actions that you want to occur when Embedded Support
Partner registers the event.

Note: If the action list does not contain the action you want to use, use the SETUP >
Actions > Add command to add a new action.

10. Click on Accept .

Subscribing Events from Other Systems

If you want to register events that are detected on other systems in the group, you need
to subscribe to the events on the other systems.

When you subscribe events, Embedded Support Partner on the remote host registers the
events, logs them in its database, performs any actions assigned to the events, and then
forwards the events to Embedded Support Partner on the group manager system. Then,
the Embedded Support Partner on the group manager system registers the events, logs
the events in its database, and performs any actions assigned to the events.

This process creates a central repository of data on the group manager system, which

enables you to access information about all of the systems in the group from a single
interface. You can subscribe to any events that are recognized on the remote hosts.
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Embedded Support Partner uses RPC protocol to communicate with the remote hosts.
The number of hosts that Embedded Support Partner can subscribe depends on the
license that is purchased; Embedded Support Partner cannot subscribe more hosts than
the installed license allows.

Perform the following procedure to subscribe events from a remote host in the group:

1. Click on the Set up tab.

2. Click on the Subscri be/ Unsubscri be button in the Event s category of the SETUP
section.

3. Enter the system for which you want to subscribe the event(s). (Refer to
Figure 8-14.)

Warning: Do not attempt to subscribe the group manager system to a host that is

already subscribed to it. This is an illegal configuration that can cause unexpected
results.

SETUP = Events = Subscribed)nsubscribe
Enter a system name, which you want to subscribe to or

unsubscribe from Support Group Management; deiter.csd.sgi.com |

“Suhscrihel “ Unsuhscrihel |Clear|

Figure 8-14  Subscribing Events (Page 1)

4. Click on Subscri be.

5. Choose the class that contains the event(s) that you want to subscribe. (Refer to
Figure 8-15. The list of classes contains the classes that are available on the remote
host.)
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6.
7.

SETUP = Events = Subscribe/Unsubscribe

Select a class to search for events you would like to (unsubscribe to Support Group Manager:

Figure 8-15  Subscribing Events (Page 2)

Click on Accept .

Select the events that you want to subscribe. (Refer to Figure 8-16. The list of events
contains the events that are available on the remote host; events that you have
already subscribed are not shown in the list.)

Note: For certain classes of events (for example, Avai | abi | i ty), you can subscribe
only the entire class of events. The event list displays Al | Event s as the only
available option for these classes.
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SETUP = Events = Subscribe/Unsubscribe

Select as many events as you want to (unjsubscribe to Support Group Manager:

Figure 8-16  Subscribing Events (Page 3)

8. Click on Accept .

The interface displays a confirmation message that indicates which events were
subscribed and the host for which they were subscribed. (Refer to Figure 8-17.)

SETUP = Events = Subscribe/Unsubscribe

The following events from host deiter.csd.sgi.com have been subscribed for class Performance

® High directory name cache miss rate

Figure 8-17  Subscribing Events (Page 4)
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Unsubscribing Events from Other Systems

You can unsubscribe events that you no longer want Embedded Support Partner to
register from remote hosts.

Perform the following procedure to unsubscribe events:

1. Click on the Set up tab.

2. Click on the Subscri be/ Unsubscri be button in the Event s category of the SETUP
section.

3. Enter the system from which you want to unsubscribe the event(s). (Refer to
Figure 8-18.)

SETUP = Events = Subscribe/Unsubscribe

deiter.csd.sgi.com |

Enter a system name, which you want to subscribe to or
unsuhscribe from Support Group Management;

“Suhscrihel “ Unsuhscrihel |Clear|

Figure 8-18  Unsubscribing Events (Page 1)

4. Click on Unsubscri be.

5. Choose the class that contains the event(s) that you want to unsubscribe. (Refer to
Figure 8-19. The list of classes contains the classes of the events that you have
subscribed; it is generated from data that is stored in the database on the group
manager system.)
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SETUP = Events = Subscribe/Unsubscribe

Select a class to search for events you would like to (unsubscribe to Support Group Manager:

Figure 8-19  Unsubscribing Events (Page 2)

6. Click on Accept .

7. Select the events that you want to unsubscribe. (Refer to Figure 8-20. The list of
events contains the events that you have subscribed; events that you have already
unsubscribed are not shown in the list.)

Note: For certain classes of events (for example, Avai | abi | i ty), you can
unsubscribe only the entire class of events. The event list displays Al | Event s as the
only available option for these classes.
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SETUP = Events = Subscribe/Unsubscribe

Select as many events as you want to (unjsubscribe to Support Group Manager:

Figure 8-20  Unsubscribing Events (Page 3)

8. Click on Accept .

The interface displays a confirmation message that indicates which events were
unsubscribed and the host for which they were unsubscribed. (Refer to Figure 8-21.)

SETUP = Events = Subscribe/Unsubscribe

The following events from host deiter.csd.sgi.com have heen unsubscribed for class
Performance
® High directory name cache miss rate

Figure 8-21  Unsubscribing Events (Page 4)
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Setting Up Actions in System Group Manager Mode

Actions are commands that Embedded Support Partner performs in response to events
if you set up event/action assignments. An event/action assignment specifies the action
that Embedded Support Partner should perform for a specific event when it registers a
specific number of events. Example actions include sending an e-mail message and
sending a page.

You can perform the following operations to set up actions:

¢ Viewing the current action setup

¢ Updating an action

¢ Adding a new action

¢ Deleting an action

Viewing the Current Action Setup

The current action setup defines the actions that are currently configured in Embedded
Support Partner on your system. To view the current action setup, click on the Vi ew
Current Setup button of the Act i ons category in the SETUP section. Figure 8-22 shows
the interface page that you use to view the current action setup.

SETUP = Actions = View Current Setup

Choose one of the following options:

& View Action Setup Displays the current action setup.

& View Availahle Actions List Displays the current available actions list,

Figure 8-22  Options for Viewing the Current Action Setup
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Using the View Action Setup Option

The Vi ew Action Set up option displays the configuration parameters for a single
action. Use this option to verify that a specific action is configured correctly.

Perform the following procedure to view the current setup of a specific action:

1. Click on the Vi ew Current Setup button in the Act i ons category of the SETUP
section.

2. Click on the radio button next to the Vi ew Acti on Set up option. (Refer to
Figure 8-23.)

SETUP = Actions = View Current Setup

Choose one of the following options:

View Action Setup Displays the current action setup.

& View Availahle Actions List Displays the current available actions list,

Figure 8-23  Using the View Action Setup Option (Page 1)

3. Click on Accept .
4. Choose the action. (Refer to Figure 8-24.)
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SETUP = Actions = View Current Setup = Yiew Action Setup

Choose an action whose description you want to view:

Figure 8-24  Using the View Action Setup Option (Page 2)

5. Click on Accept . (The interface shows the current configuration of the action that
you selected; refer to Figure 8-25.)

SETUP = Actions = View Current Setup = Yiew Action Setup

Action command string . Ausrhinfespnatify A "% D"
Action description; . Matify sysadmin on console
Execute this action as . root

Action timeout : 10 seconds

Nlumher of times the event must he registered hefore an action o 4

will be taken

Retry times o0

Figure 8-25  Using the View Action Setup Option (Page 3)

Using the View Available Actions List Option

The Vi ew Avail abl e Actions List option lists all of the actions that are currently
configured in Embedded Support Partner on your system.
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Perform the following procedure to determine the actions that are currently available:

1. Click on the Vi ew Current Setup button in the Act i ons category of the SETUP
section.

2. Click on the radio button next to the Vi ew Avai | abl e Actions Li st option. (Refer
to Figure 8-26.)

SETUP = Actions = View Current Setup

Choose one of the following options:

& View Action Setup Displays the current action setup.

View Availahle Actions List Displays the current available actions list,

Figure 8-26  Using the View Available Actions List Option (Page 1)

3. Click on Accept . (The interface displays all actions that are currently available.
Refer to Figure 8-27; Table 8-4 describes the information that the table contains.)

SETUP = Actions = View Current Setup = View Availahle Actions List

Page 1 of1

Action Description Action Command String

Motify sysadmin on console | Austhindespnotify A "%D"

/RetraFoverdrive Ausr/localhin/RetroFire0d %D

Figure 8-27  Using the View Available Actions List Option (Page 2)
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Table 8-4 Action List Elements

Column Description

No. Index number in the table
Action Description Description of the action

Action Conmmand String Command that the action executes

Updating an Action

Perform the following procedure to update the parameters for an action:
1. Click on the Updat e button in the Act i ons category of the SETUP section.

2. Choose the action that you want to update. (Refer to Figure 8-28.)

SETUP = Actions = Update

Choose the action that you want to update;

Figure 8-28  Updating an Action (Page 1)

3. Click on Accept .
4. Update the parameters. (Refer to Figure 8-29. Table 8-5 describes the parameters.)
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SETUP = Actions = Update
Action description; Motify sysadmin on console
Actual action command string: | Ausrfhinfespnotify —A %D |
Enter a username to execute the action:
root
Enter action timeout (in multiples of 5)
10 seconds
Enter the number of times that the event must be
registered hefore an action will be taken:
Enterthe number of retry times (up to 23; more
than 4 not recommended): I:,
Figure 8-29  Updating an Action (Page 2)
Table 8-5 Parameters for Updating an Action
Parameter Description
Action description Provides a description of the action
Actual action conmand string Specifies the actual command that the action executes

Enter a usernane to execute the Specifies the user account that Embedded Support

action Partner uses to execute the command
Enter action timeout (in Specifies the maximum amount of time allowed for
mul tiples of 5) the action to execute (in seconds)

If the action does not complete within the specified
period of time, Embedded Support Partner kills the
action
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Table 8-5 (continued) Parameters for Updating an Action

Parameter

Description

Enter the nunber of tines that
t he event nust be registered
before an action will be taken

Enter the nunber of retry times
(up to 23; nore than 4 not
recommended)

Specifies the number of times the event must be
registered before Embedded Support Partner
performs this action

Specifies the number of times that Embedded
Support Partner attempts to execute the action before
it stops

Adding an Action

You can customize Embedded Support Partner by adding new actions.

Perform the following procedure to add a custom action:

1. Click on the Add button in the Act i ons category of the SETUP section.

2. Update the parameters. (Refer to Figure 8-30; Table 8-6 describes the parameters.)
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SETUP = Actions = Add
Help

Enter action command string:

Enter action description:

Enter usemname to execute this action (default =
o) [ox ]
Enter action timeout (in multiples of 5 seconds);
Enter the number of times an event must be
registered hefore the action will be taken: -
Enterthe number of retry times (up to 23; more
then 4 not recommended): -
Figure 8-30  Adding an Action (Page 1)
Table 8-6 Parameters for Adding a New Action
Field Description
Enter action conmand string Specifies the actual command that the action executes
Enter action description Provides a brief description of the action (for

example, Send a page to the system
admi ni strator)

Enter username to execute this Specifies the user account that executes the command
action as (default = root)

Enter action timeout (in Specifies the maximum amount of time allowed for
multiples of 5 seconds) the action to execute (in seconds)

If the action does not complete within the specified
period of time, Embedded Support Partner kills the
action
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Table 8-6 (continued) Parameters for Adding a New Action

Field Description

Enter the nunmber of times that Specifies the number of times the event must be
an event nust be registered registered before Embedded Support Partner
before an action will be taken performs this action

Enter the nunber of retry times Specifies the number of times that Embedded

(nust be less than 24; Support Partner attempts to execute the action before
recomrended not greater than it stops
3-4)

3. Click on Accept . (The interface displays a confirmation message; refer to
Figure 8-31.)

SETUP = Actions = Add

Action description; . E—mail Darrin

Action command string . Ausrhinfespnatify —E dtg@sgi.com—m’An
event just registered.

A username to execute the action . root

Action timeout : 10 seconds

Mumber of times the event must he registered 1
hefore an action will be taken '

Retry times 4

Figure 8-31  Adding an Action (Page 2)
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Deleting an Action

You can delete any custom actions that you add to Embedded Support Partner on your
system.

Perform the following procedure to delete an action:
1. Click on the Del et e button in the Act i ons category of the SETUP section.
2. Choose the Act i on that you want to delete. (Refer to Figure 8-32.)

SETUP = Actions = Delete

Tip: [fyou delete an action, the relationships hetween all events and this action will be deleted.

Choose the action vou would like to delete:

E—mail Darrin
Motify sysadmin on console

Figure 8-32  Deleting an Action (Page 1)

3. Click on Accept .

Embedded Support Partner displays a list of all events to which the action is
assigned (Refer to Figure 8-33.) Perform one of the following actions:

* C(lickonProceed with del etion to delete the action. (The interface displays a
confirmation message; refer to Figure 8-34.)

e C(Click on St op del eti on to abort the deletion; the action is not deleted. (The
interface displays a confirmation message; refer to Figure 8-35.)

303



Chapter 8: Setting Up Embedded Support Partner in System Group Manager Mode

SETUP = Actions = Delete

The following events will be affected as a result of E-mail Dartin action deletion:

Page 1 of1

vent Description

Would you like to proceed with the deletion?

“Pruceedwith deletiunl “ Stop deletion |

Figure 8-33  Deleting an Event (Page 2)

SETUP = Actions » Delete
The following action has been deleted fram the 3G Embedded Suppaort Partner database:

o E_mail Darin

Figure 8-34  Confirmation Message for Proceeding with Deletion of an Action

SETUP = Actions = Delete

Request for deletion cancelled.

Figure 8-35  Confirmation Message for Canceling Deletion of an Action
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Setting up the Paging Parameters

QuickPage (QPage) is a third-party client/server application that Embedded Support
Partner uses to send messages to an alphanumeric pager. QPage uses a modem to send
an IXO/TAP-protocol message to a telephone number that is connected to a paging
service. QPage is integrated in the Embedded Support Partner software suite, and its
services are accessed through the / usr/ bi n/ espnot i f y application. (Refer to

Figure 8-36.)

espnotify

i i Paging
) Service

Provider

QPage

Telephone
Network

Figure 8-36  Process for Sending a Page
QPage is installed on your system by default and is chkconf i g’ed off. Perform the
following procedure to set it up and enable it:
1. Enter the following command to turn QPage on:
chkconfi g qui ckpage on
2. Enter the following command to start the QPage server:
/etc/init.d/gpageserver start

Note: The QPage server is automatically restarted whenever you reboot the system.

305



Chapter 8: Setting Up Embedded Support Partner in System Group Manager Mode

3. Use the Pagi ng category of the Embedded Support Partner interface to set up the
following paging parameters:

* Modem parameters: specify the modem that QPage should use to connect to the
paging service provider.

* Paging service provider parameters: provide information about the paging
service provider and how to contact it.

® Pager parameters: provide information about the pager to use.

The following sections describe how to set up these parameters.

Viewing the Current Paging Setup

The current paging setup defines the QPage settings, modems, paging services, and
pagers that Embedded Support Partner is currently using.

To view the current paging setup, click on the Set up tab and then click on the Vi ew
Current Set up button in the Pagi ng category of the SETUP section. Figure 8-37 shows
an example of the information that this command displays.

SETUP = Paging = View Current Setup

QuickPage Administration Yariables

Administrator's E-mail address . dtg@sgi.com
Mumber of seconds to wait for a reply hefore giving up on queries  © 5 secs
Modem Setup

Mo modems configured.

Services Setup

Mo Services configured.

Pager Setup

Mo Pagers configured.

Figure 8-37  Viewing the Current Paging Setup
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Adding/Updating a Modem

A modem must be connected to the system that is running Embedded Support Partner
so that the software can send pages when events occur.You must specify the device to
which the modem is connected and the modem initialization command. (Embedded
Support Partner has been tested with the U. S. Robotics Sportster fax modem with X2.)

Perform the following procedure to add or update a modem configuration:
1. Click on the Set up tab.

2. Click on the Modent Adni n button in the Pagi ng category of the SETUP section.

3. Enter a modem name (do not include blank spaces), the device to which the modem
is connected, and the initialization command for the modem. (Refer to Figure 8-38.)

Be aware of the following information when you configure the initialization
command:

e The initialization command is specific to the modem that you are using. Refer to
your modem user manual for specific details about the initialization command.

¢ The initialization command can vary, based on requirements from your paging
service provider. For example, many paging services require you to turn off
error correction on your modem. (This can be done on the U. S. Robotics
Sportster fax modem with X2 with the &A0&K0&MD initialization command.)
Contact your paging service provider to determine any special requirements.
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SETUP = Paging = Modem/Admin

Modem setup:
Enter modem name; | USRohotics—Sportster |
Enter modem device (g.0. /devAtya): | fdevittyd |

Enter modem initialization command (please check your
modem manual; | ATEAF1VIMO |

“ Add/Update | “ Delete | | Clear |

Figure 8-38  Setting Up a Modem (Page 1)

4. Click on Add/ Updat e:

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new modem.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that modem.

The interface displays a confirmation message; refer to Figure 8-39.

SETUP = Paging = Modem/Admin

The following Modem is AddedUpdated :
MName . USRohotics-Sportster
Device o Adevittyd

Initialization command . ATEAF1Y1MO

Figure 8-39  Setting Up a Modem (Page 2)
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Modifying the QPage Parameters

The QPage parameters specify the e-mail address that Embedded Support Partner should
contact if it cannot deliver a page successfully and the number of seconds it should wait
for a reply before it aborts identification queries.

Perform the following procedure to set up the QPage parameters:

1. Click on the Set up tab.

2. Click on the Modent Adni n button in the Pagi ng category of the SETUP section.

3. Specity the e-mail address that Embedded Support Partner should contact if it
cannot deliver a page successfully. (Refer to Figure 8-40.)

4. Specify the number of seconds Embedded Support Partner should wait for a reply
before it aborts identification queries. (Refer to Figure 8-40.)

5. Click on Accept .

Qpage Administration Setup:

Enterthe administrator's e-mail address (for notification .
if paging fails): | dtg@sgi.com |

Enterthe number of seconds to wait for a reply hefore —
giving up on queries:

Figure 8-40  Modifying the QPage Parameters (Page 1)

The interface displays a confirmation message; refer to Figure 8-41.

SETUP = Paging = Modem/Admin

QuickPage Administration Yariables
Administrator's E-mail address . dtg@sgi.com

Mumber of seconds to wait for a reply hefore giving up on queries  © 5 secs

Figure 8-41  Modifying the QPage Parameters (Page 2)
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Adding/Updating a Paging Service

You need to provide Embedded Support Partner with information about the paging
service that you use so it can properly contact your pager.

Perform the following procedure to add or update a description of a paging service:
1. Click on the Set up tab.

2. Click on the Ser vi ce button in the Pagi ng category of the SETUP section.

3. Update the parameters. (Refer to Figure 8-42; Table 8-7 describes the parameters.)

SETUP = Paging = Service

Tip:You can add as many services as you want by repeating this step, A service with a new
service name will he treated as a new one. I an existing service name i entered with new
settings, the existing service is updated. To delete a service you need to enter only the
name of the service you want to delete.

Service Setup:
Service name; | PageMet |
Device (for example, /devAtyd): | USRohotics—Sportster = |
M aximum number of retries (must be at least 6); | & |

M aximum length of the message (consult your service

pravider): | 150 |

Phone number of the paging service (no spaces): | 914084283729 |

Tip: [fyou cannat find a modem that vou need in the list above, add it by using SETUP:
Motification: Modem/admin.

“Addepdatel “Deletel | Clearl

Figure 8-42  Adding/Updating a Paging Service (Page 1)
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Table 8-7 Parameters for Adding/Updating a Paging Service

Parameter

Description

Servi ce name

Devi ce

Maxi mum nunber of retries
(must be at |east 6)

Maxi mum | ength of the
nessage (consult your
servi ce provider)

Phone nunber of the pagi ng
service (no spaces)

Specifies the name of the service

The interface displays this name on other pages to identify
the paging service (Do not include blank spaces)

Specifies the modem to use (Select the modem from the
menu)

If the modem that you want to use is not in the menu, use the
SETUP > Notification > Mddem adm n command to
add it

Specifies the number of times that Embedded Support
Partner should attempt to contact this paging service

Specifies the maximum number of characters that this
service will accept

Contact your paging service provider for this information
Specifies the phone number that Embedded Support Partner

should dial to contact the paging service (Do not include
blank spaces)

4. Click on Add/ Updat e.

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new paging service.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that paging service.

The interface displays a confirmation message; refer to Figure 8-43.
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SETUP = Paging = Service

The following Service is AddedUpdated :

MName . PageMet

Modem Name . USRohotics-Sportster
Waximum number of retries B

M aximum length of message . 150

Phone Mumber of Paging Service . 914084283723

Figure 8-43  Adding/Updating a Paging Service (Page 2)

Adding/Updating a Pager

Perform the following procedure to add/update a pager:

1.
2.
3.

Click on the Set up tab.
Click on the Pager button in the Pagi ng category of the SETUP section

Enter a unique name for the pager. (Do not include blank spaces.) Embedded
Support Partner uses this name on other interface pages to identify the pager. (Refer
to Figure 8-44.)

Enter the pager identification number. (Refer to Figure 8-44.)

Your paging service provider assigns a unique pager identification number to each
individual pager. This number could differ from the telephone number that you dial
to access the pager. Contact your paging service provider to determine the pager
identification number of your pager.
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SETUP = Paging = Pager

Tip:You can add as many pagers as you want by repeating this step. Entering a new pager name
creates a new pager, Entering an existing pager name updates the canfiguration of the
existing pager. To delete a pager you need to enter the Pager Mame only.

Pager Setup

Pager Name: | Darin_Goss |

PageriD: | 8151992 |

Tip: [fyou cannat find a service that vou need in the list ahove, add it by using SETUP:
Motification: Service.

“ Add/Update | “ Delete | | Clear |

Figure 8-44  Setting Up a Pager (Page 1)

5. Click on Add/ Updat e.

e If the name that you entered has not been entered before, Embedded Support
Partner adds a new pager.

e If the name that you entered has been entered before, Embedded Support
Partner updates the existing parameters for that pager.

The interface displays a confirmation message; refer to Figure 8-45.
SETUP = Paging = Pager

The following Pager is AddedApdated :

MName . Danin_Goss
Service . PageMet
PagerID . 8151892

Figure 8-45  Setting Up a Pager (Page 2)
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Example Configuration

Figure 8-46 shows the example configuration that the settings in the previous procedures
created. (The SETUP > Pagi ng > View Current Setup command was used to display

this information.)

SETUP = Paging = View Current Setup

QuickPage Administration Yariables
Administrators E-mail address
Mumber of seconds to wait for a reply hefore giving up on queries
Modem Setup
Maodem 1

Mame

Device

Initialization command
Services Setup
Service 1

Mame

Wodem Name

Waximum number of retries

M aximum length of message

Phone Mumber of Paging Service
Pager Setup
Fager 1

Mame

Service

PagerID

Figure 8-46

Example Paging Configuration

. dtg@sgi.com

. 5 seCcs

. USRohotics-Sportster

o Adevittyd
o ATETF1VIMO

. PageMet

. USRohotics-Sportster
LB

150

© 914084289729

. Danin_Goss
. PageMet
L 8151932
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Deleting a Pager

Perform the following procedure to delete a pager:
1. Click on the Set up tab.
2. Click on the Pager button in the Pagi ng category of the SETUP section.

3. Enter the name of the pager that you want to delete. If you cannot remember the
name of the pager, use the SETUP > Pagi ng > Vi ew Current Setup command to
view it. (Refer to Figure 8-47.)

SETUP = Paging = Pager

Tip:You can add as many pagers as youwant by repeating this step. Entering a new pager
name creates a new pager, Entering an existing pager name updates the canfiguration of
the existing pager. To delete a pager you need to enter the Pager Name only.

Pager Setup

Pager Name: | Darin_Goss |

PagerD: | |

Service Mame: | Service Mame List =

Tip: [fyou cannat find a service that vou need in the list ahove, add it by using SETUP:
Motification: Service.

“ Add/Update | “ Delete | | Clear |

Figure 8-47  Deleting a Pager (Page 1)

4. Click on Del et e. (The interface displays a confirmation message; refer to
Figure 8-48.)
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SETUP = Paging = Pager

The following Pager is deleted :

MName . Darrin_Goss

Figure 8-48  Deleting a Pager (Page 2)

Deleting a Paging Service

Perform the following procedure to delete a paging service:
1. Click on the Set up tab.
2. Click on the Servi ce button in the Pagi ng category of the SETUP section.

3. Enter the name of the paging service that you want to delete. If you cannot
remember the name of the paging service, use the SETUP > Pagi ng > Vi ew
Current Setup command to view it. (Refer to Figure 8-49.)

Warning: Deleting a paging service automatically removes all pagers that are
associated with the paging service.
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SETUP = Paging = Service

Help

Tip:You can add as many services as you want by repeating this step, A service with a new
service name will he treated as a new one. I an existing service name i entered with new
settings, the existing service is updated. To delete a service you need to enter only the
name of the service you want to delete.

Service Setup:
Device (for example, /devAtyd): | SelectModems = |

M aximum number of retries (must be at least 6);

M aximum length of the message (consult your service
pravider):

Phone number of the paging service (no spaces):

Tip: [fyou cannat find a modem that vou need in the list above, add it by using SETUP:
Motification: Modem/admin.

“Addepdatel “Deletel | Clearl

Figure 8-49  Deleting a Paging Service (Page 1)

4. Click on Del et e. (The interface displays a confirmation message; refer to
Figure 8-50.)

SETUP = Paging = Service

The following Service is deleted :

MName . PageMet

Figure 8-50  Deleting a Paging Service (Page 2)
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Deleting a Modem

Perform the following the procedure to delete a modem:
1. Click on the Set up tab.
2. Click on the Modent Adni n button in the Pagi ng category of the SETUP section.

3. Enter the name of the modem that you want to delete. If you cannot remember the
name of the modem, use the SETUP > Pagi ng > View Current Setup command
to view it. (Refer to Figure 8-51.)

Warning: Deleting a modem automatically removes all paging services (and related
pagers) that are associated with it.

SETUP = Paging = Modem/Admin

Modem setup:

Enter modem name; | USRohotics—Sportster |

Enter modem device (g.0. /devAtya): | |

Enter modem initialization command (please check your | |
maodem manual);

“ Add/Update | “ Delete | | Clear |

Figure 8-51  Deleting a Modem (Page 1)

4. Click on Del et e. (The interface displays a confirmation message; refer to
Figure 8-52.)
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SETUP = Paging = Modem/Admin

The following Modem is deleted :

Mame : USRohotics—Sportster

Figure 8-52  Deleting a Modem (Page 2)

Setting Up the Availability Monitor

The availability monitor portion of Embedded Support Partner (avai | non) monitors and
reports the availability of systems and also reports the diagnosis of system crashes. The
availability monitor identifies the cause of any system interrupts by gathering
information from diagnostic programs such as ICRASH, FRU Analyzer, and SYSLOG. It
also gathers hardware and software configuration details from conf i gnon.

The availability monitor is embedded in the system boot and shutdown processes. It
differentiates between controlled shutdowns, system panics, and system hangs. On
high-end systems (such as IP19, IP21, IP25, IP27, etc.), it differentiates between
nonmaskable interrupts (NMIs), power cycles, and power failures. The availability
monitor also monitors the uptime of a system at regular intervals. This uptime
monitoring feature can be used to send status updates for a system. The uptime
monitoring is done through event nond.

Embedded Support Partner can send data that the availability monitor gathers in a
report format to e-mail addresses that you specify. You can also use the SYSTEM

I NFORMATI ON > Avai | abi | i ty command to view the data gathered on a system.

The following sections describe how you can set up the availability monitor.
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Viewing the Current Availability Monitoring Setup

The current availability monitoring setup defines all of the availability monitor
parameters that are currently configured on your system.

To view the current availability monitoring setup, click on the Set up tab and then click
on the Vi ew Current Setup button in the Avai |l abi | ity Mbnitoring category of the
SETUP section. Figure 8-53 shows an example page.

SETUP = Availahility manitor = View Current Setup

Automatic e-mail distribution

Display reason for shutdown

Include HINY information in the e-mail

Start uptime daemaon

Mumber of days hetween status updates

Interval in seconds between uptime checks
Availmon Monitor E-mail list for availability report:

E-mail addresses that receive availability report in text farm

E-mail addresses that receive availahility reportin compressed form

E-mail addresses that receive availability report in compressed
encrypted farm

Availmon Monitor E-mail list for diagnostic report:
E-mail addresses that receive diagnostic report in text form
E-mail addresses that receive diagnostic report in compressed form

E-mail addresses that receive diagnostic report in compressed
encrypted farm

E-mail list for chatty pager

E-mail addresses for chatty pager

Figure 8-53

. Disabled
. Enabled
©Yes
©Yes
Y

. 300

. availmon@csd.sgi.com

Viewing the Current Availability Monitor Setup Page
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Configuring the Availability Monitor

Perform the following procedure to configure the availability monitor:
1. Click on the Set up tab.

2. Click on the Confi gur ati on button in the Avai | abi ity Monitoring category of
the SETUP section.

3. Set up the parameters. (Refer to Figure 8-54; Table 8-8 describes the parameters.)

SETUP = Availmon Manitor = Configuration

Automatic e-mail distribution: & Enable Disable
Display reasan for shutdown: Enahle < Disable
Include HINY information in the e—mai: Yes ¢ No
Start uptime daeman; fes & Mo

Mumber of days hetween status updates (default = 60) (0 - -
300): CRERE

Interval in seconds between uptime checks (default = 300

seconds); 300 seconds

Tip: [fthe automatic e—mail option is enabled, you must complete
SETUP: Availability Monitor:. Availahility hMailList.

Figure 8-54  Configuring the Availability Monitor
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Table 8-8 Availability Monitor Parameters
Parameter Possible Description
Values
Autonatic e-nuil Enabl e or Specifies whether the availability monitor should
di stribution Di sabl e  automatically distribute reports by e-mail
Any changes to this parameter cause a confirmation
report to be sent to all configured e-mail addresses
(except the e-mail addresses that are configured to
receive pager reports)
Di spl ay reason for Enabl e or Specifies whether the availability monitor should
shut down Di sabl e  display the reason for a shutdown
If this parameter is enabled when you perform a
controlled shutdown, the availability monitor
prompts you to explain why you are rebooting the
system or why you are bringing the system down to
single-user mode
I ncl ude H NV Yes or No  Specifies whether the availability monitor should
information in the include HINV information/changes in the e-mail
e-nmai | messages that it generates
Start uptinme daenon  Yes orNo  Specifies whether the availability monitor should
start uptime monitoring
If you set this parameter to Yes, it enables
event nond to monitor uptime at regular intervals
You can set the interval with the I nterval in
seconds between uptime checks parameter
Nurmber of days 0-300 Specifies the number of days after which the
bet ween status availability monitor should send a notification to the
updat es (default = configured e-mail addresses that the system is still
60) (0 - 300) running
This parameter is relevant only when uptime
monitoring is enabled
Interval in seconds  User Specifies the number of seconds that the availability
bet ween upt i me checks specified monitor should wait before it performs the next

(default = 300
seconds)

uptime check on the system

This parameter is relevant only when uptime
monitoring is enabled
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4. Click on Accept .

Setting Up the Availability Monitor E-mail Lists

You can configure Embedded Support Partner to send e-mail messages with reports that
are generated from the availability data. Embedded Support Partner can send three types
of reports: availability, diagnosis, and pager reports.

* Availability reports include the system start time, an event code for the availability
event that occurred, the approximate time that the event occurred, the start time,
and a summary of the reason for the crash (when relevant).

¢ Diagnosis reports include all of the data from the availability reports. They may also
contain the crash analysis report, FRU Analyzer result, important SYSLOG
messages, and system hardware and software configurations (if they changed since
the previous reboot).

e Pager reports contain the hostname, event code description, and summary.
You can set up the availability monitor e-mail lists for each type of report. You can also

specify whether the reports need to be encrypted or compressed. Reports are sent only if
you set the Aut omati c e-mail distribution parameter to Enabl e (refer to Table 8-8).

The recommended configuration is to send the diagnosis report in compressed and
encrypted format to SGI at the avai | non@sd. sgi . come-mail address for entry in SGI's
database. Other possibilities include sending the availability reports to the system
administrator and diagnosis reports to SGI service personnel.

Perform the following procedure to set up the e-mail lists:

1. Click on the Set up tab.

2. Click on the Avai | abi l ity Mail Li st buttonin the Avai l ability Mnitoring
category of the SETUP section.

3. Set up the e-mail addresses for the availability report. (Refer to Figure 8-55;
Table 8-9 describes the parameters.)

Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.

4. Set up the e-mail addresses for the diagnostic report. (Refer to Figure 8-55;
Table 8-10 describes the parameters.)
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Note: A confirmation message is sent to the e-mail addresses of any users that you
add or remove from this list.

SETUP = Availahility Monitaring = Availahility MailList
Help

E-mail list for availability report:

Enter e-mail addresses that receive availability reportin
text form:

Enter e-mail addresses that receive availability reportin
compressed form:

Enter e-mail addresses that receive availability reportin
compressed encrypted form:

E-mail list for diagnostic report:

Enter e-mail addresses that receive diagnostic reportin
text form:

Enter e-mail addresses that receive diagnostic reportin
compressed form:

Enter e-mail addresses that receive diagnostic reportin
compressed encrypted form:

E-mail list for chatty pager

Enter email addresses for chatty pager.

Figure 8-55  Setting Up the Availability Monitor E-mail Lists

324



Setting Up the Availability Monitor

Table 8-9

E-mail Address Parameters for Availability Reports

Parameter

Description

Enter e-nmil|l addresses that receive
availability report in text form

Enter e-nmil|l addresses that receive
availability report in conpressed
form

Enter e-mail addresses that receive
avai lability report in conpressed
encrypted form

Specifies the e-mail addresses that will receive
the availability report in text format

Specifies the e-mail addresses that will receive
the availability report in compressed format

Specifies the e-mail addresses that will receive
the availability report in compressed
(encrypted) format

Table 8-10

E-mail Address Parameters for Diagnostic Reports

Parameter

Description

Enter e-nmil|l addresses that receive
di agnostic report in text form

Enter e-nmil|l addresses that receive

Specifies the e-mail addresses that will receive
the diagnostic report in text format

Specifies the e-mail addresses that will receive

di agnostic report in conpressed form the diagnostic report in compressed format

Enter e-nmmil addresses that receive
di agnostic report in conpressed
encrypted form

Specifies the e-mail addresses that will receive
the diagnostic report in compressed
(encrypted) format

5. Set up the e-mail addresses that will receive the pager reports through a chatty

pager.
6. Click on Accept .
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Setting Up System Monitoring
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You can set up Embedded Support Partner in System Group Manager mode to monitor
ICMP, DNS, X Window System server, RPCBIND, SMTP, NNTP, AUTOFSD, PMCD, and
other user-specified services on systems in the group. Embedded Support Partner uses

Performance Co-Pilot software tools to monitor the services and to register any events in
the Embedded Support Partner database. (The events belong to the Per f or mance class;
possible events include Syst em Group Manager service probe failureand System
G oup Manager slow service response.)

Viewing the Current System Monitoring Setup

The current system monitoring setup shows the services that are available for monitoring
and the services that are currently being monitored on each host in the group.

To view the current system monitoring setup, click on the Set up tab and then click on the
Vi ew Current Setup button in the Syst em Moni t or i ng category of the SETUP section.
Figure 8-56 shows an example page.
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SETUP = System Monitor = View Current Setup

Services available for Monitoring

icmp o Ausretedping —c 3 —f—i4 HOST

dns . nslookup - HOST

H-SErver . DISPLAY=HCST:0 Ausrhind 11 Achost

rpehind . Ausretedrpeinfo —p HOST

smtp . (echo "expn root"; echo quit) | telnet HOST 25 | cat

nitp : { echo "listgroup comp.sys.sgi’; echo guit) | telnet HOST
119 cat

autofsd . Ausr/pepdhin/autofsd—probe —h HOST

pmed . Ausrpepdhindpmed_wait —h HOST

Services that are monitored for Hosts
overdrive.cad.sgicom ¢ Mo services configured

deiter.csd.sgi.com . Mo services configured

Figure 8-56  Viewing the Current System Monitoring Setup

Adding a Service to Monitor

If you need to monitor a service that is not included in the default services (refer to
Table 8-11 on page 330), perform the following procedure to add a custom service:
1. Click on the Set up tab.

2. Click on the Ser vi ce button in the Syst em Moni t or i ng category of the SETUP
section.

3. Enter a unique name for the service in the Enter a new servi ce nane field. The
interface displays this name on other pages to identify the service. (Refer to
Figure 8-57.)

4. Enter the command that the System Group Manager should execute to monitor the
service. (Refer to Figure 8-57.)
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Note: The command must include the HOST keyword; Embedded Support Partner in
System Group Manager mode replaces the HOST keyword with the actual system
name when it monitors the service. (Refer to Table 8-11 on page 330 for examples of

commands.)

SETUP = System Monitar = Service

Tip: Please refer to the help for the examples of the command to execute.

Add service:

Enter a new service name; | |

Enter command to execute: | |

Figure 8-57  Adding a Service to Monitor

5. Click on Add.

The interface displays a confirmation message to indicate the service that was
added.

Updating/Deleting Services

Perform the following procedure to update the commands that services use and delete
services that you no longer need:
1. Click on the Set up tab.

2. Click on the Ser vi ce button in the Syst em Mni t ori ng category of the SETUP
section.

3. Choose the service that you want to update or delete from the Choose a service
menu. (Refer to Figure 8-58.)
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4. If you want to update a service, enter the updated command for the service in the
Enter command to execut e field. Remember to include the HOST keyword in the
command. (Refer to Figure 8-58.)

Update/Delete service:

Choose a service: Service name =

Enter command to execute: | |

“ Update | “ Delete | | Clear |

Figure 8-58  Updating/Deleting a Service

5. Click on Updat e or Del et e:

¢ The Updat e button replaces the current command for the service with the
command that you entered.

e The Del et e button deletes the service.

Specifying the Services to Monitor on a Host System

Perform the following procedure to specify which services are monitored on which
hosts:

1. Click on the Set up tab.

2. Click on the Host button in the Syst em Moni t ori ng category of the SETUP section.

3. Choose the host on which you want to monitor the service. The menu displays all
hosts that have events subscribed. (Refer to Figure 8-59.)

If the menu does not include the host that you want to use, use the SETUP > Event s
> Subscribe/ Unsubscri be command to subscribe events on the host.

4. Choose the service(s). (Refer to Figure 8-59. The list shows all of the default services
and any services that you have added; refer to Table 8-11 for descriptions of the
default services.)
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If the services list does not contain the service that you want to monitor, use the
SETUP > System Monitoring > Service command to add it.

SETUP = System Monitar = Hosts

Choose a host: | deiter.csd.sgi.com =

Choose service(s):

Tip: Several services can he selected.
Ifyou cannot find a service that you need in the list above, add it by using
SETUP: System haonitor: Service.

“ Add | “ Update | “ Delete |
Figure 8-59  Specifying the Services to Monitor on a Host System
Table 8-11 Default System Monitoring Services
Name Command Description
icnp lusrletc/ping -c -f i 4 HOST Verifies ICMP echo requests
dns nsl ookup - HOST Verifies DNS server functionality
X-server DI SPLAY=HOST: O /usr/ bi n/ X11/ xhost Verifies X Window System server
functionality
r pchi nd /usr/etc/rpcinfo -p HOST Verifies RPC services
snt p ( echo "expn root" ; echo quit ) | telnet Verifies SMTP mail server
HOST 25 | cat functionality
nnt p ( echo "listgroup conp.sys.sgi"; echo Verifies news server functionality
quit ) | telnet HOST 119 | cat
aut of sd [ usr/ pcp/ bi n/ aut of sd- probe -h HOST Verifies autoFS functionality
prcd [ usr/ pcp/ bin/prcd_wait -h HOST Verifies performance metrics

collector daemon functionality
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5. Click on Add, Updat e, or Del et e:

¢ The Add button adds the selected services to the list of services that will be
monitored for the selected host. All newly selected services and previously
selected services are monitored.

* The Updat e button replaces all existing services assigned to the host with the
services that you selected. Only the newly selected services are monitored for
the host. All previously configured services are no longer monitored.

® The Del et e button deletes the selected services for the host. Any other services
that were assigned to the host are still monitored.

Setting Up Performance Monitoring

The performance monitor component of Embedded Support Partner monitors system
performance by evaluating a set of performance rules at specified time intervals.

Viewing the Current Performance Monitoring Setup

The current performance monitoring indicates which performance rules are currently
being monitored. (An Enabl ed status indicates that Embedded Support Partner is
monitoring the rule; a Di sabl ed status indicates that Embedded Support Partner is not
monitoring the rule.)

To view the current performance monitoring setup, click on the Set up tab and then click

on the Vi ew Current Set up button in the Per f or mance Moni t ori ng category of the
SETUP section. Figure 8-60 shows an example page.
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SETUP = Perfarmance Manitoring = Yiew Perfarmance

Automated performance monitoring. Enabled

Automated performance monitoring must be enabled for the enabled performance rules to take
affact.

Current status of automated PMIE monitaring rules:

'No.  PMIE Rule Description . PMIE Rule Status
i rHait%h agyregate context switch cpu.context_switch Disabled
Possible high floating paint :
2 excaption rate Cpu.excess_fpe Disabled
3 High 1-minute load average cpu.lnad_average Disabled
Low average processor g g
4 utilization cpu.low_util Disabled
5 High agoregate system callrate  § cpu.syscall Enabled
[ Busy executing in system mode | cpu.system Enabled
High average processar g :
7 utilization cpuLLtil Disabled
CrayLink checkhit errors an g :
2 Origin node cravlinknode_ch_ers Disabled
CrayLink checkhit errors an g :
9 Origin router craylinkrouter_ch_ers Disabled
System Group Manager slow g :
10 service response espping.response Disabled

Figure 8-60  Viewing the Current Performance Monitoring Setup

Configuring the Performance Monitor

Perform the following procedure to configure the performance monitor:
1. Click on the Set up tab.

2. Click on the Conf i gur ati on button in the Per f or mance Mbni t ori ng category of
the SETUP section.
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3. Specify the rules that you want to monitor. Click on the Enabl ed radio button to
start monitoring a rule; click on the Di sabl e radio button to stop monitoring a rule.
(Refer to Figure 8-61; The Performance Co-Pilot IRIX Base Software Administrator’s
Guide, publication number 007-3964-001, provides more information about the
rules.)

SETUP = Perfarmance Manitoring = Configuration

Automated performance manitoring: Enabled < Disabled

Automated performance monitoring must be enabled for the enabled performance rules to take
affact.

Enahle or disable automated PMIE monitaring for individual performance rules:

No. PMIE Rule Description Enabled isabled
1 High aggregate context switch rate &
e Possible high floating point exception rate &
3 High 1-minute load average &
4 Low average processor utilization &
5 High aggregate system call rate &
g Busy executing in system mode &
7 High average processor utilization &
2 CrayLink checkhit errors on Qrigin node &
9 CrayLink checkhit errors on Grigin router &
10 rSe);sptgr:r;Smup Ianager slow service @

Figure 8-61  Configuring the Performance Monitor

4. Click on Accept .
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Using Embedded Support Partner in System Group
Manager Mode to View Information about the Systems

Use the commands in the SYSTEM | NFORMATI ONsection of the interface in System Group
Manager mode to view the following information from the systems that are subscribed
to the system group:

* Hardware configuration
¢ Software configuration
¢ System changes

e Part changes

¢ Events registered

* Actions taken

¢ Diagnostic results

* System availability

Viewing the Hardware Configuration for a Specific Date

Perform the following procedure to view the hardware configuration information for a
specific date and time:

1. Click on the Syst em I nf or mat i on tab.
2. Click on the Har dwar e button in the SYSTEM | NFORVATI ON section.

3. Specify the date in the Dat e field. If you do not specify a date, the current hardware
configuration information is displayed. (Refer to Figure 9-1.)

4. Specify the time in the Ti ne field. If you do not specify a time, the latest hardware
configuration information available for the specified date is displayed. (Refer to
Figure 9-1.)
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5. Click on the radio button next to the database that you want to use. Be sure to select

the database that contains the data for the date that you have selected. (Refer to
Figure 9-1.)

6. Click on the radio button next to the system that you want to view. (Refer to
Figure 9-1.)

SYSTEM INFORMATION = Hardware

Display hardware configuration information for the following date and time:

Date Time
| verteragg REET |
(mméddanyyy) {hh:mm:ss)

Choose a database for the specified date;

Choose a system forwhich you want hardware configuration information;

System Name IP Type | System Serial Number IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
& deitercsd.sgicom P25 3551797 192,06 58,14

Figure 9-1 Viewing the Hardware System Information (Page 1)

7. Click on Accept .

The interface displays a table that contains the hardware configuration of the selected
system on the date and at the time that you specified. (Refer to Figure 9-2; Table 9-1
describes the information that the table contains.)
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SYSTEM INFORMATION = Hardware

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

. Part  Serill p
Location §Number Number ERewswn
NA G NA NA NA

Figure 9-2 Viewing the Hardware System Information (Page 2)

Table 9-1 Hardware Configuration Table Contents

Column Heading Description

NAVE Name of the part

LOCATI ON Location where the part is currently installed
PART_NUMBER Part number for the part

SERI AL_NUMBER Serial number of the part

Tip: Use the serial number with the SYSTEM | NFORVATI ON >
Part Changes command to identify all of the locations in which
a specific part has been installed

REVI SI ON Revision level of the part

The first column provides buttons that expand rows in the table to provide more
information about subcomponents of a part. The single arrow expands the rows to show
the subcomponents related to the part. The double arrow expands all rows below the
current row. The down arrow collapses a row.

Note: Embedded Support Partner gathers hardware configuration data from only the

following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.
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Figure 9-3 shows a table with all of the rows expanded.

SYSTEM INFORMATION > Hartware [

System name . overdrive.csd.sgi.com

System D . 20063053F4B

System serial number ; 69058F4B

IP type . IP27

System IP address 192265819
. Name Location Part Number Serial Number Revision
1 NA NA NA NA
PIMM_2XT5_1MB | NA 013-1896-001 | DJY958 E
IP29 . MotherBoard | 030-1244-001 | GFEG34 H
MEMBANK O | MotheBoard | NA NA NA
MEMBANK_1 | MotheBoard | NA NA NA
MEMBANK 2 | MotheBoard | NA NA NA
MEMBANK 3 | MotheBoard | NA NA NA
R10000 . MotheBoard | NA NA NA
R10000 . MotheBoard | NA NA NA
BASEIO NA NA NA NA
SCSI_CTLRO NA NA NA NA
DRIVE_1 NA IBM DCHS04Y | 6804B36BRAMSE0S2 | 5252
DRIVE_2 NA IBM DCHS04Y | 68143260RAMSGOS2 | 5252

Figure 9-3 Hardware System Information (Page 2 with Rows Expanded)

Viewing the Software Configuration for a Specific Date

Perform the following procedure to view the software configuration for a specific date
and time:

1. Click on the Syst em | nf or mat i on tab.
2. Click on the Sof t war e button in the SYSTEM | NFORMATI ON section.
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3. Specify the date in the Dat e field. If you do not specify a date, the current software
configuration information is displayed. (Refer to Figure 9-4.)

4. Specify the time in the Ti ne field. If you do not specify a time, the latest software
configuration information that is available for the specified date is displayed. (Refer
to Figure 9-4.)

5. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 9-4.)

6. Click on the radio button next to the system for which you want to view software
configuration information. (Refer to Figure 9-4.)

SYSTEM INFORMATION = Software

Display software configuration informatian for the following date and time:

Date Time
| ver131999 | |oeses9 |
(mméddanyyy) {hh:mm:ss)

Choose a database for a selected date;

Database Name Start Date End Date

éActive Datahase 50532??1999 éCurrent

Choose a system for which you want software configuration information:

System Name IP Type | System Serial Number IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
& deitercsd.sgicom P25 3551797 192,06 58,14

Figure 9-4 Viewing the Software System Information (Page 1)

7. Click on Accept .
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The interface displays a table that contains the software configuration from the date and
time that you specified. (Refer to Figure 9-6; Table 9-2 describes the information that the
table contains.)

SYSTEM INFORMATION = Software

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

Page 1 of12

Install

Name Yersion Date

Description

Desktap
Window
Ianager,
BEAM

40wm 1275623220 | 06A02/1993

CASEVision
CaseVision 1024068010 § 050941399 | Environment,
Version265

InPerson
Desktap
Conferencing,
2241

InPerson 1274627333 : 05/03/1993

PeoplePages
- The Indign
PeoplePages | 1274627333 | 05094993 | Mapic
Phanehook,
121

On-Line
Reqister 1275623220 | 060241993 | Repgistration,
16

Figure 9-5 Viewing the Software System Information (Page 2)
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Table 9-2 Software Configuration Table Contents

Column Heading Description

Nane Name of the software application

Ver si on Version number of the software application

Install Date Date on which the software application was installed
Descri ption Brief description of the software

Each page contains ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.
¢ Use the single-right-arrow icon to move to the next group of pages.

® Use the double-right-arrow icon to move to the last group of pages.

¢ Use the single-left-arrow icon to move to the previous group of pages.

¢ Use the double-left-arrow icon to move to the first group of pages.

Viewing the System Changes between a Range of Dates

You can view a log of all system changes within a range of dates.

Perform the following procedure to view the system changes information:
1. Click on the Syst em I nf or mat i on tab.
2. Click on the Syst em Changes button in the SYSTEM | NFORMATI ON section.

3. Specify the starting date (in the Fr omfield) and ending date (in the To field) of the
range of dates for which you want to view system change information. (Refer to
Figure 9-6.)

Note: To view all system changes on a specific day, enter that date in both fields.

4. Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 9-6.)
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5. Click on the radio button next to the system that you want to view. (Refer to
Figure 9-6.)

SYSTEM INFORMATION = System Changes

Display infarmation of system configuration changes:

From: (0811998 | To: [oen3nges |
(mméddanyyy) (mméddanyyy)

Choose a database for selected dates;

Database Name StartDate | End Date

Active Database | 052741993 | Curent

Choose a system forwhich you want system changes information;

System Name IP Type System Serial Number | IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
deiter.csd.sgi.com P25 3551797 192,06 58,14

Figure 9-6 Viewing the System Changes Information (Page 1)
6. Click on Accept .
The interface displays up to three tables that show all software changes, hardware

changes, and system changes. (Refer to Figure 9-7; Table 9-3, Table 9-4, and Table 9-5
describe the information that the tables contain.)



Viewing the System Changes between a Range of Dates

SYSTEM INFORMATION = System Changes

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

IP type . IP27

System IP address 192265819

Archive name: ssdh
All Changes since 06401/1999

SOFTWARE CHANGES
' vere Instal  Deinstall -,
Name Yersion Date Date Description

4Dwm 1275616120 | 06/01/1999 | 0 Desktop Window Manager, 6.5.5m
Register 1275616120 | 06/01/1999 | 0 On-Line Registration, 1.6

Aol Viewkit D evelopment Enviranmen
Viewkit_dev 1275616120 | 06/01/1998 ' 0 ity

Viewkit_soe 1275616120 | 06/01/1999 | 0 Viewkit Execution Environment,

Version153

ViewlGt_noship | 1275616120 | 060171999 0 Viewkit NOSHIP files, Version 1.5

and2.1.0

IRIX Interactive Desktop Base
deskiop_base | 1275616120 | 06/01/1998 0 i s
desitop_soe 1275616120 | 06/01/1999 O IRIX Interactive Desktop, 6.55m
desitop_tools 1275616120 | 06/01/1999 Desktop Toals, 6.55m

Figure 9-7 Viewing the System Changes Information (Page 2)

Table 9-3 Software Changes Table Contents

Column Name Description

Nare Name of the software application

Descri ption Brief description of the software application
Ver si on Version number of the software application
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Table 9-3 (continued) Software Changes Table Contents

Column Name Description
Install Date Date on which the software application was installed
Deinstall Date Date that the software application was removed from the system

This column displays | NSTALLEDif the software application has
not been deinstalled

Table 9-4 Hardware Changes Table Contents

Column Name Description

NAVE Name of the part

LOCATI ON Location where the part is currently installed
PART_NUMBER Part number for the part

SERI AL_NUMBER Serial number of the part

Tip: Use the serial number with the SYSTEM | NFORVATI ON >
Part Changes command to identify all of the locations in
which a specific part has been installed

REVI SI ON Revision level of the part

Install Tine The date on which the component was installed

Dei nstal | Tine The date on which the component was deinstalled

Table 9-5 System Changes Table Contents

Column Name Description

Syst em Changes A label that indicates the information is from the CURRENT
SYSTEMor PREVI QUS SYSTEM

System | d System identification number

System type Processor that the system uses

System serial numnber Serial number of the system

Host nane Host name of the system

| P address IP address of the system
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Be aware of the following information when you view these tables:

* Embedded Support Partner gathers hardware configuration data from only the
following types of systems: SGI Origin 200, Origin 2000, and Challenge servers; and
Silicon Graphics O2, Octane, Onyx, and Onyx2 workstations.

* For SGI Challenge servers and Silicon Graphics Onyx workstations, detailed
information about the boards that are installed is not available. This impacts the
hardware changes table as follows:

- Ifaboard is replaced with the same type of board in the same slot, Embedded
Support Partner does not detect the change.

- Ifaboard is moved to a new slot, Embedded Support Partner detects the
change.

¢ When you deinstall a hardware component, Embedded Support Partner reports
that all subcomponents of the part are deinstalled.

e If you replace a module with a new module that contains the boards from the
previous module, Embedded Support Partner reports that the components were
deinstalled and then installed again.

* The software installation time is always shown as 12:00 midnight GMT (adjusted
for the local time zone) of the day that the software was installed.

¢ Embedded Support Partner registers two events when hardware and software
components are replaced. One event is for the deinstallation of the previous
component, and the other event is for the installation of the new component.
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Viewing the Part Changes Information

346

The part changes information shows all locations in which a specific part has been
installed.

Perform the following procedure to view the part changes information:

1.

2
3.
4

Click on the Syst em I nf or mat i on tab.
Click on the Part Changes button in the SYSTEM | NFORMATI ON section.
Enter the serial number of the part in the field. (Refer to Figure 9-8.)

Click on the radio button next to the database that you want to use. Be sure to select
the database that contains the data for the date that you have selected. (Refer to
Figure 9-8.)

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-8.)



Viewing the Part Changes Information

SYSTEM INFORMATION = Part Changes

Enterthe serial number of the part for which youwould like to see changes thistory):

GFE634

Tip: For part serial number informatian, please refer to the SYSTEM INFORMATION: Hardware,

Choose a database:

Database Name Start Date End Date

System Name P Type | System Serial Number IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
& deitercsd.sgicom P25 3551797 192,06 58,14

Figure 9-8 Viewing the Part Changes Information (Page 1)

6. Click on Accept .

The interface displays a table that contains all locations in which the part has been
located. (Refer to Figure 9-9; Table 9-6 describes the information that the table contains.)
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SYSTEM INFORMATION = Part Changes

System name

. overdrive.csd.sgi.com

System D . 20063053F4B
System serial number ; 69058F4B
IP type . IP27
System IP address 192265819
. - Serial . Instal  Deinstall
Nam: Location Part Number §Number Revision Date Date
IP23 otherBoard | 030-1244-001 EGFE634 H 50532?£1999 ]

Figure 9-9

Table 9-6

Part Changes Table Contents

Viewing the Part Changes Information (Page 2)

Column Heading

Description

Nane
Locati on
Part Nunber

Serial Nunber
Revi si on
Install Date

Deinstall Date

Name of the part

Location at which the part was installed

Part number for the part

Serial number of the part

Revision level of the part

Date on which the part was installed in this location

Date on which the part was removed from this location




Viewing the Events that Have Been Registered

Viewing the Events that Have Been Registered

Embedded Support Partner logs all of the events that it registers. To view this
information, click on the Event s Regi st er ed button in the SYSTEM | NFORVATI ON
section. Figure 9-10 shows the page that you use to view the information about events
registered.

SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need to see event setup infarmation, refer to SETUP: Events: Yiew Current Setup.

Enter date(s) for which you would like system events information:

From: |088#989 | To: [perisngse |
(mméddanyyy) (mméddanyyy)
Choose a system forwhich you would like system event information;
System Name IP Type | System Serial Number IP Address
(, overdrive.csd.sgi.com . P27 £9058F4B . 192.26.58.19
4 | deitercsd.sgicom IP25 51797 192.26.58.14

Choose one of the following options:

4 All Group System Displays all system events that have occurred on the
Events system within the range of the selected dates
4 Specific System Event Displays selected events that have occurred onthe
system within the range of the selected dates,
4 Group System Events Displays events in the selected class that have occurred
by Class on the system within the range of the selected dates.

Figure 9-10  Options for Viewing Events that Have Been Registered
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Using the All Group System Events Option

The All Group System Event s option displays all events that have been registered
within the range of dates that you specify.

Perform the following procedure to use the Al | Syst em Event s option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Event s Regi st er ed button in the SYSTEM | NFORVATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-11.)

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-11.)

Click on the radio button next to the All G oup System Event s option. (Refer to
Figure 9-11.)



Viewing the Events that Have Been Registered

SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need to see event setup infarmation, refer to SETUP: Events: Yiew Current Setup.

Enter date(s) for which you would like system events information:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)

Choose a system forwhich you would like system event information;

System Name IP Type | System Serial Number IP Address
< : overdrive.csd.sgicom ; IP27 £9058F4B 192.26.58.19
4 | deitercsd.sgicom IP25 51797 192.26.58.14

Choose one of the following options:

4] All Group System Displays all system events that have occurred on the
Events system within the range of the selected dates
4 Specific System Event Displays selected events that have occurred onthe
system within the range of the selected dates,
4 Group System Events Displays events in the selected class that have occurred
by Class on the system within the range of the selected dates.

Figure 9-11  Using the All System Events Option (Page 1)
6. Click on Accept .
The interface displays a table of all events that have been registered within the range of

dates that you specified. (Refer to Figure 9-12; Table 9-7 describes the information that
the table contains.)
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SYSTEM INFORMATION = Events Registered = All System Events
System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B
System IP type . IP27
System IP address 192265819
Class of Event . All events
Page 1 of3
Event First Last Event
s ¢ BEE sy Description ae Occurrence | Occurrence | Count
1 Availability Controlled 0e0001E | 0641141999 0E/H 141233 1
shutdown (1) 09:54:41 09:54:41
2 Kemnel mload hootp § 0x127 0641141993 0641141993 i
Iodule kernal 09:53:59 09:53:59
3 Availability Controlled 0xe0001E | 081041999 0E/A0/M233 1
shutdown (1) 171721 171721
4 Kemnel mload hootp § 0x127 0641041993 0641041993 i
Iodule kernal 17:115:36 17:115:36
5 Kemnel mload hootp £ 0x127 0641041993 0641041993 i
Iodule kernal 17:115:36 17:115:36
[ Performance © High perCPU | 0xP00057 : 06A10/1999 0641041993 i
system call 15:06:03 15:06:03
rate
7 Availability Controlled 0xe0001E : 08101993 0E/A0/M233 1
shutdown (1) 15:04:34 15:04:34
2 Kemnel mload hootp £ 0x127 0641041993 0641041993 i
Iodule kernal 15:02:30 15:02:30

Figure 9-12  Using the All System Events Option (Page 2)

Table 9-7 Table Contents for the All System Events Option

Column Heading Description

No. Index number within the table

Event O ass The class in which the event belongs

Event Descri ption Brief description of the event

Event 1D Unique identification number for the event
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Table 9-7 (continued) Table Contents for the All System Events Option

Column Heading Description

First Cccurrence Date and time at which the event was first registered
Last Cccurrence Date and time at which the event was last registered
Event Count Number of times that the event occurred

Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Using the Specific System Event Option

The Speci fic System Event option displays all event registrations for a specific event
within the range of dates that you specify.

Perform the following procedure to use the Speci fi ¢ System Event option:

1.

2
3.
4

Click on the Syst em I nf or mat i on tab.
Click on the Event s Regi st er ed button in the SYSTEM | NFORMATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-13.)

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-13)

Click on the radio button next to the Speci fi ¢ Syst em Event option. (Refer to
Figure 9-13.)
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SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that accurred on the system. If
you need to see event setup infarmation, referto SETUP: Events: View Current Setup.

Enter date(s) for which you would like system events information:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)
Choose a system forwhich you would like system event information;
System Name IP Type | System Serial Number IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
& deitercsd.sgicom P25 3551797 192,06 58,14

Choose one of the following options:

& All Group System Displays all system events that have occurred on the
Events system within the range of the selected dates
& Specific System Event Displays selected events that have occurred onthe
system within the range of the selected dates,
& Group System Events Displays events in the selected class that have
by Class occurred on the system within the range of the selected
dates.

Figure 9-13  Using the Specific System Event Option (Page 1)

6. Choose the class to which the event you want to view belongs. (Refer to
Figure 9-14.)
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SYSTEM INFORMATION = Events Registered = Specific System Event

Choose an event class:

Figure 9-14  Using the Specific System Event Option (Page 2)
7. Click on Accept .

8. Choose the event that you want to view. (Refer to Figure 9-15.)

SYSTEM INFORMATION = Events Registered = Specific System Event
Help

Choose an event from class System Configuration:

Accept

Figure 9-15  Using the Specific System Event Option (Page 3)

9. C(lick on Accept .
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The interface displays a table that shows all registrations of the event within the dates
that you specified. (Refer to Figure 9-16; Table 9-8 describes the information that the table
contains.)

SYSTEM INFORMATION = Events Registered = Specific System Event

System name . overdrive.csd.sgi.com
System D . 20063053F4B

System serial number ; 69058F4B

System IP type . IP27

System IP address 192265819

Class of Event . System Configuration
Event Description . Hardwrare installed
Event ID : 0200102

There are no records for the specified time period.

Figure 9-16  Using the Specific System Event Option (Page 4)

Table 9-8 Table Contents for the Specific System Event Option
Column Heading Description
No. Index number within the table

First Event Cccurrence  Date and time that the event was first registered
Last Event Cccurrence Date and time that the event was last registered

Event Count Number of times that event occurred for that registration

Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

e Use the numbers at the bottom of the page to select the corresponding pages.
e Use the single-right-arrow icon to move to the next group of pages.

e Use the double-right-arrow icon to move to the last group of pages.

e Use the single-left-arrow icon to move to the previous group of pages.

e Use the double-left-arrow icon to move to the first group of pages.
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System Events by Class Option

The Syst em Events by O ass option displays all registrations of events in a specific
class.

Perform the following procedure to use the Syst em Events by O ass option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Event s Regi st er ed button in the SYSTEM | NFORVATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-17.)

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-17.)

Click on the radio button next to the Syst em Events by O ass option. (Refer to
Figure 9-17.)
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SYSTEM INFORMATION = Events Registered

The following information pertains to a historical record of events that occurred on the system. [fyou
need to see event setup infarmation, refer to SETUP: Events: Yiew Current Setup.

Enter date(s) for which you would like system events information:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)

Choose a system forwhich you would like system event information;

System Name IP Type | System Serial Number IP Address
overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19
& deitercsd.sgicom P25 3551797 192,06 58,14

Choose one of the following options:

& All Group System Displays all system events that have occurred on the
Events system within the range of the selected dates
& Specific System Event Displays selected events that have occurred onthe
system within the range of the selected dates,
& Group System Events Displays events in the selected class that have occurred
by Class on the system within the range of the selected dates.

Figure 9-17  Using the System Events by Class Option (Page 1)

6. Choose the event class. (Refer to Figure 9-18.)
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SYSTEM INFORMATION = Events Registered = System Events by Class

Choose an event class:

Figure 9-18  Using the System Events by Class Option (Page 2)
7. Click on Accept .
The interface displays information about all events from the selected class that were

registered between the dates that you specified. (Refer to Figure 9-19; Table 9-9 describes
the information that the table contains.)
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SYSTEM INFORMATION = Events Registered = System Events by Class

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B
System IP type . IP27
System IP address 192265819
Class of Event . Availability
Page 1 of1
Event First Event Last Event Event
L2 Description ae Occurrence Occurrence Count
1 WMI (0200004 080141933 0E/A1/41233 1
16:29:38 16:29:38
2 Controlled 0e0001E : 064021993 0EA02/41233 1
shutdown (1) 11:25:03 11:25:03
3 Controlled 0e0001E | 0640341993 0E/A3H1233 1
shutdown (1) 14:55:16 14:55:16
4 Status report 0200006 ¢ 0BA06/1233 0EAEH 233 1
175753 175753
] Controlled 0xe0001E | 081041999 0E/A0/M233 1
shutdown (1) 15:04:34 15:04:34
& Controlled 0xe0001E : 08101993 0E/A0/M233 1
shutdown (1) 171721 171721
7 Controlled 0e0001E | 0641141999 0E/H 141233 1
shutdown (1) 09:54:41 09:54:41

Figure 9-19  Using the System Events by Class Option (Page 3)

Table 9-9 Table Contents for the System Events by Class Option

Column Heading Description

No. Index number in the table

Event Description Brief description of the event

Event ID Unique identification number for the event
First Cccurrence Date and time that the event was first registered
Last Cccurrence Date and time that the event was last registered
Event Count Number of times that the event occurred
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Viewing Information

Each page contains ten registered events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

about the Actions Taken

Embedded Support Partner logs all of the actions that it performs. To view this
information, click on the Acti ons Taken button in the SYSTEM | NFORMATI ON section.
Figure 9-20 shows the page that you use to view the information about actions taken.
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F

SYSTEM INFORMATION = Actions Taken

Enter date(s) for which vou would like actions taken infarmation:

From: |088#989 | To: [perisngse |
(mméddanyyy) (mméddanyyy)

Choose a system for which you would like actions taken infarmation:

System Name IP Type System Serial Number | IP Address

overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19

& deitercsd.sgicom P25 3551797 192,06 58,14

Choose one of the following options:

& All Actions Taken Displays all actions that were taken for the system by
System Group Manager and events that trignered these
actions.

& Actions Takenfora Displays actions taken for a specific event only,

Specific Event

igure 9-20  Options for Viewing the Actions that Have Been Taken

Using the All Actions Taken Option

The All Actions Taken option displays all actions that have been taken within the
range of dates that you specify and the events that caused the actions to occur.

Perform the following procedure to use the Al | Acti ons Taken option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Act i ons Taken button in the SYSTEM | NFORMATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-21.)

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-21.)



Viewing Information about the Actions Taken

5. Click on the radio button next to the Al | Acti ons Taken option. (Refer to
Figure 9-21)

SYSTEM INFORMATION = Actions Taken

Enter date(s) for which vou would like actions taken infarmation:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)

Choose a system for which you would like actions taken infarmation:

System Name IP Type System Serial Number | IP Address

overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19

- & deitercsd.sgicom P25 3551797 192,06 58,14

Choose one of the following options:

& All Actions Taken Displays all actions that were taken for the system by
System Group Manager and events that trignered these
actions.

& Actions Takenfora Displays actions taken for a specific event only,

Specific Event

Figure 9-21  Using the All Actions Taken Option (Page 1)
6. Click on Accept .
The interface displays a table that contains information about all of the actions that were

taken between the dates that you specified. (Refer to Figure 9-22; Table 9-10 describes the
information that the table contains.)
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SYSTEM INFORMATION = Actions Taken = All Actions Taken

System name . overdrive.csd.sgi.com
System D . 20063053F4B
System serial number ; 69058F4B

System IP type . IP27

System IP address 192265819

Class of Reports . All Actions

Event Action :
No. | Event Class Description Event ID Description Action Taken
i System Software 0200104+ Matify Ausrhinfespnotify —A "Configho
Configuration | installed sysadminon | SOFTWARE INSTALLED"
console
2 i System Software 0200105 : Matify Ausrhinfespnotify —A "Configho
Configuration | de-installed sysadminon | SOFTWARE DEINSTALLED" |
console
3 System Software 0200104+ Matify Ausrhinfespnotify —A "Configho
Configuration | installed sysadminon | SOFTWARE INSTALLED"
console
4 System Software 0200105 : Matify Ausrhinfespnotify —A "Configho
Configuration | de-installed sysadminon | SOFTWARE DEINSTALLED"
console
5 Perdformance | High per 0200057 + Matify Ausrhinfespnatify —A "High perQ
CPU sysadminon i system call rate
system call console 11664 scall/s[cpuit .1 e @overdr
rate

Figure 9-22  Using the All Actions Taken Option (Page 2)

Table 9-10 Table Contents for the All Actions Taken Option

Column

Description

No.

Event C ass

Event Descri ption
Event ID

Action Description

Index number in the table

Class of the event to which the action is assigned

Description of the event to which the action is assigned
Identification number of the event to which the action is assigned

Description of the action that was taken
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Table 9-10 (continued) Table Contents for the All Actions Taken Option

Column Description
Action Taken Description of the command that the action performed
Time of Action Time and date at that the action was taken

Each page contains ten actions. Use the symbols at the bottom of the page to navigate
through the pages as follows:

* Use the numbers at the bottom of the page to select the corresponding pages.
* Use the single-right-arrow icon to move to the next group of pages.

e Use the double-right-arrow icon to move to the last group of pages.

* Use the single-left-arrow icon to move to the previous group of pages.

* Use the double-left-arrow icon to move to the first group of pages.

Using the Actions Taken for a Specific Event Option

The Actions Taken for a Specific Event option displays all actions that were taken
for a specific event within the range of dates that you specify.

Perform the following procedure to use the Acti ons Taken for a Specific Event
option:

1. Click on the Syst em | nf or mat i on tab.

2. Click on the Acti ons Taken button in the SYSTEM | NFORVATI ON section.

3. Specify the range of dates that you want to view. (Refer to Figure 9-23.)
4

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-23.)

5. Click on the radio button next to the Acti ons Taken for a Specific Event
option. (Refer to Figure 9-23.)
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SYSTEM INFORMATION = Actions Taken

Enter date(s) for which vou would like actions taken infarmation:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)

Choose a system for which you would like actions taken infarmation:

System Name IP Type System Serial Number | IP Address

overdrive.cad.sgicom | IP27 £9058F48 192,26 58,19

deiter.csd.sgi.com P25 3551797 192,06 58,14

Choose one of the following options:

& All Actions Taken Displays all actions that were taken for the system by
System Group Manager and events that trignered these
actions.

& Actions Takenfora Displays actions taken for a specific event only,

Specific Event

Figure 9-23  Using the Actions Taken for a Specific Event Option (Page 1)

6. Choose the class that contains the event that you want to see. (Refer to Figure 9-24.)
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SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

Choose an event class:

Figure 9-24  Using the Actions Taken for a Specific Event Option (Page 2)

7. Click on Accept .

8. Choose the event for which you want to see the actions taken. (Refer to Figure 9-25.)

SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

Choose an event from class System Configuration:

h

Accept

Figure 9-25  Using the Actions Taken for a Specific Event Option (Page 3)

9. C(lick on Accept .
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The interface displays a table that lists all of the actions that occurred for the event
between the dates that you specified. (Refer to Figure 9-26; Table 9-11 describes the
information that the table contains.)

SYSTEM INFORMATION = Actions Taken = Actions Taken for Specific Event

System name
System D

System serial number
System IP type
System IP address

Class of Reports

. overdrive.csd.sgi.com
. 20063053F4B

. BA058F4B

i rerg

S 192265848

. All Actions Taken for Specific Event

Page 1 of1
Event Action : Time of
No. | Event Class Description Event ID Description Action Taken Action
i System Software 0200104+ Matify Ausrfhinfespnotify : 0640141993
Configuration | installed sysadminon i <A "Confighlon 1 16:2935
console SOFTWARE
INSTALLED"
2 i System Software 0200104 | Matify Ausrfhinfespnotify | 0640241993
Configuration | installed sysadminon i <A "Confighlon 1§ 11:25.00
console SOFTWARE
INSTALLED"

Figure 9-26  Using the Actions Taken for a Specific Event Option (Page 4)

Table 9-11 Table Contents for the Actions Taken for a Specific Event Option

Column

Description

No.

Event d ass

Index number in the table

Class of the event to which the action is assigned

Event Descri ption Description of the event to which the actions is assigned

Event ID

Identification number of the event to which the action is assigned

Action Description Description of the action that was taken

Action Taken

Description of the command that the action performed

Time of Action Time and date at which the action was taken




Viewing the Diagnostic Results

Each page contains ten actions. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Viewing the Diagnostic Results

If you use the diagnostics that are included in the Internal Support Tools 2.0 or later
releases, Embedded Support Partner monitors the diagnostics that you run on a system.

Perform the following procedure to view a report of the diagnostic results:

1.
2.
3.

Click on the Syst em | nf or mat i on tab.
Click on the Di agnosti cs Resul t s button in the SYSTEM | NFORVATI ON section.

Specify the starting date (in the Fr omfield) and ending date (in the To field) of the
range of dates for which you want to view diagnostic results. (Refer to Figure 9-27.)

Note: To view diagnostic results from a specific day, enter that date in both fields.

Click on the radio button next to the system that you want to use. (Refer to
Figure 9-27.)
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SYSTEM INFORMATION = Diagnostics Results

Display diagnostics results for diagnostics ran

From: (0871998 | To: |oomreigses |
(mméddanyyy) (mméddanyyy)
Choose a system for which you would like actions taken infarmation:
System Name IP Type System Serial Number | IP Address
<  annushka.csd.sogicom | P32 08008902FEYE 150.166.1.59

Figure 9-27  Viewing the Diagnostic Results (Graphical Interface)
5. Click on Accept.
The interface displays a table that contains information about all diagnostics that ran

during the range of time that you specified. (Refer to Figure 9-28; Table 9-12 describes the
information that the table contains.)



Viewing the Diagnostic Results

SYSTEM INFORMATION = Diagnostics Results

System name » annushka.csd.sgi.com
System D . BA02FB7E
System serial number : 08006902FB7E
System IP type (IP32
System IP address ;150,166,159
Time period :08/07/1999 - 09/07/1999
Page 1 of1
No. Diagnostic Name _ Diagnostic Result Diagnostic Result Time
1 SYPW) | PASS | 08/17/1999 095809

Figure 9-28  Viewing the Diagnostic Results (Page 2 [Graphical Interface])

Table 9-12 Diagnostic Results Table Contents

Column Heading

Description

No.

Di agnosti c Nane

Di agnostic Result

Di agnostic Result
Ti ne

Index number within the table

Name of the diagnostic

When one or more tests run as a group under one program (for
example, SVP), the total number of tests run is shown in
parentheses next to the diagnostic name; for example:

SVP (86) indicates that 86 tests ran under SVP

Result of the diagnostic: PASS, FAI L, or COVPLETE
PASS indicates that the diagnostic completed successfully
FAI L indicates that the diagnostic failed

COWVPLETE indicates that multiple tests ran and one or more of
them failed and the others passed

Time at which the diagnostic completed testing

When multiple tests run under one diagnostic (for example, SVP),
this column indicates the time at which all tests completed
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Each page contains ten items. Use the symbols at the bottom of the page to navigate
through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.
Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

Viewing the Availability Information

372

The avai | non component of Embedded Support Partner tracks system availability. To
view this information, click on the Avai | abi | i ty button in the SYSTEM | NFORVATI ON
section.

Figure 9-29 shows the page that you use to view the information about system
availability. This page displays the total availability (in percent) for all systems on the site
and the mean time between interrupts (MTBI) in minutes for all systems on the site. It
also enables you to select which type of availability information to view.



Viewing the Availability Information

SYSTEM INFORMATION = Availahility

Total Availahility for all systems on site (%) = 98.23

MTEI for all systems on site (min) = 2846

Enter the time period forwhich you want availability information:

From: | | To |oenznose |
(mméddanyyy) (mméddanyyy)

Display availability information for the following systems:

System Name IP Type System Serial Number IP Address

All systems on a site

overdiive.csdsgloom  1P27 | 69053F4B  1922658.19

deftercsdsgicom IP25 851797 192265814

Choose one of the following options:

4] Site Level Overall Availability Displays all statistical availahility informatian for the
Summary selected system ar group of systems, This report
provides information regarding MTBI, Average
Uptime, ete.
4 Availability Summary List for Displays detailed information of all availahility events
Individual Hosts for the selected system or group of systems. Selection

of each event is also allowed if mare detail is required.

Figure 9-29  Options for Viewing System Availability Information
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Using the Site Level Overall Availability Summary Option

The Overal | Avai |l abi | i ty option provides general availability information for the
systems that you select.

Perform the following procedure to use the Overal | Avai | abi | i ty option:

1.

2
3.
4

Click on the Syst em | nf or mat i on tab.
Click on the Avai | abi | i t y button in the SYSTEM | NFORVATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-30.)

Select the systems that you want to use to generate the summary. (Refer to

Figure 9-30.)

Click on the radio button nexttothe Site Level Overall Availability Summary
option. (Refer to Figure 9-30.)

Click on Accept .

The interface displays a table that contains the overall availability information for
the system(s). (Refer to Figure 9-31; Table 9-13 describes the information that the
table contains.)



Viewing the Availability Information

SYSTEM INFORMATION = Availahility

Total Availahility for all systems on site (%) = 98.23

MTEI for all systems on site (min) = 2846

Enter the time period forwhich you want availability information:

From: |08014989 | To: [Deriangse |
(mméddanyyy) (mméddanyyy)

Display availability information for the following systems:

System Name IP Type System Serial Number IP Address

|# : All systems on a site

overdiive.csdsgloom  1P27 | 69053F4B  1922658.19

deftercsdsgicom IP25 851797 192265814

Choose one of the following options:

4] Site Level Overall Availability Displays all statistical availahility informatian for the
Summary selected system ar group of systems, This report
provides information regarding MTBI, Average
Uptime, ete.
4 Availability Summary List for Displays detailed information of all availahility events
Individual Hosts for the selected system or group of systems. Selection

of each event is also allowed if mare detail is required.

Figure 9-30  Using the Site Level Overall Availability Summary Option (Page 1)
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SYSTEM INFORMATION = Availahility = Group Overall Availability

System name . overdrive.csd.sgi.com
Datahase . s3th
MNumberof records © 7
Data start time  Tuedun 116:24:43 1999
Dataend time o FriJun1109:50:59 1999
 Downtime | MTBI  Availability
Count ™ emin mn) %
- Unscheduled 1 4 22791 | 9998
. resetaction 1 4 2791 |
- Service action 5 34 4558 9850
administrative: rehoat 5 3 4558
Total 6 34 3798 | 9848

Average uptime 2962 minutes (2 days 1 hr22 mins)

Least uptime 128 minutes (2 hrs & mins)

: Recorded at: overdrive.cad.sgi.com

Iost uptime 9760 minutes (& days 18 hrs 40 mins)
. Recorded at: overdrive.cad.sgi.com

Aoverage downtime 835 minutes (13 hrs 55 mins)

Least downtime 2 minutes

376

Recorded at:

overdrive.cad.sgi.com

Iost downtime

328 minutes (5 hrs 28 mins)

Recorded at:

overdrive.cad.sgi.com

Figure 9-31

Avvailability Surmary For All Hosts

Using the Site Level Overall Availability Summary Option (Page 2)




Viewing the Availability Information

Table 9-13 Site Level Overall Availability Summary Information

Row

Description

Unschedul ed

Service Action

Tot al

Aver age uptime

Least uptine

Mbst upti me

Aver age downti ne

Least downti ne

Most downti me

Information about any unscheduled downtime

The following information is displayed for each event: count,
downtime due to the event (in minutes), mean time between
interrupts (in minutes), and availability percentage

Information about each service action performed on the
system

The following information is displayed for each service action:
count, downtime caused by the service action (in minutes),
mean time between interrupts (in minutes), and availability
percentage

Information about the total downtime for unscheduled
downtime and service actions on the system

A total is displayed for the following categories: count,
downtime (in minutes) caused by the action, mean time
between interrupts (in minutes), and availability percentage

Average uptime between availability events

The system listed in the Recor ded at row indicates the
system from which this information came

Shortest uptime between availability events

The system listed in the Recor ded at row indicates the
system from which this information came

Longest uptime between availability events

The system listed in the Recor ded at row indicates the
system from which this information came

Average downtime

Shortest downtime

The system listed in the Recor ded at row indicates the
system from which this information came

Longest downtime

The system listed in the Recor ded at row indicates the
system from which this information came
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Click on the Avai l abi I ity Summary For All Hosts link at the bottom of the page to
display a summary of downtime information for the selected systems. (Refer to
Figure 9-32; Table 9-14 describes the information that the table contains.)

SYSTEM INFORMATION = Availahility = Availability Summary For All Hosts

System name . overdrive.csd.sgi.com

Datahase . s3th

MNumberof records © 7

Data start time  Tuedun 116:24:43 1999

Dataend time o FriJun1109:50:59 1999

Serial :
Number Hosthame Unscheduled | Service Total
: : nst
80063058F4E | overdrive.csd.sgicom 1 | 99.98% 5 19850% (6 19848% | Overall

Aovailabili

Figure 9-32  Using the Site Level Overall Availability Summary Option (Page 3)

Table 9-14 Availability Summary Information for All Hosts

Column Description

Serial Number Serial number of the system

Host nane Name of the system

Unschedul ed Number of unscheduled events and the percent availability
percentage for them

Servi ce Number of service action and the availability percentage for them

Tot al Total number of availability events and the total availability
percentage

Contains a link to availability information for each system (Refer
to Figure 9-35; Table 9-15 describes the information that the table
contains)
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SYSTEM INFORMATION = Availahility = Cverall Availahility

System name . overdrive.csd.sgi.com

Database : ssth

Mumber of records @ 7

Data start time s TueJun116:24:43 1999

Data end time : FriJun1109:50:59 1999

| Count DoE:.lr;rt];me I'El'ln:lI;E)I Avail;obility
- Unscheduled 1 5 20805 9998
. resetaction 1 5 20305

- Service action 5 34 4561 9850
administrative: reboot 5 34 4561

Total 6 | 3% 3801 9848
Average uptime 2964 minutes (2 days 1 hr24 mins)

Least uptime 128 minutes (2 hrs & mins)

Iost uptime 9760 minutes (& days 18 hrs 40 mins)

Aoverage downtime 835 minutes (13 hrs 55 mins)

Least downtime 2 minutes

lost downtime 329 minutes (5 hrs 28 mins)

Logging started at FriMay 28 18:10:12 1999

Last boot at Fridun1109:54:33 1939

System has heen up for 3141 minutes (2 days 4 hrs 21 ming)

Event Availahility Information

Figure 9-33  Using the Site Level Overall Availability Summary Option (Page 4)
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Table 9-15 Overall Availability Information

Row Description

Unschedul ed Information about any unscheduled downtime

The following information is displayed for each event: count,
downtime caused by the event (in minutes), mean time
between interrupts (in minutes), and availability percentage

Service Action Information about each service action performed on the
system

The following information is displayed for each service action:
count, downtime caused by the service action (in minutes),
mean time between interrupts (in minutes), and availability
percentage

Tot al Information about the total downtime for service actions on
the system

A total is displayed for the following categories: count,
downtime (in minutes) caused by the action, mean time
between interrupts (in minutes), and availability percentage

Aver age uptine Average uptime between availability events

Least uptine Shortest uptime between availability events

Most uptime Longest uptime between availability events

Aver age downti ne Average downtime

Most downti e Longest downtime

Least downtine Shortest downtime

Loggi ng started at Date and time when availability monitoring started
Last boot at Date and time of the last system boot

System has been up for Amount of time that the system has been up since the last boot
(in minutes)

Click on the Event Avai | abi lity I nformati onlink at the bottom of the page to display
a list of all availability events that occurred between the dates that you specified. (Refer
to Figure 9-32; Table 9-16 describes the information that the table contains.)
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SYSTEM INFORMATION = Availahility = Event Availahility Information

System name . overdrive.csd.sgi.com
Datahase . s3th
MNumberof records © 7
Data start time  Tuedun 116:24:43 1999
Dataend time o FriJun1109:50:59 1999
Page 1 of1
: : : Uptime ;| DownTime
Start Time Incident Time min) min) Reason
FriMay 28 Tuedun1 Event
1810118 1999 16:24:43 1999 S S NI Summal
Tuedun1 WedJun2 Event
1620241900 | 1122041909 | 150 2y Gl Summary
WedJun2 Thudun3 Event
1124451900 | 1453051909 | 0% 2] Gl Summary
Thudun3 Sundung Event
1455081999 | 1757591998 L 0 Stawsrepot g
Thudun3 Thudun 10 Event
1455081909 | 0935331909 | OO ey ) ol Summary
Thudun 10 Thudun 10 Event
1504211909 | 1712501909 | 0 4 Gl Summary
Thudun 10 Fridun 11 vent
1747091909 | 0950591909 | O 4| Gl Summary

Figure 9-34  Using the Site Level Overall Availability Summary Option (Page 5)
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Table 9-16 Event Summary Information
Column Description
Start Tine Specifies the time that the system was brought up before the

I nci dent Tinme

Uptime (mn)

DownTi ne (m n)

Reason

incident occurred

Specifies the time at which the incident that caused the downtime
occurred

Specifies the number of minutes that the system was up before the
incident occurred

Specifies the number of minutes that the system was down
because of the incident

Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to
Figure 9-35)

Each page contains ten availability events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

¢ Use the numbers at the bottom of the page to select the corresponding pages.

® Use the single-right-arrow icon to move to the next group of pages.

* Use the double-right-arrow icon to move to the last group of pages.

*  Use the single-left-arrow icon to move to the previous group of pages.

* Use the double-left-arrow icon to move to the first group of pages.
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SYSTEM INFORMATION = Availahility = Event Summary Information

Internet address . overdrive.csd.sgi.com
Reason for shutdown —: NMI

Starttime » Fritday 28 18:10:12 1999

Incident time  Tuedun 116:24:43 1999

Re—start time » Tuedun 116:29:24 1999

Uptime . 5654 minutes (3 days 22 hrs 14 mins)
Downtime . 5 minutes

Figure 9-35  Using the Site Level Overall Availability Summary Option (Page 6)

Using the Availability Summary List for Individual Hosts Option

The Avail ability Summary List for I|ndividual Hosts option provides detailed
information about all availability events that occurred on a specific system between the
dates that you specify.

Perform the following procedure to use the Overal | Avai | abi | ity option:

1.

2
3
4.
5

Click on the Syst em I nf or mat i on tab.

Click on the Avai | abi | i t y button in the SYSTEM | NFORMATI ON section.
Specify the range of dates that you want to view. (Refer to Figure 9-36.)
Select the system that you want to use. (Refer to Figure 9-36.)

Click on the radio button next to the Avai | abi l ity Summary List for
I ndi vi dual Host s option. (Refer to Figure 9-36.)
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SYSTEM INFORMATION = Availahility

Total Availahility for all systems on site (%) = 98.23

MTEI for all systems on site (min) = 2843

Enter the time period forwhich you want availability information:

From: |08014989 | To: [Deriangse |

(mméddanyyy)

(mméddanyyy)

Display availability information for the following systems:

System Name

IP Type System Serial Number IP Address

[l All systems on a site

= overdrive.cad.sgi.com

P27

£9058F4B 192.26.58.19

= deiter.csd.sgi.com

IP25

51797 192.26.58.14

Choose one of the following options:

¢ Site Level Crverall Availability

Summary

& Availability Summary List for

Individual Hosts

Displays all statistical availahility informatian for the
selected system ar group of systems, This report
provides information regarding MTBI, Average
Uptime, ete.

Displays detailed information of all availahility events
for the selected system or group of systems. Selection
of each event is also allowed if mare detail is required.

Figure 9-36  Using the Availability Summary List for Individual Hosts Option (Page 1)
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6. Click on Accept .

The interface displays downtime information for the selected systems. (Refer to
Figure 9-37; Table 9-17 describes the information that the table contains.)

SYSTEM INFORMATION = Availahility = Availability Summary For All Hosts

System name

. overdrive.csd.sgi.com

Datahase . s3th
MNumberof records © 7
Data start time  Tuedun 116:24:43 1999
Dataend time o FriJun1109:50:59 1999
Serial :
Number Hosthame Unscheduled | Service Total
20063058F4B © averdrive.csd.sgicom 1 99.92% 2.50%

Figure 9-37  Using the Availability Summary List for Individual Hosts Option (Page 2)
Table 9-17 Availability Summary Information for All Hosts
Column Description

Serial Nunmber

Host nanme

Unschedul ed

Servi ce

Tot al

Serial number of the system
Name of the system

Number of unscheduled events and the percent availability
percentage for them

Number of service action and the availability percentage for them

Total number of availability events and the total availability
percentage

Contains a link to availability information for each system (Refer
to Figure 9-38; Table 9-18 describes the information that the table
contains)
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SYSTEM INFORMATION = Availahility = Cverall Availahility

System name . overdrive.csd.sgi.com
Database : ssth
Mumber of records @ 7
Data start time s TueJun116:24:43 1999
Data end time : FriJun1109:50:59 1999
. Domrt‘i}me mﬁ)l Avail;obility
- Unscheduled 1 5 20805 | 9998
. resetaction 1 5 20805 |
- Service action 5 34 561 | 9850
administrative: reboot 5 34 481
Total 6 | 3% 3801 | 9848
Average uptime 2964 minutes (2 days 1 hr24 mins)
Least uptime 128 minutes (2 hrs & mins)
Iost uptime 9760 minutes (& days 18 hrs 40 mins)
Aoverage downtime 835 minutes (13 hrs 55 mins)
Least downtime 2 minutes
lost downtime 329 minutes (5 hrs 28 mins)
Logging started at FriMay 28 18:10:12 1999
Last boot at Fridun1109:54:33 1939
System has heen up for 3141 minutes (2 days 4 hrs 21 ming)

Event Availahility Information

Figure 9-38  Using the Availability Summary List for Individual Hosts Option (Page 3)
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Table 9-18 Overall Availability Information

Row

Description

Service Action

Tot al

Aver age uptime
Least uptine

Most upti nme

Aver age downti ne
Most downti ne
Least downtine
Loggi ng started at
Last boot at

System has been up for

Information about each service action performed on the
system

The following information is displayed for each service action:
count, downtime caused by the service action (in minutes),
mean time between interrupts (in minutes), and availability
percentage

Information about the total downtime for service actions on
the system

A total is displayed for the following categories: count,
downtime (in minutes) caused by the action, mean time
between interrupts (in minutes), and availability percentage

Average uptime between availability events
Shortest uptime between availability events
Longest uptime between availability events
Average downtime

Longest downtime

Shortest downtime

Date and time when availability monitoring started
Date and time of the last system boot

Amount of time that the system has been up since the last boot
(in minutes)

Clickonthe Event Avail ability I nformationlinkatthebottom of the page to display
a list of all availability events that occurred between the dates that you specified. (Refer
to Figure 9-39; Table 9-19 describes the information that the table contains.)
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SYSTEM INFORMATION = Availahility = Event Availahility Information

System name . overdrive.csd.sgi.com
Datahase . s3th

MNumberof records © 7

Data start time  Tuedun 116:24:43 1999
Dataend time o FriJun1109:50:59 1999

Page 1 of1

Start Time Incident Time lim':}"e DoE:.lr;r':;ime Reason

181018 a0 | tepedaeee | 5. Ml sirtriey
16:2;;3 15391 11 2?53 15592 Ve g (Comlle Sﬁnﬁw_

11 2‘;\{2[5j 15592 14:5?182 15593 L g (Comlle Sﬁnﬁw_
14:5;85 15593 1?:5%3 1555 0 0 SEE G Slﬁ—?nrg
14:5;85 15593 09:3T5h:g?,J 5139155 e &9 (Comllee Sﬁnﬁw_
15:0T4h:g1J 5139155 1?:1T 2hgoJ 5139155 2 ¢ Comollee Sﬁnﬁw_
1?:1T ?hggJ 5139155 ogzsgggJ 5139191 L ¢ Comlle ﬁw_

Figure 9-39  Using the Availability Summary List for Individual Hosts Option (Page 4)
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Table 9-19 Availability Event Information for the a Specific System
Column Description
Start Tine Specifies the time that the system was brought up before the

I ncident Tinme

Uptime (mn)

DownTi ne (m n)

Reason

incident occurred

Specifies the time at which the incident that caused the downtime
occurred

Specifies the number of minutes that the system was up before the
incident occurred

Specifies the number of minutes that the system was down
because of the incident

Specifies the reason that the system was down

Contains a link to summary information for the event (Refer to
Figure 9-35)

Each page contains ten availability events. Use the symbols at the bottom of the page to
navigate through the pages as follows:

Use the numbers at the bottom of the page to select the corresponding pages.

Use the single-right-arrow icon to move to the next group of pages.

Use the double-right-arrow icon to move to the last group of pages.

Use the single-left-arrow icon to move to the previous group of pages.

Use the double-left-arrow icon to move to the first group of pages.

SYSTEM INFORMATION = Availahility = Event Summary Information

Internet address
Reason for shutdown

. overdrive.csd.sgi.com
I

Starttime » Fritday 28 18:10:12 1999
Incident time TueJun116:24:43 1999
Re-start time : TueJun116:29:24 1999
Uptime . 5654 minutes (3 days 22 hrs 14 mins)
Downtime
Figure 9-40  Using the Availability Summary List for Individual Hosts Option (Page 5)
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Chapter 10

Sending Notifications

About the espnotify Tool

The Embedded Support Partner software suite includes the espnot i f y tool that you can
use to perform the following types of notification:

¢ Displaying a message on the system console
¢ Displaying a message on a local or remote X Window System display
* Sending an e-mail message

* Sending a page to an alphanumeric or chatty pager

Command Line Options for Displaying a Message on the Console

Use the following format of the espnot i f y command to display a message on the system
console:

/usr/bin/espnotify -A <message> [-n <number>]

This format of the espnot i fy command has the following command line options:
-A Specifies that the message should be displayed in the console window
<nmessage> Specifies the message that the window should display

Enclose <message> in single quotes (" ‘) if the message contains more than
one word.

-n <nunber> Specifies an optional priority message, which is determined by the value
that you specify for <nunber >

The <nunber > parameter can be a value from 1 to 7. espnot i f y attaches
a label to the message based on the value of <nunmber>:1or2 (Cri ti cal
System Error), 3 (System Error), 4 (Syst em War ni ng), or 5 to 7
(System I nformati on)
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For example, the following command displays the message This is the nmessage to
di spl ay. on the console (refer to Figure 10-1):

/usr/bin/espnotify -A ‘This is the message to display.’

Information Mo

Figure 10-1  Displaying a Message in the Console Window

Displaying a Message on an X Window System Display

Use the following format of the espnot i fy command to display a message on a local or
remote X Window System display:

/usr/bin/espnotify -c <message> [-a] [-D <display>] [-g <geometry>]

[-1 <icon>] -n <number>] [-t <title>]

This format of the espnot i f y command has the following command line options:

-c <nmessage> Specifies the message that the window should display

“" o4

Enclose <message> in double quotes (
than one word.

) if the message contains more

-a Specifies that an audio file should be played

The / usr/ bi n/ sspl ay application plays the audio file. Audio
notification cannot be performed without graphical notification. Audio
notification can be performed only on the local host.

-D <di spl ay> Specifies the display to use. (If you do not specify a display, the window
is displayed on the host specified by the $DI SPLAY environment
variable.)
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-g <geonet r y> Specifies an optional X Window System geometry string for the window
(in the standard WIDTHXHEIGHTxXOFFxYOFF format)

For example, - g 120x80x50x100 specifies a window that is 120 pixels

wide by 80 pixels high and is located 50 pixels from the left edge of the
screen and 100 pixels from the top edge of the screen. (Refer to the x(1)
man page for more information.)

-i <icon> Specifies an optional image to display as an icon for the window

-n <nunber> Specifies an optional priority message, which is determined by the value
that you specify for <nunber >

The <nunber > parameter can be a value from 1 to 7. espnot i f y attaches
a label to the message based on the value of <nunmber>:1or2 (Cri ti cal
System Error),3 (System Error),4 (Syst em War ni ng), or5to 7
(System | nformati on)

-t <title>  Specifies an optional title of the window.

" oas

Enclose <title> in double quotes (
word.

) if the title contains more than one

For example, the following command displays a window on the local host (refer to
Figure 10-2):

/usr/bin/espnotify -c "This is the nessage to display." -D | ocal host:0
-t "This is the title."

This is the message to display. |

Figure 10-2  Displaying a Message on an X Window System Display
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Sending an E-mail Message

Use the following format of the espnot i fy command to send an e-mail message:

/usr/bin/espnotify -E <address> { -f <filename> | -m <message> } [-n <number>]

[ -0 <options>]

[-s <subject>]

This format of the espnot i fy command has the following command line options:

-E <addr ess>

Specifies the e-mail addresses that should receive the message

Enclose <address> in single quotes (* *) if the list contains more than one
address.

-f <fil ename> Specifies a text file to use as content for the message

-m <nessage>

-n <nunber >

-0 <options>

-s <subject >

You cannot use the - f and - moptions at the same time.
Specifies text to use as content for the message

Enclose <message> in single quotes (" ‘) if the message contains more than
one word.

You cannot use the - f and - moptions at the same time.

Specifies an optional priority message, which is determined by the value
that you specify for <nunber >

The <nunber > parameter can be a value from 1 to 7. espnot i f y attaches
a label to the message based on the value of <nunber>:1or2 (Cri ti cal
System Error), 3 (System Error), 4 (Syst em War ni ng), or 5 to 7
(System | nf or mat i on)

Specifies processing options for the message

Two options are available: -0 COMP (compress and uuencode the
message) and - o ENCO(uuencode the message). These options are valid
only if you also use the - f option.

Specifies the subject of the message

The format of the default subject is [ HOSTNAME] : t ext , where HOSTNAVE
is replaced with the name of the host and t ext is replaced with a priority
message (for example, Critical System Error).

If you use the - n and - s options, the - s option overrides the - n option.
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For example, the following command sends a message to dtg@sgi.com (refer to
Figure 10-3):

/usr/bin/espnotify -E dtg@gi.com-m’'This is the text of the nessage.’
-n 1

Subject: [lobos]: Critical System Error
Date: IMon, 7 Jun 1999 0S:44:24 —0700 (PDT)
From: root(@lobos.cad.sgi.com (Super—User)
To: digighsgi.com

This is the text of the message.

Figure 10-3  Sending an E-mail Message

Sending a Page

Use the following format of the espnot i f y command to send a page to an alphanumeric
or chatty pager:

/usr/bin/espnotify -C <message> -p <pagers> [-n <number>] [-Q <server>]

[-S <service>]

This format of the espnot i fy command has the following command line options:
- C <message> Specifies the message that the window should display.

Enclose <message> in double quotes (“ ) if the message contains more
than one word.

-p <pagers> Specifies a comma-separated list of pager names (or pager identification
numbers) that should receive the message

Pager information is stored in the / et ¢/ gpage. cf file on the server that
is sending the page. You can set up pager names on the Embedded
Support Partner interface.

-n <nunber> Specifies an optional priority message, which is determined by the value
that you specify for <nunber >

The <nunber > parameter can be a value from 1 to 7. espnot i f y attaches
a label to the message based on the value of <number>:1or2 (Cri ti cal
System Error),3 (System Error), 4 (Syst em War ni ng), or 5 to 7
(System I nformati on)
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-Q <server> Specifies an alternate paging server to use

If you do not specify this option, espnot i f y uses the QPage software on
the local host.

-S <servi ce> Specifies an alternate paging service to use

Paging service information is stored in the / et ¢/ gpage. cf file on the
server that is sending the page. You can set up paging service
information on the Embedded Support Partner interface.

If you do not specify this option, espnot i f y uses the default paging
service specified in the / et ¢/ gpage. cf file.

For example, the following command sends the message This i s the nessage to the
pager named mypager:

/usr/bin/espnotify -C “This is the nessage” -p nypager

Invoking espnotify from Embedded Support Partner

396

Because espnoti fy is a command line utility, you can configure it as an Embedded
Support Partner action. To do this, create a new action or update an existing action with
a command string that uses the/ usr/ bi n/ espnot i f y command. This section shows two
examples of how to create Embedded Support Partner actions that use espnoti fy.

Example 1: Creating an Action to Send an E-mail

The first example shows how to set up an Embedded Support Partner action to send
notification by E-mail.

1. Click on the Set up tab.

2. Click on the Add button in the Act i ons category of the SETUP section.
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3. Update the parameters. (Table 10-1 lists the parameters for this example.)

Table 10-1 Example Action Parameters for Sending an E-mail Notification
Field Setting
Enter action command string /'usr/ bin/espnotify -Edtg@sgi.com-m %D -s

“An event was just registered.’

Enter action description Send notification via E-mail to
dtg@gi . com

Enter usernane to execute this root
action as (default = root)

Enter action timeout (in 10
multiples of 5 seconds)

Enter the nunber of tinmes that 1
an event nust be registered
before an action will be taken

Enter the nunber of retry times 4
(up to 23; nore than 4 not
recommended)

Figure 10-4 shows an interface page with the proper settings for this example.
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SETUP = Actions = Add

Help

Enter action command string:

Enter action description:

Enter username to execute this action (default = root):

Enter action timeout (in multiples of 5 seconds);
seconds

Enterthe number of times an event must be registered hefore
the action will be taken:

Enter the number of retry times (up to 23; more then 4 nat
recommended);

Figure 10-4  Example Action Parameters for Sending an E-mail Message

4. Click on Accept . (Figure 10-5 shows the confirmation message for this example.)

SETUP = Actions = Add

Action description; . Send notification via E-mail to dtg@soi.com

Action command string . Ausrhinfespnotify —E dtg@soi.com -m %0 -5 An
eventwas just registered.

A username to execute the action . root

Action timeout : 10 seconds

Mumber of times the event must he registered
hefore an action will be taken

Retry times 4

Figure 10-5  Example Confirmation Message for Sending an E-mail Message Action
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Example 2: Creating an Action to Send a Page

The second example shows how to set up an Embedded Support Partner action to send
notification to a pager. To send messages to a pager, you need to set up the modem,
paging service, and pager that espnot i f y should use. Figure 10-6 shows the setup used

in this example.

SETUP = Paging = View Current Setup

QuickPage Administration Yariables
Administrators E-mail address
Mumber of seconds to wait for a reply hefore giving up on queries
Modem Setup
Maodem 1

Mame

Device

Initialization command
Services Setup
Service 1

Mame

Wodem Name

Waximum number of retries

M aximum length of message

Phone Mumber of Paging Service
Pager Setup
Fager 1

Mame

Service

PagerID

Figure 10-6

. dtg@sgi.com

. 5 seCcs

. USRohotics-Sportster
o Adevittyd
o ATETF1VIMO

. PageMet

. USRohotics-Sportster
LB

150

© 914084289729

. Danin_Goss
. PageMet
L 8151932

Paging Configuration for Sending a Message to a Pager Example
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1. Click on the Set up tab.
2. Click on the Add button in the Act i ons category of the SETUP section.

3. Update the parameters. (Table 10-2 lists the parameters for this example.)

Table 10-2 Example Action Parameters for Sending a Message to a Pager

Field Setting

’

Enter action conmand string /usr/bin/espnotify -C ‘There is a system problem.
-p Darrin_Goss

Enter action description Page Darrin

Enter username to execute this root
action as (default = root)

Enter action timeout (in 10
mul ti ples of 5 seconds)

Enter the nunber of tines that 1
an event nust be registered
before an action will be taken

Enter the nunber of retry times 4
(up to 23; nore than 4 not
r econmended)

Figure 10-7 shows an example interface page with the proper settings for this
example.
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SETUP = Actions = Add
Help

Enter action command string:

Enter action description:

Enter usemname to execute this action (default =
root):

Enter action timeout (in multiples of 5 seconds);
seconds

Enterthe number of times an event must he
registered hefore the action will be taken;

Enterthe number of retry times (up to 23; more
then 4 not recommended):

Figure 10-7  Example Action Parameters for Sending a Message to a Pager

4. Click on Accept . (Figure 10-5 shows the confirmation message for this example.)

SETUP = Actions = Add

Action description; . Page Darrin

Action command string . Ausrhinfespnatify —C "There is a system
prablem.” —p Darrin_Goss

A username to execute the action . root

Action timeout : 10 seconds

Mumber of times the event must he registered

hefore an action will be taken o 1

Retry times 4

Figure 10-8  Example Confirmation Message for Sending a Message to a Pager Action
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Event Classification

Logging Events from Applications and Scripts

The Embedded Support Partner framework provides two ways for you to send events
from your local applications and scripts to Embedded Support Partner:

* By using the event non Application Programming Interface (API)

* By using the espl ogger tool

Note: You can also use the openl og, sysl og, and cl osel og SYSLOG functions to send
event information through SYSLOG. Refer to the syslog(3c) man page for more
information.

and Sequence Numbers

The Embedded Support Partner framework uses a standardized event classification
scheme for the events that it registers. This classification scheme was implemented to:

¢ Provide a meaningful representation of the events that have occurred so that users
can easily interpret them

* Provide an easy way to locate the source of an error by providing a general category
and more specific information

In this scheme, events are categorized by class and type. An event class describes a
general area that Embedded Support Partner monitors (for example, SCSI). An event
type provides greater detail about individual events (for example, a SCSI controller
initialization failure).

Embedded Support Partner automatically generates event class and type numbers when
you create custom events and classes. You can use these numbers with your local
applications and scripts to send event information to the Embedded Support Partner
framework through the event non API and espl ogger tool.
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The Embedded Support Partner framework also uses unique sequence numbers for
system messages. These sequence numbers provide a mechanism that enables
Embedded Support Partner to isolate problems at the source code level.

Using the eventmon API

404

The event non API contains a set of functions that you can call from your local C or C++
programs to send event information to the event monitoring component of Embedded
Support Partner (event nond). The event non API includes the following functions:

e int EVMONAPI enmpi |l sDaenonlnstalled();

This function determines whether the event nond software is installed on the
system.

Parameters:
None
Return value:

An integer: A nonzero value indicates that the / usr/ et ¢/ event nond executable file
exists on the system. A zero indicates that the file does not exist on the system.

e int EVMONAPI enmpil sDaenonStarted();

This function determines whether event nond is running on the system. You should
use this function to verify that event nond is running before you use any other
event non API functions.

Parameters:
None
Return value:

An integer: A nonzero value indicates that event nond is running on the system. A
zero indicates that event nond is not running on the system.
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int EVMONAPI emapi Decl ar eDaenonUnl oad() ;

This function unloads event nond from memory. (Note that the event nond daemon
can remain in the memory for up to 2 seconds after this function is called while the
unload process completes.)

Parameters:
None
Return value:

An integer: A nonzero value indicates that event nond successfully unloaded from
memory. A zero indicates that an error prevented event nond from successfully
unloading from memory.

An application must have root permissions/privileges to call this function.
int EVMONAPI emapi Decl ar eDaenonRel oadConfi g();

This function causes event nond to reload the configuration information. This
process includes three steps:

1. Drop all filtering information from the internal event rond memory tables.
2. Connect to system tables that contain the filtering information.

3. Reconfigure the internal event nond memory tables with the information from
the system tables.

This function has the same functionality as the following shell command:
kill -HUP eventmon_pid

Parameters:

None

Return value:

An integer: A nonzero value indicates that event nond successfully reloaded the
configuration information. A zero indicates that an error prevented event mond from
successfully reloading the configuration information.

An application must have root permissions/privileges to call this function.
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int EVMONAPI emapi SendEvent (char *host nane_from unsi gned | ong
ti mehost,int etype, int epri, char *eventbuffer);

This function sends information about an event (event class sequence number and
priority /facility code) to event nond.

Parameters:
char *hostnane_from

— The name of the host where the event occurred (Use NULL to indicate the local
host.)

unsi gned | ong tinmehost

—  The name of the host that is sending the event information (Use NULL to
indicate the local host.)

int etype

— A number that specifies the event type (must be a nonzero value)

int epri

—  The priority/facility code

char *eventbuffer

- A valid ASCIZ buffer that contains the event message string (It must be a valid
string pointer and have a nonzero size.)
The buffer cannot be larger than the number of bytes specified by
EVMONAPI_MAXEVENTSIZE (16 KB, as defined in the event nonapi . h file).

Return value:

An integer: A nonzero value indicates that the information was successfully passed
to event nond for processing. A zero indicates that an error prevented the
information from successfully reaching event nond.
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The following sample code fragment demonstrates how to use the event non API:

#i ncl ude <stdio. h>
#i ncl ude <sys/sysl og. h>
#i ncl ude <event nonapi . h>

mai n()
{ if(!'emapi |l sDaenonStarted())
{ printf("EventMn daenon not started!0);
exit(0);
}
return emapi SendEvent ("1 egal ov. sgi . conit', 0, 0x20101C,
LOG_MAKEPRI (LOG _USER, LOG I NFO), "Hello world!™");

Using the esplogger Tool

Use the espl ogger tool to pass event information from your local scripts to the event
monitoring component of Embedded Support Partner (event nond). You can run

espl ogger from a UNIX prompt or from a UNIX shell script. espl ogger uses the
following command syntax:

espl ogger -s sequence_number {-f filename | - m"message"} [-p priority] [-t time]
espl ogger -h
espl ogger -V

where:

e The-s sequence_number option specifies the sequence number (in decimal or
hexadecimal). You must use this option with the -t option and the - f or - moptions.

¢ The-f filename option specifies the file that contains data to log in the Embedded
Support Partner framework. You must include the - s option with this option. You
cannot use this option with the - moption.

e The-m “nessage “ option specifies a message to log in the Embedded Support
Partner framework. You must include the - s option with this option. You cannot
use this option with the - f option.
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e The-p priority option specifies the priority (for example, local0.notice). Refer to
the syslog(3C) man page for descriptions of the priority values. If you do not specify
a priority value, espl ogger sets the priority to local0.info. You must use this option
with the - s option and the - f or - moption.

¢ The-t time option specifies the time that the event occurred. You must specify the
time in seconds since 00: 00:00 UTC on January 1, 1970 (in decimal notation). If you
do not specify the time, espl ogger defaults the time to the time that it received the
event. You must use this option with the - s option and the - f or - moption.

® The - h option prints the usage information.
e The - Voption prints the espl ogger version number.

Note: You can also use logger to send event information through SYSLOG. Refer to the
logger(1) man page for more information.

Example 1
espl ogger -s 200356 -f avail non. dat
This example sets the sequence number to 200356, the priority to local0.info (1030), and

the time to the time that espl ogger received the event. Then, it passes this information
and the data in the avai | mon. dat file to event nond.

Example 2
espl ogger -s 0x00200000 -p syslog.warning -m"Start SVP"
This example sets the sequence number to 0x00200000, the priority to syslog.warning

(324), and the time to the time that espl ogger received the event. Then, it passes this
information and the message to event nond.
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