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New Features

This revision includes the following new features:
= Support for new operating systems.

= Information about how to change the baseboard management controller (BMC)
credentials on a flat compute node BMC or on a rack leader controller (RLC) BMC.

= Miscellaneous editorial and technical corrections and additions.
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About This Guide

This guide is a reference document for people who install and configure sGI® ICE™
cluster computer systems and SGI Rackable” cluster computer systems. SGI Rackable
clusters are sometimes called flat cluster computer systems because of their
nonhierarchical structure. This manual describes how to perform general system
discovery, installation, configuration, and operations.

Note: The SMC 3.2 release supports the following operating systems: RHEL 7.1,
RHEL 6.7, SLES 12, SLES 11 SP4, and CentOS 6.7. In SGI documentation, you can
assume that feature descriptions for RHEL platforms also pertain to CentOS platforms
unless otherwise noted.

If you already have SMC installed on your cluster, you can log into the admin node
and type the following command to retrieve the release level of SMC:

# rpm -qg sgi-adni n-node-rel ease

Related Publications
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The SGI Foundation Software release notes and the SGI Performance Suite release
notes contain information about the specific software packages provided in those
products. The release notes also list SGI publications that provide information about
the products. The release notes are available in the following locations:

= Online at the SGI customer portal. After you log into the SGI customer portal, you
can access the release notes.

The SGI Foundation Software release notes are posted to the following website:
https://supportl-sgi.custhelp.com/app/answers/detail/a_id/4983
The SGI Performance Suite release notes are posted to the following website:

https://supportl-sgi.custhelp.com/app/answers/detail/a_id/6093

Note: You must sign into the SGI customer portal, at
https://support.sgi.com/login, in order for the preceding links to work.
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On the product media. The release notes reside in a text file in the / docs directory
on the product media. For example, / docs/ SGE - MPI - 1. x-r eadne. t xt .

On the system. After installation, the release notes and other product
documentation reside in the / usr/ shar e/ doc/ packages/ product directory.

All SGI publications are available at the SGI customer portal. The following software
documentation might be useful to you:

SGI Management Center (SMC) Administration Guide for Clusters, publication
007-6358—xxx

This manual explains how to use manage an SGI ICE cluster or an SGI Rackable
cluster.

SGI Foundation Software (SFS) User Guide, publication 007—-6410-xxx.
This manual explains how to use SFS to optimize system performance.

SGI MPI and SGI SHMEM User Guide, which describes the industry-standard
message passing protocol optimized for SGI computers. This manual describes
how to tune the run-time environment to improve the performance of an MPI
message passing application on SGI computers. None of these ways involve
application code changes.

MPInside Reference Guide, which documents the SGI MPInside profiling tool.

SGI’s hardware documentation might also interest you. SGI creates hardware
manuals that are specific to each product line. The hardware documentation typically
includes a system architecture overview and describes the major components. It also
provides the standard procedures for powering on and powering off the system, basic
troubleshooting information, and important safety and regulatory specifications.

The following procedure explains how to retrieve a list of hardware manuals for your
system.

Procedure 0-1 To retrieve hardware documentation

1.

Type the following URL into the address bar of your browser:
docs. sgi . com
In the search box on the Techpubs Library, narrow your search as follows:
= In the search field, type the model of your SGI system.
For example, type one of the following: " Uv 2000", "I CE X", Rackabl e.
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Remember to enclose hardware model names in quotation marks (* ") if the
hardware model name includes a space character.

= Check Search only titles.
= Check Show only 1 hit/book.
= Click search.

In addition to SGI documentation, the following documentation from other sources
might interest you:

= Intel compiler documentation
« |ntel documentation about Xeon architecture

= Red Hat documentation for Red Hat Enterprise Linux (RHEL) 7.1, RHEL 6.7, and
CentOS 6.7

e SUSE documentation for SLES 12 and for SLES 11 SP4

Obtaining Publications

Conventions
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All SGI publications are available on the SGI customer portal at
http://support.sgi.com. Select the following:

Support by Product > productname > Documentation

If you do not find what you are looking for, search for document-title keywords by
selecting Search Knowledgebase and using the category Documentation.

You can view man pages by typing man title on a command line.

The following conventions are used throughout this document:

Convention Meaning

conmand This fixed-space font denotes literal items such as
commands, files, routines, path names, signals,
messages, and programming language structures.

Xix
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variable Italic typeface denotes variable entries and words or
concepts being defined.

user input This bold, fixed-space font denotes literal items that the
user enters in interactive sessions. (Output is shown in
nonbold, fixed-space font.)

[] Brackets enclose optional portions of a command or
directive line.

Ellipses indicate that a preceding element can be
repeated.

Reader Comments

If you have comments about the technical accuracy, content, or organization of this
publication, contact SGI. Be sure to include the title and document number of the
publication with your comments. (Online, the document number is located in the
front matter of the publication. In printed publications, the document number is
located at the bottom of each page.)

You can contact SGI in either of the following ways:
= Send e-mail to the following address:
techpubs@sgi.com

= Contact your customer service representative and ask that an incident be filed in
the SGI incident tracking system:

http://www.sgi.com/support/supportcenters.html

SGI values your comments and will respond to them promptly.
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Chapter 1

System Software Overview

This chapter includes the following topics:
= "About SGI Cluster Computer Systems" on page 1
= "SGI Cluster System Node Images" on page 5

= "SGI Cluster Networks" on page 8

About SGI Cluster Computer Systems
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Figure 1-1 on page 2 shows an SGI Rackable cluster and an SGI ICE cluster. The SGI
ICE family includes the following computers systems:

- SGI° ICE™ XA
- SGI° ICE™ X
- sGI° Altix” ICE 8400

- SGI° Altix” ICE 8200. SGI does not support RHEL 7.x or SLES 12 on SGI Altix ICE
8200 platforms.

Each type of cluster includes an admin node and flat compute nodes. As Figure 1-1
on page 2 shows, the admin node and the flat compute nodes attach directly to the
management network. Admin nodes are sometimes referred to as system admin
controller (SAC) nodes.

In an SGI ICE cluster, the SGI ICE compute nodes are configured in a hierarchical
way, under a rack leader controller (RLC). In the SGI ICE cluster, it is the RLC that
attaches to the management network, not the compute nodes.
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SGI Rackable Cluster T

SGI ICE Cluster

Admin

| Admin —
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Figure 1-1 SGI Rackable Clusters and SGI ICE Clusters

The following topics describe the SGI cluster systems:

"About SGI Rackable Clusters" on page 2
"About SGI ICE Clusters" on page 4

About SGI Rackable Clusters

"About High Availability Nodes in SGI Clusters" on page 5
"About Managed Nodes and Unmanaged Nodes" on page 5

The nodes in an SGI Rackable cluster have the following roles:
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= The admin node is the cluster’s administrative node. This is the node from which
you install software and manage the cluster. SGI Management Center (SMC)
software resides on the admin node. SMC enables you to install, provision,
configure, and manage the SGI Rackable cluster computing system.

Each cluster has an admin node. The admin node hosts the original,
factory-installed copies of the software images for each component. System
administrators log into the admin node to run system management commands, to
modify component images, and to perform system-wide operations.

The SMC software distribution includes the master system image for the admin
node. During the installation and configuration process, the installation software
creates the master system images for the other components in the cluster. As you
customize the system for your site, you modify the component-specific system
images on the admin node and push the updated images to the other nodes.

= The compute nodes in an SGI Rackable cluster are called flat compute nodes because
they are not configured in a hierarchical structure. An admin node can manage
thousands of compute nodes, depending on the cluster’s workload. The compute
nodes all receive a hostname and an IP address during the configuration process.
You can configure flat compute nodes with one or more of the following types of
user services:

— Login services. These services allow an end user to log in and then, for
example, run or monitor MPI jobs.

— Batch scheduling services. You can install workload schedulers such as Altair’s
PBS Professional, Adaptive Computing’s Moab, SLURM, or TORQUE.

— 1/0 gateway. On a small system, you can combine the 1/0 gateway, login
services, and batch scheduling on the same compute node.

The 1/0 gateway services connect the cluster to your site network. You can
configure one or more of the following protocols on the node: network file
system (NFS), network address translation (NAT), or network information
service (NIS).

— Storage. A compute node with storage is a network attached (NAS) appliance
bundle that provides InfiniBand attached storage for the system.

— Object storage server. This service is used in Lustre File Storage configurations.
— Metadata server. This service is used in Lustre File Storage configurations.

SGI recommends the following login practices:

007-6359-006 3
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= Only the system administrator should be able to log into the admin node. SGI
recommends that sites prohibit end-user access to the admin node.

= User services can be configured on the compute nodes, and end users can have
access to these compute nodes.

About SGI ICE Clusters

On an SGI ICE cluster, the admin node and the flat compute nodes have the same
characteristics that they have in an SGI Rackable cluster. That is, an admin node can
support flat compute nodes configured for services such as logging in, batch
computing, 170, Object Storage Server (OSS) for Lustre, Metadata Server (MDS) for
Lustre, gateway, or storage. SGI recommends that in an SGI ICE cluster, you install
user services on the flat compute nodes. For more information about the flat compute
nodes, see the following:

"About SGI Rackable Clusters" on page 2

The hierarchical structure of the RLCs and the SGI ICE compute nodes is unique to
the SGI ICE cluster. The hierarchical design enables these computing systems to be
provisioned quickly. Master software images for each type of node in the cluster
reside on the admin node. When an SGI ICE system is configured, the admin node
pushes the software images to the flat compute nodes and to the RLCs. Each RLC
pushes the compute node images to the SGI ICE compute nodes that reside in its rack.

An SGI ICE admin node can support many RLCs, each of which can manage
hundreds of SGI ICE compute nodes. The characteristics of the RLCs and SGI ICE
compute nodes are as follows:

< The RLC’s role is to manage a set of SGI ICE compute nodes in a rack. SGI ICE
clusters have at least one RLC.

= The SGI ICE compute nodes are simplified, typically diskless compute nodes that
reside in a rack with an RLC. These compute nodes require an RLC for services,
infrastructure, and support. An RLC can manage up to 288 SGI ICE compute
nodes, each running its own Linux operating system, in a rack. The exact number
of SGI ICE compute nodes that an RLC can manage depends on the specific model
number of your SGI ICE cluster.
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About High Availability Nodes in SGI Clusters

If you have an SGI ICE cluster, you can configure the admin node for high
availability (HA) operations. An HA admin node consists of two physical nodes
dedicated to the admin node role and one virtual machine (VM). The VM hosts the
functioning admin node, and the VM resides on one host at a time. The host upon
which the VM resides is the active node. The other node is the passive node.

If you have an SGI ICE cluster, you can also configure the RLC for HA operations. In
this case, two physical nodes and one virtual machine are dedicated to the RLC role,
and the RLC VM resides on one of the RLC nodes at a time.

About Managed Nodes and Unmanaged Nodes

On an SGI cluster system, the admin node manages the vast majority of flat compute
nodes, RLCs, and SGI ICE compute nodes.

Some clusters also include nodes that are unmanaged. These unmanaged nodes
receive an IP address and a hostname from the admin node when you include them
on the di scover command, but all other operations occur outside the SMC
environment.

The SGI SMC documentation addresses only the nodes that SMC actively manages.
The documentation does not pertain to the unmanaged nodes that are attached to the
cluster but are managed separately.

SGI Cluster System Node Images
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Figure 1-2 on page 6 shows two example cluster systems. The upper figure is an SGI
ICE cluster that also includes some flat compute nodes, and the lower figure is an SGI
Rackable cluster. These depictions show example clusters with different operating
systems running on different node types.
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Figure 1-2 on page 6 shows the image names for the software images on each node.
As the example shows, you can configure nodes with different operating system
images within the same cluster. On an SGI ICE cluster, the admin node and RLC
nodes must be installed with the same operating system. The SGI ICE compute nodes
can host a different operating system. The image names shown in the figure are the
default names for the factory-installed system images. The system images for the
cluster nodes are unique to each type of node.

Table 1-1 on page 7 lists the nodes in each type of SGI cluster and shows the images
that reside on each node. The table shows the default, factory-given name for each
image.

Table 1-1 Cluster Nodes and Software Image Names

SGI Rackable Nodes

SGI ICE Nodes Node System Image Name

Admin node

Flat compute nodes

—Not applicable—

—Not applicable—

Admin node —Not applicable—
Installation of the admin node is
facilitated by the admin install DVD
(sgi-ngnmtsuite-install).

Flat compute nodes 0S_hame
For example, rhel 7. 1

Rack leader controller (RLC) | ead- os_name
For example, | ead- sl es12

SGI ICE compute nodes i ce-0s_name
For example, i ce- sl es11sp3
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If you modify the image to include site-specific software, it is typical to copy the
image, update the copy, and give the modified image a new name. Copying is also
referred to as cloning in the cluster documentation. When you use a new image name
for your changes, you preserve the ability to refer back to the original image.

Whenever you add or modify the software on a node, you can use the SGI
Management Center software’s version control software to manage multiple versions
of each node’s software. The version control system facilitates the following:

= Storage. You can have many versions of each individual software image, and each
version is easily retrieved.
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= Experimentation. Each software image is tagged with a version number, so you
can easily enable and disable specific versions of the software images.

SGI Cluster Networks

The following topics explain the SGI cluster networks:
= "SGI Rackable Networks" on page 8
= "SGI ICE Networks" on page 10

SGI| Rackable Networks

Figure 1-3 on page 9 shows the logical networks of an SGI Rackable cluster.

8 007-6359-006



sGl° Management Center' (SMC) Installation and Configuration Guide for Clusters

SGI Rackable Cluster Management Network (Logical)
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Figure 1-3 SGI Rackable Cluster Logical Representation
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SGI ICE Networks

The system components in an SGI ICE cluster are attached to one or more of the
following two internal networks:

= The data network.
= The management network.

The data network is designed for high-performance computing and
bandwidth-intensive applications. This network is based on InfiniBand (IB)
technology, and it facilitates communication to all SGI ICE compute nodes from the
flat compute nodes. It connects the following:

= The SGI ICE compute nodes to each other. The InfiniBand network connects all
the SGI ICE compute nodes (blades) to each other. The SGI ICE compute node
InfiniBand connections are not part of the head network.

= The flat compute nodes to the SGI ICE compute nodes. One or two separate
InfiniBand networks (or fabrics) segregate traffic within the SGI ICE system in a
way that optimizes computing performance. When there are two InfiniBand
networks, communication is segregated by InfiniBand interface, as follows:

— i b0, which is used typically for Message Passing Interface (MPI)
communication.

— i b1, which is typically used for storage traffic.

The management network, also known as the head network, is designed for
monitoring, provisioning, and other functions not covered by the data network. This
Ethernet network is designed for communication between the admin node, the RLCs,
and the flat compute nodes. These components communicate to each other directly
within the head network. The head network connects the following nodes directly
into the Ethernet switches:

= Admin Node

e RLCs

= Flat compute nodes

= Additional Ethernet Switches

The head network also includes several additional virtual local area networks
(VLANS). Figure 1-4 on page 12 is a logical representation of the SGI ICE Ethernet
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networks that shows how SGI ICE components are logically separated by these
VLAN boundaries.
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SGI ICE Cluster Management Network (Logical)
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On an SGI ICE cluster, several virtual local area networks (VLANS) are configured.
The following list shows the typical VLAN names and numbers:

= Head network. VLAN tag 1.

= Cooling network. VLAN tag 3. Clusters with MCells only.
< Rack 1 network. VLAN tag 101.

= Rack 2 network. VLAN tag 102.

= Rack x network. VLAN tag 10x.

Note: The head VLAN network must always be VLAN 1. Do not attempt to change
VLAN 1’s number. You can change the other VLAN numbers and names.

In Figure 1-4 on page 12, the head network is VLAN 1. The ports connected to the
admin node and the flat compute nodes are in VLAN 1 natively.

The Ethernet Switches are configured with a VLAN for each RLC. This VLAN
segregates management traffic so that communication between the SGI ICE compute
nodes and their corresponding RLC is contained within that VLAN. Physically, the
SGI ICE compute nodes are connected to a chassis management controller (CMC) and
do not directly connect to the Ethernet switch. Instead, the CMCs connect directly to
the Ethernet Switch. Only the RLC can communicate with the SGI ICE compute
nodes and CMCs in its own logical rack.

Users can log into the admin node and into the flat compute nodes directly. If access
to the RLC is required, users can log in directly to the admin node and then use the
ssh(1) command to log into an RLC. The typical VLAN mapping for the Ethernet
switches on each node is as follows:

Node type VLANS
Admin Native VLAN 1

Tagged VLAN 3
Flat compute Native VLAN 1
RLC Native VLAN 1

Tagged VLAN 10x. VLAN created for each RLC.

13
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CMCs Native VLAN 10x. VLAN created for their
corresponding RLC.

Tagged VLAN 3.

Cooling equipment Native VLAN 3. Clusters with MCells only.
cooling distribution

units (CDUs) and

cooling rack controllers

(CRCs)

Figure 1-5 on page 15 shows the physical networks of an SGI ICE cluster.
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SGI ICE Cluster Management Network (Physical)
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Attaching a Factory-installed SGI Cluster to Your
Site Network (RHEL 7 and SLES 12)

This chapter contains the following topics:

= "About Attaching a Factory-installed Cluster to Your Site Network" on page 17
= "Obtaining Information" on page 18

= "Changing the Password and Specifying Network Information” on page 19

= "Adding Additional Network Information" on page 26

= "Saving the Cluster Definition File" on page 28

= "Configuring Additional Features" on page 29

Factory-installed Cluster to Your Site Network

The process in this chapter explains how to configure an SGI cluster into your data
center. This process assumes one of the following:

= You want to keep the factory configuration, and you want to customize only the
networking and other site-specific characteristics.

or

= You want to attach the cluster to your site network to lay the groundwork for a
complete reinstall of the SMC software. For example, if you want to change the
factory-specified passwords for the flat compute node BMCs and rack leader
controller (RLC) BMCs, you need to reinstall SMC. In this case, plan to complete
both the procedure in this chapter and the reinstallation procedure in the
following chapter:

Chapter 4, "Installing and Configuring an SGI Cluster System" on page 43

The process in this chapter assumes that the SGI factory configured the cluster with
one of the following operating systems:

= Red Hat Enterprise Linux (RHEL) 7.1
e SLES 12

17
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SGI configured and tested your cluster at the factory. At the factory, SGI configured
the following:

= A factory-specified root password. One of the first steps in the configuration
procedure is to change this root password on the admin node.

= Two slots. SGI configured the operating system that you ordered on slot 1. The
operating system can be either Red Hat Enterprise Linux (RHEL), SLES, or
CentOS. Slot 2 is blank.

The cluster supports a maximum of five slots. If you need more than the
factory-configured two slots, you need to reconfigure the system. During the
reconfiguration, you reinstall the operating system and perform many other tasks.
For the reconfiguration procedure, see Chapter 4, "Installing and Configuring an
SGI Cluster System" on page 43.

= A serial-over-LAN connection on the admin node. This connection allows you to
use the admin node as the system console. You can access the console by using
the IPMItool’s serial-over-LAN function.

The following procedures explain how to attach the cluster to your network and
retain the factory-installed configuration:

= "Obtaining Information" on page 18

= "Changing the Password and Specifying Network Information” on page 19
= "Adding Additional Network Information" on page 26

= "Saving the Cluster Definition File" on page 28

= "Configuring Additional Features" on page 29

Obtaining Information

18

Your configuration session can proceed more quickly if you gather some information
before you start. When you perform the configuration, you update the
factory-installed, system-wide root password, and you update the time zone. In
addition, you provide information about your site network for the admin node’s

et hO network interface card (NIC).

The following procedure explains the information that you need to gather.
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Procedure 2-1 To obtain information for the customization

1. Complete the following table:

Information Needed Specifics for this Cluster

Factory-installed password

Password for this system at your site

Time zone

IP address

Netmask

Hostname

Default route/ Gateway

Fully qualified domain name (FQDN)

House NTP server

First house (site) DNS resolver IP address

(Optional) Second house DNS resolver IP

address
(Optional) Third house DNS resolver IP

address
House (site) domain

Cluster subdomain name

2. Proceed to the following:

"Changing the Password and Specifying Network Information" on page 19

Changing the Password and Specifying Network Information

The following procedure explains how to change the password on the admin node
and how to update the operating system configuration files with your site’s
networking information.

007-6359-006 19
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Procedure 2-2 To change the password and attach a factory-installed cluster to your site
network

1. Use the console attached to the admin node, and log into the admin node as the
root user.

2. Type the following command to retrieve the MAC addresses of the network
Ethernet cards on the admin node:

# ip addr

In the output, note the MAC address of eth0. You need this MAC address later in
this procedure.

3. Update the configuration file for ethO.

This step differs, depending on your platform. Use the instructions in one of the
following tables to complete this step:

= Table 2-1 on page 21
= Table 2-2 on page 22
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Table 2-1 RHEL Instructions for Updating the Configuration File for eth0

Step

Action

1

Open the following file:

/ etc/sysconfig/ network-scripts/ifcfg-ethO
Update the contents of the i f cf g- et hO file as follows:

TYPE="Et her net "

BOOTPROTO=" none"

DEFROUTE="yes"

| PV4_FAlI LURE_FATAL="no"

I PV6I NI T="no"

| PV6_AUTOCONF="yes"

| PV6_DEFROUTE="yes"

| PV6_PEERDNS="yes"

| PV6_PEERROUTES="yes"

| PV6_FAI LURE_FATAL="no"

NAME=" et hO"

DEVI CE="et h0"

ONBOOT="yes"

| PADDR="128. 162. 233. 35" # replace with admn node’s | P address
PREF| X="24"

GATEWAY="128. 162. 233. 1" # replace with your site gateway
HWADDR=" XX: XX: XX: XX: XX: XX" # replace with the MAC address of ethO

Note: SMC does not support IPV6 at this time. The following line is
needed for this installation:

I PV6I NI T="no"

You can remove the lines that start with | PV6_ from the i f cf g- et hO file,
or you can retain those lines for completeness. SMC ignores these lines
during the installation.

Save and close the following file:

/ etc/sysconfig/ network-scripts/ifcfg-ethO
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Table 2-2 SLES Instructions for Updating the Configuration File for eth0

Step Action

1 Open the following file:

/ etc/sysconfig/ network/ifcfg-ethO

2 Edit the file to add the admin node’s IP address, as follows:

BOOTPROTO=" st ati c’

BROADCAST=""

ETHTOOL_OPTI ONS=""

| PADDR="128. 162. 243. 103/ 24’ # replace with admi n node’s | P address
Mru=""

NETVORK=""

STARTMODE=" aut 0’

3 Save and close the following file:

/ etc/sysconfig/ network/ifcfg-ethO

4 Open the following file:
/ et c/ sysconfi g/ network/routes
5 Search for the line that begins with def aul t .
6 Edit the defaul t ... line to contain the keyword def aul t, followed by

a space, followed by your site’s gateway IP address, followed by another
space, a dash, another space, and another dash. For example:

default 128.162.243.1 - -

# SA Tenpo nanages and rewites everything bel ow here
10.159.0.0  172.23.255.254 255.255.0.0 bond0
224.0.1.1 0.0.0.0 255. 255. 255. 255 bond0

cat /etc/sysconfig/ network/routes

7 Save and close the following file:

/ et c/ sysconfi g/ network/routes
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4. Type the following command to create file / et ¢/ sysconfi g/ net wor k with no
content:

# touch /etc/sysconfi g/ network
5. Use a text editor to open file / et ¢/ host s.
6. Add a line in the following format to file / et ¢/ host s:
admin_node IP admin_node_ FQDN admin_node_hostname
The variables in the preceding line are as follows:
= For admin_node_IP, type the IP address of the admin node.

= For admin_node_FQDN, type the fully qualified domain name (FQDN) of the
admin node.

= For admin_node_hostname, type the hostname of the admin node.
For example, add the following line:
128. 162. 244. 88 acne-admi n. acne. usa. com acne-adm n
7. Save and close file / et ¢/ host s.
8. Type the following command to set the admin node’s hostname:
# host nanect| set-hostnane admin_node_hostname

For admin_node_hostname, type the hostname of the admin node. Make sure to
type the hostname, which is the short name. Do not type the admin node’s
FQDN, which is the longer name.

9. Type the following commands to bring up ethO with the updated networking
information:

# i fdown ethO
# ifup ethO

10. Type the following command to restart the name service cache daemon, ncsd:
# systencttrl restart nscd
11. Type the following command to restart the network daemon:

# systenctt!| restart network
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24

12. Type the following command to retrieve the admin node’s current time zone
information:

# strings /etc/localtinme | tail -1
CST6CDT, MB. 2. 0, ML1. 1.0

The previous output shows the admin node set to US Central time. If the output
you see is not correct for this cluster, perform the following steps:

Type the following command to change to the directory that contains the time
zone configuration files:

# cd /usr/share/ zonei nfo

Select a file from that directory that describes the time zone for the admin
node.

Type the following commands to enable the new time zone configuration file.
For example:

# cp -1 /usr/share/zonei nfol/ time_zone_file /etc/local ti me. $$
# mv /etc/localtime.$$ /etc/localtine

For time_zone_file, type the name of the time zone file that you need from the
[ usr/ shar e/ zonei nf o directory.

For example, type the following commands to change the admin node’s time
zone to US Pacific time:

# cp -1 /usr/share/ zonei nfo/ PST8PDT /etc/ | ocal tine. $$
# mv /etc/localtinme.$$ /etc/localtine
mv: overwrite '/etc/localtine’? vy

In the preceding example, the mv command prompts you to confirm your
intent. Type y.

Type the following command to confirm the time zone:

# strings /etc/localtime | tail -1
PST8PDT, M3. 2. 0, ML1. 1.0
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13. Type the following command, and follow the prompts, to change the root
password on the admin node and on all other nodes:

# cpasswd
If you need help, type the following command:
# cpasswd --h

If you do not have the current password, you can obtain the factory-installed
password from your SGI representative.

For example:

adm n node: ~ # cpasswd

Enter new passwor d:

Enter new password (again):
adm n: updating /etc/shadow
ril ead: updating /etc/shadow
servi ce0: updating /etc/shadow
adm n node: ~ #

14. Change the system time zone.
This step is different, depending on the cluster’s operating system, as follows:
= On RHEL platforms, complete the following steps:
— Type the following command to display a list of time zones:
# timedatect| |ist-tinezones
— Type the following command to set the time zone:
# timedatect| set-tinezone time zone

For time_zone, specify one of the time zones from the ti medat ect |
list-timezones command output.

= On SLES platforms, complete the following steps:
— Type the following command to start YAST:
# yast

— Select System > Date and Time.
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— On the Clock and Time Zone page, select the correct setting.
— Click Change

— Click Back

- Exit YAST.

Note: Do not use this tool to change the NTP server, the time, or other configuration
data.

15. Proceed to the following:

"Adding Additional Network Information" on page 26

Adding Additional Network Information

The following topic explains how to use the cluster configuration tool to add
information about your site’s network to the cluster database.

Procedure 2-3 To customize the cluster database

1. Type the following command to start the cluster configuration tool:
# [ opt/sgi/sbin/configure-cluster

For general information about the cluster configuration tool, see "Configuring the
Cluster" on page 87.

2. On the cluster configuration tool’s main menu select Configure House DNS
Resolvers and select OK.

You can specify up to three house DNS resolvers.

3. On the cluster configuration tool’s main menu select Configure the Time
Client/Server (NTP) and select OK.

The system guides you through the process to specify your house NTP server in
file / et c/ nt p. conf. This process differs, depending on your platform, as
follows:

= On RHEL platforms, follow the the instructions that the cluster configuration
tool presents to you.
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= On SLES platforms, the cluster configuration tool opens a YAST menu. Follow
the prompts in the YAST menu to set your NTP server.

. Select Quit and select OK to log out from the cluster configuration tool.

. Use the cadni n command, in the following format, to set the house (site) domain:

# cadnin --set-adm n-donmi n site_domain

For site_domain, specify the full name of your house domain. For example,
usa. acne. com

. Use the cadm n command, in the following format, to change the subdomain

name for the cluster:
# cadnmin --set-subdonmai n cluster_name

For cluster_name, specify the name of the system. For example,
i ce.usa.acme.com

For more information about the cadnmi n command, type cadmi n - h at the
system prompt.

. Type the following command to retrieve the name of the admin node:

# cadmi n --show host nane --node admnin

. Use the cadm n command, in the following format, to customize the admin node

name:
# cadnmin --set-hostnane --node adni n admin_node _name

For admin_node_name, specify the hostname you want to use for the cluster’s
admin node.

. Type the following command to display the nodes images on the cluster’s admin

node at this time:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

ice-rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

lead-rhel 7. 1 0 1 rhel 7

3.10.0-229. el 7. x86_64
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10.

Use the cp(1) command to set the time zone in the system images.

The format of this command is as follows:

cp /etc/localtime /var/lib/systemnm mager/i mages/image_name/ et c

For image_name, type the name of one of the system images you retrieved with

the ci nst al | man command. Type one cp(1) command for each master node

system image. On an SGI ICE cluster that includes both SGI ICE compute nodes
and flat compute nodes, you need three cp(1) commands, one for each image
type. On an SGI Rackable cluster, you need one cp(1) command.

Example 1. On an SGI ICE cluster with RHEL, type the following commands, one
for each master image:

# cp /etc/localtime /var/lib/systeni nager/images/ice-rhel7.1/etc
# cp /etc/localtime /var/lib/system mager/images/rhel 7.1/ etc
# cp /etc/localtime /var/lib/systemn nmager/images/|ead-rhel 7.1/ etc

11.

12.

Example 2. On an SGI Rackable SLES cluster, type the following command to
copy the compute node’s master image:

# cp /etc/localtime /var/lib/system mager/i mages/sl esl2/etc

Update the RLC image and flat compute node images with your site’s time zone
information.

On an SGI ICE cluster, type the following command:

# pdcp -g leader /etc/localtime /etc/localtinme

On an SGI cluster that includes flat compute nodes, type the following command:
# pdcp -g conpute /etc/localtine /etc/localtinme

Proceed the following:

"Saving the Cluster Definition File" on page 28

Saving the Cluster Definition File

The cluster definition file is a record of how each node in your cluster is configured.
The procedure in this topic explains how to save a copy of this file to a backup
location.

28
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You need the cluster definition file in case you need to reconfigure one or more
nodes. You also need the cluster definition file in case of a disaster. You can supply
the cluster definition file as input to the di scover command and as input to the
confi gure-cl ust er command. The cluster definition file supplies the information
that you would typically define by using the menus in the cluster configuration tool.
When you specify a cluster configuration file as input to the confi gur e- cl ust er
command or to the di scover command, the command reads in the options from the
file and implements them in the cluster.

Without a cluster definition file, if you want to reconfigure any aspect of your cluster,
you need to power on and power off each component during the configuration
process.

For more information about the cluster definition file, see the following:
"About the Cluster Definition File" on page 117
The following procedure explains how to save the cluster definition file.

Procedure 2-4 To save the cluster definition file

1. Type the following command to generate a cluster definition file:
di scover --show configfile > file_name
For file_name, type a name for the cluster definition file.

2. Copy the cluster definition file to a safe place on a computer that is not part of
the cluster.

3. Proceed to one of the following:
= To add additional features, proceed to the following:
"Configuring Additional Features" on page 29

= To change administrator BMC credentials and then reinstall the SMC software,
proceed to the following:

Chapter 4, "Installing and Configuring an SGI Cluster System" on page 43

Configuring Additional Features

007-6359-006

The following procedure explains where you can obtain information about how to
configure additional features.
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Procedure 2-5 To configure additional features

1. Configure one or more of the following additional features, some of might be
required for your installation:

= Mellanox OpenFabrics Enterprise Distribution (OFED) for Linux Software.

If you run RHEL on an SGI ICE cluster or on an SGI Rackable cluster with
Mellanox Connect-1B adaptor cards, perform the procedure in the following
topic:

"(Conditional) Enabling the Mellanox OpenFabrics Enterprise Distribution
(OFED) for Linux Software" on page 175

The procedure explains how to update the OFED software, which is required
for performance reasons.

= Networking features, such as network address translation (NAT). For
information about how to configure optional features, see the following:

SGI Management Center (SMC) Administration Guide for Clusters.

= Array Services, the hardware event tracker (HET), or CPU frequency scaling.
For information about these additional features, see one of the following:

— Chapter 5, "Configuring Additional Features" on page 163
— SGI Foundation Software (SFS) User Guide

= SGI Remote Services. This feature provides a secure connection to SGI
Customer Support. For more information about SGI Remote Services, see the
following website:

https://www.sgi.com/services/support/remote_7x24.html

= Debugging packages. SLES 12 includes the debugging package by default, but
RHEL offers debugging packages that you can download. For example, you
need these additional packages if you want to run the cr ash(8) utility. For
information, see the following website:

https://access. redhat. conl sol uti ons/ 9907
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Attaching a Factory-installed SGI Cluster to Your
Site Network (RHEL 6 and SLES 11)

This chapter contains the following topics:

"About Attaching a Factory-installed Cluster to Your Site Network" on page 31
"Obtaining Information” on page 32

"Changing the Password and Specifying Network Information” on page 33
"Adding Additional Network Information" on page 38

"Saving the Cluster Definition File" on page 40

"Configuring Additional Features" on page 41

Factory-installed Cluster to Your Site Network

The process in this chapter explains how to configure an SGI cluster into your data

center. This process assumes one of the following:

You want to keep the factory configuration, and you want to customize only the

networking and other site-specific characteristics.

or

You want to attach the cluster to your site network to lay the groundwork for a
complete reinstall of the SMC software. For example, if you want to change the

factory-specified passwords for the flat compute node BMCs and rack leader

controller (RLC) BMCs, you need to reinstall SMC. In this case, plan to complete

both the procedure in this chapter and the reinstallation procedure in the
following chapter:

Chapter 4, "Installing and Configuring an SGI Cluster System" on page 43

The process in this chapter assumes that the SGI factory configured the cluster with
one of the following operating systems:

Red Hat Enterprise Linux (RHEL) 6.x
SLES 11 SPx
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SGI configured and tested your cluster at the factory. At the factory, SGI configured
and tested the following:

= A factory-specified root password. One of the first steps in the configuration
procedure is to change this root password on the admin node.

= Two slots. SGI configured the operating system that you ordered on slot 1. The
operating system can be either Red Hat Enterprise Linux (RHEL), CentOS, or
SLES. Slot 2 is blank.

The cluster supports a maximum of five slots. If you need more than the
factory-configured two slots, you need to reconfigure the system. During the
reconfiguration, you reinstall the operating system and perform many other tasks.
For the reconfiguration procedure, see Chapter 4, "Installing and Configuring an
SGI Cluster System" on page 43.

= A serial-over-LAN connection on the admin node. This connection allows you to
use the admin node as the system console. You can access the console by using
the IPMItool’s serial-over-LAN function.

The following procedures explain how to attach the cluster to your network and
retain the factory-installed configuration:

= "Obtaining Information" on page 32

= "Changing the Password and Specifying Network Information” on page 33
= "Adding Additional Network Information" on page 38

= "Saving the Cluster Definition File" on page 40

= "Configuring Additional Features" on page 41

Obtaining Information

32

Your configuration session can proceed more quickly if you gather some information
before you start. When you perform the configuration, you update the
factory-installed, system-wide root password, and you update the time zone. In
addition, you provide information about your site network for the admin node’s

et hO network interface card (NIC).

The following procedure explains the information that you need to gather.
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Procedure 3-1 To obtain information for the customization

1. Complete the following table:

Information Needed Specifics for this Cluster

Factory-installed password

Password for this system at your site

Time zone

IP address

Netmask

Hostname

Default route/ Gateway

Fully qualified domain name (FQDN)

House NTP server

First house (site) DNS resolver IP address

(Optional) Second house DNS resolver IP

address
(Optional) Third house DNS resolver IP

address
House (site) domain

Cluster subdomain name

2. Proceed to the following:

"Changing the Password and Specifying Network Information" on page 33

Changing the Password and Specifying Network Information

The following procedure explains how to change the password on the admin node
and how to update the operating system configuration files with your site’s
networking information.
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Procedure 3-2 To change the password and attach a factory-installed cluster to your site
network

1. Use the console attached to the admin node, and log into the admin node as the
root user.

2. Type the following command, and follow the prompts, to change the root
password on the admin node and on all other nodes:

# cpasswd
If you need help, type the following command:
# cpasswd --h

If you do not have the current password, you can obtain the factory-installed
password from your SGI representative.

For example:

adm n node: ~ # cpasswd

Enter new passwor d:

Ent er new password (again):
adm n: updating /etc/shadow
rill ead: updating /etc/shadow
servi ce0: updating /etc/shadow
adm n node: ~ #

3. Change the system time zone.
This step is different, depending on the cluster’s operating system, as follows:
< On RHEL platforms, type the following command:
# systemconfig-date

The syst em confi g- dat e command starts a graphical user interface (GUI)
tool. Within the GUI tool, change only the system time zone. The tool enables
you to change other aspects of the configuration, but for this step, change only
the system time zone.

= On SLES platforms, complete the following steps:
— Type the following command to start YAST:

# yast
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— Select System > Date and Time.

— On the Clock and Time Zone page, select the correct setting.
— Click Change

— Click Back

- Exit YAST.

Note: Do not use this tool to change the NTP server, the time, or other configuration
data.

4. Use a text editor, such as vi or vi m to open file i f cf g- et hO:
= On RHEL platforms, the path is as follows:
[ etc/sysconfi g/ network-scripts/ifcfg-ethO
= On SLES platforms, the path is as follows:
/etc/sysconfig/network/ifcfg-ethO
5. Edit file i f cf g- et hO as follows:

< On RHEL platforms, add the | PADDR and NETMASK lines, and then add values
appropriate for your site network. Also add a line that includes ONBOOT=yes.

For example:

| PADDR=128. 162. 244. 88
NETMASK=255. 255. 255. 0
ONBOOT=yes

= On SLES platforms, add the | PADDR and NETMASK lines, and then add values
appropriate for your site network. Also add a line that includes
STARTMODE=" onboot ' .

For example:

| PADDR=" 128. 162. 244. 88’
NETMASK=' 255. 255. 255. 0’
STARTMODE=' onboot’

6. Save and close file i f cf g- et hO.
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7. Create the networking configuration file.

This file contains data that is boot-persistent. A later step in the configuration
procedure sets the hostname in a way that can persist until the next boot. The
commands to create the networking file differ depending on your platform, as
follows:

= On RHEL platforms, complete the following steps:
— Use a text editor to create the following file:
/ et c/ sysconfi g/ net work
— Add the following three lines to file / et ¢/ sysconfi g/ net wor k:

NETWORKI NG=yes
HOSTNAME=admin_node_hostname
GATEWAY=gateway |P_address

For admin_node_hostname, type the hostname you want to assign to the
admin node.

For gateway_IP_address, type the IP address of the gateway for your house
network.

For example:

NETWORKI NG=y es
HOSTNAME=Y- syst em admi n
GATEWAY=128. 162. 244. 1

— Save and close file / et ¢/ sysconfi g/ net wor k.
= On SLES platforms, complete the following steps:
— Create the following file:
/ et c/ sysconfi g/ network/routes
— Add the following line to file / et ¢/ sysconfi g/ net wor k/ r out es:
def aul t gateway - -

For gateway, type the IP address for the site gateway server.
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For example:
default 100.100.100.101 - -

Note that SMC manages and rewrites everything below the def aul t gateway
line.

Use a text editor to open file / et ¢/ host s.

Add a line in the following format to file / et ¢/ host s:
admin_node IP admin_node FQDN admin_node_hostname

The variables in the preceding line are as follows:

= For admin_node_IP, type the IP address of the admin node.

= For admin_node_FQDN, type the fully qualified domain name (FQDN) of the
admin node.

= For admin_node_hostname, type the hostname of the admin node.

For example, add the following line:

128. 162. 244. 88 acne- adm n. acne. usa. com acne-adnm n
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10.
11.

12.

Save and close file / et ¢/ host s.

Type the following command to set the admin node’s hostname:
# host name admin_node_hostname

For example:

# hostnane acne-admn

For admin_node_hostname, type the hostname of the admin node. Make sure to
type the hostname, which is the short name. Do not type the admin node’s
FQDN, which is the longer name.

Proceed to the following:

"Adding Additional Network Information" on page 38
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Adding Additional Network Information

38

The following topic explains how to use the cluster configuration tool to add
information about your site’s network to the cluster database.

Procedure 3-3 To customize the cluster database

1. Type the following command to start the cluster configuration tool:

# [ opt/sgi/sbin/configure-cluster

For general information about the cluster configuration tool, see "Configuring the
Cluster" on page 87.

. On the cluster configuration tool’s main menu select Configure the Time

Client/Server (NTP) and select OK.

The system guides you through the process to specify your house NTP server in
file / et c/ nt p. conf. This process differs, depending on your platform, as
follows:

< On RHEL platforms, follow the the instructions that the cluster configuration
tool presents to you.

= On SLES platforms, the cluster configuration tool opens a YAST menu. Follow
the prompts in the YAST menu to set your NTP server.

. On the cluster configuration tool’s main menu select Configure House DNS

Resolvers and select OK.

You can specify up to three house DNS resolvers.

. Select Quit and select OK to log out from the cluster configuration tool.

. Use the cadni n command, in the following format, to set the house (site) domain:

# cadnin --set-adm n-donai n site_domain

For site_domain, specify the full name of your house domain. For example,
usa. acne. com

. Use the cadm n command, in the following format, to change the subdomain

name for the cluster:

# cadnmin --set-subdonmai n cluster_name
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10.

cp /etc/localtime /var/li

007-6359-006

For cluster_name, specify the name of the system. For example,
i ce.usa.acnme.com

For more information about the cadmi n command, type cadmi n - h at the
system prompt.

Type the following command to retrieve the name of the admin node:
# cadmi n --show host nanme --node admin

Use the cadm n command, in the following format, to customize the admin node
name:

# cadnmin --set-hostnane --node adni n admin_node _name

For admin_node_name, specify the hostname you want to use for the cluster’s
admin node.

. Type the following command to display the node images on the cluster’s admin

node at this time:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

rhel 6. 6 0 1 rhel 6
3.10.0-229.el 7. x86_64

ice-rhel 6.6 0 1 rhel 6
3.10.0-229.el 7. x86_64

| ead-rhel 6.6 0 1 rhel 6

3.10.0-229. el 7. x86_64

Use the cp(1) command, in the following format, to set the time zone in the
system images.

The format of this command is as follows:
b/ syst enmi mager /i mages/ image_name/ et ¢

For image_name, type the name of one of the system images you retrieved with
the ci nst al | man command. Type one cp(1) command for each master node
system image. On an SGI ICE cluster that includes both SGI ICE compute nodes
and flat compute nodes, you need three cp(1) commands, one for each image
type. On an SGI Rackable cluster, you need one cp(1) command.
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Example 1. On an SGI ICE cluster with RHEL, type the following commands, one
for each master image:

# cp /etc/localtime /var/lib/systeni nager/images/ice-rhel 6.6/etc
# cp /etc/localtime /var/lib/system mager/i mages/rhel 6.6/ etc
# cp /etc/localtime /var/lib/systemn nmager/images/| ead-rhel 6.6/ etc

Example 2. On an SGI Rackable SLES cluster, type the following command to
copy the compute node’s master image:

# cp /etc/localtime /var/lib/system mager/i nmages/ sl esll/etc
11. Update the compute node images with your site’s time zone information.

On all clusters, update the flat compute node images. On SGI ICE clusters,
update the SGI ICE compute node images.

On an SGI ICE cluster, type the following command:
# pdcp -g leader /etc/localtime /etc/localtinme
On an SGI cluster that includes flat compute nodes, type the following command:
# pdcp -g conpute /etc/localtine /etc/localtinme
12. Proceed to the following:

"Saving the Cluster Definition File" on page 40

Saving the Cluster Definition File

40

The cluster definition file is a record of how each node in your cluster is configured.
The procedure in this topic explains how to save a copy of this file to a backup
location.

You need the cluster definition file in case you need to reconfigure one or more
nodes. You also need the cluster definition file in case of a disaster. You can supply
the cluster definition file as input to the di scover command and as input to the
confi gure-cl ust er command. The cluster definition file supplies the information
that you would typically define by using the menus in the cluster configuration tool.
When you specify a cluster configuration file as input to the confi gur e- cl ust er
command or to the di scover command, the command reads in the options from the
file and implements them in the cluster.
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Without a cluster definition file, if you want to reconfigure any aspect of your cluster,
you need to power on and power off each component during the configuration
process.

For more information about the cluster definition file, see the following:
"About the Cluster Definition File" on page 117
The following procedure explains how to save the cluster definition file.

Procedure 3-4 To save the cluster definition file

1. Type the following command to generate a cluster definition file:
di scover --show configfile > file_name
For file_name, type a name for the cluster definition file.

2. Copy the cluster definition file to a safe place on a computer that is not part of
the cluster.

3. Proceed to one of the following:
= To add additional features, proceed to the following:
"Configuring Additional Features" on page 29

= To change administrator BMC credentials and then reinstall the SMC software,
proceed to the following:

Chapter 4, "Installing and Configuring an SGI Cluster System" on page 43

Configuring Additional Features

The following procedure explains where you can obtain information about how to
configure additional features.

Procedure 3-5 To configure additional features

1. Configure one or more of the following additional features, some of which are
required:

= Mellanox OpenFabrics Enterprise Distribution (OFED) for Linux Software.
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If you run SLES 11 SP3 on an SGI ICE cluster or on an SGI Rackable cluster
with Mellanox Connect-1B adaptor cards, perform the procedure in the
following topic:

"(Conditional) Enabling the Mellanox OpenFabrics Enterprise Distribution
(OFED) for Linux Software" on page 175

The procedure explains how to update the OFED software, which is required
for performance reasons.

= Networking features, such as network address translation (NAT). For
information about how to configure optional features, see the following:

SGI Management Center (SMC) Administration Guide for Clusters.

= Array Services, the hardware event tracker (HET), or CPU frequency scaling.
For information about these additional features, see one of the following:

— Chapter 5, "Configuring Additional Features" on page 163
— SGI Foundation Software (SFS) User Guide

= SGI Remote Services. This feature provides a secure connection to SGI
Customer Support. For more information about SGI Remote Services, see the
following website:

https://www.sgi.com/services/support/remote_7x24.html

= Debugging packages. Both RHEL and SLES offer debugging packages that
you can download. For example, you need these additional packages if you
want to run the cr ash(8) utility. Use the following information to download
this additional software:

— On RHEL 6 platforms, see the following website:
https://access. redhat. conl sol utions/ 9907
— On SLES 11 platforms, see the following website:

https://ww. novel | . com support/kb/ doc. php?i d=3074997
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Installing and Configuring an SGI Cluster System

This chapter contains the following topics:

"About Performing a New Installation and Configuring the Software on an SGI
Cluster" on page 44

"(Conditional) Migrating From SMC 1.7.x to SMC 3.x" on page 48
"Planning the Image Installation Method" on page 51

"(Optional) Changing BMC Credentials" on page 54

"Preparing to Install Software on the Cluster" on page 57

"(Conditional) Setting a Static IP Address for the Baseboard Management
Controller (BMC) in the Admin Node" on page 59

"(Optional) Configuring a High Availability Admin Node or a High Availability
Rack Leader Controller (RLC)" on page 61

"Booting the System" on page 61
"Configuring the Operating System on the Admin Node" on page 67
"Configuring the Cluster" on page 87

"(Conditional) Configuring External Domain Name Service (DNS) Servers" on
page 100

"Synchronizing the Software Repository, Installing Software Updates,
Downloading Debugging Packages, and Cloning the Images" on page 101

"(Conditional) Downloading the Intel Manycore Platform Software Stack (MPSS)
Software and Creating Images" on page 104

"Configuring the Switches" on page 116
"Configuring the Cluster With the di scover Command" on page 136
"Verifying Power Operations and Configuring Power Management" on page 145

"(Optional) Configuring a Backup Domain Name Service (DNS) Server" on page
155
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= "(Conditional) Configuring the InfiniBand Subnetworks" on page 156

About Performing a New Installation and Configuring the Software on an

SGI Cluster

44

SGI installs operating system software on each cluster system before factory shipment
occurs. The topics in this chapter include the additional procedures that you need to
complete in order to configure the system for your site.

If you want to completely reinstall the operating system and all other software, the
topics in this chapter enable you to complete that task. For example, you might need
to reinstall the operating system to meet site requirements or to recover a system in
case of a disaster.

Figure 4-1 on page 45 depicts the software installation process.
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Figure 4-1 SGI Management Center Software Installation Process

Table 4-1 on page 46 shows the installation and configuration procedures to follow if
you want to install the a cluster system from scratch. The cluster installation process
is the same for SGI ICE clusters and SGI Rackable clusters. In the case of the SGI
Rackable clusters, the SMC software omits the steps that install images on RLCs and
on SGI ICE compute nodes. In this case, you reinstall the operating system on the
nodes and configure everything yourself.

45



4: Installing and Configuring an SGI Cluster System

Table 4-1 SGI ICE System Installation and Configuration Process

Step Task See
1 (Conditional) Prepare the cluster to run the "(Conditional) Migrating From SMC
nmi gr at e- sgi - nc script. 1.7.x to SMC 3.x" on page 48
2 Plan the image installation method. "Planning the Image Installation
Method" on page 51
3 (Optional) Changing BMC Credentials "(Optional) Changing BMC
Credentials" on page 54
4 Prepare to install the cluster software. "Preparing to Install Software on the
Cluster" on page 57
5 (Conditional) Configure a static address for the baseboard "(Conditional) Setting a Static IP
management controller (BMC) on the admin node. Address for the Baseboard
Complete this step only if your site practices require a Management Controller (BMC) in the
static IP on the BMC. Admin Node" on page 59
6 (Optional) Configure a highly available admin node or a  "(Optional) Configuring a High
highly available rack leader controller (RLC). Availability Admin Node or a High
Availability Rack Leader Controller
(RLC)" on page 61
7 Boot the system. "Booting the System" on page 61
8 Install the operating system on the admin node. "Configuring the Operating System
You can install the Red Hat Enterprise Server (RHEL), on the Admin Node" on page 67
SLES, or CentOS operating system.
9 Run the cluster configuration tool. Complete the initial "Configuring the Cluster" on page 87

46

cluster configuration tasks, which include the following:

= Set up software repositories for required and optional
software.

= Install the admin node software.

= Configure network settings.

= Configure the NTP server.

= Set up the initial admin node infrastructure.

= Configure the house network DNS resolvers.
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Step Task See
10 (Conditional) Configure external domain name service "(Conditional) Configuring External
(DNS). Domain Name Service (DNS)
If you want to configure network address translation, you Servers" on page 100
also need to configure an external DNS.
11 Synchronize the repository updates, apply the latest "Synchronizing the Software
patches to the newly installed software, and clone the Repository, Installing Software
images. Updates, Downloading Debugging
Packages, and Cloning the Images"
on page 101
12 (Conditional) Download the Intel Manycore Platform "(Conditional) Downloading the Intel
Software Stack (MPSS). Manycore Platform Software Stack
(MPSS) Software and Creating
Images" on page 104
13 (Conditional) Run the migration script "(Conditional) Running the
Migration Script and Editing the
Cluster Definition File" on page 115
14 Configure the switches. "Configuring the Switches" on page
116
15 Use the di scover command to install and configure "Configuring the Cluster With the
software on the rack leader controller and the flat di scover Command" on page 136
compute nodes.
16 Configure power management. "Verifying Power Operations and
Configuring Power Management" on
page 145
17 (Conditional) Verify that the blade daemons are running "(Conditional) Verifying That the
sncr bd daemon and the i cer ackd
Daemon are Running"” on page 151
18 (Optional) Configure a backup domain name service "(Optional) Configuring a Backup
(DNS) server on a flat compute node. Domain Name Service (DNS) Server"
on page 155
19 Configure the InfiniBand subnetworks. "(Conditional) Configuring the
InfiniBand Subnetworks" on page 156
20 Configure optional features. Chapter 5, "Configuring Additional

Features" on page 163
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(Conditional) Migrating From SMC 1.7.x to SMC 3.x

Complete the procedure in this topic if you want to upgrade an existing cluster from
SMC 1.7.x to SMC 3.x.

The m gr at e- sgi - nt script ensures a smooth transition when you upgrade the
SMC software on your cluster from SMC 1.7.x to SMC 3.x. The conversion process
requires you to back up your current cluster to a network location, run the

m gr at e- sgi - nt script, and install SMC 3.x.

The following procedures explain the steps that prepare your system for migration if
you plan to install SMC 3.x as part of a cluster migration from SMC 1.7.x:

"Preparing the Payloads for Migration" on page 48
"Backing Up the Payloads and Running the Migration Script" on page 50

Preparing the Payloads for Migration

48

The following procedure explains how to verify the payloads and their kernels and
how to export the kernels.

Procedure 4-1 To verify the SMC 1.7.x payloads and kernels
1. Use the cd(1) command to change to the directory that hosts the payload files,

and use the | s(1) command to list the payload files:
For example:

# cd /opt/sgi/sginc/imging/root/ payl oads

#1s
Conput e- SLES- 11- 3 payl oad-test-11-3 .ves.profile
Conput e- SLES- 11- 3- | egacy ss-test wi ndows- cl ei nt -t est

Conput e- SLES- 11-3-nmigrate inportedConput eS|l es11-3 .vcs.entries

. Use the cd(1) command to change to one of the payload directories, and use the

vcs |i st command to list the kernels.
For example:

# cd Comput e- SLES-11-3

# vcs |ist

vcs - Version 1.4.0 Build 3

Copyright (c) 2006-2013 Silicon Gaphics, Inc. Al rights reserved.
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java vendor "Oracle Corporation”
java version "1.7.0_21"

OpenJDK Runtine Environment (build 1.7.0_21-b02)

payl oads
Cent 0s6. 6Bri an (2)
Conput e- SLES-11- 3 (3)
Conput e- SLES- 11- 3- | egacy (1)
i mpor t edConput eSl es11-3 (1)
payl oad-test-11-3 (1)
ss-test (1)

kernel s
Conput e- SLES-11-3 (1)
RAI D- SLES- 11-3 (1)
cent 0s6. 6brian (1)
i mport edConput eSl es11-3 (1)

Conput e- SLES- 11- 3 (4)

RAID (1)

cent 0s6. 6Bri an (1)

i mpor t edConput eSl es11-3 (1)

The preceding output shows that payload Conput e- SLES- 11- 3 includes
kernels. In addition, the kernels are checked in. This payload is ready to be
checked out. The next step explains what to do if the payload does not include

checked-in kernels.

the kernel.

. (Conditional) Use the SMC interface to add a kernel to the payload, and check in

Complete this step if the preceding command shows that there are no kernels in

this particular payload.

Before you migrate to SMC 3.x, all payloads must have kernels, and all kernels

must be checked in.
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4. Change to the directory in which you want to store the checked-out payload files.
This can be any directory on the SGI cluster.
For example, type the following command to change to the . ../ r oot directory:
# cd /opt/sgi/sginc/imging/root

5. Use the vcs checkout command, in the following format, to check out the
payload to the . . ./ r oot directory:

vcs checkout -R payl oads - M payload_name -r:1

For payload_name, specify the name of the payload.

For example:

# vcs checkout -R payl oads - M Conpute-SLES-11-3 -r:1
6. Proceed as follows:

= If there are additional payloads you need to examine and check out, repeat the
preceding steps for the additional payloads.

= If the output shows that this particular payload and kernels are checked into
VCS, and this is the last or only payload you need to examine, proceed to the
following:

"Backing Up the Payloads and Running the Migration Script" on page 50

Backing Up the Payloads and Running the Migration Script

The following procedure explains how to back up the current cluster configuration to
a network location and how to run the dbi x script.

The dbi x script exports all SMC database entries into a file.

Procedure 4-2 To back up the SMC 1.7.x configuration to a network location and export the
database entries

1. Back up the SGI cluster to a network location.

The migration script performs a major transformation on your cluster. In
particular, make sure that the following are included in the backup:

= The entire / opt/ sgi / sgi nt/ et c directory.
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= All payloads.

2. Use the cd(1) command to change to the directory that hosts the exported
payloads.

For example, in this procedure, this directory is
[ opt/sgi/sginc/imagi ng/ root.

3. Type the following command to export all SMC database entries:
# dbix -x > dbix.txt

4. Copy file dbi x. t xt to a backup location on your network.

5. Proceed to the following:

"Planning the Image Installation Method" on page 51

Planning the Image Installation Method

007-6359-006

The SMC di scover command installs software images on nodes, facilitates adding
nodes to a cluster, and facilitates changing a node configuration. You use the

di scover command during the initial installation, and you can use the di scover
command again later in the following types of situations:

= You want to reconfigure a node’s network settings.
= You want to update the cluster after a hardware equipment change.

= You want to mirror your system disks. For information about how to enable
mirroring on the system disks, see the SGI Management Center (SMC)
Administration Guide for Clusters.

SGI supports three different file transfer methods for use during installation. These
methods are r sync (default), UDPcast, and BitTorrent. The BitTorrent method is
supported for legacy clusters.

The fastest image installation method for your cluster depends on the cluster’s
topology. Before you begin the installation, familiarize yourself with the image
transport and installation methods and make sure that your installation plan uses the
method that is most appropriate for your cluster. Your site network configuration can
also affect the speed at which the di scover command can push software to nodes.
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The following procedure explains how to determine the image installation method
that is most appropriate for your cluster.

Procedure 4-3 To plan the installation method

1. Determine the number and type of nodes that need to be imaged.

When you run the di scover command during system installation, only the flat
compute nodes and the rack leader controllers (RLCs) receive software images.
The SGI ICE compute nodes receive their images directly from their RLC, so you
do not need to consider the number of SGI ICE compute nodes in this calculation.
Count the number of nodes as follows:

If you have five or six nodes, the default transport method, r sync, is
appropriate. For example, if you have three RLCs and two flat compute
nodes, you can use the default method. You do not need to consider the
number of SGI ICE compute nodes that are associated with each RLC. You do
not need to edit your cluster definition file, nor do you need to plan for any
additional command line options for the di scover command.

You do not need to complete the rest of this procedure. Proceed to the
following:

"Preparing to Install Software on the Cluster" on page 57

If you have more than five or six nodes, consider using the UDPcast transport
method. If you have hundreds of flat compute nodes, you most definitely
need to consider using UDPcast.

Note: When using UDPcast to image a node, you might experience large
differences in transfer speeds across the cluster. These differences can occur
for many reasons, including the following:

— The image is already held in buffer cache on the admin node because the
image has been used recently.

— The type of storage in which the image resides.

— The number of different images being installed simultaneously.

2. To use UDPcast, either plan to provide additional arguments to the di scover
command when you run it (later in the installation process) or edit the cluster
definition file at this time.

52
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If you specify options on the di scover command line, those options override
those that appear in the configuration file. If you prefer to specify the UDPcast
transport on the di scover command line, plan to include the udpcast
argument.

For example, if you have three RLCs and 200 flat compute nodes, you can specify
the following command:

# di scover --leaderset 1,3,transport=udpcast --nodeset 1,200,transport=udpcast --configfile nyfile --al

If you want to edit the cluster definition file at this time, complete the following
steps:

= Obtain a copy of the cluster definition file from your sales representative or
generate one by typing the following command:

di scover --show configfile > filename

For filename, specify the output file name.
= Open the cluster definition file from within a text editor.

= Search in the file for each block of text that describes a node. Each node block
begins with the keyword t enponane=. For example, the following text block
describes one of the RLCs:

t enponane=r 1l ead, ngmt _bnt_net _nane=head- bnt, ngnt _bnt_net _macs=00: 25: 90: 58: 8b: 75,

nmgmt _net _nane=head, ngmt _net _macs=00: 25: 90: 58: 8a: 94/ 00: 25: 90: 58: 8a: 95, redundant _ngnt _net wor k=yes,
switch_ngnt _networ k=yes, m c=0, dhcp_bootfil e=grub2, conserver_| oggi ng=yes, conserver_ondenmand=no,
consol e_devi ce=ttyS1

= At the end of each node definition block, add the following:
, transport=udpcast
= Save and close the file.
3. Proceed to the following:

"Preparing to Install Software on the Cluster" on page 57
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(Optional) Changing BMC Credentials

54

Complete this procedure if you want to change the administrator credentials on the
flat compute node BMCs or on the rack leader controller (RLC) BMCs.

By default, the SGI factory configured the following administrator credentials on the
BMCs:

e The adminstrator’s username is ADM N.
= The administrator’s password is ADM N.

You can use the procedures in this topic to change the following on the flat compute
node BMCs or the RLC BMCs:

= The administrator username and the administrator password
= The administrator password
Note that you cannot change just the administrator username.

When creating new passwords or usernames, make sure that these new credentials do
not include any of the following characters:

= Quotation mark (")
= Apostrophe (')

= Dollar sign ($)

< Ampersand (&)

= Equal sign (=)

= Pound sign (#)

= Tab character

= Space character

The following procedure explains how to change BMC administrator credentials for
flat compute nodes and RLCs.

Procedure 4-4 To change credentials

1. Log into the admin node as the root user.
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2. Type one or both of the following commands to retrieve the node IDs for the flat
compute nodes and/or the RLCs:

= To list the flat compute node IDs, type the following command:
# cnodes --conpute

= To list the RLC IDs, type the following command:
# cnodes --Ieader

3. Type one or both of the following commands to retrieve the user ID for the
ADMIN user on the flat compute nodes and/or the RLCs:

= To retrieve the ADMIN user’s ID on the flat compute nodes, type the
following command:

# pdsh -g conpute ipnitool user |ist

n0: 1D Nane Callin Link Auth |IPM Mg Channel Priv Limt
no: 2 ADM N true fal se fal se Unknown (0x00)
nl: 1D Nane Callin Link Auth IPM Mg Channel Priv Limt
nl: 2 ADM N true fal se fal se Unknown (0x00)

For the flat compute nodes on this cluster, the ADMIN user’s ID is 2.
= To retrieve the ADMIN user’s ID on the RLCs, type the following command:

# pdsh -g |l eader ipmtool user list

r2lead: ID Nane Callin Link Auth IPM Mg Channel Priv Limt
r2lead: 2 ADMN true fal se fal se Unknown ( 0x00)
rilead: ID Nane Callin Link Auth IPM Mg Channel Priv Limt
rllead: 2 ADMN true fal se fal se Unknown ( 0x00)

4. (Optional) Change the administrator username on the flat compute node BMCs
and/or the RLC BMCs.

Type one or both of the following commands:

= To set the new administrator username on the flat compute nodes, type the
following command:

pdsh -g conpute ipnmitool user set nane user_ID new_username
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= To set the new administrator username on the RLCs, type the following
command:

pdsh -g |l eader ipmtool user set name user_ID new_username
For user_ID, specify the user ID you obtained earlier in this process. For example,
2 is the user ID of the ADMIN user.

For new_username, specify the new username you want to use for the
administrator user at your site.

For example, to set a new username for the administrator user on the flat
compute node BMCs, type the following command:

# pdsh -g conpute ipnitool user set name 2 superadmn

. Change the administrator password on the flat compute node BMCs and/or the

RLC BMCs.
Type one or both of the following commands:

= To set the new password on the flat compute nodes, type the following
command:

pdsh -g conpute ipmtool user set password user_ID new_password

= To set the new password on the RLCs, type the following command:
pdsh -g |l eader ipmtool user set password user_ID new_password

For user_ID, specify the user ID you obtained earlier in this procedure. For

example, 2 is the user ID of the ADMIN user.

For new_password, specify the new administrator password.

For example, to set a new password for user ADMIN on the flat compute node
BMCs, type the following command:

# pdsh -g conpute ipnitool user set password 2 nynewpassword

. Type one or more of the following commands to declare the new credentials for

the flat compute node BMCs and/or the RLC BMCs to SMC:

cadnin --set-bnt-password--node node_ID username: new_password
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For username, specify the current username. If you did not change the username,
type ADM N. If you changed the username, type the new username.

For node_ID, specify the node_ID. This can be a singular node ID, or this can be a
node ID for multiple nodes that includes wild card characters. Depending on
how the nodes are named, you could use one or more of the following examples:

< r*| ead could be used to specify all RLCs
= n* specifies all compute nodes.

= servi ce* could specify all service nodes in your cluster.

. Type one or more of the following commands to retrieve the currently updated

administrator credentials from the SMC database:
cadnin --get-bnt-password --node node_ID

For node_ID, specify the ID of a specific node or use wild card characters s to
specify the node ID of multiple nodes. For example: r *| ead specifies all RLCs.

. Proceed to the following:

"Preparing to Install Software on the Cluster" on page 57

Preparing to Install Software on the Cluster

007-6359-006

The following procedure explains the information you need to obtain before you
begin working with the cluster. Your installation session can proceed more quickly if
you gather information before you begin.

Procedure 4-5 To prepare for an installation

1. Contact your site’s network administrator to obtain network information.

Obtain the information to use when you configure the baseboard management
controller (BMC) of the admin node. Your network administrator can provide an
IP address, a hostname, or a fully qualified domain name (FQDN) for each of the
following addresses:

= (Optional) The current IP address of the BMC on the admin node. You can set
the BMC address from a serial console if you do not have this information.

= The address you want to set for the BMC.
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= The netmask you want to set for the BMC.
= The default gateway you want to set for the BMC.

Obtain the following information to use when you configure the network for the
SGI ICE system:

= Hostname

< Domain name

< |IP address

= Netmask

= Default route

< Root password

Obtain the following information about your site’s house network:

< |IP addresses of the domain name servers (DNSs)

. Retrieve the cluster definition file for this cluster.

The configuration file contains system data, for example, the MAC address
information for the nodes. If you have these addresses, the node discovery
process can complete more quickly.

If you performed one of the following procedures, you already have a copy of the
cluster definition file:

= Chapter 3, "Attaching a Factory-installed SGI Cluster to Your Site Network
(RHEL 6 and SLES 11)" on page 31

= Chapter 2, "Attaching a Factory-installed SGI Cluster to Your Site Network
(RHEL 7 and SLES 12)" on page 17

Alternatively, you can obtain a copy of the cluster definition file used during your
cluster’s manufacturing process from your SGI representative.

For more information about the cluster definition file, see the following:

"Planning the Image Installation Method" on page 51

3. Proceed to one of the following:
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= "(Conditional) Setting a Static IP Address for the Baseboard Management
Controller (BMC) in the Admin Node" on page 59

= "(Optional) Configuring a High Availability Admin Node or a High
Availability Rack Leader Controller (RLC)" on page 61

= "Booting the System" on page 61

(Conditional) Setting a Static IP Address for the Baseboard Management
Controller (BMC) in the Admin Node

Perform the procedure in this topic if one of the following is true:
= Your site practices require a static IP address for the BMC.

= You want to configure a high availability admin node. In this case, perform this
topic’s procedure on the BMCs on each of the two admin nodes.

When you set the IP address for the BMC on the admin node, you ensure access to
the admin node when the site DHCP server is inaccessible.

The following procedures explain how to set a static IP address.

Procedure 4-6 Method 1 — To change from the BIOS

1. Use the BIOS documentation for the admin node.

Procedure 4-7 Method 2 — To change the IP address from the admin node.
1. Log into the admin node as the root user.

2. Type the following command to retrieve the current network settings:

# ipmtool lan print 1

3. In the output from the preceding command, look for the | P Addr ess Sour ce
line and the | P Addr ess line.

For example:
| P Address Source . DHCP Address
| P Addr ess : 128.162. 244.59
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Note the IP address in this step and decide whether or not this IP address is
acceptable. The rest of this procedure explains how to keep this IP address or to
set a different static IP address.

. Type the following command to specify that you want the BMC to have a static

IP address:
# ipmtool lan set 1 ipsrc static

This step specifies that the IP address on the BMC is a static IP address, and this

step sets the IP address to the IP address that is currently assigned to the BMC. If
you want to set the IP address to a different IP address, proceed to the following

step. If the current IP address is acceptable, you do not need to perform the next
step.

. (Optional) Set a different IP address.

Complete this step if you want to set the static IP address to be different from the
IP address that is set currently.

Type i pm t ool commands in the following format:

ipmtool lan set 1 ipaddr ip_addr
ipmtool |lan set 1 netnask netmask
ipmtool |lan set 1 defgw gateway

The arguments are as follows:

Argument  Specification

ip_addr The IP address you want to assign to the BMC.
netmask The netmask you want to assign to the BMC.
gateway The gateway you want to assign to the BMC.

For example, you can type the following commands to set the IP address to
100.100.100.100:

# ipmtool lan set 1 ipaddr 100.100.100. 100
# ipmtool lan set 1 netnmask 255.255.255.0
# ipmtool |lan set 1 defgw 128.162.244.1

6. Proceed to one of the following:
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< If you want to configure a high availability admin node, proceed to the
following:

"(Optional) Configuring a High Availability Admin Node or a High
Availability Rack Leader Controller (RLC)" on page 61

= If you want to configure a traditional admin node, proceed to the following:

"Booting the System" on page 61

(Optional) Configuring a High Availability Admin Node or a High
Availability Rack Leader Controller (RLC)

SGI supports the ability to configure the admin node and rack leader controllers
(RLCs) as highly available nodes in an SGI ICE cluster. If you want to enable high
availability (HA) on the admin node or on the RLCs, contact your SGI representative.

Booting the System
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You can configure the cluster to boot from one, two (default), three, four, or five slots.
A slot consists of all the partitions related to a Linux installation.

A multiple-slot disk layout is also called a cascading dual-root layout or a cascading
dual-boot layout. The installer creates the same disk layout on all nodes. Each slot
includes the following:

< A/ boot partition.
< A/, or root, partition.

e A/ boot/efi partition. A slot includes this partition only if the node is an EFI
node.

When you insert an SMC operating system installation disk and power-on the admin
node, you can select a boot method from the GNU GRUB menu. If you select Install:
Wipe Out and Start Over: Prompted, which is the default, the installer creates two
slots and writes the initial installation to slot 1. After the system is installed, you
cannot change the number of slots without destroying the data on the disks.
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After you install a multislot cluster, you can boot the cluster with the operating
system of your choice. This ability might be useful if you ever want to test an
operating system or other software because you can roll back an upgrade completely.
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The following are some other characteristics of single-boot systems and multiple-boot

systems:

Multiple-boot

You can install different operating
systems, or different operating system
versions, into different slots. Note that if
you have an SGI ICE cluster, the admin
node and the RLCs must have the same
operating system installed.

RLCs and flat compute nodes boot from
their own disk. Data is retained in the
master boot record (MBR).

RLC and flat compute node software is
reinstalled from the admin node.

As you increase the number of slots, you
decrease the amount of disk space per
slot. SGI recommends a minimum of 100
GB per slot.

Single-boot

You can install only one operating
system for the entire cluster.

RLCs and flat compute nodes boot
from the boot partition in the slot
that is currently configured as the
boot slot. Only the admin node
retains data in the MBR.

Software on the RLCs and flat
compute nodes is reinstalled over
the network.

A single slot uses all available disk
space.

If all slots on your cluster are running either SGI Tempo 2.9.0 (or later) or SMC 3.0 (or
later), then your cluster uses the partition layout designed for the SGI Tempo 2.9.0
and later releases. If you upgraded your cluster, it is possible that you have the
legacy partition layout on one or more slots. For information about partitions,
including those for legacy partitions, see the following:

Appendix D, "Partition Layout Information" on page 243

Note: SMC supports both EFI BIOS and legacy x86_64 BIOS. If you are not sure
which BIOS your cluster supports, contact your sales representative.

The following procedure explains how to boot the system and begin the installation.

Procedure 4-8 To boot the system

1. Power-on the admin node.
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As Figure 4-2 on page 64 shows, the power-on button is on the right of the admin
node.

H:[‘I

DVD Power
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=-C_ 1[N (NN .00 |
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)00000000000000000000 ,, | 200000000000000000000 ., | 200000000000000000000 ., [ 20000000000000000000Q  ,
OO0 T 4444444400900 00444400 4444299000040 4 444400400 4409990004440 4 44044+ 4.0]

Figure 4-2 Admin Node Power On Button and DVD Drive

2.

Insert the SGI Admin Node Autoinstallation DVD into the DVD drive on the
admin node.

Use the arrow keys to select one of the boot options, press Enter, and monitor the
installation.

Each boot option has a set of default behaviors. As described in this step, some
boot options permit you to specify custom boot parameters.

Example 1. To specify consol e= or any other custom boot parameter, select the
Display Instructions option and familiarize yourself with the parameters you
want to use before you select an actionable option.

Example 2. If you want to allocate scratch disk space on the system disk of the
admin node, add the dest r oy_di sk_| abel =yes and the

root _di sk_r eser ve=size parameters to the kernel parameter list. Specify size in
GiB. When you do this, SMC creates the scratch disk space in partition 61, but
you must otherwise structure the scratch disk space. That is, you need to create
the filesystem, add the f st ab entries, and so on. For more information about
how to create scratch disk space for a node, see the SGI Management Center (SMC)
Administration Guide for Clusters.

On the GNU GRUB boot menu, select one of the following boot options:
= Display Instructions

Select this option if you want information about custom boot parameters. This
option displays information about the actionable parameters and returns to
the boot menu.

= Install: Install to Designated Slot

007-6359-006



sGl° Management Center' (SMC) Installation and Configuration Guide for Clusters

007-6359-006

Select this option if you have an open slot on your cluster, and you want to
install an operating system in the slot. If you select this option, only the open
slot is affected. All other slots remain as configured.

This boot option permits you to specify custom boot parameters.
Install: Wipe Out and Start Over: Prompted

Select this option if you want to reinstall the cluster. This options destroys all
information currently on the cluster. The installer partitions the admin node
with the specified number of slots, and the installer writes the initial
installation to the designated slot. In the factory, by default, SGI configures
systems with two slots, and the installation is in slot 1. For example, for an
initial installation, select this option.

This boot option permits you to specify custom boot parameters.
Rescue: Prompted

Select this option to create a troubleshooting environment.
Install: Custom, type ’e’ to edit kernel parameters

Select this option if you want to perform a custom installation. This option
lets you supply all boot options as command line parameters, as opposed to
specifying boot options in response to the system prompts that the other
methods offer. More information is available in Display Instructions.

This boot option permits you to specify custom boot parameters.

SGI recommends this option only for users with installation experience.

All the options launch you into an installation dialog, and at the end of the
dialog, the final question asks you to confirm your choices. In this way, you have
the chance to cancel your choices and return to the GNU GRUB boot menu to
start over. The following are some of the installation dialog prompts that appear
when you select a boot option:

Enter number of slots to allow space for: (1-5):
Type 1, 2, 3, 4, or 5, and press Enter.

This dialog question appears only if you select Install: Wipe Out and Start
Over: Prompted from the GNU GRUB menu.

Enter which slot to install to:
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4.
5.

Type 1, 2, 3, 4, or 5, and press Enter.

This dialog question appears only if you select Install: Install to Designated
Slot from the GNU GRUB menu.

= Destructively bypass sanity checks? (y/n):

If you type y and press Enter, the installer proceeds without checking to see if
there is any data in the partition.

If you type n and press Enter, the installer checks to see if there is data in the
partition before proceeding.

= Additional parameters (like console=, etc):

If you want to specify any additional boot parameters, type them in a
comma-separated list and press Enter.

For information about the boot parameters that are available, select Display
Instructions from the GNU GRUB menu and press Enter.

= OK to proceed? (y/n):
If you type y and press Enter, the boot proceeds.

If you type n and press enter, the menu returns you to the main GNU GRUB
menu.

The installation can take several minutes.

Remove the operating system installation DVD.

At the # prompt, type r eboot .

This is the first boot from the admin node’s hard disk.
(Optional) Suppress log messages.

If you want to suppress the admin node’s log message output to the screen
during the boot, edit file / et ¢/ syscont r ol . conf and add the following line to
the top of the file (line 1):

kernel .printk =2 4 17

In the preceding ker nel . pri nt k line, the spaces between the numbers 2 4 1
7 are Tab characters.
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7. Proceed to the following:

"Configuring the Operating System on the Admin Node" on page 67

Configuring the Operating System on the Admin Node

The cluster systems support the Red Hat Enterprise Linux (RHEL) operating system,
CentOS, and the SLES and operating system. SMC supports the following operating
systems on the admin node:

< Red Hat Enterprise Linux (RHEL) 7.1 and RHEL 6.6
e SLES 12 and SLES 11 SP3

Use one of the following procedures to install your operating system software on the
admin node:

= "Configuring RHEL 7.x on the Admin Node" on page 67
= "Configuring RHEL 6.x on the Admin Node" on page 72
= "Configuring SLES 12 on the Admin Node" on page 76
= "Configuring SLES 11 on the Admin Node" on page 81

Note: In SGI documentation, you can assume that feature descriptions for RHEL
platforms also pertain to CentOS platforms unless otherwise noted.

Configuring RHEL 7.x on the Admin Node

This procedure in this topic describes how to configure Red Hat Enterprise Linux 7.x
on the admin node.

Procedure 4-9 To install RHEL 7.x on an SGI ICE admin node

1. Use one of the following methods to connect to the admin node:
= Through the intelligent platform management interface (IMPI) tool
= Through the console attached to the cluster

= Through an attached, separate keyboard, video display terminal, and mouse
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2. Use a text editor, such as vi or vi m to open file / et ¢/ host s.
3. Add a line in the following format to file / et ¢/ host s:
admin_node IP admin_node_ FQDN admin_node_hostname
The variables in the preceding line are as follows:
< For admin_node_IP, type the IP address of the admin node.

= For admin_node_FQDN, type the fully qualified domain name (FQDN) of the
admin node.

= For admin_node_hostname, type the hostname of the admin node.
For example, add the following line:
128. 162. 244. 88 acne-admi n. acne. usa. com acne-adm n
4. Save and close file / et ¢/ host s.
5. Type the following command to set the admin node’s hostname:
# host nanmect!| set-hostnane admin_node_hostname

For admin_node_hostname, type the hostname of the admin node. Make sure to
type the hostname, which is the short name. Do not type the admin node’s
FQDN, which is the longer name.

6. Type the following command to create file / et ¢/ sysconfi g/ net wor k with no
content:

# touch /etc/sysconfi g/ network
7. Use a text editor to open file i f cf g- et hO.
On RHEL 7.x systems, the path to this file is as follows:
/ etc/sysconfig/ network-scripts/ifcfg-ethO
8. Replace the contents of the i f cf g- et hO file with the following lines:

TYPE="Et hernet"
BOOTPROTO="none"
DEFROUTE="yes"

| PV4_FAI LURE_FATAL="no"
I PV6I NI T="no"
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| PV6_AUTOCONF="yes"

| PV6_DEFROUTE="yes"

| PV6_PEERDNS="yes"

| PV6_PEERROUTES="yes"

| PV6_FAI LURE_FATAL="no"
NAME=" et hO"

DEVI CE="et h0"

ONBOOT="yes"

| PADDR="128. 162. 233. 35"
PREF| X="24"

GATEWAY="128. 162. 233. 1"
DNS1="128. 162. 236. 210"
DNS2="198. 149. 32. 11"

DOVAI N="amer i cas. sgi . com engr. sgi . com sgi . conf'
HWADDR=" XX: XX: XX: XX: XX: XX"

H*

replace with your IP address for the adnmi n node

replace with your site gateway

replace with your site’s primary DNS | P address
replace with your site’s secondary DNS | P address
replace with your site domain

replace with the MAC address of ethO

H O H KK

Note: SMC does not support IPV6 at this time. The following line is needed for this
installation:

I PV6I NI T="no"

You can remove the lines that start with | PV6_ from the i f cf g- et hO file, or you can
retain those lines for completeness. SMC ignores these lines during the installation.

9. Save and close file i f cf g- et hO.

10. Type the following commands to bring up ethO with the updated networking
information:

# i fdown ethO
# ifup ethO

11. Type the following command to restart the name service cache daemon, ncsd:
# systencttrl restart nscd

12. Type the following command to retrieve the admin node’s current time zone
information:

# strings /etc/localtime | tail -1
CST6CDT, MB. 2. 0, ML1. 1.0
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13.

The previous output shows the admin node set to US Central time. If the output
you see is not correct for this cluster, perform the following steps:

Type the following command to change to the directory that contains the time
zone configuration files:

# cd /usr/share/ zonei nfo

Select a file from that directory that describes the time zone for the admin
node.

Type the following commands to enable the new time zone configuration file.
For example:

# Ibin/cp -1 /[usr/share/zonei nf o/ time_zone file /etc/local tinme. $$
# /bin/mv /etc/localtine.$$ /etc/localtine

For time_zone_file, type the name of the time zone file that you need from the
[ usr/ shar e/ zonei nf o directory.

For example, type the following commands to change the admin node’s time
zone to US Pacific time:

# /bin/cp -1 [usr/sharel/ zonei nfo/ PST8PDT /etc/localtine. $$
# /bin/my /etc/localtinme.$$ /etc/localtinme

Type the following command to confirm the time zone:

# strings /etc/localtime | tail -1
PST8PDT, M3. 2. 0, ML1. 1.0

(Conditional) Edit file / et c/ nt p. conf to direct requests to the network time
protocol (NTP) server at your site.

Complete the following steps if you want to direct requests to your site’s NTP
server instead of to the public time servers of the pool . nt p. or g project:

Use a text editor to open file / et ¢/ nt p. conf .

Insert a pound character (#) into column 1 of each of each line that includes
rhel . pool . ntp. org.

Note: Do not edit or remove entries that serve the cluster networks.
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= At the end of the file, add a line that points to your site’s NTP server.
The following is an example of a correctly edited file:

Use public servers fromthe pool.ntp.org project.

Pl ease consider joining the pool (http://ww. pool.ntp.org
server 0.rhel.pool.ntp.org

server 1.rhel.pool.ntp.org

server 2.rhel.pool.ntp.org

server ntp. nmyconpany.com

H H H HH

The preceding output has been truncated at the right for inclusion in this
guide.

= Type the following command to restart the NTP server:
# systenttl restart ntpd

14. (Conditional) Type a tilde character (~) and then a period character (. ) to exit
from the IPMI tool.

Complete this step if you connected to the system through the IPMI tool.

15. (Optional) Configure the system so that you can perform the installation from a
VGA screen and can perform later operations from a serial console.

If you want to enable this capability, perform the following steps:
= Use a text editor to open file / boot / gr ub/ menu. | st .
= Search the file for the word ker nel at the beginning of a line.
= Add the following to the ker nel line: consol e=type.

For example:

kernel /boot/vm inuz-2.6.16.56-0.12-snp root=/dev/di sk/by-I|abel /sgiroot consol e=ttyS1, 38400n8
spl ash=si | ent showopts

< Add the consol e=type parameter to the end of every ker nel line. By
default, this is set tott yS1, 38400n8. You might have tt ys2, for example.

Later, if you want to access the admin node from only a VGA, you can remove
the consol e= parameters.

16. Proceed to the following:
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"Configuring the Cluster" on page 87

Configuring RHEL 6.x on the Admin Node
This procedure in this topic describes how to configure RHEL 6.x on the admin node.

Procedure 4-10 To install RHEL 6.x on an SGI ICE admin node

1. Use one of the following methods to connect to the admin node:
= Through the intelligent platform management interface (IMPI) tool
= Through the console attached to the cluster
= Through a separate keyboard, video display terminal, and mouse

2. Use a text editor, such as vi or vi m to open file
[ etc/sysconfi g/ network-scripts/ifcfg-ethO.

3. Add lines for the | PADDR, NETMASK, and NETWORK values appropriate for your
site network to file / et ¢/ sysconfi g/ net wor k-scri pts/ifcfg-ethO.

For example:

| PADDR=128. 162. 244. 88
NETMASK=255. 255. 255. 0
NETWORK=128. 162. 244.0

4. Save and close file / et ¢/ sysconfi g/ net wor k- scri pts/ifcfg-ethO.
5. Use a text editor to create file / et ¢/ sysconfi g/ net wor k.
6. Add the following three lines to file / et ¢/ sysconfi g/ net wor k:

NETWORKI NG=yes
HOSTNAME=admin_node_hostname
GATEWAY=gateway IP_address

For admin_node_hostname, type the hostname you want to assign to the admin
node.

For gateway_IP_address, type the IP address of the gateway for your house
network.
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For example:

NETWORKI NG=y es
HOSTNAME=Y- syst em admi n
GATEWAY=128. 162. 244. 1

7. Save and close file / et ¢/ sysconfi g/ net wor k.

8. Use a text editor to open file / et ¢/ host s.

9. Add a line in the following format to file / et ¢/ host s:
admin_node IP admin_node_ FQDN admin_node_hostname
The variables in the preceding line are as follows:
= For admin_node_IP, type the IP address of the admin node.

= For admin_node_FQDN, type the fully qualified domain name (FQDN) of the
admin node.

= For admin_node_hostname, type the hostname of the admin node.
For example, add the following line:
128. 162. 244. 88 ny-system adm n. domai n- nane. nyconpany. com nmy- syst em adm n

10. Save and close file / et ¢/ host s.

11. Type the following command to set the admin node hostname:
# host nanme admin_node_hostname
For admin_node_hostname, type the hostname of the admin node.
For example:
# host nane ny-system admn

12. Use a text editor to create file / et c/ resol v. conf.

13. Add lines to file / et c/ r esol v. conf that specify the search domain and the
domain name service (DNS) servers at your site.

Later in the configuration process, when you run the cluster configuration tool,
the tool uses the DNS servers you specify in this step for its defaults.
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14.

15.

16.

Specify lines with the following format:

sear ch search_domain
nameserver name_server_ IP
nameserver name_server_ IP

The following is an example r esol v. conf file:

search nydomai n. com
naneserver 192.168.0.1
naneserver 192.168.0. 25

Type the following nscd(8) command to force the invalidation of the name
service cache daemon:

# nscd -i hosts
Type the following commands, in the order shown, to restart services:

# letc/init.d/ network restart
# /etc/init.d/ rpcbind start
# letc/init.d/ nfslock start

Type the following command to retrieve the admin node’s current time zone
information:

# strings /etc/localtinme | tail -1
CST6CDT, MB. 2. 0, ML1. 1.0

The previous output shows the admin node set to US Central time. If the output
you see is not correct for this cluster, perform the following steps:

= Type the following command to change to the directory that contains the time
zone configuration files:

# cd /usr/share/ zonei nfo

= Select a file from that directory that describes the time zone for the admin
node.

= Type the following commands to enable the new time zone configuration file.
For example:

# Ibin/cp -1 /usr/share/zonei nf o/ time_zone file /etc/local tinme. $$
# /bin/mv /etc/localtine.$$ /etc/localtine

007-6359-006



sGl° Management Center' (SMC) Installation and Configuration Guide for Clusters

For time_zone_file, type the name of the time zone file that you need from the
[ usr/ shar e/ zonei nf o directory.

For example, type the following commands to change the admin node’s time
zone to US Pacific time:

# /bin/cp -1 [usr/sharel/ zonei nfo/ PST8PDT /etc/localtine. $$
# /bin/my /etc/localtime.$$ /etc/localtinme

= Type the following command to confirm the time zone:

# strings /etc/localtime | tail -1
PST8PDT, M3. 2. 0, ML1. 1.0

17. (Conditional) Edit file / et ¢/ nt p. conf to direct requests to the network time
protocol (NTP) server at your site.

Complete the following steps if you want to direct requests to your site’s NTP
server instead of to the public time servers of the pool . nt p. or g project:

= Use a text editor to open file / et ¢/ nt p. conf .

= Insert a pound character (#) into column 1 of each of each line that includes
rhel . pool . ntp. org.

Note: Do not edit or remove entries that serve the cluster networks.

= At the end of the file, add a line that points to your site’s NTP server.
The following is an example of a correctly edited file:

Use public servers fromthe pool.ntp.org project.

Pl ease consider joining the pool (http://ww. pool.ntp.org
server 0.rhel.pool.ntp.org

server 1.rhel.pool.ntp.org

server 2.rhel.pool.ntp.org

server ntp. nmyconpany.com

H OH H K H

The preceding output has been truncated at the right for inclusion in this
guide.

= Type the following command to restart the NTP server:

# /etc/init.d/ ntpd restart
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18. (Conditional) Type a tilde character (~) and then a period character (. ) to exit
from the IPMI tool.

Complete this step if you connected to the system through the IPMI tool.

19. (Optional) Configure the system so that you can perform the installation from a
VGA screen and can perform later operations from a serial console.

If you want to enable this capability, perform the following steps:
= Use a text editor to open file / boot / gr ub/ menu. | st .
= Search the file for the word ker nel at the beginning of a line.
= Add the following to the ker nel line: consol e=type.

For example:

kernel /boot/vm inuz-2.6.16.56-0.12-snp root=/dev/di sk/by-I|abel /sgiroot consol e=ttySil, 38400n8
spl ash=si | ent showopts

< Add the consol e=type parameter to the end of every ker nel line. By
default, this is set tott yS1, 38400n8. You might have tt ys2, for example.

Later, if you want to access the admin node from only a VGA, you can remove
the consol e= parameters.

20. Proceed to the following:

"Configuring the Cluster" on page 87

Configuring SLES 12 on the Admin Node

The SLES YAST interface enables you to install the SLES operating system on a
cluster. To navigate the YAST modules, use key combinations such as the following:

= The Tab key moves the cursor forward, and the Shift + Tab keys move the cursor
backward.

= The arrow keys move the cursor up, down, left, and right.
= To use shortcuts, press the Alt key + the highlighted letter.
= Press Enter to complete or confirm an action.

e Press Ctrl + L to refresh the screen.
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For more information about navigation, see Appendix A, "YAST Navigation" on page
221.

The following procedure explains how to use YAST to install SLES 12 or SLES 11 on a
cluster.

Procedure 4-11 To install SLES on an SGI ICE admin node

1. Connect to the admin node by one of the following methods:
= Through the intelligent platform management interface (IMPI) tool
= Through the console attached to the cluster
= Through a separate keyboard, video display terminal, and mouse
2. Start YaST2.
Type the following commands:

# export Text node=1
# export TERM-=xterm
# /usr/lib/YaST2/startup/YaST2. Fi r st boot

3. On the Language and Keyboard Layout screen, complete the following steps:
= Select your language
= Select your keyboard layout
= Select Next.
4. On the Welcome screen, select Next.
5. On the Clock and Time Zone screen, complete the following steps:
= Select your region.
= Select your time zone.

= (Optional) In the Hardware Clock Set To field, choose Local Time or accept
the default of UTC.

e Select Next.

This step synchronizes the time in the BIOS hardware with the time in the
operating system. Your choice depends on how the BIOS hardware clock is set. If
the clock is set to GMT, which corresponds to UTC, your system can rely on the
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operating system to switch from standard time to daylight savings time and back
automatically.

6. On the Network Configuration screen, select Launch.

7. On the Network Settings screen, complete the following steps:
= Highlight the first network interface card that appears underneath Name.
= Select Edit.

8. On the Network Card Setup screen, specify the admin node’s house/public
network interface.

Figure 4-3 on page 78 shows the Network Card Setup screen.

Hle  Edit Wiew Terminal Tahs Help

Retwork Card Setup
rEneral—A

E LT A T

1 No IR 2 (for Bonding Devices)
x) Dynami

P both version 4 and 6
( ) Statically assi

[Cancel]

Figure 4-3 Network Card Setup Screen

Complete the following steps:
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Select Statically Assigned IP Address. SGI recommends a static IP address,
not DHCP, for the admin node.

In the IP Address field, type the system’s IP address.
In the Subnet Mask field, type the system’s subnet mask.

In the Hostname field, type the system’s fully qualified domain name (FQDN).
SGI requires you to type an FQDN, not the system’s shorter hostname, into
this field. For example, type mysyst emt admni n. nydomai nname. com Failure
to supply an FQDN in this field causes the confi gur e- cl ust er command
to fail.

Select Next.

You can specify the default route, if needed, in a later step.

9. On the Network Settings screen, complete the following steps:

Select Hostname/DNS.

In the Hostname field, type the system’s hostname.

In the Domain Name field, type the domain name for your site.
Put an X in the box next to Assign Hostname to Loopback IP.

In the Name Servers and Domain Search List, type the name servers for your
house network.

Back at the top of the screen, select Routing.

The Network Settings > Routing screen appears.

In the Default Gateway field, type your site’s default gateway.
Select OK.

10. On the Network Configuration screen, click Next.

The Saving Network Configuration screen appears and saves your configuration.

11. On the Password for System Administrator “root” screen, complete the
following steps:
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In the Password for root User field, type the password you want to use for
the root user.
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12.

13.

14.

15.

16.

This password becomes the root user’s password for all the nodes on the ICE
system. These nodes are as follows:

admin node

Flat compute nodes

Rack leader controller (RLC) (Optional)

SGI ICE compute nodes (blades) (Optional)
= In the Confirm password field, type the root user’s password again.
= In the Test Keyboard Layout field, type a few characters.

For example, if you specified a language other than English, type a few
characters that are unique to that language. If these characters appear in this
plain text field, you can use these characters in passwords safely.

= Select Next.

On the User Authentication Method screen, select one of the authentication
methods and select Next.

Typically, users accept the default (Local).
On the New Local User screen, create additional user accounts or select Next.

If you do not create additional users, select Yes on the Empty User Login
warning pop-up window, and select Next.

On the Installation Completed screen, select Finish.

Type a tilde character (~) and then a period character (. ) to exit from the IPMI
tool.

Log into the admin node, open file / et ¢/ host s within a text editor, and verify
that the admin node’s fully qualified domain name (FQDN) and hostname are
entered correctly.

For example, the following / et ¢/ host s file entry contains the correct data in the
three required fields and is correct for an admin node with an IP address of

100. 100. 100. 100, an FQDN of mysyst em admni n. nydomai n. com and a
hostname of mysyst em admi n:

100. 100. 100. 100 nysyst em adm n. nydonai n. com mysystem admi n
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17.

18.

Make sure that the / et ¢/ host s file on the admin node contains the required
information. If it does not, edit the / et c/ host s file to contain the three required
fields as the preceding example shows.

Confirm that the system is working as expected.
If necessary, restart YAST to correct settings.

(Optional) Configure the system so that you can perform the installation from a
VGA screen and can perform later operations from a serial console.

If you want to enable this capability, perform the following steps:

= Use a text editor to open file / et c/ def aul t/ gr ub.

= Search the file for GRUB_CIVDLI NE_LI NUX_DEFAULT.

= Add the following after the GRUB_CIVDLI NE_LI NUX_DEFAULT variable list:
consol e=type.

For example:

GRUB_CMDLI NE_LI NUX_DEFAULT="qui et spl ash=sil ent showopts consol e=ttyS1, 115200n8"

19.

= Type the following command to apply the changes made in
/ et c/ def aul t/ grub to the GRUB configuration file:

# /usr/sbin/grub2-nkconfig -o /boot/grub2/grub.cfg

Later, if you want to access the admin node from only a VGA, you can remove
the consol e= parameters.

Proceed to the following:

"Configuring the Cluster" on page 87

Configuring SLES 11 on the Admin Node

The SLES YAST interface enables you to install the SLES operating system on a
cluster. To navigate the YAST modules, use key combinations such as the following:
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The Tab key moves the cursor forward, and the Shift + Tab keys move the cursor
backward.

The arrow keys move the cursor up, down, left, and right.
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= To use shortcuts, press the Alt key + the highlighted letter.

= Press Enter to complete or confirm an action.

e Press Ctrl + L to refresh the screen.

For more information about navigation, see Appendix A, "YAST Navigation" on page

221.

The following procedure explains how to use YAST to install SLES 12 or SLES 11 on a

cluster.

Procedure 4-12 To install SLES on an SGI ICE admin node

1. Connect to the admin node by one of the following methods:

Through the intelligent platform management interface (IMPI) tool
Through the console attached to the cluster

Through a separate keyboard, video display terminal, and mouse

2. On the Language and Keyboard Layout screen, complete the following steps:

Select your language
Select your keyboard layout

Select Next.

3. On the Welcome screen, select Next.

4. On the Hostname and Domain Name screen, complete the following steps:

Type the hostname for this cluster.
Type the domain name.

Clear the box next to Change Hostname via DHCP. The box appears with an
Xin it by default, but you need to clear this box.

Select Assign Hostname to Loopback IP. Put an X in this box.

Select Next.

5. On the Network Configuration screen, complete the following steps:

Select Change. A pop-up window appears.
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= On the pop-up window, choose Network Interfaces.

6. On the Network Settings screen, complete the following steps:
= Highlight the first network interface card that appears underneath Name.
= Select Edit.

7. On the Network Card Setup screen, specify the admin node’s house/public
network interface.

Figure 4-4 on page 83 shows the Network Card Setup screen.

Hle  Edit Wiew Terminal Tahs Help

Retwork Card Setup
rEneral—A E LT A T

( ) No IP Ad r Bonding Devices)
(x) Dynamic Addre
P both version 4 and 6

( ) Statically assi

[Cancel] [Hext]

Figure 4-4 Network Card Setup Screen

Complete the following steps:

= Select Statically Assigned IP Address. SGI recommends a static IP address,
not DHCP, for the admin node.

= In the IP Address field, type the system’s IP address.
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10.

In the Subnet Mask field, type the system’s subnet mask.

In the Hostname field, type the system’s fully qualified domain name (FQDN).
SGI requires you to type an FQDN, not the system’s shorter hostname, into
this field. For example, type mysyst emt admi n. nydomai nname. com Failure
to supply an FQDN in this field causes the conf i gur e- cl ust er command
to fail.

Select Next.

You can specify the default route, if needed, in a later step.

. On the Network Settings screen, complete the following steps:

Select Hostname/DNS.

In the Hostname field, type the system’s fully qualified domain name (FQDN).
In the Domain Name field, type the domain name for your site.

Put an X in the box next to Assign Hostname to Loopback IP.

In the Name Servers and Domain Search List, type the name servers for your
house network.

Back at the top of the screen, select Routing.

The Network Settings > Routing screen appears.

In the Default Gateway field, type your site’s default gateway.
Select OK.

On the Network Configuration screen, click Next.

The Saving Network Configuration screen appears and saves your configuration.

On the Clock and Time Zone screen, complete the following steps:

Select your region.
Select your time zone.

(Optional) In the Hardware Clock Set To field, choose Local Time or accept
the default of UTC.

Select Next.
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11.

12.

13.

14.
15.

This step synchronizes the time in the BIOS hardware with the time in the
operating system. Your choice depends on how the BIOS hardware clock is set. If
the clock is set to GMT, which corresponds to UTC, your system can rely on the
operating system to switch from standard time to daylight savings time and back
automatically.

On the Password for System Administrator “root” screen, complete the
following steps:

= In the Password for root User field, type the password you want to use for
the root user.

This password becomes the root user’s password for all the nodes on the ICE
system. These nodes are as follows:

— admin node

— Flat compute nodes

— Rack leader controller (RLC) (Optional)

— SGI ICE compute nodes (blades) (Optional)
= In the Confirm password field, type the root user’s password again.
= In the Test Keyboard Layout field, type a few characters.

For example, if you specified a language other than English, type a few
characters that are unique to that language. If these characters appear in this
plain text field, you can use these characters in passwords safely.

= Select Next.

On the User Authentication Method screen, select one of the authentication
methods and select Next.

Typically, users accept the default (Local).
On the New Local User screen, create additional user accounts or select Next.

If you do not create additional users, select Yes on the Empty User Login
warning pop-up window, and select Next.

On the Installation Completed screen, select Finish.
Type a tilde character (~) and then a period character (. ) to exit from the IPMI

tool.
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kernel /boot/vminuz-2.6.

spl ash=si | ent showopts

86

16.

17.

18.

19.

Log into the admin node, open file / et ¢/ host s within a text editor, and verify
that the admin node’s fully qualified domain name (FQDN) and hostname are
entered correctly.

For example, the following / et ¢/ host s file entry contains the correct data in the
three required fields and is correct for an admin node with an IP address of

100. 100. 100. 100, an FQDN of mysyst em admni n. nydomai n. com and a
hostname of mysyst em admi n:

100. 100. 100. 100 nysyst em adm n. nydonai n. com mysystem admi n

Make sure that the / et ¢/ host s file on the admin node contains the required
information. If it does not, edit the / et c/ host s file to contain the three required
fields as the preceding example shows.

Confirm that the system is working as expected.
If necessary, restart YAST to correct settings.

(Optional) Configure the system so that you can perform the installation from a
VGA screen and can perform later operations from a serial console.

If you want to enable this capability, perform the following steps:
= Use a text editor to open file / boot / gr ub/ menu. | st .
= Search the file for the word ker nel at the beginning of a line.
= Add the following to the ker nel line: consol e=type.

For example:

16. 56- 0. 12-snp root =/ dev/ di sk/ by-1 abel / sgi root consol e=ttyS1, 38400n8

< Add the consol e=type parameter to the end of every ker nel line. By
default, this is set tott yS1, 38400n8. You might have tt ys2, for example.

Later, if you want to access the admin node from only a VGA, you can remove
the consol e= parameters.

Proceed to the following:

"Configuring the Cluster" on page 87
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Configuring the cluster includes the following actions:

Creating repositories for software installation files and updates.
Installing the admin node’s cluster software.

Configuring the cluster subdomain and examine other network settings. The
cluster subdomain is likely to be different from the et hO domain on the admin
node itself.

Configuring the NTP server.
Installing the cluster’s software infrastructure. This step can take 30 minutes.

Configuring the house network’s DNS resolvers.

The following procedure explains how to use either the cluster configuration tool or
the cluster definition file to configure the cluster:

Procedure 4-13 To configure the cluster

1. Locate your site’s SGI software distribution DVDs or verify the path to your site’s

online software repository.

You can install the software from either physical media or from an ISO on your
network.

. From the VGA screen, or through an ssh connection, log into the admin node as

the root user.

SGI recommends that you run the cluster configuration tool either from the VGA
screen or from an ssh session to the admin node. Avoid running the
confi gure-cl uster command from a serial console.

Use either Method 1 or Method 2 to configure the cluster.

Method 1 — Using the Cluster Configuration Tool — is as follows:

= Type the following command to start the cluster configuration tool:
# [ opt/sgi/sbin/configure-cluster

= Proceed to the following step:

Procedure 4-13, step 4 on page 89
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Method 2 — Using the Cluster Definition File — is as follows:

Type cr epo commands to create repositories for each of the following
software’s initial installation packages and for updates:

The operating system software, either RHEL, SLES, or CentOS
SGI Foundation Software
SGI Management Center

(Optional) SGI Performance Suite

Use the cr epo command in the following format:

crepo --add rpm_repo_directory --custom rpm_repo_name

The variables in this command are as follows:

For rpm_repo_directory, specify the full path to the directory that contains
the RPM files.

If you have hard media mounted in the admin node’s DVD drive, specify
the path to that media. If you have the software for the operating system
and the SGI packages in an ISO file on your network, specify the path to
the files on your network.

For rpm_repo_name, create a name for the image. You can specify the same
name for both rpm_repo_directory and rpm_repo_name.

After SMC builds the image, the ci nst al | man --show i nages
command returns the rpm_repo_name in the | mage Name column of its
output. Below the image name, the output also shows the kernels used for
each image.

For example, type the following commands:

# crepo --add /tnp/slesllsp3 --custom spesllsp3
# crepo --add /tnp/sfs --custom sfs
# crepo --add /tnp/snt --custom snt
# crepo --add /tnp/sps --custom sps

Type the following command to define the cluster according to the content in
the cluster definition file:

# [ opt/sgi/sbin/configure-cluster --configfile path
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For path, specify the path to the configuration file.
= Proceed to the following step:
Procedure 4-13, step 35 on page 98

4. On the cluster configuration tool’s Initial Configuration Check screen, select OK
on the initial window.

Figure 4-5 on page 89 shows the initial window.

r terminal _Ox

File Edit Wiew Terminal Tabs Help

It appears initial configuration of the
cluster has not yet been performed. This
means you will need to run through the initial
configuration steps.

< |K

Figure 4-5 Initial Configuration Check Screen

The cluster configuration tool recognizes a configured cluster. If you start the tool
on a configured SGI ICE system, it opens into the Main Menu.

5. On the Initial Cluster Setup screen, select OK on the screen.

Figure 4-6 on page 90 shows the window.
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r
terminal - 0O X
File Edit Wiew Terminal Tabs Help

&Ll the steps in the following menu need to be
completed in order. Some settings are harder
to change once the cluster has been deployed.

< |K

Figure 4-6 Initial Cluster Setup Screen with the initial screen

6. On the Initial Cluster Setup screen, select R Repo Manager: Set Up Software
Repos, and click OK.

Figure 4-7 on page 91 shows the Initial Cluster Setup screen with the task menu.
This procedure guides you through the tasks you need to perform for each of the
menu selections on the Initial Cluster Setup screen.
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Initial Cluster Secup Tasks - All Regquiced

fepo Hanager: Set Up Scftware Bepos)
Inscall Admin Cluscer Sofcware

Network Settings

Configuse Time Clisnt/Jerver [NTR)

Perform Inicial Admin Hode Infrastruccure Secap
configure House EHS Resolvers

Figure 4-7 Initial Cluster Setup Tasks Screen

10.
11.
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The next few steps create software repositories for the initial installation packages
and for updates. You need to create repositories for the following software:

= The operating system software, either RHEL or SLES
= SGI Foundation Software

= SGI Management Center

= (Optional) SGI Performance Suite

The menu system prompts you to insert hard media or specify a path for some of
the preceding software, so locate your system disks before you proceed.

On the One or more 1SOs were embedded on the ... screen, select Yes.

On the Repositories are created ... screen, press Enter.

On the You will now be prompted to add additional media ... screen, select OK.
On the Would you like to register media with Tempo? ... screen, select Yes.

On the Please either insert the media in your DVD drive ... screen, select either
Insert DVVD or Use Custom path/url.

Proceed as follows:

= To install the software from DVDs, perform the following steps:
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12.

13.

— Insert a DVD.
— Select Mount inserted DVD.

— On the Media registered successfully with crepo ... screen, select OK, and
eject the DVD.

— On the Would you like to register media with Tempo? ... screen, select
Yes if you have more software that you need to register.

If you select Yes, repeat the preceding tasks in this sequence for the next
DVD.

If you select No, proceed to the next step.
= To install the software from a network location, perform the following steps:
— Select Use custom path/URL.

— On the Please enter the full path to the mount point or the I1SO file ...
screen, type the full path in server_name: path_name/ iso_file format. This
field also accepts a URL or an NFS path. Select OK after typing the path.

— On the Media registered successfully with crepo ... screen, select OK.

— On the Would you like to register media with Tempo? ... screen, select
Yes if you have more software that you need to register.

If you select Yes, repeat the preceding tasks in this sequence for the next
DVD.

If you select No, proceed to the next step.
Repeat the following steps until all software is installed:
= Procedure 4-13, step 10 on page 91
= Procedure 4-13, step 11 on page 91

If you plan to configure SGI MPT and run SGI MPT programs, make sure to
install SGI-Accelerate and SGI-MPI from the SGI Performance Suite.

On the Initial Cluster Setup Tasks screen, select | Install Admin Cluster
Software, and select OK.

This step installs the cluster software that you wrote to the repositories.
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14. On the Initial Cluster Setup Tasks screen, select N Network Settings, and select
OK.

15.

(Conditional) Create a routed management network.

Complete this step if you have at least 300-500 flat compute nodes in your cluster.
If you have more than 500 flat compute nodes, consider creating more than one
routed management network.

Complete the following steps:

On the Cluster Network Settings screen, select A Add Subnet, and select OK

On the Select network type screen, press the space bar to move the asterisk
(*) up to the first line. This action selects the upper line, and the line now
looks like this:

(*) 1 mgnt/ngnt-bnc
Select OK.

On the Insert network name, subnet, netmask, bmc subnet and bmc network
screen, type in the information to define the routed management network. Use
the arrow keys to move from field to field on this screen. The information you
need to enter is as follows:

Field Information

name A unique name for this network. For example, head2.

subnet The network IP address (start of the range) for the nodes on the
routed management network.

netmask The network mask for the nodes on routed management
network.

bmc The network IP address (start of the range) for the node BMCs

subnet on the routed management network.

bmc The network mask for the node BMCs on the routed

netmask management network.

On the Network name ... screen, verify that this is the information you
specified for the routed management network, and select OK.

On the Network name-bmc ... screen, verify that this is the information you
specified for the node BMC network, and select OK.
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16. On the Cluster Network Settings screen, select S List and Adjust Subnet
Addresses, and select OK.

17. On the Warning: Changing the subnet IP addresses ... screen, click OK.

18. Review the settings on the Subnet Network Addresses screen, and modify these
settings only if absolutely necessary.

Figure 4-8 on page 94 shows the Subnet Network Addresses screen. This screen
displays the default networks and netmasks that reside within the cluster.

Head M : 1PELEZ.0.0

Figure 4-8 Subnet Network Addresses Screen

If you accept the defaults, select OK.
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19.

20.

21.
22.

23.

If you do not accept the defaults, you can change the network settings. For
example, it is possible that your site has existing networks or conflicting network
requirements. For additional information about the IP address ranges, see
Appendix B, "Subnetwork Information" on page 223. Complete the following
steps if you need to change the network settings:

= Highlight the setting you want to change, and select OK.
= Type in a new IP address, and select OK.
= Press Enter.

On the Update Subnet Addresses screen, the Head Network field shows the
admin node’s IP address. SGI recommends that you do not change the IP address
of the admin node or rack leader controllers (RLCs) if at all possible. You can
change the IP addresses of the InfiniBand network (IBO and IB1) to match the IP
requirements of the house network, and then select OK.

On the Cluster Network Settings screen, select D Configure Cluster Domain
Name, and select OK.

On the Please enter the domain name for this cluster pop-up window, type the
domain name, and select OK.

The domain you type becomes a subdomain to your house network.
For example, type i ce. aneri cas. sgi . com
On the Cluster Network Settings screen, select Back.

On the Initial Cluster Setup screen, select T Configure Time Client/Server
(NTP), and select OK.

Configure your NTP server.

On the subsequent screens, you set the admin node as the time server to the
cluster. For this step, the installer screens differ on RHEL platforms and SLES
platforms.

On RHEL platforms, complete the following step:
= On the A new ntp.conf has been put in to position ... screen, select OK.
On SLES platforms, complete the following steps:

= On the A new ntp.conf has been put in to position ... screen, select OK.
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24.

25.

26.
217.

28.

96

= Use the YAST interface and the SLES documentation to guide you through the
NTP configuration.

= On the This procedure will replace your ntp configuration file ... screen,
select Yes.

On the Initial Cluster Setup Tasks menu, select S Perform Initial Admin Node
Infrastructure Setup, and select OK.

On the A script will now perform the initial cluster ... screen, select OK.

This step runs a series of scripts that configure the admin node. The scripts also
create the root images for the RLCs, SGI ICE compute nodes, and flat compute
nodes. The scripts run for approximately 30 minutes. At the end, the script issues
a line that includes install-cluster completed in its output.

The final output of the script is as follows:
/opt/sgi/sbin/create-default-sgi-imges Done!

The output of the nksi i mage commands are stored in a log file at the following
location:

/var /| og/cinstall man

On the Initial Cluster Setup Complete window, select OK.

On the One or more 1SOs were embedded on the admin install DVD and
copied to ..., screen, select OK.

Depending on what you have installed, this screen might not appear.

On the Initial Cluster Setup menu, select D Configure House DNS Resolvers,
and select OK.

Figure 4-9 on page 97 shows the Configure House DNS Resolvers screen.
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Enter up to theee DNS resclvers IFs

128

e
Resolwer 3 ELISCEFERPEES

> <Di=zable House DNS> <

Figure 4-9 Configure House DNS Resolvers Screen

The system autopopulates the values on the Configure House DNS Resolvers
screen to match the DNS specifications on the admin node. The DNS resolvers
you specify here enable the flat compute nodes to resolve host names on your
network. You can set the DNS resolvers to the same name servers used on the
admin node itself.

Perform one of the following actions:
= To accept these settings, select OK, and then select Yes.

= To change the settings, type in different IP addresses, select OK, and then
select Yes.

= To disable house network resolvers, select Disable House DNS.
On the Setting DNS Forwarders to ... screen, select Yes.
29. On the Initial Cluster Setup screen, select Back.
This action returns you to the cluster configuration tool main menu.

30. On the Main Menu, select S Configure Switch Management Network (optional),
and select OK.

The switch management network enables the Ethernet switch to control all
VLANSs and trunking.
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31.

On the pop-up window that appears, make sure that Y yes is selected, and select
OK.

Figure 4-10 on page 98 shows the selection pop-up window:

Defaule Swvicch Hanagement Network secting for mewly discoversd
nodes (exiscing modes will not be changed): This secs the default
walue, vhich can be adjusted per-node wich the discover command or
the cadmin command. This may be set to yes automatically om
ayscems newer than ICE 8200/ ICEBA00 {in a later acep). In & mixed
oonfiguration where ICEAZ00/ICES400 components are mixed with
newsr compopents, you will want to set this to yes bur you will
need to apecify options to the discover coemsand for nodes on che
ICE 82009400 pact of the system., Thiz should be set to mo for ICE
B400/8200 syarens

{1 H 8o

< Back >

Figure 4-10 Configure Switch Management Network screen

32.

33.

34.
35.

(Conditional) On the Main Menu, select N Configure MCell Network (optional),
and select OK.

Complete this step if your SGI ICE system contains MCells.
(Conditional) On the screen that appears, select Y yes, and select OK.
Complete this step if your SGI ICE system contains MCells.

Select Quit.

Type the cattr |ist -g command to verify the features you configured with
the cluster configuration tool.

Example: The following output is generated on an SGI ICE cluster with MCells.
If your system does not include MCells, the ntel | _net wor k value should
display no. The output is as follows:

# cattr list -g

gl obal
cl uster_donain I snt. anericas. sgi.com
t enpo_dhcp_option 1149
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head_vl an 1

ncel |l _vlan ;3
rack_vlan_start ;101
rack_vl an_end ;1100
mgmt _vl an_start ;2001
nmgnt _vl an_end ;2500
redundant _ngnt _network : yes
switch_ngnt _net wor k 1 yes

ncel | _network 1 yes

di scover _ski p_swi tchconfig : no
max_rack_irus 4

mc 0

bl adenond_scan_interval : 120
dhcp_bootfile 1 grub2
udpcast _m n_receivers 1
udpcast _mi n_wai t ;10
udpcast _max_wai t ;10
udpcast _max_bitrate : 900m
udpcast _rexnit_hello_interval : O
udpcast _nctast_rdv_addr : 224.0.0.1
ny_sql _replication 1 yes
conserver _| oggi ng 1 yes
conserver _ondenand : no
edns_udp_si ze ;512
replication_file : mysql - bi n. 000005
replication_position : 9103

Note: On an SGI Rackable cluster, the catt r output is similar to the preceding
example output, but the output contains fewer fields.

If you need to respecify any global values, start the cluster configuration tool
again, and correct your specifications. To start the cluster configuration tool, type
the following command:

# [ opt/sgi/sbin/configure-cluster
36. Proceed to one of the following:

= To configure one or more external Domain Name Service (DNS) servers,
proceed to "(Conditional) Configuring External Domain Name Service (DNS)
Servers" on page 100.
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= To synchronize the software repository, install updates, and clone the images,
proceed to "Synchronizing the Software Repository, Installing Software
Updates, Downloading Debugging Packages, and Cloning the Images" on
page 101.

(Conditional) Configuring External Domain Name Service (DNS) Servers

Perform the procedure in this section if you want to enable network address
translation (NAT) gateways for the cluster. A later procedure explains how to
configure NAT as a service on a flat compute node. If you want to enable NAT,
perform the procedure in this topic at this time.

When external DNS and NAT are enabled, the host names for the SGI ICE compute
nodes (blades) in the cluster resolve through external DNS servers. The SGI ICE
compute nodes need to be able to reach your house network.

Note: You cannot configure this feature after you run the di scover command. If
you attempt to configure this feature after you run the di scover command, the IP
addresses assigned previously on the configured nodes remain.

The following procedure explains how to configure external DNS servers.

Procedure 4-14 To configure external DNS servers

1. Obtain a large block of IP addresses from your network administrator.

This feature requires you to reserve a block of IP addresses on your house
network. If you want to use external DNS servers, all nodes on the InfiniBand
networks, both the i bO and i b1 networks are included. The external DNS is
enabled to provide addresses for all rack leader controllers (RLCs), all SGI ICE
compute nodes, and all flat compute nodes.

2. Through an ssh connection, log into the admin node as the root user.
3. Type the following command to start the cluster configuration tool:

# [ opt/sgi/sbin/configure-cluster
4. Select E Configure External DNS Masters (optional), and select OK.

5. On the This option configures SGI Tempo to look up the IP addresses for the
InfiniBand networks from external DNS servers ... screen, select Yes.
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6. On the Enter up to five external DNS master IPs screen, type the IP addresses of
up to five external DNS servers on your house network, and select OK.

7. On the Setting external DNS masters to ip_addr, select Yes.

8. Proceed to "Synchronizing the Software Repository, Installing Software Updates,
Downloading Debugging Packages, and Cloning the Images" on page 101.

Synchronizing the Software Repository, Installing Software Updates,
Downloading Debugging Packages, and Cloning the Images

007-6359-006

The following procedure explains how to update the software in the repositories that
you created with the cluster configuration tool. The following procedure assumes that
the cluster has a connection to the internet. If you need to perform this procedure on
a secure cluster, you need to modify this procedure. For a secure system, obtain the
software updates from the SGI customer portal manually and use the cr epo
command to install the software manually.

Procedure 4-15 To update the software

1. Through an ssh connection, log into the admin node as the root user.

2. Type the following command to retrieve information about the network interface
card (NIC) bonding method on the admin node:

# cadm n --show ngnt - bondi ng --node admin
If bonding has been set appropriately, the command returns 802. 3ad.

If the command does not return 802. 3ad, type the following commands to set
the bonding appropriately and reboot the system:

# cadmi n --set-ngnt-bonding --node adni n 802. 3ad
# reboot

3. Type the following command to retrieve the new images from the SGI customer
portal and the operating system vendor:

# sync-repo- updat es

For RHEL-based systems, make sure the system is subscribed as
rhel - x86_64--server - 6.
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This step requires that the system be connected to the internet. Contact your SGI
representative if this update method is not acceptable for your site.

. (Optional) Download debugging packages and install them into the images.

Both RHEL and SLES offer debugging packages that you can download. For
example, you need these additional packages if you want to run the cr ash(8)
utility. Use the following information to download this additional software:

= On RHEL platforms, see the following website:
https://access. redhat. conl sol uti ons/ 9907

< On SLES 12 platforms, you do not need an additional package. The kernel
package layout changed.

e On SLES 11 platforms, see the following website:

https://ww. novel | . com support/kb/ doc. php?i d=3074997

. Type the ci nst al | man --show i mages command to retrieve the image names.

For example:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

ice-rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

lead-rhel 7.1 0 1 rhel 7

3.10.0-229.¢el 7. x86_64

The preceding output includes a line for the MPSS images if you downloaded
MPSS software for Intel Many Integrated Core Architecture (Intel MIC
Architecture) based products and created an image.

. (Optional) Clone the images.

Complete this step if you want to back up the current images before they are
installed.

Type the following command:

cinstall man --create-inage --clone --source src_image_name --image image
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**
Q

instal |l man

HH*

nstal | man

Cc

**
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instal |l man
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instal |l man
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nstal | man
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**
Q

instal |l man
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For src_image_name, specify the name of the source image. For example:
| ead-rhel 7. 1.

For image, specify a file name for the copied file (the clone). For example:
| ead-rhel 7. 1. backup

Example 1: The following commands create backup copies of the current
installation images:

--create-inmage --clone --source ice-conpute-rhel7.1 --inmage ice-conpute-rhel 7. 1. backup
--create-inmage --clone --source rhel 7.1 --image rhel 7. 1. backup
--create-inmage --clone --source lead-rhel 7.1 --inage | ead-rhel 7. 1. backup

Example 2: In this example, the commands create backup copies of the current
installation images and tag the backup copies as source-controlled copies. The
commands assume that there are multiple versions of the source image that exist
at this time. The commands copy revision 2 of the source image to the backup.

--create-inmmge --clone --source ice-conpute-rhel7.1 --rev 2 --inmage ice-conpute-rhel 7. 1. backup
--create-inmage --clone --source rhel7.1 --rev 2 --inmage rhel 7. 1. backup
--create-inmage --clone --source lead-rhel 7.1 --rev 2 --inage | ead-rhel 7. 1. backup

7. Type a series of ci nstal | man - - updat e-i mage commands to install the

software images on the nodes.

For each image, specify the software package you want to install on each type of
node.

For example, to install the packages shown in Procedure 4-15, step 5 on page 102,
type the following commands:

# cinstall man --update-inage --inmage ice-conpute-rhel 7.1
# cinstall man --update-inmage --inmage rhel 7.1
# cinstall man --update-inage --inage |lead-rhel 7.1

8. Proceed to one of the following:

= If your cluster contains Intel® Many Integrated Core Architecture (Intel MIC
Architecture) devices, proceed to "(Conditional) Downloading the Intel
Manycore Platform Software Stack (MPSS) Software and Creating Images" on
page 104.

= If your cluster does not contain MIC devices, proceed to "Configuring the
Switches" on page 116.
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(Conditional) Downloading the Intel Manycore Platform Software Stack
(MPSS) Software and Creating Images

Perform the procedures in this topic if nodes in your cluster are equipped with Intel
Many Integrated Core Architecture (Intel MIC Architecture) based products. The Intel
Many Integrated Core (MIC) devices are part of the Intel Manycore Platform Software
Stack that runs on the Intel Xeon Phi Coprocessors found on SGI ICE compute nodes
and flat compute nodes.

Intel Corporation provides software for its Intel MIC architecture products, and you
need to download this software for use on your SGI cluster. The MPSS package that
you download contains the software packages for the MIC devices on the SGI cluster
nodes. The procedures in this topic explain how to download the RPMs from the
Intel Corporation website and how to create images for the nodes that are equipped
with MIC devices.

Your system might have MIC devices on SGI ICE compute nodes, on the flat compute
nodes, or both. If your cluster is equipped with MIC devices, each compute blade
includes one or two IP addresses for each device. Only one cable connects each
compute blade to the network, but each MIC device requires its own, unique IP
address on your network.

Complete the procedures that are appropriate for your hardware configuration.

The following procedures explain how to obtain and deploy the MPSS software from
Intel Corporation:

= "Downloading the MPSS Software From the Intel Corporation" on page 104

= "Creating Images for the SGI ICE Compute Nodes That Include MIC Devices" on
page 106

= "Creating Images for the Flat Compute Nodes That Include MIC Devices" on page
110

Downloading the MPSS Software From the Intel Corporation
Complete the procedure in this topic if you have any MIC devices on your cluster.

The following procedure explains how to download the MPSS software from Intel
Corporation.
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Procedure 4-16 To download the MPSS package
1. Open a browser, and navigate to the following website:

http://software.intel.com/mic-developer

. Click the Tools & Downloads tab.

. Click the Software Drivers: Intel Manycore Platform Software Stack (Intel

MPSS) link.

Follow the instructions on the website to download the Linux software version for
your operating system platform. The download comes in the form of a t ar (1) file.

. Use the instructions from Intel to build the RPM files that you need.

A later procedure explains how to transfer these files to the cluster and build new
images.

. Plan how to specify the number MIC devices per node to SMC.

The next major task in the installation is creating node images that contain the
MPSS software. However, at this time, SGI recommends that you plan how to
specify the MIC devices to SMC. The procedure called "Configuring the Switches"
on page 116 is the actual procedure that includes specifying the cluster
configuration.

The mi c=number parameter specifies the quantity of MIC devices on a node. The
minimum number of devices is 1. The maximum number of devices is 16. For
example, if the cluster contains four MIC devices per node, specify m c=4 in the
parameter string that defines the node.

You can specify this parameter in the cluster definition file (recommended) or on
the di scover command line, as follows:

= The cluster definition file defines characteristics for each cluster node. If you
use a cluster definition file, specify a mi c=number parameter in the list of
parameters for each node.

= The di scover command accepts node characteristics. If you do not have a
cluster definition file, plan to specify the mi c=number parameter on the
di scover command line.

Make sure to specify the correct number of MIC devices. If your cluster definition
file contains m c=0, or if you do not specify a ni c= parameter on the di scover
command, SMC assumes that the cluster contains no MIC devices.
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6.

Proceed to one of the following topics:

= "Creating Images for the SGI ICE Compute Nodes That Include MIC Devices"
on page 106

= "Creating Images for the Flat Compute Nodes That Include MIC Devices" on
page 110

Plan to perform both of the preceding procedures if you have MIC devices on
both SGI ICE compute nodes and on flat compute nodes.

Creating Images for the SGI ICE Compute Nodes That Include MIC Devices

106

The following procedure explains how to create SGI ICE compute node images that
include MIC device software.

Procedure 4-17 To create compute node images for SGI ICE compute nodes with MIC devices

1.

On the admin node, use the nkdi r (1) command, in the following format, to
create a directory for the RPM repository:

nkdir -p /tftpboot/intel/ mpss_repository directory

For mpss_repository_directory, type a name for the directory that is to contain the
MPSS repository. For convenience, make sure to include an identifier for the
MPSS release level you downloaded.

For example:
# nkdir -p /tftpboot/intel/npss_u3-2.1.6720-19

Use operating system commands to copy the RPM files you downloaded to the
/tftpboot/intel/ mpss_repository directory directory on the admin node.

For example, use cp(1), ft p(1), r sync(l), scp(1), or another method.
(Conditional) Rebuild the MPSS modules.

Complete this step

. Use the cr epo command, in the following format, to specify a custom repository

for the MPSS RPMs:
crepo --add rpm_repo_directory -cust om rpm_repo_name

The variables in this command are as follows:
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= For rpm_repo_directory, specify the full path to the directory that contains the
RPM files.

= For rpm_repo_name, create a name for the image. You can specify the same
name for both rpm_repo_directory and rpm_repo_name. After SMC builds the
image, the ci nstal | man --show i nages command returns this label in the
Image Name column of its output.

For example:
# crepo --add /tftpboot/intel/nmpss_u3-2.1.6720-19 --custom npss_u3-2.1.6720-19

5. Type the following command to confirm that the MPSS image is in the correct
repository:

# crepo --show

6. Use the cr epo command, in the following format, to add the custom repository
to the generated RPM list in / et c/opt/sgi/rpmists:

crepo --sel ect rpm_repo_name

For rpm_repo_name, create a name for the image. You can specify the same name
for both rpm_repo_directory and rpm_repo_name. After SMC builds the image, the
ci nstall man --show i mages command returns this label in the Image Name
column of its output. This is the same rpm_repo_name that you specified in the
following step:

Procedure 4-17, step 4 on page 106

For example, the following command adds the custom repository and displays
the content of the respository:

# crepo --select nmpss_u3-2.1.6720-19

Sel ecting: mpss_u3-2.1.6720-19

Updating: /etc/opt/sgi/rpmists/generated-ice-rhel7.1.rpmi st
Updating: /etc/opt/sgi/rpmists/generated-|ead-rhel7.1.rpmi st
Updating: /etc/opt/sgi/rpmists/generated-rhel 7. 1. rpmi st

7. Type the following command to confirm that you selected the new repository that
contains the MPSS RPMs:

# crepo --show
* nmpss_u3-2.1.6720-19 : /tftpboot/intel/npss_u3-2.1.6720-19
* Red-Hat-Enterprise-Linux-7.1 : /tftpboot/distro/rhel7.1
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* SA@-MPI-1.10-rhel 7 : /tftpboot/sgi/SA-MI-1.10-rhel 7
* SA - Managenent - Center-3.1-rhel 7 : /tftpboot/sgi/SA -Managenent - Center-3.0-rhel 7
* SA - Foundati on- Sof tware-2.12-rhel 7 : /tftpboot/sgi/SA - Foundati on- Software-2. 11-rhel 7

The asterisk character (*) in column 1 indicates an image that is selected.

8. Type the following command to display the images that are available for
installation on the compute nodes:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

ice-rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

lead-rhel 7. 1 0 1 rhel 7

3.10.0-229.¢el 7. x86_64

9. Use the ci nst al | man command, in the following format, to clone the current
operating system image:

cinstall man --create-i nage --clone --source current_image --i nage new_image
The variables in this command are as follows:

= For current_image, type the name of the operating system image you want to
use that is on the system right now. Choose one that appears in the output
from the from the ci nst al | man --show i mages command in the Image
Name list. For example, i ce-rhel 7. 1.

= For new_image, type a new name for the operating system image that is to
include the MPSS file RPMs. SGI recommends that you include information in
the new name that can enable you to identify this image as the operating
system image that includes MPSS software. For example,
i ce-comput e-rhel 7. 1-m c- 6720- 19 identifies the new image as a RHEL
image that contains a revision of the MPSS MIC software.

For example:

# cinstallman --create-inage --clone --source ice-rhel7.1 --image ice-rhel7.1-m c-6720-19
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10.

Type the following command to display the images and confirm that the new
image appears in the list:

# cinstall man --show i mages

| mage Name
|l ead-rhel 7. 1

BT VCS Conpat _Distro
0 1 rhel 7

3.10.0-229. el 7. x86_64

rhel 7.1

0 1 rhel 7

3.10.0-229.¢el 7. x86_64

i ce-conpute-rhel 7.1

1 1 rhel 7

3.10.0-229. el 7. x86_64
i ce-conpute-rhel 7. 1-m c-6720- 19 1 1 rhel 7
3.10.0-229. el 7. x86_64

11.

Use the ci nst al | man command, in the following format, to install the
sgi - m c- conmput e package and the MPSS RPMs:

cinstall man --yuminmage --inage image name i nstall sgi-mnic-conpute
For image_name, specify the new_image that you created in the following step:
Procedure 4-17, step 9 on page 108

For example:

# cinstall man --yuminmage --inmage ice-rhel 7. 1-mc-6720-19 install sgi-mc-conmpute
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12.

13.

(Conditional) Enable the SLES operating system to load the MPSS package.
Complete this step if you are installing the MPSS packages on a SLES platform.
Complete the following steps:
= Open file / et ¢/ nodpr obe. d/ unsupport ed- modul es with a text editor.
= Add the following line at the end of the file:

al | ow_unsupported_nodul es 1
= Save and close the file.
Type the following command to display all the images:

# cimage --1ist-imges
image: ice-rhel7.1
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kernel: 2.6.32-358. el 6. x86_64
image: ice-rhel7.1-mc-6720-19
kernel: 2.6.32-358. el 6. x86_64

The preceding output shows the newly installed image,
ice-rhel 7. 1-mi c-6720- 19.

14. Use the ci mage command, in the following format, to set the default image for
the compute nodes:

cimage --set-default --file_system ice-rhel 7. 1-nic-6720-19 kernel
The variables in this command are as follows:
= For file_system, type either nf s or t npf s, according to your site practice.

= For kernel, type the kernel associated with the new image, as shown in the
output from the ci nage --1i st-i mages command in the following step:

Procedure 4-17, step 13 on page 109
For example:
# cimage --set-default --tnpfs --ice-rhel7.1-m c-6720-19 2.6.32-358. el 6. x86_64
15. Type the following command to confirm that the new image is the default image:

# ci mage --show def aul t
ice-rhel 7. 1-stout 7-m c-6720-15 2. 6. 32-358. el 6. x86_64 tnpfs

16. Proceed to one of the following:

= If your cluster contains MIC devices on the flat compute nodes, proceed to
"Creating Images for the Flat Compute Nodes That Include MIC Devices" on
page 110.

= If your cluster does not contain MIC devices on the flat compute nodes,
proceed to "Configuring the Switches" on page 116.

Creating Images for the Flat Compute Nodes That Include MIC Devices

The following procedure explains how to create images for flat compute nodes that
include MIC device software.

110 007-6359-006



sGl° Management Center' (SMC) Installation and Configuration Guide for Clusters

007-6359-006

Procedure 4-18 To create software images for flat compute nodes with MIC devices

1.

On the admin node, use the nkdi r (1) command, in the following format, to
create a directory for the RPM repository:

nkdir -p /tftpboot/intel/ mpss_repository directory

For mpss_repository_directory, type a name for the directory that is to contain the
MPSS repository. For convenience, make sure to include an identifier for the
MPSS release level you downloaded.

For example:

# nkdir -p /tftpboot/intel/npss_u3-2.1.6720-19

. Use operating system commands to copy the RPM files you downloaded to the

/tftpboot/intel/ mpss_repository directory directory on the admin node.

For example, use cp(1), ft p(1), r sync(l), scp(1), or another method.

. (Conditional) Rebuild the MPSS modules.

Complete this step if you are installing a kernel that is updated from your
operating system’s base kernel.

The Intel Corporation distributes modules that support the RHEL and SLES base
distributions. If you are installing an updated kernel, however, you need to
rebuild the modules for the updated kernel.

Use an editor to open the following file, and follow the instructions from Intel
Corporation regarding how to build the correct modules for your kernel:

/tftpboot/intel/npss-version/ npss- version/ docs/ r eadne. t xt
For version, specify the version that matches your MPSS level.

Use the cr epo command, in the following format, to specify a custom repository
for the MPSS RPMs:

crepo --add rpm_repo_directory -cust om rpm_repo_name
The variables in this command are as follows:

= For rpm_repo_directory, specify the full path to the directory that contains the
RPM files.
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= For rpm_repo_name, create a name for the image. You can specify the same
name for both rpm_repo_directory and rpm_repo_name.

After SMC builds the image, the ci nstal | man --show i mrages command
returns this label in the Image Name column of its output.

For example:
# crepo --add /tftpboot/intel/nmpss_u3-2.1.6720-19 --custom npss_u3-2.1.6720-19

5. Type the following command to confirm that the MPSS image is in the correct
repository:

# crepo --show

6. Use the cr epo command, in the following format, to add the custom repository
to the generated RPM list in / et c/opt/sgi/rpmists:

crepo --sel ect rpm_repo_name

For rpm_repo_name, create a name for the image. You can specify the same name
for both rpm_repo_directory and rpm_repo_name. After the image is built, the
cinstall man --show i mages command returns this label in the Image Name
column of its output. This is the same rpm_repo_name that you specified in the
following step:

Procedure 4-18, step 4 on page 111

For example, the following command adds the custom repository and displays
the content of the respository:

# crepo --select nmpss_u3-2.1.6720-19

Sel ecting: mpss_u3-2.1.6720-19

Updating: /etc/opt/sgi/rpmists/generated-ice-rhel7.1.rpmi st
Updating: /etc/opt/sgi/rpmists/generated-|ead-rhel7.1.rpmi st
Updating: /etc/opt/sgi/rpmists/generated-rhel 7. 1. rpmi st

7. Type the following command to confirm that you selected the new repository that
contains the MPSS RPMs:

# crepo --show

* nmpss_u3-2.1.6720-19 : /tftpboot/intel/npss_u3-2.1.6720-19

* Red-Hat-Enterprise-Linux-7.1 : /tftpboot/distro/rhel?7

* SA-MPI-1.10-rhel 7 : /tftpboot/sgi/SA-MI-1.10-rhel 7

* SA - Managenent -Center-3.1-rhel 7 : /tftpboot/sgi/SA -Managenent-Center-3.1-rhel 7
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* SA - Foundati on- Sof tware-2.12-rhel 7 : /tftpboot/sgi/SA - Foundati on- Sof t ware-2. 12-rhel 7
The asterisk character (*) in column 1 indicates an image that is selected.

8. Type the following command to display the images that are available for
installation on the flat compute nodes:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

ice-rhel 7.1 0 1 rhel 7
3.10.0-229.el 7. x86_64

|l ead-rhel 7. 1 0 1 rhel 7

3.10.0-229.¢el 7. x86_64

9. Use the ci nst al | man command, in the following format, to clone the current
operating system image:

cinstall man --create-inage --clone --source current_image --i nage new_image
The variables in this command are as follows:

= For current_image, type the name of the operating system image you want to
use. Choose one that appears in the output from the ci nst al | man
--show i mages command in the Image Name list. For example, r hel 7. 1.

= For new_image, type a new name for the operating system image that is to
include the MPSS file RPMs. SGI recommends that you include information in
the new name that can enable you to identify this image as the operating
system image that includes MPSS software. For example,
rhel 7. 1- m c- 6720- 19 identifies the new image as a RHEL image that
contains a revision of the MPSS MIC software.

For example:
# cinstallman --create-inmage --clone --source rhel7.1 --inmage rhel 7. 1-m c-6720- 19

10. Type the following command to display the images and confirm that the new
image appears in the list:

# cinstall man --show i mages

I mge Name BT VCS Conpat _Distro

|l ead-rhel 7.1 0 1 rhel 7.1
2.6.32-504. el 6. x86_64

007-6359-006 113



4: Installing and Configuring an SGI Cluster System

# cinstall man --yuminmage --inmage rhel 7. 1-m c-6720-19 install

114

11.

rhel 7.1 0 1 rhel 7.1
2.6.32-504. el 6. x86_64

ice-rhel 7.1 1 1 rhel 7.1
2.6.32-504. el 6. x86_64

rhel 7. 1-m c-6720- 19 1 1 rhel 7.1

2.6.32-504. el 6. x86_64

Use the ci nst al | man command, in the following format, to install the

sgi - nmi c- servi ce package and the MPSS RPMs:

cinstall man --yumimge --image image name i nstall

sgi -m c-service

For image_name, specify the new_image that you created in the following step:

Procedure 4-18, step 9 on page 113

For example:

sgi -m c-service

12. (Conditional) Enable the SLES operating system to load the MPSS package.

13.

Complete this step if you are installing the MPSS packages on a SLES platform.

Complete the following steps:

= Open file / et ¢/ nodpr obe. d/ unsupport ed- nodul es with a text editor.

= Add the following line at the end of the file:
al | ow_unsupported_nodul es 1

= Save and close the file.

Type the following command to display all the images:

# cimage --1ist-imges
image: ice-rhel7.1
kernel: 2.6.32-358. el 6. x86_64
image: ice-rhel7.1-mc-6720-19
kernel: 2.6.32-358. el 6. x86_64
image: rhel 7.1-m c-6720-19
kernel: 2.6.32-358. el 6. x86_64

The preceding output shows the newly installed image, r hel 7. 1- mi c- 6720- 19.
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14. Use the ci mage command, in the following format, to set the default image for
the flat compute nodes:

ci mage --set-default --file_system rhel 7. 1-ni c-6720-19 kernel
The variables in this command are as follows:
= For file_system, type either nf s or t npf s, according to your site practice.

= For kernel, type the kernel associated with the new image, as shown in the
output from the ci nage --1i st-i mages command in the following step:

Procedure 4-18, step 13 on page 114
For example:
# cimage --set-default --tnpfs --rhel 7.1-m c-6720-19 2.6.32-358. el 6. x86_64
15. Type the following command to confirm that the new image is the default image:

# ci mage --show def aul t
rhel 7. 1-stout 7-mi c-6720- 15 2. 6. 32-358. el 6. x86_64 tnpfs

16. Proceed to one of the following:

= If you are installing SMC as part of a migration upgrade from SMC 1.7.x,
proceed to the folowing:

"(Conditional) Running the Migration Script and Editing the Cluster Definition
File" on page 115

= If you are installing SMC on a new cluster or as part of a refresh, proceed to
the following:

"Configuring the Switches" on page 116

(Conditional) Running the Migration Script and Editing the Cluster
Definition File

Perform the procedure in this topic only if you are installing the SMC software as
part of a migration upgrade from SMC 1.7.x.

You need to use separate mi gr at e- sgi - nt commands to convert each SMC 1.7.x
payload file.
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The following procedure explains how to run the migration script.

Procedure 4-19 To run the migration script

1. On the admin node, type the following command:

# mgrate-sgi-nc

When the script runs, it prompts you for the image location and performs the
following tasks:

= Copies the payloads from the specified location into SMC 3.x environment.
= Clean up the image to remove unnecessary packages.

= Installs packages required by SMC 3.x.

= Registers the new image with the SMC database.

= Generates a configuration template, snt. t xt, for use with the di scover
command.

. Repeat the preceding step for each payload file that you want to convert.

. Open file snt. t xt from within a text editor.

File snt. t xt is a cluster definition file that you can use as input to the

di scover command. Read through the instructions in "Configuring the
Switches" on page 116 and familiarize yourself with the content of this generated
file. Make sure to edit the file as necessary.

. Proceed to the following:

"Configuring the Switches" on page 116

Configuring the Switches

116

SGI clusters have both management switches and InfiniBand (IB) switches. The
individual switches are paired into switch stacks, and there are two switches per stack.
In each stack, the top switch is typically the master switch, and the bottom switch is
typically the slave switch. Although a switch stack actually includes two switches,
most documentation refers to a switch stack as a switch.

An SGI cluster is equipped with the following types of switches:
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= Spine switches. A spine switch is the primary management switch or the primary
IB switch. There is one primary management switch and one primary IB switch.

= Leaf switches. A leaf switch is a secondary management switch or a secondary IB
switch. There can be many leaf switches configured as part of a cluster system.

The di scover command initializes and configures the system components for the
cluster. The switch configuration procedures explain how to use the di scover
command to configure the cluster’s management switches first. After you configure
the management switches, if you have MCells, you configure the cooling equipment
on the MCell network’s switch ports.

The cluster configuration requires that the same IP address be assigned to the
cluster’s head gateway and to the first management switch, usually mgnt swi t chO.
The procedures in this topic assume that you want to use the default IP address,
which is 172.23.255.254, for both components, but the procedures include example
commands that show how to configure an alternate IP address.

Proceed to the following to familiarize yourself with the cluster definition file’s
purpose:

"About the Cluster Definition File" on page 117

About the Cluster Definition File
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A cluster definition file specifies media access control (MAC) addresses, IP addresses,
node roles, hostnames, and other information for the cluster components. You can
specify the cluster definition file as input to the di scover command and to the
confi gure-cl ust er command. Cluster configuration can proceed much more
quickly if you have a cluster definition file. Without the file, you need to power cycle
each component manually. For new clusters, you can obtain a cluster definition file
from your SGI representative. For clusters that are configured with at least one
working slot, you can type the following command to generate a cluster configuration
file:

di scover --show- configfile > file_name

You can write the cluster definition file to any file_name and store the cluster
definition file in any directory.

If necessary, you can obtain the cluster definition file used in the manufacuring
process from your SGI representative.
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Example 1. This example cluster definition file is for an SGI ICE cluster that includes
one SGI ICE compute rack and several flat compute nodes. The following information
highlights some characteristics of this cluster:

= The t enponane field and the host nanel field appear in bold print in this
example. The t enponane field can contain the hostname of the node or it can
contain a label for the role of the component in the cluster. The t enponane field
is used by SMC internal operations and for flat compute nodes is always ser vi ce
followed by a number. The host nanel field defines the hostname for the
component, and it is this hostname that users need to specify when they want to
log into the node. For example, if you configure user services on the two of the
flat compute nodes in this cluster, users can log into the cluster by logging into nO
or nl.

= The flat compute nodes can have any name. This example file uses the default
names. This example shows two ranges. One range includes only nO and nl. The
other range starts at n101 and includes n102, n103, and so on.

Note: Not all flat nodes are shown in the example file.

The file is as follows:

[ di scover]

t enponane=r 1l ead, ngmt _bnt_net _nane=head- bnt, ngnt _bnt_net _macs=00: 25: 90: 58: 8b: 75,
nmgmt _net _nane=head, ngnmt _net _macs=00: 25: 90: 58: 8a: 94/ 00: 25: 90: 58: 8a: 95,

redundant _ngnt _net wor k=yes, switch_ngnt_networ k=yes, m c=0, dhcp_bootfil e=grub2,
conserver _| oggi ng=yes, conserver_ondenand=no, consol e_devi ce=ttySl

t enponane=servi ce0, nmgnt_bnt_net _nanme=head- bnt, ngnt_bnt_net _macs=00: 25: 90: 58: 7d: 7f,
ngmt _net _nane=head, ngmt _net _macs=00: 25: 90: 58: 7d: 32/ 00: 25: 90: 58: 7d: 33, host nanel1=n0,
redundant _ngnt _net wor k=yes, switch_ngnt_networ k=yes, m c=0, dhcp_bootfil e=grub2,
conserver _| oggi ng=yes, conserver_ondenmand=no, root_type=di sk, consol e_device=ttySl

t enponane=servi cel, nmgnt_bnt_net _nanme=head- bnt, ngnt_bnt_net _macs=00: 25: 90: 58: 96: a2,
ngmt _net _nane=head, ngmt _net _macs=00: 25: 90: 58: 96: 54/ 00: 25: 90: 58: 96: 55, host nanel=nl
redundant _ngnt _net wor k=yes, switch_ngnt_networ k=yes, m c=0, dhcp_bootfil e=grub2,
conserver _| oggi ng=yes, conserver_ondenmand=no, root_type=di sk, consol e_device=ttySl

t enponane=servi cel01, ngm _bnc_net _nane=head- bnc, ngnt _bnt_net _macs=00: 1E: 67: 2C: 53: 92,
ngmt _net _nane=head, ngmt _net _macs=00: 1E: 67: 2C: 53: 8E/ 00: le: 67: 2c: 53: 8f, host nane1=n101,
redundant _ngnt _net wor k=yes, switch_ngnt _networ k=yes, mi c=0, dhcp_bootfil e=i pxe,
conserver _| oggi ng=yes, conserver_ondemand=no, root_type=di sk, consol e_device=ttyS0

t enponane=servi cel02, ngm _bnc_net _nane=head- bnc, ngnt _bnt_net _macs=00: 1E: 67: 2C: 58: AF,
ngmt _net _nane=head, ngmt _net _macs=00: 1E: 67: 2C: 58: AB/ 00: le: 67: 2c: 58: ac, host nane1=n102,
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redundant _ngnt _net wor k=yes, switch_ngnt _networ k=yes, mi c=0, dhcp_bootfil e=i pxe,
conserver _| oggi ng=yes, conserver_ondenmand=no, root_type=di sk, consol e_device=ttyS0

t enponanme=servi cel03, ngm _bnt_net _nane=head- bnc, ngnt _bnt_net _macs=00: 1E: 67: 2C: 54: E2,
nmgmt _net _nane=head, ngmt _net _nmacs=00: 1E: 67: 2C: 54: DE/ 00: 1le: 67: 2c: 54: df , host nane1=n103,
redundant _ngnt _net wor k=yes, switch_ngnt _networ k=yes, mi c=0, dhcp_bootfil e=i pxe,
conserver _| oggi ng=yes, conserver_ondemand=no, root_type=di sk, consol e_device=ttyS0

t enponame=ngm swO, ngnt _net _nanme=head, ngnt_net_nacs=b4: Oe: dc: 38: 6b: 17, net =head/ head-
brc, ice=yes, type=spine

t enponame=ngm swl, ngnt_net_nanme=head, ngnt_net_nacs=b4: Oe: dc: 38: 6b: 18, net =head/ head-
brec, ice=no, type=leaf

[ dns]

cl ust er _donmi n=acne. aneri cas. sgi . com
nanmeserver 1=137. 38. 225. 5

nameserver 2=137. 38. 31. 248

[attributes]

dhcp_boot fil e=grub2
udpcast _rexnit_hell o_i nterval =0
udpcast _mi n_receivers=1
head_vl an=1

ncel | _net wor k=yes
udpcast _m n_wai t =10

ny_sql _replication=yes
redundant _ngnt _net wor k=yes
max_rack_irus=16

udpcast _max_bi trat e=900m
udpcast _max_wai t =10

udpcast _ntast_rdv_addr=224.0.0.1
rack_vl an_end=1100

swit ch_ngnt _net wor k=yes

ncel | _vlan=3

m c=0

conserver _| oggi ng=yes
rack_vl an_start=101
conserver _ondenand=no

bl adenond_scan_i nterval =120
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[ net wor ks]

name=private, subnet=172.26.0
name=publ i ¢, subnet=137. 38. 82.
name=head, type=ngnt, vl an=1,

name=head- bnt, type=ngnt - bnc,

name=nctel | - net, type=cooling,

0, net mask=255.255.0.0

0, net mask=255. 255. 255. 0, gat eway=137. 38. 82. 254

subnet =172. 23. 0. 0, net mask=255. 255. 0. 0, gat eway=172. 23. 255. 254
vl an=1, subnet=172.24. 0.0, netnmask=255.255.0.0

subnet =172. 26. 0. 0, net mask=255. 255.0.0

name=ha- net, type=ha, subnet=192.168.161.0, netnask=255.255.255.0

name=i b-0, type=ib, subnet=10.148.0.0, netmask=255.255.0.0

name=i b-1, type=ib, subnet=10.149.0.0, netmask=255.255.0.0

name=gbe, type=l ead-ngm, subnet=10.159.0.0, netmask=255.255.0.0, rack_net mask=255. 255. 252.0
name=bnct, type=l ead-bnt, subnet=10.160.0.0, netnask=255.255.0.0, rack_netmask=255.255.252.0

gat eway=172. 99. 255. 254

Example 2. This example cluster definition file is for an SGI Rackable cluster with 100
flat compute nodes. For simplicity’s sake, the example file shows only two flat
compute services nodes and the management switches. The following information
highlights some characteristics of this cluster:

The information in the t enponane field defines the role for each of the two flat

compute nodes in this cluster. The content of the t enponane field and the
host nanel field can be identical; in other words, you can use the node’s
hostname as its t enponane.

The content of the t enponane field for each flat compute node is ser vi cen,
where n is a number from 1 through 101.

The host nanel field defines the hostname that users need to specify when they

want to log into a node. The text in the host nanel field is the text that appears

in the

output for most SMC commands when the command generates output.

The cluster definition file specifies a multicast installation that uses udpcast

transport for the flat compute nodes, servi cel and servi cel01.

The top-level switch, mgnt swO, is defined as spi ne switch; this switch is always

connected to the admin node. Switch mgnt swl is defined as a | eaf switch and is
connected to the spine switch, ngnt swO.

The definition for both switches includes i ce=no because this cluster has no SGI

ICE components.

The file is as follows:

[ di scover]
t enponane=servi cel,

120

nmgmt _bnc_net _nane=head- bnt, ngnt _bnt_net _macs=00: 25: 90: 1A: 6D: 3E,
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nmgmt _net _nane=head, ngmt _net _macs=00: 25: 90: 1A: AC: DO/ 00: 25: 90: 1a: ac: d1, host nanel=nycl uster1,
redundant _ngnt _net wor k=yes, switch_ngnt_network=yes, m c=0, dhcp_bootfil e=grub2,

conserver _| oggi ng=yes, conserver_ondemand=no, root_type=di sk,

consol e_devi ce=ttyS1, transport =udpcast

t enponanme=servi cel01, ngm _bnt_net _nane=head- bnc, ngnt _bnt_net _macs=00: 1E: 67: 2C: 53: 92,
nmgmt _net _nane=head, ngm _net _macs=00: 1E: 67: 2C: 53: 8E, host namel=n101,

redundant _ngnt _net wor k=yes, switch_ngnt _networ k=yes, mi c=0, dhcp_bootfil e=i pxe,
conserver _| oggi ng=yes, conserver_ondenmand=no, root_type=di sk,

consol e_devi ce=ttyS0, t ransport =udpcast

t enponame=ngm swO, ngnt _net _nanme=head, ngnt _net _macs=00: 26: F3: C3: 7A: 40, net =head/ head-
brec, ice=no, type=spine

t enponanme=ngm swl, ngnt_net _nanme=head, ngnt _net _macs=00: 04: 96: 97: CO: 78,

net =head/ head- bnt, ice=no, type=leaf

[ dns]

cl ust er _domai n=snc-defaul t.anericas. sgi.com
nameserver 1=128. 162. 236. 210

nameser ver 2=128. 162. 236. 211

nameser ver 3=198. 149. 32. 11

[attributes]

dhcp_boot fil e=grub2
udpcast _mi n_receivers=1
head_vl an=1

ncel | _net wor k=yes
udpcast _m n_wai t =10
ny_sql _replication=yes
redundant _ngnt _net wor k=yes
max_rack _irus=16

udpcast _max_bi trat e=900m
udpcast _max_wai t =10
rack_vl an_end=1100

swi t ch_ngnt _net wor k=yes
ncel | _vlan=3

m ¢=0

conserver _| oggi ng=yes
rack_vlan_start=101
conserver _ondenand=no
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bl adenond_scan_i nterval =120

[ net wor ks]

name=private, subnet=172.26.0.0, netnmask=255.255.0.0
name=publ i ¢, subnet=128.162. 243. 0, net nask=255. 255. 255. 0, gateway=128. 162.243.1

nane=head,

type=ngnt, vlan=1, subnet=172.23.0.0, netnask=255.255.0.0, gateway=172.23.255. 254

name=head- bnt, type=ngnt-bnt, vlan=1, subnet=172.24.0.0, netmask=255.255.0.0
name=nctel | - net, type=cooling, subnet=172.26.0.0, netnmask=255.255.0.0
name=ha- net, type=ha, subnet=192.168.161.0, netnask=255.255.255.0

nanme=i b- 0,
nanme=i b- 1,
name=gbe,
nanme=bnt,

type=i b, subnet=10.148.0.0, netmask=255.255.0.0

type=i b, subnet=10.149.0.0, netmask=255.255.0.0
t ype=l ead- ngm, subnet =10.159. 0. 0, net mask=255. 255. 0. 0, rack_net mask=255. 255. 252. 0
t ype=l ead- bnt, subnet=10.160.0.0, netnmask=255.255.0.0, rack_net mask=255. 255. 252.0

The following list explains the procedures you need to follow to configure the

switches:

Procedure Circumstance

"Verifying the Switch Cabling" on page All switch configuration

122 circumstances. Perform this
procedure regardless of the
presence of a cluster definition file
or MCells.

"Configuring Management Switches With If you have a cluster definition file.

a Cluster Definition File" on page 125

"Configuring Management Switches If you do not have a cluster

Without a Cluster Definition File" on page definition file.

129

"(Conditional) Configuring the Cooling (Conditional) If you have MCells.

Racks and Cooling Distribution Units This extra procedure configures the

(CDUs) on the MCell Network’s Switch MCell switches separately from the

Ports" on page 133 rest of the cluster switches.

Verifying the Switch Cabling

122

The following figures show example switch cabling. Depending on the switch
configuration procedure you use, you might have to plug cables out from and into
switch ports during the configuration process. Regardless of the procedure you use,
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the cables on your switches eventually become cabled as shown in the following
figures.

Figure 4-11 on page 123 shows a switch stack with two switches. In this switch stack,
the two switches constitute the spine switch stack. One is the master switch and the
other is the slave switch.

rear view

Management Switch A

(Master) mgmtswo

Management Switch B (Spine)

(Slave)

Figure 4-11 Spine Switch Stack With Two Switches

Figure 4-12 on page 123 shows a switch stack with multiple switches. The first two
switches constitute the spine switch stack, and the other switches constitute the
secondary switch stack.

front view

Management Switch A
(Master)

Management Switch B

(Slave) :
»‘/

mgmtswX
(Leaf)

Figure 4-12 Switch Stack With Multiple Switches

The following procedure explains how to inspect your switches and prepare for the
configuration procedure.

007-6359-006 123



4: Installing and Configuring an SGI Cluster System
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Procedure 4-20 To verify your switches

1. Visually inspect your system.

Note the types of switches you have and their identifiers. At a minimum, you
have one spine switch stack. The admin node connects to the master switch in
the spine switch stack. You might have additional leaf switch stacks.

Within each stack, each switch is labeled MSWx. In the spine switch stack, the
master switch is labeled MSWDA, and the slave switch is labeled MSWOB. In the first
leaf switch stack, the master switch is labeled MSWLA, and the slave switch is
labeled MSWAB. The A and B on the switch labels identify the master switch and
slave switch in the stack. The swi t chconfi g set command operates on a
switch stack (not just one switch), so you need to note only the characters on the
label that precede the A and B when you provide information to the

swi t chconfi g set command. Use the following table to determine the value
you need to use for switch on the swi t chconfi g commands:

switch Label

mgnt swo MSWA or VSWB
mgnt swl MSWLA or VSWLB
mgnt sw2 MSV2A or VB2 B
mgnt sw3 MSVBA or VSW\BB
mgnt sw4 MSWLA or VBWAB
mgnt sws MSVWBA or VBB
mgnt swe MSWEA or VSW6B
mgnt swvy MSW A or NSW/ B
mgnt swd MSVBA or VSWBB
mgnt swo MSWBA or VSVOB

. Make sure that only the admin node is plugged in and that all rack circuit

breakers are powered off.

If you have a cluster definition file, connect all other nodes and switches to a
power source, but do not power them on. That is, make sure that all chassis
management controllers (CMCs) on the rack leader controllers (RLCs), all RLCs,
all SGI ICE compute nodes, all flat compute nodes, all switches, and so on, are
not powered on.
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If you do not have a cluster definition file, unplug all nodes and switches other
than the admin node. The admin node should be the only component that is
plugged in.

3. (Conditional) Remove the cascade cables that connect the slaves switches together.
Complete this step only if you have two or more switch stacks.

Locate the cascading cables that connect the switch stacks to each other, and
unplug the cascading cable end from the lower switch in the neighboring switch
stack. On the front of the switch stack, unplug the cascading cables that plug into
the ports on the slave switches. When you unplug one end of each cable, you
prevent a switching loop.

Note: Do not unplug the stacking cables in the rear of the switch stack. The
installation procedure instructs you to plug or unplug only the cascading cables in the
front of the switch stack.

For example, if you have one leaf switch stack, locate the cascading cable that
runs from the slave switch on the spine switch to the slave switch on the leaf
switch. Unplug that cable from the port on the slave switch.

4. Proceed as follows:
= If you have a cluster definition file, proceed to the following:
"Configuring Management Switches With a Cluster Definition File" on page 125
< If you do not have a cluster definition file, proceed to the following:

"Configuring Management Switches Without a Cluster Definition File" on page
129

Configuring Management Switches With a Cluster Definition File

The following procedure explains how to configure your switches when you have
each switch’s MAC information in a cluster definition file.

Procedure 4-21 To configure switches — with a cluster definition file

1. Through an ssh connection, log in as root to the admin node, and write the
cluster definition file to a location on the admin node.
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For example, write it to / var/tnp/ confi g_fil e.

. Plug in all the switches.

. (Conditional) Specify a site-specific IP address for the head gateway.

Complete this step if you need to set a site-specific, nondefault IP address for the
spine switch stack (head gateway).

By default, SGI sets the IP address for the spine switch stack (head gateway) to
172.23.0.254. Type the cadm n command in the following format to set a
site-specific IP address:

cadni n -set-head- gat eway IP_addr

For IP_addr, specify your site-specific IP address.

. Use the di scover command, in the following format, to configure the spine

switch stack (the switches labeled MSWDA and MSW)B), which is attached to the
admin node:

di scover --mgmswitch O --configfile path

For path, type the full path to the location of the cluster definition file.
For example:

# discover --mgntswitch O --configfile /var/tnp/config_file

This step assigns an IP address to the spine switch stack. The spine switch stack
becomes the head gateway.

. (Conditional) Type additional di scover commands for each secondary switch

stack.

Complete this step if you have more than one switch.

The formats for these additional commands are as follows:
di scover --mgntswitch num --configfile path

The arguments are as follows:

Argument  Specification

num The identifier for the switch stack.
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path The full path to the location of the cluster definition file.
For example:

# discover --nmgntswitch 1 --configfile /var/tnmp/mac_file

. (Conditional) On the front of the switch stack, plug the cascading cables into the

ports on the slave switches.
Complete this step only if you have two or more switch stacks.

This step is the opposite of the following step, in which you unplugged the
cascading cables from the ports on the slave switches:

Procedure 4-20, step 3 on page 125

Type the following command to retrieve information about the switches that you
discovered, and examine the output for errors:

# cnodes --ngnt-swtch
Use the ssh(1) command to open a console window to the admin node.

Type the following command, and monitor the power-on process in the admin
node’s console window:

# tail -f /var/log/cntdetectd.|og
Flip the power breakers on the cluster’s CMCs, one rack at a time.

The cntdet ect d daemon runs on the admin node. It configures the top level
switches so that the CMCs are on the appropriate rack VLAN. After you power
on rack one, the cncdet ect d daemon detects the rack and adds the rack to the
switch. After the CMCs for rack one appear on the switch, power on the CMCs
for rack two.

Use the swi t chconf i g command, in the following format, to list the CMCs
associated with each switch:

switchconfig list -s switch

For switch, specify the system ID for a switch, for example nmgnt swO, ngmt swi,
and so on.

Issue one of these commands for each switch in your configuration and examine
the output. If the output includes all the CMCs in your SGI ICE system, you can
proceed with your configuration. If the output contains errors or does not include
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all expected CMCs, contact your SGI representative for troubleshooting
information.

12. Save the configuration to the nonvolatile memory (flash) on the switches.

Note: This step is very important. In the event of a power outage or other
interruption, the switch stack boots with the saved configuration.

Type the swi t chconfi g command in the following format:
swi tchconfig save_running_config -s ngntswO[, ngmt swl, ngmt sw2, . . . ]

Include the parameters ngnt swl, ngm sw2, and so on, only if there are switches
in addition to the spine switch (mgnt swo).

13. Use the swi t chconfi g command, in the following format, to back up the switch
configuration to a file on the admin node:

switchconfig pull _switch_config -s switch_ID -f file [--debug]

The arguments are as follows:

Argument  Specification

switch_ID The switch system ID. For example, this could be ngmt swo,
nmgnt swl, mgnt sw2, and so on. The output from the cnodes
command includes this information.

file The name of the file to receive the switch configuration information.
The command writes the file to the / t f t pboot / file. cf g. If your
file specification ends in . cf g, the command does not append
another . cf g string to the file name.

The - - debug parameter is optional. When specified, the command writes
debugging information to / var /1 og/ swi t chconfi g.

For example, the following command writes the configuration file for mgnt sw0 to
file / t f t pboot / mgnt swO_st art upl. cf g on the admin node:

# switchconfig pull _switch_config -s mgntsw0 -f mgnt swO_startupl --debug
Issue one of these commands per switch.
In the future, if you need to replace the switch, you can save configuration time if

you push out this configuration file from the admin node to the new switch.
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14. After all management switches have been configured, proceed as follows::
= If you have MCells, proceed to the following:

"(Conditional) Configuring the Cooling Racks and Cooling Distribution Units
(CDUs) on the MCell Network’s Switch Ports" on page 133

< If you do not have MCells, proceed to the following:

"Configuring the Cluster With the di scover Command" on page 136

Configuring Management Switches Without a Cluster Definition File

The following procedure explains how to configure your switches when you do not
have the switch information in a cluster definition file.

Procedure 4-22 To configure switches — without a cluster definition file

1. Through an ssh connection, log in to the admin node as the root user.
2. (Conditional) Specify a site-specific IP address for the head gateway.

Complete this step if you need to set a site-specific, nondefault IP address for the
spine switch stack (head gateway).

By default, SGI sets the IP address for the spine switch stack (head gateway) to
172.23.0.254. Type the following command to set a site-specific IP address:

cadni n -set-head- gat eway IP_addr
For IP_addr, specify your site-specific IP address.

3. Type the di scover command in one of the following formats to configure the
spine switch:

< On SGI ICE platforms, type the following di scover command:
# di scover --nmgntswitch 0,ice=yes,type=spine

= On SGI Rackable platforms, type the following di scover command:
# di scover --nmgntswitch O,ice=no,type=spine

Notes:
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= When you specify the i ce=yes parameter, you indicate to the di scover
command that the cluster includes rack leader controllers and is, therefore, an
SGI ICE cluster.

= The t ype=type parameter specifies whether the switch being configured is the
spine switch or one of the leaf switches. If you do not specify at ype
parameter, and you are configuring a management switch, the di scover
command uses the link layer discovery protocol (LLDP) to attempt to
determine the switch that is directly connected to the admin node.

4. When prompted, connect the spine switch stack to a power source.

To complete this step, plug in the master switch and then the slave switch so that
the entire spine switch stack is powered up. In this way, the master switch boots
just a few seconds before the slave switch.

The di scover command configures the MAC address of the switch after you
connect the spine switch stack to a power source.

5. (Conditional) Plug in the switch when prompted, and type a di scover
command to configure each leaf switch stack.

Complete this step if you have leaf switch stacks.
Complete the following steps:

Plug in the switch stack when the system prompts you to do so.

Type a di scover command, in the following format, for your
platform::

= On SGI ICE platforms, type one or more di scover commands
in the following format:

# di scover --ngntswitch num,ice=yes, type=l eaf
For num, type the identifier for the switch.

For example:

# discover --nmgntswitch 1,ice=yes,type=l eaf

= On SGI Rackable platforms, type one or more di scover
commands in the following format:

# di scover --ngntsw tch num,ice=no,type=l eaf
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For num, type the identifier for the switch.
For example:

# di scover --mgntswitch 1,ice=no,type=l eaf

(Conditional) On the front of the switch stack, plug the cascading cables into the
ports on the slave switches.

Complete this step only if you have leaf switch stacks.

This step is the opposite of the following step, in which you unplugged the
cascading cables from the ports on the slave switches:

Procedure 4-20, step 3 on page 125

Type the following command to retrieve information about the switches that you
configured, and examine the output for errors:

# cnodes --ngntswitch
Use the ssh(1) command to open a console window to the admin node.

Type the following command, and monitor the power-on process in the admin
node’s console window:

# tail -f /var/log/cntdetectd.|og

(SGI ICE clusters only) Flip the power breakers on the cluster’s CMCs, one rack
at a time.

The cntdet ect d daemon runs on the admin node. It configures the top level
switches so that the CMCs are on the appropriate rack VLAN. After you power
on rack one, the cncdet ect d daemon detects the rack and adds the rack to the
switch. After the CMCs for rack one appear on the switch, power on the CMCs
for rack two.

(SGI ICE clusters only) Use the swi t chconfi g command, in the following
format, to list the CMCs associated with each switch:

switchconfig list -s switch

For switch, specify the system ID for a switch, for example nmgnt swO, ngmt swi,
and so on.

Issue one of these commands for each switch in your configuration and examine
the output. If the output includes all the CMCs in your cluster, you can proceed
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with your configuration. If the output contains errors or does not include all
expected CMCs, contact your SGI representative for troubleshooting information.

12. Save the configuration to the nonvolatile memory (flash) on the switches.

Note: This step is very important. In the event of a power outage or other
interruption, the switch stack boots with the saved configuration.

Type the swi t chconfi g command in the following format:
# switchconfig save_running_config -s nmgntswo[, ngmt swl, ngmt sw2, . . . ]

Include the parameters ngnt swl, ngm sw2, and so on, only if there are switches
in addition to the spine switch (mgnt swo).

13. For each switch you configured, use the swi t chconfi g command, in the
following format, to back up the switch configuration to a file on the admin node:

switchconfig pull _switch_config -s switch_ID -f file [--debug]

The arguments are as follows:

Argument  Specification

switch_ID The switch system ID. For example, this could be ngmt swo,
nmgnt swl, mgnt sw2, and so on. The output from the cnodes
command includes this information.

file The name of the file to receive the switch configuration information.
The command writes the file to the / t f t pboot / file. cf g. If your
file specification ends in . cf g, the command does not append
another . cf g string to the file name.

The - - debug parameter is optional. When specified, the command writes
debugging information to / var /1 og/ swi t chconfi g.

For example, the following command writes the configuration file for mgnt sw0 to
file / t f t pboot / mgnt swO_st art upl. cf g on the admin node:

switchconfig pull _switch_config -s mgntsw0 -f ngntswO_startupl --debug
Issue one of these commands per switch.
In the future, if you need to replace a switch, you can save configuration time if

you push out this configuration file from the admin node to the new switch.
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14. Use the di scover command, in the following format, to save the MAC
addresses to a cluster definition file:

# di scover --show configfile > path

For path, type the full path to the location of the cluster definition file. For
example, / var/tnp/ mac_fil e.

You can use this cluster definition file if you ever have to configure the switches
again.

15. After all management switches have been configured, proceed as follows:
< If you have MCells, proceed to the following:

"(Conditional) Configuring the Cooling Racks and Cooling Distribution Units
(CDUs) on the MCell Network’s Switch Ports" on page 133

< If you do not have MCells, proceed to the following:

"Configuring the Cluster With the di scover Command" on page 136

(Conditional) Configuring the Cooling Racks and Cooling Distribution Units (CDUS) on the
MCell Network’s Switch Ports

007-6359-006

Perform the procedure in this topic if you have an SGI ICE cluster that includes
MCells.

A cluster contains CDUs and cooling rack controllers (CRCs). The CDUs and CRCs
have statically assigned IP addresses. These IP addresses are critical to associating the
individual rack units (IRUs) with specific CDUs or CRCs. For information about these
IP addresses, see the following:

Appendix C, "SGI ICE MCell Network IP Addresses" on page 237

The following procedure explains how to configure the switches attached to the
MCells.

Procedure 4-23 To configure MCell switches

1. Gather information about the MCell switches in your cluster.

Visually inspect your system. Note the switches identifiers, and note the port
identifiers.

2. Log in as the root user to the admin node.
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3. Type following command to retrieve information about the virtual local area

networks (VLANS) that are configured at this time:

# cattr list -g ntell _vlan
gl obal
ncel |l _vlan ;3

The preceding output shows that the MCell VLAN is VLAN 3.

. Use the swi t chconfi g set command, in the following format, to configure the

ports on which the CDUs and the CRCs are connected to the MCells:
switchconfig set -b none -d vlan_num -p ports -s switch

Type an individual swi t chconfi g set command for each switch on the cluster
network.

The arguments are as follows:
Argument  Specification

vlan_num The VLAN number of the MCell network. For vlan_num, use the
output from the cattr |ist command as shown earlier in this
procedure. The default is 3, and SGI recommends that you do not
change this value. This argument appears in two places in the
swi t chconfi g command.

ports Specify the target ports. The command configures both the target
ports and the corresponding redundant ports.

switch The ID number of the management switch to which the CDU or
CDC is attached. For example: ngmt sw0.

To determine this value, you need to visually inspect the switch, as
follows:

= Locate each CDU or CDC. The following are example labels for
CDUs: DU01, DU02, and so on.

= Follow the cable that connects each CDU or CDC to a switch.
The following is an example label for a cable that connects each
CDU to a switch: DU01- LAN1 | 101NMSWDA- 36.
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= Note the label on the switch. Make sure that the labels on the
cables correspond to the labels on the switch ports.

Example 1. The following command configures VLAN 3 on management switch 0
for target ports 1/31, 1/32, and 1/33 and for redundant ports 2/31, 2/32, and
2/33:

switchconfig set -b none -d 3 -p 1/31,1/32,1/33 -s nmgnt swo

Example 2. The following command configures VLAN 3 on management switch 0
for target ports 2/31, 2/32, and 2/33 and for redundant ports 1/31, 1/32, and
1/33:

switchconfig set -b none -d 3 -p 2/31, 2/32,2/33 -s nmgnt swo

Note: If you make a mistake in your configuration, you can disable the ports from
the VLANS you configured. The following example command removes the
configuration of VLAN 3 from the target ports and the redundant ports:

switchconfig unset -p 1/31,1/32,1/33 -s nmgnt swo

5. Repeat the following step for each CDU and each CRC attached to your system:
Procedure 4-23, step 4 on page 134
If you encounter errors, issue a swi t chconfi g set command again.

6. Save the configuration to the nonvolatile memory (flash) on the switches.

Note: This step is very important. In the event of a power outage or other
interruption, the switch stack boots with the saved configuration.

Type the swi t chconfi g command in the following format:
swi tchconfig save_running_config -s ngntswo[, ngmt swl, ngmt sw2, . . . ]

Include the parameters ngnt swl, ngm sw2, and so on, only if there are switches
in addition to the spine switch (mgnt swo).

7. Type the following command to back up the switch configuration to a file on the
admin node:

switchconfig pull _switch_config -s switch_ID -f file
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The arguments are as follows:
Argument  Specification

switch_ID The switch system ID. For example, this could be ngmt swo,
mgnt swl, mgnt sw2, and so on. The output from the cnodes
command includes this information.

file The name of the file to receive the switch configuration information.
The command writes the file to the / t f t pboot / file. cf g. If your
file specification ends in . cf g, the command does not append
another . cf g string to the file name.

For example, the following command writes the configuration file for mgnt swO to
file / t f t pboot / mgnt swO_st art upl. cf g on the admin node:

switchconfig pull _switch_config -s ngntsw0 -f ngntswl_startupl [--debug]

The - - debug parameter is optional. When specified, the command writes
debugging information to / var /1 og/ swi t chconfi g.

In the future, if you need to replace the switch, you can save configuration time if
you push out this configuration file from the admin node to the new switch.

8. After all switches have been configured, proceed to the following:

"Configuring the Cluster With the di scover Command" on page 136

Configuring the Cluster With the  di scover Command

The di scover command finds and configures all non-admin nodes and all external
switches. If you have a cluster definition file, this procedure can complete more
quickly. The procedure in this topic includes configuration steps that explain how to
complete the procedure both with and without a cluster definition file.

The following procedure explains how to configure the RLCs (if present), the SGI ICE
compute nodes (if present), the flat compute nodes, and the external switches.

Procedure 4-24 To configure the nodes and switches

1. Visually inspect your cluster and note the labels on the nodes.

RLCs are numbered starting with 1. For example, r 11 ead, r 2| ead, and so on.
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SGI ICE compute nodes are numbered starting with 0. The humbering depends
on the RLC number and on the IRU number within the RLC. For example, the
first blade on RLC 1, IRU 1 is numbered as r 1i On0, and if there are eight IRUs in
the rack, the last blade on the last IRU of RLC 1 is numbered r 1i On7.

Flat compute nodes are numbered starting with 0. For example, n0, n1, n2, and
so on.

. Check the power cords on all nodes, as follows:

= If you have a cluster definition file, make sure all nodes are plugged in.

Do not power-on the nodes at this time. When the node is plugged in and
connected to a power source, the baseboard management controller (BMC) is
started, and that is all that is required at this time.

= If you do not have a cluster definition file, make sure that all nodes are
unplugged from their power sources.

. Through an ssh connection, log into the admin node as the root user.

. (Conditional) Plug in all the racks and all the flat compute nodes.

Complete this step if you have a cluster definition file.

A cluster definition file contains information about the cluster, including the MAC
addresses for the nodes. If you use a cluster definition file, the configuration
process can complete more quickly. Contact your SGI representative to find out if
a cluster definition file is available. For more information about cluster definition
files, see "Configuring the Switches" on page 116.

. (Conditional) Decide how you want to convey new BMC information to SMC.

Complete this step if you changed any of the following SGI factory settings:
= The administrator’s username for flat compute node or RLC BMCs.
= The administrator’s password for flat compute node or RLC BMCs.

If you changed any of the preceding factory settings, you need to inform SMC of
this change. Performance improves when you convey new BMC information
directly to SMC because SMC does not have to query each BMC for this
information when the di scover command runs.

Your alternatives are as follows:
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= You can specify this information on the di scover command line when it
runs. SGI recommends this approach if you want to avoid making the
passwords visible in the cluster definition file, which is a plain text file, on
your admin node.

= You can edit the cluster definition file to add this information. This approach
simplifies your di scover command line. If you want to edit the cluster
definition file to add this information, complete the rest of this step.

To edit the cluster definition file, complete the following steps:
= Open the cluster definition file with a text editor.
= For each node, add the following information:

— bnt_passwor d=pwd. For pwd, specify the new password. If you did not
change the password, specify ADM N.

— bnt_user name=name. For name, specify the new username. If you did not
change the username, specify ADM N.

— baud_r at e=rate. For rate, specify 115200. SGI recommends this baud rate
as usable for all node types.

Example. The following configuration file excerpt shows customizations. The last
three options in the file show the new username, administrator password, and
baud rate.

[ di scover]

t enponane=servi ce0, ngnt _bnt_net _nane=head- bnt,

nmgmt _brec_net _nmacs=99: 11: 22: 33: 44: 55, ngnt _net _nanme=head,

mgmt _net _macs=99: 11: 22: 33: 44: 00/ 99: 11: 22: 33: 44: 01,

redundant _ngnt _net wor k=yes, switch_ngnt _networ k=yes, m c=0,
dhcp_boot fil e=grub2, conserver_| oggi ng=yes, conserver_ondemand=no,
consol e_devi ce=ttyS1, transport=udpcast, hostnanel=n0,
brc_passwor d=t esti ng, bnt_user name=nyadni n, baud_rate=115200

. Use one or more di scover commands to configure the cluster nodes.

To retrieve online information about the di scover command, type di scover
- - h while logged into a cluster.

If you changed the BMC administrator’s username for flat compute nodes or
RLCs or the BMC administrator’s password for flat compute nodes or RLCs,
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make sure to specify the following options on the di scover command line, in
addition to any other options you want to specify:

= bnt_user name=name. For name, specify your site-specific username. If you
did not specify a new username, specify ADM N.

< bnt_passwor d=pwd. For pwd, specify your site-specific username. If you did
not specify a new username, specify ADM N.

= baud_r at e=rate. Specify 115200.
For di scover command examples, see one of the following:

- "di

scover Command Example 1" on page 142

- "di

scover Command Example 2" on page 142

- "di

scover Command Example 3" on page 144

- "di

scover Command Example 4" on page 144

- "di

scover Command Example 5" on page 145

- "di

scover Command Example 6" on page 145

- "di

scover Command Example 7" on page 145

. (Conditional) When prompted to do so by the system, plug in each individual

rack or flat compute node.

Complete this step if you did not use a cluster definition file as input to the
di scover command.

The system prompt for this action is as follows:

At this time, please turn on the power to this conpute node.
Do not turn the system on.

The blue light on each component turns on when configuration is complete.

You can use the consol e(1) command if you want to watch the installation
progress. The sessions are also logged.

. Type the following commands to update the configuration files:

# updat e-confi gs
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9. Type the following commands to save the configuration to the nonvolatile
memory (NVM) on the switches:

10.

swi tchconfig save_running_config -s ngntswO[, ngmt swl, ngmt sw2, . . . ]

Include the parameters ngnt swl, ngmt sw2, and so on, only if there are switches
in addition to management switch 0.

(Conditional) Confirm the status of the MIC devices.

Complete this step if your cluster has MIC devices.

Complete the following steps:

Type the following command to make sure that the MIC devices came online:
# pdsh -g | eader pdsh -g ice-conpute 'mcctrl --status’

The following example output shows that the MIC devices came online
correctly:

LR S O R S O rack 1 LR S S L R S O O

LR S S O R S O O rack 1 R S S R S O O

--------- rlion6---------
m cO0: online (node: linux image: /lib/firmwvare/ m c/uos.ing)
mcl: online (node: linux image: /lib/firmwvare/ m c/uos.ing)
--------- riion7---------
m cO0: online (node: linux image: /lib/firmwvare/ m c/uos.ing)
mcl: online (node: linux image: /lib/firmwvare/ m c/uos.ing)
--------- rlion8---------
m cO0: online (node: linux image: /lib/firmwvare/ m c/uos.ing)
mcl: online (node: linux image: /lib/firmwvare/ m c/uos.ing)

Type the following command to verify the IP addresses and MTU size of the
MIC devices:

# pdsh -g | eader pdsh -g ice-conpute "micctrl --config | grep -E\"MC IP|Bits| MuSize\"’

140

The following example output shows that all the MIC devices have addresses
on the 10.157.1.0/24 and the 10.158.1.0/24 networks and that the MIC devices
use the correct MTU size of 9000:

kkkkhkkkhkhkkkhkhkhkkhkhkkhkhkkhkhkkrkkkx rack 1 kkkkhkkkhkhkkkhkhkhkkhkhkkhkhkkhkhkkrkkkx

R S O L R S rack 1 R S S R S O O

--------- rliond---------
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MC I P:
Net Bits:
M uSi ze:
MC I P:
Net Bits:
M uSi ze:

Net Bits:
M uSi ze:
MC I P:

Net Bits:
M uSi ze:

SRR r1i On6- - -

MC I P:
Net Bits:
M uSi ze:
MC I P:
Net Bits:
M uSi ze:

SRR rlion7---

MC I P:
Net Bits:
M uSi ze:
MC I P:
Net Bits:
M uSi ze:

M uSi ze:
MC I P:

Net Bits:
M uSi ze:

11. Proceed to the following:

.10

.10

"Verifying Power Operations and Configuring Power Management" on page 145

141



4: Installing and Configuring an SGI Cluster System

di scover Command Example 1

di scover Command Example 2

di scover

142

If you have a cluster definition file, use the following di scover command:

di scover --configfile path_to CDF --all

For path_to_CDF, specify the full path to your cluster definition file. The - - al |
parameter on this command directs the system to rediscover all nodes and
components in the cluster definition file.

If you do not have a cluster definition file, or if you want to configure only selected
nodes, use a di scover command with parameters that specify each node. If you
have an SGI ICE cluster, make sure to specify the - - | eader parameter or the

- - | eader set parameter to configure the rack leader controllers (RLCs). For
example, use the discover command in the following format:

[--leader[set] ID[,m c=mic_num]] --node[set] specs[, M c=mic_num]
[, dhcp_bootfil e=i pxe][--configfile cluster_def file] [ host nanel=name]

The arguments are as follows:

Argument

ID

Specification
Used only for SGI ICE clusters.

Specifications used to configure the SGI ICE compute nodes, including
the ID number(s) for the rack(s) that you want to configure.

For example, if you want to configure one rack for an SGI ICE cluster,
specify - - | eader and the system ID number that corresponds to that
rack.

If you want to configure a range of racks, specify - - | eader set, the
starting system ID number, a comma (, ), and the ending system ID
number.

Examples:

--leader 2 Configures RLC 2. The RLC is configured
with a t enrponane of r 21 ead.
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mic_num

specs

--leaderset 1,3 Configures RLCs 1, 2, and 3. The RLCs
are configured with the following
t emponanes: r 1l ead, r 2| ead, r 3l ead.

Specify the number of Intel® Many Integrated Core (MIC) devices that
reside on each node. By default, the di scover command assumes zero
(0). If you have MIC devices on any SGI ICE compute nodes, specify
the number you have, which can be 1 or 2. For flat compute nodes,
mic_num can be 1, 2, 3, or 4.

Specify the , m c=mic_num parameter only if your cluster includes MIC
devices.

Specifications used to configure the flat compute nodes. After the
cluster is completely configured, you can configure services, for
example DNS or Lustre, on one or more of these nodes.

To configure only one node, specify the - - node parameter. To
configure a series of nodes, specify the - - nodeset parameter.

Examples:

--node 2
Configures flat compute node 2.

The node is configured with a t enponane of
servi ce2 and a hostname of n2.

--nodeset 1,3
Configures flat compute nodes 1, 2, and 3.

The nodes are configured with the following
t emponanes: servicel, service2, and servi ce3.

The nodes are configured with the following
hostnames: n1, n2, and n3.

--nodeset 200, 100, host nanel=snXXX
Configures flat compute nodes 200 through 299.

The nodes are configured with the following
t emponanes: servi ce200, servi ce201, and so on
up to servi ce299.
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The nodes are configured with the following
hostnames: sn200, sn201, and so on up to sn299.

name The hostname that you want to assign to the nodes.

For example, if you specify - - host namel=newcl| ust er XXX all nodes
configured with this di scover command are named with

newcl ust er plus a numeric suffix. That is, the command results in
nodes named newcl ust er 0, newcl ust er 1, newcl uster 2,

newcl ust er 3, and so on.

Use the dhcp_boot fi | e=i pxe parameter in troubleshooting situations. If you
already issued a di scover command and one or more nodes failed to boot, specify
the dhcp_boot f i | e=i pxe parameter, which directs the server boot agent to load
iPXE rather than GRUB version 2. When this parameter is used, the iPXE software
loads GRUB version 2.

di scover Command Example 3

The following command uses a cluster definition file to configure rack 1 and flat
compute node 0:

# di scover --configfile nyconfigfile --leader 1 --node O

This command specifies a cluster definition file, so when the commands runs, you
need to power cycle each component on and off.

di scover Command Example 4

144

If you have one rack of SGI ICE compute nodes and one flat compute node, type the
following command:

# di scover --leader 1 --node O

This command does not specify a cluster definition file, so when the commands runs,
you need to power cycle each component on and off.
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di scover Command Example 5

If you have five racks of SGI ICE compute nodes and three flat compute nodes, type
the following command:

# di scover --leaderset 1,5 --nodeset 1,3

This command does not specify a cluster definition file, so when the commands runs,
you need to power cycle each component on and off.

di scover Command Example 6

If you have one rack of SGI ICE compute nodes, one flat compute node, two MIC
devices attached to each blade on the SGI ICE compute node rack, and two MIC
devices attached to the flat compute node, type the following command:

# di scover --leader 1,mic=2 --node O, nm c=2, i nage=mic_serv_image

For mic_serv_image, specify the label (name) of the flat compute node image that you
created in "Creating Images for the Flat Compute Nodes That Include MIC Devices"
on page 110.

This command does not specify a cluster definition file, so when the commands runs,
you need to power cycle each component on and off.

di scover Command Example 7

The following command shows the contents of the cluster definition file and
suppresses information related to BMC administrator credentials:

# di scover --showconfigfile

If you want to display the BMC administrator credentials, type the following
command:

# di scover --showconfigfile --bntc-info

Verifying Power Operations and Configuring Power Management
The SGI power management service provides the following features:

= Power and energy measurement.
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= A power limiting capability that you can configure for the entire cluster, for
specific racks or rack sets, or for individual nodes within the cluster.

SGI supports the power management feature on the following platforms:
= SGI ICE XA and SGI ICE X series systems

= SGI Rackable systems that support the Intel Xeon E3-2600 Series and the Intel
Xeon E5-2600 Series processor platforms

SGI does not support power management on SGI Altix ICE 8400 or SGI Altix ICE
8200 systems.

For more information about power operation, see the following:
SGI Management Center (SMC) Administration Guide for Clusters

The following procedure explains how to determine if the power management service
is configured correctly and how to set an initial system-wide limit.

Note: Several lines in the output examples in the following procedures have been
wrapped and indented for inclusion in this documentation.

Procedure 4-25 To verify the installation of the power management software and configure an
initial power management threshold

1. Log into the admin node as the root user, and type the following command to
verify that the correct RPMs are present:

# rpm-qa | grep sgi-ta
sgi-tacli-3.1.x-sgi 712r7.sl esllsp3
sgi-talib-3.1.x-sgi 712r6. sl es11sp3
sgi -tasac-3.1.x-sgi 712r12. sl es11sp3

The output shows that the three packages you need are present on the admin
node. These package names begin with sgi -tacli-3. 1. x, sgi-talib-3.1.x,
and sgi -t asac- 3. 1. x. This is correct for the SMC 3.1.x releases. The rest of the
package name differs depending on the operating system platform. These
packages are correct for the SMC 3.1.x releases on a SLES 11 SP3 platform.

Contact your SGI representative if packages seem to be missing or incorrect.
2. Verify that the power daemon is running.

This command differs depending on your platform, as follows:
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< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:
# systenctrl|l status sgi-ta

< On RHEL 6.x platforms and SLES 11 SPx platforms, type the following
command:

# service sgi-ta status

Example 1. The following output shows that the daemon is running as expected
on a RHEL 7.1 system:

# systenctrl| status sgi-ta
sgi-ta.service - LSB: SE-TA Tenpo Twi sted server for SAC
Loaded: |oaded (/etc/rc.d/init.d/sgi-ta)
Active: active (exited) since Mon 2015-06-29 14:34:29 CDT; 2 weeks 6 days ago

Example 2. The following output shows that the daemon is running as expected
on a SLES 11 SP3 system:

# service sgi-ta status
Checking for service sgi-ta done

If the daemon is not running, start the daemon. Use one of the following
commands:

< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:
# systenctrl start sgi-ta

e On RHEL 6.x and SLES 11 SPx platforms, type the following command:
# service sgi-ta start

3. Use a text editor to open the log file for the sacmai n. t ac daemon on the admin
node, and verify that the log entries indicate a running daemon.

The log file resides in / var /| og/ sgi - t a.

Example 1. The following log file entries show that the sacnai n. t ac daemon is
running as expected:

2015-04-13 14:08: 32+0000 [-] Starting factory 2015-04-13 14:49: 46+0000 [-] cl usternmap. popul ate

- unused Status table entry:1:should_not_be_installed
2015- 04- 13 14:49: 46+0000 [-] clustermap. popul ate - unused Status table entry: 2:shoul d_be_installed
2015-04- 13 14:49: 46+0000 [-] clustermap. popul ate - unused Status table entry: 3:undefined_1
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2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13

2015- 04-13
2015- 04-13
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14
14
14
14
14
14
14:
14:
14:
14:
14:
14:

14
14
[ LBroker, 0,
2015-04-13 14
2015-04-13 14
[ LBroker, 1,

49
49
49
49
49
49
49:
49:
49:
49:
49:
49:

56

56

172. 23. 0. 3]

46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000

cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e
cl ust er map. popul at e

unused Status table entry:
unused Status table entry:
unused Status table entry:
unused Status table entry:
unused Status table entry:
status tabl es | oaded
cluster data | oaded
cluster config | oaded

sac 'icicle |oaded

sundefined_2
:undefined_3
:undefined_4
:undefined_5
. fini shed

[ T T T T
0w N o 0 b

service nodes | oaded :3

rack data | oaded. 2 racks

rack | eaders | oaded.

Example 2. The following log file entries show the RLCs connecting and are also
to be expected:

43+0000 [sacore.LFactory] build | eader protocol for |Pv4Address(TCP, '172.23.0.3", 43448)

: 43+0000 [ LBroker,0,172.23.0.3] |eader connection made. protocol:2015-04-13 14:56: 43+0000

regi stered | eader reference for r2lead

57:27+0000 [sacore.LFactory] build | eader protocol for |Pv4Address(TCP, '172.23.0.2", 45822)
57:27+0000 [LBroker, 1,172.23.0.2] |eader connection made. protocol:2015-04-13 14:57: 27+0000

172.23.0. 2]

regi stered | eader reference for rllead

If the log file entries show Traceback activity, the daemon might not be running
correctly. If you see Traceback entries, and you need help to interpret them,
contact your SGI representative.

(Conditional) Use the ssh(1) command to log into an RLC, and verify that the
correct RPMs are present on each RLC.

Complete this step if your cluster is an SGI ICE cluster.
Type the following commands:

# ssh r1l ead

# rpm-qa | grep sgi-ta
sgi-talib-3.1.0-sgi 712r6. sl es11sp3
sgi-tarlc-3.1.0-sgi 712r 3. sl es11sp3

The output shows that the two packages you need are present on the RLC. These
package names begin with sgi -tali b-3.1. 0 and sgi -tarl c-3.1.0. This is
correct for the SMC 3.1 release. These packages are correct for SMC 3.1 on a SLES
11 SP3 platform.
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Make sure to repeat this step on each RLC node in the cluster.

Contact your SGI representative if packages seem to be missing or incorrect.

5. Verify that the power service daemon, sgi -t a, is running on each RLC.

This command differs depending on your platform, as follows:
< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:
# systenctrl|l status sgi-ta

< On RHEL 6.x platforms and SLES 11 SPx platforms, type the following
command:

# service sgi-ta status

Example 1. The following output shows that the daemon is running as expected
on a RHEL 7.1 system:

# systenctrl| status sgi-ta
sgi-ta.service - LSB: SA-TA Tenpo Twi sted server for SAC
Loaded: | oaded (/etc/rc.d/init.d/sgi-ta)
Active: active (exited) since Mon 2015-06-29 14:34:29 CDT; 2 weeks 6 days ago

# service sgi-ta status

Example 2. The following output shows that the daemon is running as expected
on a SLES 11 SP3 system:

Checking for service sgi-ta done

007-6359-006

If the daemon is not running, start the daemon. Use one of the following
commands:

< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:
# systenctrl start sgi-ta

e On RHEL 6.x and SLES 11 SPx platforms, type the following command:
# service sgi-ta start

Make sure to repeat this step on each RLC node in the cluster.

(Conditional) Use a text editor to open the log file for the power management
daemon on each RLC node, and verify that the log entries indicate a running
daemon.
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2015- 04- 13 14:08: 32+0000

Complete this step if your cluster is an SGI ICE cluster.

The log file resides in / var /| og/ sgi -t a.

Example 1. The following output shows that the r| crmai n. t ac daemon is
running as expected:

- unused Status table entry: 1:shoul d_not_be_installed

2015-04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015-04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13

2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13
2015- 04-13

14
14
14
14
14
14
14:
14:
14:
14:
14:
14:
14:
14:

14
14
14
14
14
14

No route

] -
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cont
2015-04- 13 14:57
2015-04- 13 14:57
2015-04- 13 14:57
2015-04- 13 14:57

49
49
49
49
49
49
49:
49:
49:
49:
49:
49:
49:
49:

57
57
57
57
57
57

to

46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000
46+0000

11+0000
11+0000
11+0000
11+0000
11+0000

(-]
(-]
(-]
(-]
(-]
11+0000 [-]

host: 101: Network is unreachabl e

nue trying

cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.
cl ust er map.

popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e
popul at e

unused
unused
unused
unused
unused
unused
unused
st at us

cluster

St at us
St at us
St at us
St at us
St at us
St at us
St at us
tabl es

table entry
table entry
table entry
table entry
table entry
table entry
table entry

| oaded

dat a | oaded
cluster config | oaded
sac 'icicle’

| oaded

service nodes | oaded :3

rack data | oaded. 2 racks

rack | eaders | oaded.

[-] Starting factory 2015-04-13 14: 49: 46+0000 [-] cl ustermap. popul ate

:shoul d_be_installed
sundefined_1
sundefined_2
sundefined_3
:undefined_4
:undefined_5

. fini shed

0w N o 0 WN

Example 2. Traceback messages in a log file can show a problem that occurred
and then resolved, thus eliminating the problem. The following log entries
include a Traceback message containing information about a temporary
connection failure from which the cluster recovered:

Log opened

twistd 8.2.0 (/usr/bin/python 2.6.8) starting up

reactor class:

Starting protoco

starting o

twi sted.internet.epollreactor. EPol | React or
tlib.theart. Heart beat Monitor Protoco
2015- 04- 13 14:57:11+0000 [-]

n 1319
ra proxy start

SAC connection attenpt failed:[Failure instance: Traceback (failure with no frames):

27+0000 [ Broker,client]
27+0000 [ Broker,client]
27+0000 [ Broker,client]
27+0000 [ Broker,client]

SAC connected. get root

SAC r oot

obj ect .

ref erence obtained. attenp

SAC registration success. sending h
heartbeat state sent

t registration
eartbeat state imediately

Make sure to repeat this step for each daemon on each RLC node in the cluster.
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7. Configure an initial power management threshold.

The power management hardware on compute nodes must be initialized in order
for power readings to function. This is one-time step to be performed now.

Type the following command:
# nmpower systemset_linmit 1000W

The command applies an initial 1000W limit to every SGI ICE compute node and
every flat compute node. The 1000W value is higher than any compute node’s
maximum power draw. As a result, there is no power limit, but the power
measurement averaging can now function.

8. Proceed to one of the following:

= "(Conditional) Verifying That the sncr bd daemon and the i cer ackd Daemon
are Running" on page 151

= "(Optional) Configuring a Backup Domain Name Service (DNS) Server" on
page 155

= "(Conditional) Configuring the InfiniBand Subnetworks" on page 156

(Conditional) Verifying That the sntr bd daemon and the i cer ackd
Daemon are Running

Perform the procedure in this topic if you have an SGI ICE cluster. You do not need
to perform this procedure if you have an SGI Rackable cluster.

The following procedure explains how to make sure that the sncr bd daemon and the
i cer ackd daemon are running properly.

Procedure 4-26 To verify the daemons

1. Log into the admin node as the root user, and make sure that the sncr bd
daemon is running.

This command differs depending on your platform, as follows:
< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:

# systencttrl status sncrbd
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< On RHEL 6.x platforms and SLES 11 SPx platforms, type the following
command:

# service sncrbd status

Note: The lines in some of the following examples are wrapped for inclusion in this
documentation.

Example 1. The following example shows the daemon running as expected on a
RHEL 7.1 system:

# systentt|l status sncrbd
sncrbd. service - LSB: Autonmtic bl ade di scovery daenon
Loaded: |oaded (/etc/rc.d/init.d/sncrbd)
Active: active (running) since Mn 2015-06-29 14:34:35 CDT; 2 weeks 6 days ago
CGroup: /systemslicel/sncrbd. service
+-2062 /usr/bin/python /usr/bin/twistd -1 /var/log/sncrbd.log --pidfile /var/run/sncrbd. pid
-y lopt/sgi/lib/sntrbd

Example 2. The following example shows the daemon running as expected on a
SLES 12 system:

# systentt|l status sncrbd
sncrbd. service - LSB: Autonmtic bl ade di scovery daenon

Loaded: |oaded (/etc/init.d/sntrbd)

Active: active (running) since Tue 2015-07-14 14:57:44 UTC, 5 days ago

CGroup: /systemslicel/sncrbd. service

+-5665 /usr/bin/python /usr/bin/twistd -1 /var/log/sncrbd.log --pidfile /var/run/sncrbd. pid

-y lopt/sgi/lib/sntrbd
Jul 14 14:57:44 linux sncrbd[5642]: Starting sncrbd /usr/lib64/ python2.7/site-packages/tw sted/internet
| _sslverify.py:184: UserWarning: You do not have the service_identity no..
Jul 14 14:57:44 |inux sncrbd[5642]: verifyHostname, VerificationError = _selectVerifylnplenmentation()
Jul 14 14:57:44 |inux sncrbd[5642]: ..done
Hint: Some lines were ellipsized, use -1 to showin full

Example 2. The following example shows the daemon running as expected on a
SLES 11 SPx system:

# service sntrbd status
Checking for service sntrbd
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2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23
2015- 04- 23

09
09
09
09
09
09
09:
09:
09:
09:
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04:
04:
04:
04:
04:
07:
07:
07:
07:
07:

42-0500
42-0500
42- 0500
42-0500
42- 0500
21- 0500
21- 0500
21- 0500
21- 0500
21- 0500

Example 3. The following example shows the daemon running as expected on a
RHEL 6.x system:

# service sntrbd status
Checking for service sntrbd [ &K ]

If the daemon is not running, start the daemon. Use one of the following
commands:

< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:
# systenctrl start snctrbd
e On RHEL 6.x and SLES 11 SPx platforms, type the following command:

# service sntrbd start

. Use a text editor to open file / var/ 1 og/ sncr bd. | og, which is the log file for

the sncr bd daemon on the admin node, and verify that the log entries indicate a
running daemon.

For example, the following log file entries show that the sncr bd- 1 og daemon is
running as expected:

[Broker,1,172.23.0.2] called remotely to add cnc: 1 1 08:00:69: 16:53:fe
[Broker, 1,172.23.0.2] get CnrcNode()
[-] addCnec: rack =1, iru =1, mac = 08:00: 69: 16:53:fe

rack = 1, iru = 1, nane = rlilc, hostnane = rlilc

[-] CMC already in database

[Broker,1,172.23.0.2] called remotely to add cnc: 1 0 08:00:69: 16: 55: 15
[Broker, 1,172.23.0.2] get CrcNode()

[-] addCnec: rack =1, iru = 0, mac = 08:00: 69: 16: 55: 15

rack = 1, iru = 0, nane = r1liOc, hostnane = rli0c

[-] CMC already in database

If the log file entries show traceback activity, the daemon might not be running
correctly. If you see traceback entries, and you need help to interpret them,
contact your SGI representative.

. Use the ssh(1) command to log into an RLC.

For example, for r 11 ead, type the following command:

# ssh r1l ead
Last login: Wed Apr 15 18:43:16 2015 from adm n
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2015- 04- 22
2015- 04- 22
2015- 04- 22
2015- 04- 22
2015- 04- 22
2015- 04- 22
2015- 04- 22
2015- 04- 22
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19
19
19
19
19
19
19:
19:

41:
41:
41:
41:
41:
41:
41:
41:

14- 0500
14- 0500
14- 0500
14- 0500
15- 0500
15- 0500
15- 0500
15- 0500

4. Verify that the i cer ackd daemon is running.

This command differs depending on your platform, as follows:

< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:

# systencttrl status icerackd

< On RHEL 6.x platforms and SLES 11 SPx platforms, type the following
command:

# service icerackd status

For example, the following output shows that the daemon is running as expected:

Checking for service icerackd

If the daemon is not running, start the daemon. Use one of the following
commands:

< On RHEL 7.1 platforms and SLES 12 platforms, type the following command:

# systenctrl start icerackd
e On RHEL 6.x and SLES 11 SPx platforms, type the following command:

# service icerackd start

Make sure to verify that the daemon is running on each RLC node in the cluster.

5. On each RLC node, use a text editor to open file / var/1 og/ i cer ackd. | og,
which is the log file for the power management daemon, and use the ps(1)
command to verify that the log entries indicate a running daemon.

For example, the following output shows that the i cer ackd daemon is running

as expected:

[-] pcap heard: when=(1429749674, 581382) sz=334B
[-] CMC: mac = 08:00:69:16: 55: 15, rack=1, id=0
[-] calling renpte add_cnc(1, 0, 08:00: 69: 16: 55: 15)

[Broker,client] server reported: {'mac’: '08:00:69:16:55:15, '"cnc’': "0, 'rack’

[-] pcap heard: when=(1429749675, 714942) sz=334B
[-] CMC: mac = 08:00:69:16:53:fe, rack=1, id=1
[-] calling renpte add_cnc(1, 1, 08:00:69: 16:53:fe)

[Broker,client] server reported: {'nmac’: '08:00:69:16:53:fe’, "cnc’: "1, 'rack’

Make sure to repeat this step for each daemon on each RLC node in the cluster.
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6.

Proceed to one of the following:

= "(Optional) Configuring a Backup Domain Name Service (DNS) Server" on
page 155

= "(Conditional) Configuring the InfiniBand Subnetworks" on page 156

(Optional) Configuring a Backup Domain Name Service (DNS) Server

007-6359-006

Typically, the DNS on the admin node provides name services for the cluster. When
you configure a backup DNS, however, the cluster can use a flat compute node as a
secondary DNS server if the admin node is down, being serviced, or is otherwise not
available. You can configure a backup DNS only after you run the di scover
command to configure the cluster. This is an optional feature.

The following procedure explains how to configure a flat compute node to act as a
DNS.

Procedure 4-27 To enable a backup DNS

1.
2.

Through an ssh connection, log into the admin node as the root user.
Type the following command to retrieve a list of available flat compute nodes:
# cnodes --conpute

The flat compute node you want to use as a backup DNS must be configured in
the system already. That is, you must have run the di scover command to
configure the flat compute node.

. Type the following command to start the cluster configuration tool:

# [ opt/sgi/sbin/configure-cluster

On the Main Menu screen, select B Configure Backup DNS Server (optional),
and select OK.

On screen that appears, type the identifier for the flat compute node that you
want to designate as the backup DNS, and select OK.

For example, you could configure flat compute node n101 as the host for the
backup DNS server.

To disable this feature, select Disable Backup DNS from the same menu and
select Yes to confirm your choice.
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6. (Conditional) Proceed to the following:

"(Conditional) Configuring the InfiniBand Subnetworks" on page 156

(Conditional) Configuring the InfiniBand Subnetworks
Perform the procedures in this topic as follows:

< If you have an SGI ICE cluster. On this platform, you can configure the InfiniBand
subnetwork either on a rack leader controller (RLC) or on a flat compute node.

= If you have an SGI Rackable cluster, and you want to configure the InfiniBand
subnetwork on one of the flat compute nodes. Some InfiniBand switches on SGI
Rackable clusters come configured for an InfiniBand subnetwork. You can perform
the procedure in this topic if your switch is not preconfigured for InfiniBand or if
you prefer to configure this service on a flat compute node.

The InfiniBand network on the cluster uses Open Fabrics Enterprise Distribution
(OFED) software. For information about OFED, see the following website:

http://www.openfabrics.org

For more information about the InfiniBand fabric implementation on SGI clusters, see
the SGI Management Center (SMC) Administration Guide for Clusters.

Each cluster has two InfiniBand fabric network cards, i bO and i b1. Each subnetwork
has a subnet manager, which runs on an RLC or on a flat compute node.

The following procedure explains how to configure the master and the standby
components and how to verify the configuration:

= "Configuring the InfiniBand Subnetworks" on page 156

Configuring the InfiniBand Subnetworks

The following procedure explains how to configure the InfiniBand subnetwork master
and standby components on an SGI ICE cluster or on an SGI Rackable cluster.

Procedure 4-28 To configure the InfiniBand subnetworks

1. Through an ssh connection, log into the admin node as the root user.
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. Type the following command to disable InfiniBand switch monitoring:

# cattr set disablelbSw tchMnitoring true

The system sometimes issues InfiniBand switch monitoring errors before the
InfiniBand network has been fully configured. The preceding command disables
InfiniBand switch monitoring.

. Use one of the following methods to access the InfiniBand network configuration

tool:
= Type the following command to start the cluster configuration tool:
# [ opt/sgi/sbin/configure-cluster

After the cluster configuration tool starts, select F Configure InfiniBand
Fabric, and select OK.

= Type the following command to start the InfiniBand management tool:
# tenpo-configure-fabric

Both of the preceding methods lead you to the same InfiniBand configuration
page. On the InfiniBand configuration pages, Quit takes you to the previous
screen.

. Select A Configure InfiniBand ib0, and select Select.

. On the Configure InfiniBand screen, select A Configure Topology, and select

Select.

. On the Topology screen, select the topology your system uses, and select Select.

The menu selections are as follows:

< H HYPERCUBE

< E EHYPERCUBE (Enhanced Hypercube)
e F FAT TREE

< G BFTREE

. On the Configure InfiniBand screen, select B Master / Standby, and select Select.
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8. On the Master / Standby screen, type the component identifiers for the master
(primary) and the standby (backup, secondary) subnetwork, and select Select.

Example 1. On an SGI ICE cluster, if you have only one rack leader controller
(RLC), type r 11 ead in the MASTER field, and leave the STANDBY field blank.
If you have more than one RLC, specify different RLCs in the MASTER and
STANDBY fields.

Figure 4-13 on page 158 shows a completed screen.

# roob@Eriver:

InfiniEand MMan ] Configure InfiniBsnd ian0

Hnater /1 Scandoy

HASTER
STANDEY

€Seleptr < [mic > < Help »

Figure 4-13 Completed InfiniBand (i bO) Master / Standby Screen

Example 2. On an SGI Rackable cluster, type n1 in the MASTER field, and type
n101 in the STANDBY field.

9. On the Configure InfiniBand screen, select Commit.
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10.

11.

12.

13.
14.

15.

16.

17.

Wait for the comfirmatory messages to appear in the window before you continue.

The next few steps repeat the preceding steps, but this time you configure the
i b1 interface.

On the InfiniBand Management Tool main menu screen, select B Configure
InfiniBand ib1l, and select Select.

On the Configure InfiniBand screen, select A Configure Topology, and select
Select.

On the Topology screen, select the topology your system uses, and select Select.
Select the topology that exists on your system. The menu selections are as follows:
< H HYPERCUBE

= E EHYPERCUBE (Enhanced Hypercube)

e F FAT TREE

< G BFTREE

On the Configure InfiniBand screen, select B Master / Standby, and select Select.

On the Master / Standby screen, type the component identifiers for the master
(primary) and the standby (backup, secondary) subnetwork, and select Select.

Example 1. On an SGI ICE cluster, if you have only one rack leader controller
(RLC), type r 11 ead in the MASTER field, and leave the STANDBY field blank.
If you have two RLCs, you can flip the specifications for i b1l. For example,
assume that for i b0, you specified MASTER as r 11 ead and STANDBY as

r 2l ead. For i b1, you can specify MASTER as r 2| ead and STANDBY as

r 11 ead. If you have three or more RLCs, specify different RLCs in the MASTER
and STANDBY fields.

Example 2. On an SGI Rackable cluster, type n101 in the MASTER field, and
type nl in the STANDBY field.

On the Configure InfiniBand screen, select Commit.
Wait for the comfirmatory messages to appear in the window before you continue.

On the InfiniBand Management Tool main menu screen, select C Administer
Infiniband ib0, and select Select.

On the Administer InfiniBand screen, select Start, and select Select.
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160

18.
19.

20.

21.
22.
23.

24.
25.
26.

217.

On the Start SM master_ib0 on ib0 succeeded! screen, select OK.
Select Quit to return to the InfiniBand Management Tool main menu screen.

The next few steps repeat the preceding steps, but this time you start the i bl
interface.

On the InfiniBand Management Tool main menu screen, select D Administer
Infiniband ibl, and select Select.

On the Administer InfiniBand screen, select Start, and select Select.
On the Start SM master_ib1l on ibl succeeded! screen, select OK.
On the Administer InfiniBand screen, select Status, and select Select.
The Status option returns information similar to the following:

Mast er SM

Host = rllead

Quid = 0x0002c9030006938b
Fabric = ib0

Topol ogy = hyper cube
Routi ng Engi ne = dor
OpenSM = runni ng

Wait for the status messages to stop, and press Ent er .

Select Quit on the menus that follow to exit the configuration tool.

Use the ssh(1) command to change to one of the leader nodes.

For example:

# ssh r1l ead

Use the i bst at us command to retrieve the status information for this node.
For example:

# i bstatus
I nfiniband device 'm x4_0" port 1 status:
default gid: fec0:0000: 0000: 0000: 0002: c903: 00f 3: 5311

base |id: Ox1
smlid: Ox1
st at e: 4. ACTI VE
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phys state: 5: Li nkUp
rate: 56 Gb/sec (4X FDR)
link_l ayer: I nfini Band

I nfiniband device 'm x4_0" port 2 status:
default gid: fec0:0000: 0000: 0001: 0002: c903: 00f 3: 5312

base |id: Ox2a

smlid: Ox2a

state: 4: ACTI VE

phys state: 5: Li nkUp

rate: 56 Gb/sec (4X FDR)
link_|layer: I nfini Band

The output shows the status as ACTI VE on both ports, which is correct.

28. Use the i bhost s command to retrieve the status of the compute nodes, and
verify that each node you configured is connected to the RLC.

For example:

rilead: ~ # ibhosts

: 0x0002¢c9030032bd50 ports
0x0002c9030014a630 ports
0x0002c9030014b140 ports
0x0002¢c9030018cf 00 ports
0x0002¢c9030018cfal ports
0x0002c9030018ce90 ports
0x0002¢c9030014a610 ports
0x0002c9030014b110 ports
0x0002¢c9030018d170 ports

"r1i On8 HCA-1"
"r1i On7 HCA-1"
"r1i On6 HCA-1"
"r1i On5 HCA-1"
"r1i On13 HCA- 1"
"r1i On15 HCA- 1"
"r1i On14 HCA- 1"
"r1i Onl16 HCA- 1"
"r1i Onl7 HCA- 1"

PEEPEELLELY

The output shows each node connected, as expected, to the leader.

Configuring Additional Features

There are several additional features that you might need to configure, depending on
your platform and configuration. For example, if you have an SGI ICE XA cluster
with a SLES 11 SP3 platform, you need to upgrade your Mellanox OFED software for
performance reasons.

The information in the following chapter explains how to configure additional
features that you might want or need:
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Chapter 5, "Configuring Additional Features" on page 163
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Chapter 5

Configuring Additional Features

This chapter includes the following topics:
= "Configuring Array Services for MPI Programs" on page 163

= "(Conditional) Enabling the Mellanox OpenFabrics Enterprise Distribution (OFED)
for Linux Software" on page 175

= "Troubleshooting Configuration Changes" on page 182

About Additional Features

This chapter includes information about additional features, such as Array Services,
that you might want to configure after your cluster is configured.

SGI includes additional optional software in the SGI Foundation Software (SFS)
package. For information about the hardware event tracker (HET), CPU frequency
scaling, and other SFS software packages, see the following:

SGI Foundation Software (SFS) User Guide

Configuring Array Services for MPI Programs
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You can configure compute nodes into an array. After you configure a set of compute
nodes into an array, the Array Services software can perform authentication and
coordination functions when MPI programs are running. For more information about
MPI, see the SGI MPI and SGI SHMEM User Guide

You cannot include an SGI ICE admin node or any rack leader controller (RLC) nodes
in an array. You can include an SGI Rackable admin node in an array.

For general Array Services configuration information, see the following:

« arrayconfi g(8), which describes how to use the ar r ayconf i g(8) command to
configure Array Services.

< arrayconfi g_t enpo(8), which describes Array Services configuration
characteristics that are specific to clusters.
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The procedures in the following topics assume that you want to create new a master
image for the compute nodes and a new master image for the flat compute nodes that
you configured with user services. After you create these images, you can push out
the new images to the compute nodes and to the compute services nodes. The
alternative is to configure Array Services directly on the nodes themselves, but this
method leaves you with an Array Services configuration that is overwritten the next
time someone pushes new software images to the cluster’s nodes.

Note: The procedures in the following topics assume that you want to install Array
Services on an SGI ICE cluster. The steps you need to complete for an SGI Rackable
cluster are very similar with the major difference being that you do not need to
perform steps that pertain to racks. On an SGI Rackable cluster, the steps in the
following procedures that pertain to racks and rack leader controllers (RLCs) do not
need to be performed.

The following procedures explain how to configure Array Services.
= "Planning the Configuration" on page 164
= "Preparing the Images" on page 167

= "Power Cycling the Nodes and Pushing Out the New Images" on page 174

Planning the Configuration

164

The following procedure explains preliminary steps that you can take to plan your
array and the security you want to enable.

Procedure 5-1 To plan the array

1. Verify that the SGI Performance Suite software is installed on the cluster.
2. Log into the admin node as the root user.

3. Use the cnodes command to display a list of available nodes, and decide which
nodes you want to include in the array.

For example:
= To gather information about flat compute nodes, type the following command:

# cnodes --conpute
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= To gather information about SGI ICE compute nodes, type the following
command:

# cnodes --ice-conmpute

The command shows all the compute nodes, including those that might be
configured as compute services nodes at this time.

4. Use the ci nst al | man command to display a list of the available system images,
and decide which images you want to edit.

For example, the following output is for an example SGI ICE cluster that is
running in production mode:

# cinstall man --show i mages

I mge Nane BT VCS Conpat _Distro

| ead- sl es11sp3 0 1 sl esllsp3 # Default RLC node inage
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

| ead- sl es11sp3. prodl 0 1 sl esllsp3 # Site’'s production RLC i mage
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

sl esllsp3 0 1 sl esl1lsp3 # Default flat conmpute node inage
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

sl es11lsp3. prodl 0 1 sl esl1lsp3 # Site’'s production conpute services node inage
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

i ce-slesllsp3 0 1 sl es11lsp3 # Default SA | CE conpute node inmage
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

i ce-sl esllsp3. prodl 0 1 sl esllsp3 # Site’'s production SG@ |CE conpute node image
3.0.101-0.47.52-def aul t
3.0.76-0.11-def aul t

The output includes image sl es11sp3. pr odl, which is the image installed on a
flat compute node that is configured as a compute services node. Image

sl es11sp3. prodl is based on image sl es11sp3, but it can include software to
support user logins and a backup DNS server.

All system images are stored in / var /| i b/ syst enm mager/i mages.
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The preceding output shows the orginal, factory-shipped system images for the
RLCs, the flat compute nodes, and the SGI ICE compute nodes. These original
files are as follows:

e |ead-slesllsp3
e slesllsp3
e ice-slesllsp3

The output also shows customized images for this SGI ICE cluster. These file
names end in . pr odl, for production use, and are as follows:

e | ead-slesllsp3. prodl

e sl esllsp3. prodl. This is the image that resides on the flat compute
services node.

e ice-slesllsp3. prodl
For each of these images, the associated kernel is 3. 0. 76- 0. 11- def aul t.

The examples in this Array Services configuration procedure add the Array
Services information to the customized, production images with the . pr od1
suffix.

. Decide what kind of security you want to enable.

Array Services includes its own authentication and security, but if your site
requires additional security, you can configure MUNGE security, which the
installation includes. Your security choices are as follows:

= nunge on all the nodes you want to include in the array. Configures
additional security provided by MUNGE. The installation process installs
MUNGE by default. If you decide to use MUNGE, the SGI MPT configuration
process explains how to enable MUNGE at the appropriate time.

= none on the compute services nodes and none on the compute nodes OR
nor enot e on the compute services nodes and none on the the compute
nodes. These specifications have the following effects:

— When you specify none on all the nodes you want to include in the array,
all authentication is disabled.

— When you specify nor enot e on the compute services nodes and specify
none on the compute nodes, users must run their jobs directly from the
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compute services nodes. In this case, users cannot submit SGI MPI jobs
remotely.

= si mpl e (default). Generates hostname/key pairs by using either the
OpenSSL, rand command, 64-bit values (if available) or by using $RANDOM
Bash facilities.

6. Proceed to the following:

"Preparing the Images" on page 167

Preparing the Images

Before you can create images that include Array Services, you need to copy, or clone,
the production system images your system is using at this time.

The following procedure explains how to prepare the images.

Procedure 5-2 To prepare the system images

1. Log into the admin node as the root user, and use two ci nst al | man commands,
in the following format, to clone (1) one of the images that resides on a compute
services node and (2) one of the images that reside on a compute node:

cinstall man --create-i nage --clone --source existing_image --i mage new_image
For existing_image, specify the name of one of the existing images.
For new_image, specify the new name for that to want to give to the image.

For example, the following commands copy the first-generation production
images to new, second-generation production images:

# cinstall man --create-inage --clone --source slesllsp3.prodl --image sl esllsp3. prod2
# cinstall man --create-inmage --clone --source ice-slesllsp3.prodl --inage ice-slesllsp3. prod2

2. Type the following command to change to the system images directory:
# cd /var/lib/system mager/i nages

3. (Optional) Use the cp(1) command to copy the MUNGE key from the new
compute services node image to the new compute node image.

Complete this step if you want to configure the additional security that MUNGE
provides.
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The MUNGE key resides in / et ¢/ munge/ munge. key and must be identical on
all the nodes that you want to include in the array. The copy command is as
follows:

cp /var/lib/system mager/i mages/ new_computeservices_image/ et ¢/ nunge/ munge. key \
/var/lib/systen mager/i mages/ new_compute_image/ et ¢/ nunge/ munge. key

For new_computeservices_image, specify the name of the new compute services
node image you created.

For new_compute_image, specify the name of the new compute node image you
created.

For example:

# cp /var/lib/systemnm mager/i mages/ sl esllsp3. prod2/ et c/ nunge/ munge. key \
/var/lib/systemn mager/i mages/i ce-sl esllsp3. prod2/ et c/ munge/ nunge. key

Note: The commands and formats in this step use the backslash (\ ) continuation
character.

4. Use the following ci nst al | man command to install the new image on the
compute services node:

cinstal | man --assign-i nage --node hostname(s) --i nmage new_computeservices_image - - ker nel kernel

For hostname, specify the hostname or hostnames of the compute services node
that you want users to log into when they log into the array.

For new_computeservices_image, specify the name of the new image you created.
For kernel, specify the Linux kernel that you want to be associated with this image.
For example, the following command installs the new image on node nl:

# cinstall man --assign-inmage --node nl --image sl esllsp3.prod2 --kernel 3.0.76-0.11-default

5. Use the ssh(1) command to log into the compute services node from which you
expect users to run SGI MPI programs.

For example, log into n1.

6. Use the arrayconfi g(8) command to configure the compute service node(s) and
compute nodes into an array.
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The ar rayconf i g(8) command creates the following files on the compute service
node to which you are logged in:

e /etc/array/arrayd. conf

e /etc/array/arrayd. auth

Type the arr ayconfi g(8) command in the following format:
/usr/sbin/arrayconfig -a arrayname -f -m -A method node node . ..
For arrayname, specify a name for the array. The default is def aul t .

For method, specify munge, none, or si npl e. A later step explains how to specify
nor enot e for a compute services node.

For each node, specify a list of node IDs.

Example 1. To specify that array myar r ay use MUNGE security and include all
compute service nodes and all compute nodes, type the following command:

# /usr/bin/arrayconfig -a nyarray -f -m-A nunge $(cnodes --conpute --ice-conpute)

Example 2. To specify that array your ar r ay use no security, include one compute
service node, and include all compute nodes, type the following command:

# /usr/bin/arrayconfig -a yourarray -f -m-A none nO $(cnodes --ice-conpute)

7. Proceed to the following:

"Configuring the Authentication Files in the New System Images on the Admin
Node" on page 169

Configuring the Authentication Files in the New System Images on the Admin Node
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Complete one of the following procedures, based upon whether you want to permit
remote access to the compute services node:

If you specified - A nunge or - A si npl e for authentication
OR

If you specified - A none for authentication, and you want to permit users to log
into a compute services node remotely to submit MPI programs, proceed to the
following:
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"Permitting Remote Access to the Compute Services Node" on page 170

= If you specified - A none for authentication, and you want to prevent users from
logging into a compute services node remotely to submit MPI programs, proceed
to the following:

"Preventing Remote Access to the Service Node" on page 171

Permitting Remote Access to the Compute Services Node

170

The following procedure assumes that you want to permit job queries and commands
on the compute services node. It explains how to copy the array daemon files to the
admin node.

Procedure 5-3 To permit remote access to the compute services node

1. Log into one of the compute services nodes as the root user.

2. Copy the arrayd. aut h file and the arr ayd. conf files from the compute
services node to the new compute services node image on the admin node.

Type the following command:

# scp /etc/array/arrayd. * \
admi n:/var/lib/systemnm nmager/i mages/ computeservices_image/ et c/ arr ayd. *

For computeservices_image, specify the compute services node image on the admin
node.

Type this command all on one line. Note that the command in this step uses a
backslash (\) character to continue the command to the following line.

For example:

# scp /etc/array/arrayd. * \
adm n:/var/lib/system mager/i mages/ sl esllsp3. prod2/ etc/arrayd. *

3. Copy the arrayd. aut h file and the arr ayd. conf files from the compute
services node to the new compute node image on the admin node.

Type the following command:

# scp /etc/array/arrayd. * \
admi n:/var/lib/systen nmager/i mages/ compute_image/ et ¢/ arrayd. *

For compute_image, specify the SGI ICE compute node image on the admin node.
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Type this command all on one line. Note that the command in this step uses a
backslash (\ ) character to continue the command to the following line.

For example:

# scp /etc/array/arrayd. * \
admi n:/var/lib/systen nmager/i mages/i ce-sl esllsp3. prod2/etc/arrayd. *

4. Proceed to the following:

"Distributing Images to all the Nodes in the Array" on page 172

Preventing Remote Access to the Service Node

You can prevent a compute services node from receiving any requests from other
computers on the network. In this case, the compute services node can send requests
to all remote nodes, but it does not listen on TCP port 5434 for any incoming requests.
Complete the procedure in this topic if this is the behavior your site requires.

The following procedure explains how to configure the Array Services files to prevent
remote access and how to copy the array daemon files to the admin node.

Procedure 5-4 To prevent remote access to the compute services node

1. Log into one of the compute services nodes as the root user.
2. Open the following file with a text editor:
/etc/array/arrayd. auth
3. Type the following, all on one line:
AUTHENTI CATI ON NOREMOTE
4. Save and close the file.
The file should contain only the one line.

5. Type the following command to copy / et c/ array/ ar r ayd. aut h and
[ etc/array/ arrayd. conf from the compute services node to the new
compute services node image on the admin node:

# scp /etc/array/arrayd. * \
admi n:/var/lib/systemnm nmager/i mages/ computeservices_image/ et c/ arr ayd. *
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For example:

# scp /etc/array/arrayd. * \
admi n:/var/lib/system mager/i mages/ sl esllsp3. prod2/ etc/arrayd. *

6. Log into the admin node as the root user.

7. Create file
/var/lib/system mager/i mages/ compute_image/ et c/ array/ arrayd. aut h.

For example:
# vi [/var/lib/system mager/i nages/ sl esllsp3. prod2/etc/array/arrayd. auth
8. Add the following all on one line:
AUTHENTI CATI ON NONE
9. Save and close the file.
The file should contain only the one line.

10. Type the following command to copy the / et c/ array/ ar r ayd. conf file to the
SGI ICE compute nodes:

# scp /etc/array/arrayd. conf \
admi n:/var/lib/systemnm nmager/i mages/ compute_image/ et c/ arr ayd. conf

For example:

# scp /etc/array/arrayd. conf \
admi n:/var/lib/system mager/i mages/i ce-sl esllsp3. prod2/ etc/arrayd. conf

11. Proceed to the following:

"Distributing Images to all the Nodes in the Array" on page 172

Distributing Images to all the Nodes in the Array

The following procedure explains how to assign the new compute services node
image and the new compute node image to the compute services nodes and to the
compute nodes.

Procedure 5-5 To assign images

1. Log into the admin node as the root user.
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2. Use one or more ci nst al | man commands in the following format to assign the

new compute services node image to the compute service nodes:

cinstal l man --assign-i nage --node hostname --i nmage new_computeservice_image - - ker nel kernel

For hostname, specify the hostname for one or more of the compute services nodes.
In the cluster definition file, this is the name that appears in the host nanel field.

If you want to specify more than one hostname, and your nodes are similarly
named, use the * wildcard character to represent a string of identical characters in
this field. For example, if your hostnames are n1, n2, n3, and n57, specify n* in
this field if you want to specify all compute services nodes.

For new_service_image, specify the name of the new compute services node image
you created.

For kernel, specify the Linux kernel that you want to be associated with this image.

Example 1. The following command assigns the new compute services node
image to all compute services nodes:

# cinstall man --assign-inmage --node n* --image sl esllsp3.prod2 --kernel 3.0.76-0.11-default

Example 2. The following command assigns the new compute services node
image to n101:

# cinstall man --assign-i nage --node nl01 --inage sl esllsp3.prod2 --kernel 3.0.76-0.11-default
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3. Use one or more ci nst al | man commands in the following format to assign the

new image to the compute services nodes the next time you boot the compute
services nodes:

cinstal l man --next boot --image hostname

For hostname, specify the hostname for one or more of the compute services
nodes. In the cluster definition file, this is the name that appears in the

host namel field. You can use the * wildcard character in this field if specifying
more than one hostname.

For example:

# cinstall man --next-boot inmage --node nl01

. Proceed to the following:

"Power Cycling the Nodes and Pushing Out the New Images" on page 174
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Power Cycling the Nodes and Pushing Out the New Images

174

The following procedure explains how to install the new images on the compute
services nodes and the compute nodes that you want to include in the array.

Procedure 5-6 To propagate the images

1. Type the following command to reboot the compute services nodes and the

compute nodes:

# cpower node reboot "*"

. Use one or more cpower commands in the following format to power off the

compute nodes that you want to reimage:

cpower node of f "hostname"

For hostname, specify the hostname(s) of the compute nodes.

You can use wildcard characters if you have many compute nodes.

For example, the following command powers off all the compute nodes on an SGI
ICE cluster:

# cpower node off "r*i*n*"

Issue as many cpower commands as needed.

. (Conditional) Use the ci nage command to push the new compute node image

out to the compute nodes.

Complete this step only on SGI ICE clusters. You do not need to complete this
step on SGI Rackable clusters.

Use the following format:
ci mage --push-rack new_compute_image rack

For new_compute_image, specify the name of the new compute node image you
created.

For rack, specify the IDs of the racks in which the compute nodes reside.

For example, the following command pushes the compute node images to all
compute nodes in all racks:

# cimage --push-rack ice-slesllsp3.prod2 r*
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4. Use one or more cpower command in the following format to start the compute
nodes:

cpower node on "hosthname"

For hostname, specify the hostnames of the compute nodes.

You can use wildcard characters if you have many compute nodes.
For example, the following command powers on all compute nodes:
# cpower node on "r*i*n*"

Issue as many cpower commands as needed.

(Conditional) Enabling the Mellanox OpenFabrics Enterprise Distribution
(OFED) for Linux Software

Perform the procedure in this topic if you use the SLES 11 SP3 operating system on
one of the following SGI cluster platforms:

< SGI ICE XA
= SGI Rackable with Mellanox Connect-IB adaptor cards

On other platforms, this procedure is optional because the OFED software in the
operating system includes the functionality that is found in the Mellanox OFED
2.4-1.0.0 software package.

The following procedure explains how to enable Mellanox’s OFED 2.4-1.0.0 software
package and remove the OFED software included by default in the operating system
software on your cluster.

Procedure 5-7 To enable Mellanox OFED
1. Log into the admin node as the root user.

2. Log into the SGI customer portal.

3. Use the scp(1) command to copy the appropriate Mellanox software packages to
the / t np directory on the admin node.

You can find information about the Mellanox software package at the following
website:
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https://supportl-sgi.custhelp.com/app/answers/detail/a_id/5778
The packages are in t ar (1) format. Download the following files:
= The RPM list files:

sns- m nxof ed- 24104-rpm ist-files.tgz

= An operating-system-specific package. Download the package that
corresponds to the operating system on the compute node or SGI ICE
compute node of your cluster. For example:

m nx-of ed-2.4-1.0.0-rhel 71-rpns.tgz
m nx- of ed- 2. 4-1. 0. 0-rhel 66-rpns.tgz
m nx- of ed- 2. 4-1. 0. 0-r hel 65-rpns.tgz
m nx-of ed- 2. 4-1. 0. 0-sl es12-rpns.tQz
m nx- of ed- 2. 4-1. 0. 0-sl es11sp3-rpns.tQgz

. Use the nkdi r (1) command in the following format to create a repository on the

admin node:

# nkdir -p /tftpboot/m nx

. Type the following command to unpack the t ar (1) file to the directory you

created:
# tar vxzf mnx-ofed-2.4-1.0.0-0s version-rpnms.tgz -C /tftpboot/m nx

For os_version, specify r hel 71, r hel 66, sl es12, sl es11sp3, or similar, to
match what you created with the nkdi r (1) command.

. Use the cr epo command in the following format to create a repository for the

operating-system-specific package:
crepo --add /tftpboot/m nx/dir --custom M_LNX_OFED- 2. 4- 1. 0. 0- distro

For dir, specify one of the following:

m nx-ofed-2.4-1.0.0-rhel 7.1

m nx-ofed-2.4-1.0.0-rhel 6.6

m nx- of ed- 2. 4-1. 0. 0- sl es11sp3
m nx- of ed- 2. 4-1. 0. 0-sl es12

For distro, specify r hel 71, r hel 66, sl es12, or sl es11sp3.

. Unpack the RPM list file.
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For example:

# tar vxzf tenpo-m nxof ed-24104-rpmist-files.tgz -C /opt/sgi/share/rpmists
servi ce- m nxof ed- 24104-rhel 71. rpm i st
conput e- m nxof ed- 24104-r hel 71. rpmi i st

| eader - m nxof ed- 24104-rhel 71. rpm i st
servi ce- m nxof ed- 24104-r hel 66. rpn i st
conput e- m nxof ed- 24104-r hel 66. rpmi i st

| eader - m nxof ed- 24104-r hel 66. rpm i st
servi ce- m nxof ed- 24104- sl es12. rpn i st
conput e- m nxof ed- 24104-sl es12.rpmi i st

| eader - mM nxof ed- 24104- sl es12. rpmi i st
servi ce- m nxof ed- 24104- sl es11sp3.rpm i st
conput e- m nxof ed- 24104- sl es11sp3. rpm i st
| eader - m nxof ed- 24104- sl es11sp3. rpnii st

8. Use the ci nst al | man command to clone the images as appropriate for your
operating system.

The ci nst al | mran commands can take a few minutes to run.

Example 1. Type the following commands to create RHEL 6.6 images:

# cinstall man --create-inage --clone --source |lead-rhel 6.6 --inmage | ead-rhel 6. 6. mM nx24104
# cinstallman --create-inmage --clone --source ice-rhel 6.6 --inmage ice-rhel 6.6.mM nx24104
# cinstallman --create-inage --clone --source rhel 6.6 --inmage rhel 6. 6. mM nx24104

Example 2. Type the following commands to create SLES 11 SP3 images:

# cinstall man --create-inmage --clone --source ice-slesllsp3 --inage ice-slesllsp3. m nx24104
# cinstall man --create-image --clone --source slesllsp3 --inmage sl esllsp3. nm nx24104
# cinstallman --create-inage --clone --source | ead-sl esllsp3 --image | ead-sl esllsp3. m nx24104

9. Unselect the distro repository.

This step ensures that you avoid naming conflicts when you add the new
software.

Example 1. On RHEL 6.6, type the following command:
# crepo --unsel ect Red-Hat-Enterprise-Linux-6.6
Example 2. On SLES 11 SP3, type the following command:

# crepo --unsel ect SUSE-Linux-Enterprise-Server-11-SP3
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10. Select the newly created M_LNX_OFED repository.
Example 1. On RHEL 6.6, type the following command:
# crepo --select MLNX_OFED-2.4-1.0.0-rhel 6.6
Exmaple 2. On SLES 11 SP3, type the following command:
# crepo --select MLNX_OFED- 2. 4-1.0.0-sl esllsp3

11. (Conditional) Remove unneeded packages.

Complete this step only if your cluster runs the RHEL 6.6 operating system on its
RLCs or the SLES 11 SP3 operating system on its RLCs.

The ci nst al | man command that removes packages from the RLC image is as
follows:

cinstall man --yumimge --inmage RLC_image name renove pkg

The previous command includes the following variables:

image_name The name of one of the RLC images. For example:
| ead-rhel 6. 6. M nx24104.
pkg The name of the package you want to remove.

Remove the following packages:
e Remove | i bm x5. x86_64 from the RHEL 6.6 RLC image.

For example:

# cinstall man --yumimage --inage | ead-rhel 6.6.m nx24104 renove |ibnl x5. x86_64
< Remove dapl from the RHEL 6.6 RLC image and the SLES 11 SP3 RLC image.

For example:

# cinstall man --yumimage --inage |ead-rhel 6.6.m nx24104 renove dap

12. Use the ci nst al | man command to remove the operating system’s OFED
package from each of the newly created images.

The format of the ci nst al | ran command that you need to use is as follows:
cinstall man --yumimage --inmage node_image r enove pkg_name

The previous command includes the following variables:
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node_image

pkg_name

Specify one of the node names from the node_image column of the

following table.

Specify one of the package names from the pkg_name column of the

following table.

Operating
System Operating System Image  node_image pkg_name
RHEL 7.1 RLC | ead-rhel 7. 1. M nx24104 sgi - | ead- di st ro-of ed
SGI ICE compute node i ce-rhel 7. 1. Ml nx24104 sgi - conput e-di stro- of ed
Flat compute node rhel 7. 1. m nx24104 sgi - servi ce-di stro-of ed
RHEL 6.6 RLC | ead-rhel 6. 6. M nx24104 sgi - | ead- di st ro-of ed
SGI ICE compute node i ce-rhel 6. 6. n nx24104 sgi - conput e-di stro- of ed
Flat compute node rhel 6. 6. nl nx24104 sgi - servi ce-di stro-of ed
SLES 12 RLC | ead- sl es12. nl nx24104 sgi - | ead- di st ro-of ed
SGI ICE compute node i ce-slesl12. m nx24104 sgi - conput e-di stro- of ed
Flat compute node sl es12. M nx24104 sgi - servi ce-di stro-of ed
SLES 11 SP3 RLC | ead- sl es11sp3. m nx24104 sgi - | ead- di st ro-of ed
SGI ICE compute node i ce-sl esllsp3. m nx24104 sgi - conput e-di stro- of ed
Flat compute node sl es11sp3. nl nx24104 sgi - servi ce-di stro-of ed
For example, type the following commands to remove the SLES 11 SP3 distro’s
OFED package from the existing images:
# cinstall man --yumimge --inmage sl esllsp3.n nx24104 renove sgi-service-di stro-ofed
# cinstall man --yuminmage --inmage ice-slesllsp3. mM nx24104 renpve sgi-conpute-di stro-ofed
# cinstall man --yumimge --inmage | ead-sl esllsp3. m nx24104 renove sgi -1 ead-di stro- of ed
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13. Using the appropriate *. rpri i st files, install the Mellanox OFED packages into
the newly created images.

Earlier in this procedure, you used the t ar (1) command to unpack the
compressed file into the respository you created. Within that directory, the files
are as follows:

= For RHEL, the files you need to install into the images are as follows:

conput e- mM nxof ed- 24104-rhel 6. 6. rpni i st
| eader - m nxof ed- 24104-rhel 6. 6. rpmi i st
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servi ce-m nxof ed- 24104-rhel 6. 6. rpmi i st
= For SLES, the files you need to install into the images are as follows:

conput e- mM nxof ed- 24104- sl es11sp3. rpnii st
| eader - m nxof ed- 24104- sl es11sp3. rpmi i st
servi ce-m nxof ed- 24104- sl es11sp3. rpnii st

The following format shows the ci nst al | man commands you can use to install
the Mellanox OFED package into the default RHEL images:

# cinstall man --refresh-image --inmage leader_image_name \

--rpmist /opt/sgi/share/rpmists/m nx-ofed/| ead-m nxof ed-24104-rhel 7. 1. rpm i st
# cinstall man --refresh-image --inmage ice_compute_image name --rpmist \
/opt/sgi/share/rpmists/m nx-of ed/ conput e- m nxof ed- 24104-rhel 7. 1. rpnm i st

# cinstall man --refresh-image --imge flat_compute_image_name --rpnlist \
/opt/sgi/share/rpmists/ m nx-of ed/ servi ce-m nxof ed-24104-rhel 7. 1. rpnm i st

The following format shows the ci nst al | man commands you can use to install
the Mellanox OFED package into the default SLES images:

# cinstall man --refresh-imge --inmage leader_image_name \

--rpmist /opt/sgi/share/rpmists/m nx-ofed/| ead- m nxof ed- 24104- sl es12. rpn i st

# cinstall man --refresh-image --inage ice_compute_image_name \

--rpmist /opt/sgi/share/rpmists/m nx-of ed/ conput e-m nxof ed- 24104- sl es12. rpn i st
# cinstall man --refresh-image --image flat_compute_image_name \

--rpmist /opt/sgi/share/rpmists/m nx-ofed/ service-m nxof ed- 24104- sl es12. rpn i st
14. Use the cr epo command to restore the repository selections.
Complete the following steps:

e Use the crepo --unsel ect command to unselect the Mellanox OFED
repository.

The format of this command is as follows:

# crepo --unsel ect m_ofed

For m_ofed, specify the name of the Mellanox OFED software package for your
operating system.
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For example:

# crepo --unsel ect MLNX_OFED-2.4-1.0.4-rhel 6.6
Unsel ecting: M.NX _OFED-2.4-1.0.4-rhel 6.6

e Use the crepo --sel ect command to select the operating system
distribution’s repository.

The format of this command is as follows:

# crepo --sel ect os_distro

For os_distro, specify the name of the operating system distribution.
For example:

# crepo --select Red-Hat-Enterprise-Linux-6.6

Sel ecting: Red-Hat-Enterprise-Linux-6.6

Updating: /etc/opt/sgi/rpmists/generated-rhel 6.6.rpmist
Updating: /etc/opt/sgi/rpmists/generated-ice-rhel6.6.rpmist
Updating: /etc/opt/sgi/rpmists/generated-I|ead-rhel 6.6.rpnmist
Updating: /etc/opt/sgi/rpmists/generated-adnmin-rhel 6.6.rpnlist

15. Use the ci mage command with its - - push- r ack argument to put the new
image on the RLCs.

For example:
# cimage --push-rack ice-slesllsp3. mM nx24104 r*

16. Use the ci mage command with its - - set argument to assign the image to the
compute nodes.

For example:
# cimage --set ice-slesllsp3. m nx24104 3.0.101-0. 40-default r*
17. Use the ci mage command to assign the new images to the nodes.

For example, to assign the new images to the r 11 ead RLC node and flat compute
node ser vi ce0 for SLES 11 SP3, type the following:

# cinstall man --assign-inmage --inmage | ead-sl esllsp3. m nx24104 --kernel kernel_version --node r1l ead
# cinstall man --assign-inage --i nage sl esllsp3. m nx24104 --kernel Kkernel_version --node service0
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18.

19.

For kernel_version, specify one of the kernels shown for this image in the output
from the ci nstal | man --show i mages command on your cluster.

Use the ci nst al | man command to reimage the nodes with the new images that
contain the upgraded Mellanox software.

For example, to reimage the r 11 ead RLC node and flat compute node
servi ce0, type the following:

# cinstall man --next-boot inage --node rllead
# cinstall man --next-boot inage --node service0

Boot the nodes affected by this change.
For example, type the following command to boot flat compute node ser vi ceO.

# ssh service0
# reboot

Troubleshooting Configuration Changes

If a configuration change does not affect the cluster in the intended manner, try one of
the following approaches:

182

Edit the node image on the admin node. For example, you can reconfigure the
image for the compute nodes that you use for user services on the admin node
and reimage the compute services nodes with that new image.

Edit the node customization scripts. For example, the SGI ICE compute node
update scripts reside on the admin node in the
/ opt/ sgi/share/ per-host-customn zati on/ gl obal directory.
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Troubleshooting

This chapter covers the following topics:

"About Troubleshooting" on page 184

"Using the swi t chconfi g Command" on page 184

"SGI ICE Compute Nodes Are Taking Too Long To Boot (SGI ICE Clusters Only)"

on page 186

"Verify the Bonding Mode on the Rack Leader Controller (RLC) (SGI ICE Clusters

Only)" on page 187

“ci mage - - push-rack Pushes Too Many (or Too Few) Expansions (SGI ICE
Clusters Only)" on page 190

"Cannot pi ng the CMCs from the Rack Leader Controller (RLC) (SGI ICE Clusters

Only)" on page 190

"Restarting the bl adenond Daemon (SGI ICE Clusters Only)" on page 193
"Log Files" on page 193

"CMC sl ot _map / bl adenond Debugging Hints" on page 194
"Resolving CMC Slot Map Ordering Problems" on page 195

“In t npf s Mode, File Has Date in the Future Warnings" on page 197
"Ensuring Hardware Clock Has the Correct Time" on page 197

"Troubleshooting a Rack Leader Controller (RLC) With Misconfigured Switch
Information (SGI ICE Clusters Only)" on page 198

"Switch Wiring Rules" on page 200

"Admin Node et h2 Link in the Bond is Down" on page 201
"Installing SGI Tempo Versions Older than 2.9.0" on page 201
"Booting Nodes With iPXE After an Upgrade" on page 202
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About Troubleshooting

This chapter provides answers to some common problems users encounter when
installing or upgrading a cluster. It includes diagnosis and troubleshooting
information.

Using the swi t chconfi g Command

184

The swi t chconfi g command displays switch settings and enables you to configure
switches.

To retrieve help output online, which includes examples, type the following:
# switchconfig set --help

Unless you want to retrieve help output, the following parameters are required:

e --default-vlan | -d default vilan
e --switches | -s hostname or_IP[, hostname_or IP][, ...]
e --macs | m mac_addr[, mac_addr][, ...] or--ports | -p

port_num[ , port_num] [,

The swi t chconfi g command’s subcommands are as follows:

Subcommand Action

list Prints the current settings.

set Assigns VLAN(s) and various settings for one or more
MAC addresses.

unset Returns associated port(s) to default settings.

list_ip Displays the IP address configured for the switch.

set_ip Adds an IP for the VLAN on the switch in order to
route the MIC traffic.

unset _ip Removes the IP for the VLAN on the switch.

list_ospf Displays OSPF configured for the switch.

set _ospf Sets OSPF in order to route the MIC traffic between the
switches.
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unset _ospf

list ntu

set_ntu

ist_default_gateway

set _defaul t _gat eway

unset _def aul t _gat eway
list route
set_snnp_comunity
[ist_snmp_comunity

save_runni ng_config

reset _factory_ defaults

sanity_check

change_password

push_swi tch_config

pul | _switch_config
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Disables OSPF and all of the network statements that
go along with it.

Displays the assigned MTU value for all ports in the
switch stack.
Assigns all ports in the switch stacks to MTU value.

Displays the default gateway assigned to the switch
network.

Sets default gateway for the switch network. Usually,
the gateway is a service node with a connection to the
customer network.

Unsets the default gateway for the switch network.
Displays the routing table.

Sets SNMP community settings.

Lists SNMP community settings.

Saves current running configuration to switch NV
memory.

Sets the switch back to the factory default configuration
and reboots.
Runs a test to sanity check the switch configuration.

Changes the password for the adm n account on the
switch.

Pushes the start-up switch configuration file to the
switch specified from the TFTP server and loads the
switch.

Pulls the switch configuration file from the switch and
saves to the TFTP server.
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find Takes one or more MAC addresses and maps them to
the management switch that it is physically connected
to using FDB/LLDP.

SGI ICE Compute Nodes Are Taking Too Long To Boot (SGI ICE Clusters
Only)

If the SGI ICE compute nodes on an SGI ICE cluster are taking a long time to boot,
perform the following:

= See "Verify the Bonding Mode on the Rack Leader Controller (RLC) (SGI ICE
Clusters Only)" on page 187 to verify that the compute nodes have the proper
bonding setup.

= \erify the rack leader controller (RLC) has a MegaRAID controller. 144 nodes do
not boot well with 106x controllers, for example. You can verify this with | spci
command.

To verify the MegaRAID battery is working and charged, perform the following:
# [ opt/ MegaRAI DY Megad i / MegaCl i 64 - ShowSumrary - a0

You should see 'Status : Healthy' under 'BBU (BBU = Battery
Backup Unit).

Note: If this is the first time the node has booted up, it takes several hours for the
BBU to be charged.

= \erify cache is set to write-back, as follows:

# [ opt/ MegaRAlI DY Megadl i / MegaCl i 64 - LDGet Prop - Cache -LALL -a0

Note: Never force write-back on if bad BBU (- CachedBadBBU) as data loss
happens with an orderly shutdown that includes a power off.

When you see the output: Cache Policy: Wi t eBack, write-back is enabled.
To enable the write-back policy, perform the following:

# [ opt/ MegaRAl DY Megad i / MegaCl i 64 - LDSet Prop - NoCachedBadBBU - LALL -a0

186 007-6359-006



sGl° Management Center' (SMC) Installation and Configuration Guide for Clusters

Verify the Bonding Mode on the Rack Leader Controller (RLC) (SGI ICE

Clusters Only)
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The redundant management network (RMN) is configured by default. To verify the
bonding mode, log into an RLC and type the following command:

ril ead: ~ # cat /proc/net/bondi ng/ bondO
Et her net Channel Bonding Driver: v3.5.0 (Novenber 4, 2008)

Bondi ng Mode: | EEE 802. 3ad Dynamic |ink aggregation
Transmit Hash Policy: |ayer2+3 (2)

M1 Status: up

M1 Polling Interval (ns): 100

Up Delay (ms): O

Down Delay (ns): O

802.3ad info
LACP rate: slow
Aggregator selection policy (ad_select): stable
Active Aggregator |nfo:
Aggregator 1D 1
Nurmber of ports: 2
Actor Key: 17
Part ner Key: 4
Partner Mac Address: b4:0Oe:dc: 37:4f: a7

Sl ave Interface: ethO

M1 Status: up

Link Failure Count: 1

Per manent HW addr: 00: 25: 90: 38: e5: 22
Aggregator 1D 1

Sl ave Interface: ethl

M1 Status: up

Link Failure Count: O

Per manent HW addr: 00: 25: 90: 38: e5: 23
Aggregator 1D 1

By default, RLCs use link aggregation control protocol (LACP) (I EEE 802. 3ad
Dynami c |i nk aggregati on) as the bonding mode. Alternatively, you can set the
bonding mode to act i ve- backup, which means that the redundant management
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network is (potentially) disabled and only one link is active. For more information,
see the following:

https://www.kernel.org/doc/Documentation/networking/bonding.txt

Use the cluster configuration tool’s Configure Redundant Management Network
option to turn on the redundant management network (RMN) system for nodes being
discovered going forward.

Set the redundant management networking mode on, as follows:
# cadm n --enabl e-redundant - ngnt - net work --node r1l ead
Set the bonding mode per node, as follows:

# cadm n --set-ngnt-bondi ng --node r1ll ead 802. 3ad

You need to reboot the system.

The / pr oc/ net/ bondi ng/ bondO file, should show the bonding mode with link
aggregation configured, as follows:

Bondi ng Mode: | EEE 802. 3ad Dynamic |ink aggregation
The number of ports should be the following:

Nurmber of ports: 2

2 is the correct value for an RMN configuration. If the number is 1, it mean the trunk
has not formed. The likely causes for this are, as follows:

= The Ethernet cable is not connected to top level switch. From the RLC, use the
/ sbin/ et htool on ethO and et hl to verify the link is present, as follows:

ril ead: ~ # /sbin/ethtool ethO
Settings for ethO:

Supported ports: [ TP ]

Supported |ink nopdes: 10baseT/ Hal f 10baseT/ Ful |
100baseT/ Hal f 100baseT/ Ful |
1000baseT/ Ful |

Supports auto-negotiation: Yes

Advertised |ink nobdes: 10baseT/Half 10baseT/ Full
100baseT/ Hal f 100baseT/ Ful |
1000baseT/ Ful |
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Advertised auto-negotiation: Yes
Speed: 1000Mv/ s

Dupl ex: Ful |

Port: Twi sted Pair

PHYAD: 1

Transcei ver: internal

Aut 0- negoti ation: on

Supports Wake-on: umnbg

Wake-on: g

Current message | evel: 0x00000003 (3)
Li nk detected: yes

= The Ethernet cable is connected, but linking is wrong. When the / sbi n/ et ht ool
command output shows the link speed as 100 Mb/s due to a bad cable the trunk
leg is rejected.

= The top level Ethernet switch is misconfigured: Perhaps the swi t chconfi g tool
did not get this port configured properly. You can either log in to the switch to try
to diagnose, or try the following procedure:

1. Find the MAC address of the r 1| ead bond interface, as follows:

rillead: ~ # i p addr show bondO

6:

bond0: <BROADCAST, MULTI CAST, MASTER, UP, LONER_UP> mtu 1500 qdi sc noqueue state UP
link/ether 00:30:48:34:2b:5d brd ff:ff:ff:ff:ff:ff
inet 172.23.0.7/16 brd 172.23. 255. 255 scope gl obal bondO
inet 172.24.0.1/16 brd 172. 24. 255. 255 scope gl obal bondO: bnt
inet 10.42.0.1/24 brd 10.42.0.255 scope gl obal bondO: di scover
inet6 fe80::225:90ff:fe38:e522/64 scope |ink
valid_|ft forever preferred_|Ift forever

2. From the admin node, run the swi t chconfig list --sw tches ngntsw)
command to list the MAC addresses trunks from the switches, as follows:

sys-adnmin: ~ # switchconfig list --switches nmgntsw0
Current MAC/ port configuration:

Switch ldentifier: ngntswo I P Address: 172.23.0.6

MAC Port Trunk default-VLAN all owed-VLANs
00- 25-90- 3F-16-C4 1/6 1 1(u)
00- 30-48-F7-84-65 1/48 1 1(u)
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00- 25-90- 38- E5- 22
00- 25-90- 38- E5- 23
00- 25-90- 38- E5- 22
00- 25-90- 38- 85- BC
00- 25-90- 38- 85- BD

1/5
1/5
1/5
17
17

NN R R PR

1
101

A

1(u),
1(u),
1(uw),

101(t)
101(t)
101(t)
1(u)
1(u)

If the RLC r 1l ead bond interface MAC address shows up in the Port column
and not the Tr unk column, the switch is not configured correctly.

3. To properly configure the switch, from the admin node, perform a command
similar to the following:

# switchconfig set -s nmgntswO -v nun¥l -v nun¥101l, tag=tagged -b lacp -d 1 -m 00: 25: 90: 38: E5: 30

This replaces 101 with the proper VLAN number. 101 for rack group 1, 102 for
rack group 2, and so on.

4. ssh onto the r 11 ead and verify that the RLC shows Nunber of ports:

ci mage --push-rack Pushes Too Many (or Too Few) Expansions (SGI

ICE Clusters Only)

When you perform ci mage - - push-rack (or when bl adenond calls
di scovery-rack), it creates read/write expansions for each compute node.

2.

Use the confi gur e- cl ust er GUI Configure Default Max Rack IRU Setting option
to set the default number of individual rack units (IRUs) supported by a rack leader

controller (RLC). Set this value to the number of CMCs that each RLC serves. The
default is 8. When you change the value, it affects only future node discoveries.

You can change the setting per-node with the cadm n command, as follows:

sys-adnmin: ~ # cadmin --set max-rack-irus --node rllead 8

Cannot pi ng the CMCs from the Rack Leader Controller (RLC) (SGI ICE

Clusters Only)
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If this is an RLC with a brand new, never-before-discovered top level switch (or set of

switches), the cntdet ect d daemon will see CMCs asking for IP addresses on the
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HEAD network. It configures the top level switch(es) so that the CMCs are on the
appropriate rack VLAN. Make sure cntdet ect d is running, restart if needed.

You can diagnose this some by running the t cpdunp command looking for DHCP
requests. The requests should be seen on the RLC and not the admin node. For
example, type the following command from r 11 ead:

# /usr/sbin/tcpdunp -i bond0 -s600 -nn -vv -e -t -1 -p broadcast and src port 68 and dst port 67
tcpdunp: listening on bond0O, |ink-type ENLOMB (Ethernet), capture size 600 bytes
00:25:90: 3f:16:c4 > ff:ff:ff:ff:ff:ff, ethertype |IPv4 (0x0800), length 590: (tos 0x0, ttl 64, id 0, offset 0, \
flags [none], proto UDP (17), length 576) 0.0.0.0.68 > 255.255. 255. 255. 67
[udp sum ok] BOOTP/ DHCP, Request from 00: 25:90: 3f: 16:c4, |length 548, xi d 0x8b8d332a, Flags [none] (0x0000)
dient-1P 172.24.0.2
C i ent - Et her net - Address 00: 25: 90: 3f: 16: c4
Vendor -rf c1048 Extensions
Magi ¢ Cooki e 0x63825363
DHCP- Message Option 53, length 1: Request

If the switch was previously discovered but you are reinstalling the system or
discovering a new root slot, cntdet ect d will not detect any CMC DHCP requests on
HEAD. In this case, you need to be sure to run the cluster configuration tool, and set
Configure Switch Management Network to yes. Note that changing

confi gure-cl ust er only takes effect for nodes discovered in the future. If you
have an existing RLC already discovered, you will need to run a command like the
following:

# cadm n --enabl e-sw tch-ngnt-network --node r1llead

After rebooting the RLC, make sure that the i p addr command shows vl an101 as
an interface and not vl anl or vl an2 interfaces, as follows:

rillead: ~ # ip addr

13: vl anl01@ond0: <BROADCAST, MULTI CAST, UP, LOAER_UP> ntu 1500 qdi sc noqueue state
link/ether 00:30:48:f2:7e:a2 brd ff:ff:ff:ff:ff:ff
inet 192.168.160.1/22 brd 192. 168. 160. 255 scope gl obal vl anl01
inet 10.159.0.1/22 brd 10.159. 3. 255 scope gl obal vl anl101: bge
inet6 fe80::255:90ff:fe38:e522/64 scope |link
valid_|ft forever preferred_|ft forever

Confirm dhcpd is running on the RLC. If dhcpd is not running, CMCs will not get
their IP addresses. Check for errors starting dhcpd. If bl adenond failed to create the
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/usr/sbin/tcpdunp -i

# switchconfig set

192

-V

i ce. conf dhcpd configuration file (/ et ¢/ dhcpd. conf. d) , see "Restarting the
bl adenond Daemon (SGI ICE Clusters Only)" on page 193.

Verify proper CMC configuration. The CMC is configured for its rack number and
slot number. If they are not configured correctly, multiple CMCs can be configured
the same way resulting in problems. This can also result in the i ce. conf dhcp
configuration file being corrupted. You may need a USB serial cable to fix the CMCs
if this is the case.

One troubleshooting approach is to run t cpdunp on the RLC, as follows:
bond0 -s600 -nn -vv -e -t -1 -p broadcast and src port 68 and dst port 67

Watch the DHCP requests over several minutes. If you see the same Client Identifier
being requested by more than one MAC address, you are in a situation where the
CMCs are not configured correctly.

Verify that the RLC is properly configured in the switch (see "Troubleshooting a Rack
Leader Controller (RLC) With Misconfigured Switch Information (SGI ICE Clusters
Only)" on page 198).

Confirm the wiring rules. See "Switch Wiring Rules" on page 200.

If you moved some CMCs from one RLC number to another and you already
adjusted the rack and slot number in the CMC, The switch likely does not know
about the changes. The CMCs are likely in the wrong VLAN, potentially a VLAN
that is no longer in use. For example, if you had the CMCs served by the r 3| ead
RLC but decided to decommission r 3| ead and move the CMCs to r 11 ead instead
this situation could arise. In this case, the switch must be reconfigured. Use the

swi t chconfi g command to configure the ports connected to those CMCs for head.
The admin node cntdet ect d daemon will move them to the correct ultimate
location.

You need to know the MACs of the CMC embeded Linux for this, so perhaps record
this when you change the slot/rack number in the CMC. Hint: dbdunp may still
have the information depending on how you removed the RLC.

An example command is, as follows:
numel -b manual -d 1 -m 08:00: 69: 16: 51: 49 --switches nmgnt swo

If you have more than one management switch, then list them in a
comma-separated-list for - - swi t ches.
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Restarting the bl

Log Files

007-6359-006

In a non-redundant-management configuration (switches not stacked), if the dhcpd
daemon shows DHCP requests from the CMC but the CMC remains unpingable, it
could be that both CMC-0 and CMC-1 are connected and linked. This breaks the
wiring rules. When we are not wired for redundant management networking, only
CMC-0 should be connected.

When not wired for redundant management networking (when switches are not
stacked), do not connect CMC-1.

adenond Daemon (SGI ICE Clusters Only)
From the rack leader controller (RLC), perform the following steps:
1. Stop the daemon:
ril ead: ~ # service bl adenond stop

2. Remove / et ¢/ dhcpd. conf. d/ice. conf or
/ et c/ dhcp/ dhepd. conf. d/i ce. conf:

rmice. conf dhcpd. conf
3. Remove sl ot _map:

rilead: ~ # rm/var/opt/sgi/lib/blademond/ sl ot _map
4. Start the daemon:

rllead: ~ # service bl adenond start

All of the log files reside in the / var /| og directory. In addition to the messages log
file and in some cases dhcpd file on the rack leader controller (RLC), here are some
interesting / var / | og directory log files:

e /var/l og/discover-rack

On the admin node, the di scover - rack call is facilitated by bl ademond when
new nodes are found. This log will often show problems with discovering nodes.
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/var /1 og/ bl adenond

On the RLCs, this shows the bl adenond daemon actions. This includes showing
when blade changes are found and it also shows its call to di scover -r ack, and
so on. If there are CMC communication issues, they will often be noticed in this

log.
/var/ 1 og/ cncdet ectd. | og

On the admin node, cntdet ect d logs its actions as it configures the switches for
CMCs in the system. Watch for progress or errors here.

/var/1og/sw tchconfig.log

On the admin node, there is a swi t chconfi g command line tool. This tool is
largely used by the di scover command as nodes are discovered. Its actions are
logged in to this log file. If RLC VLANS are not functioning properly, check the
swi t chconfi g log file.

CMC sl ot _map / bl adenond Debugging Hints

194

This section describes what to do when the bl adenond daemon cannot find a system
blade, as follows:

Can you pi ng the CMCs? See "Cannot pi ng the CMCs from the Rack Leader
Controller (RLC) (SGI ICE Clusters Only)" on page 190.

If the CMCs are pingable, verify that they have a valid slot map. If the slot map
returned by the CMC is missing entries, then bl adenmond cannot function
properly. It operates on information passed to it by the CMC. Some commands to
run from the rack leader controller (RLC) are, as follows:

— Dump the slot map from each CMC to your screen:
rillead: ~ # /opt/sgi/lib/dunp-cnc-slot-tables
— Query an individual slot map:

ril ead: ~ # echo STATUS | netcat r1i0Oc 4502

Note: In some software distributions, net cat is nc.
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If the CMCs are pingable and the CMCs have valid slot maps, then you can focus on
how bl adenond is functioning.

You can turn on debug mode in the bl adenond daemon by sending it a SI GUSR1
signal from the RLC, as follows:

# kill -USRL pid
To turn debug mode off, send it another SI GUSR1 signal. You should see a message
in the bl adenond log about debug mode being enabled or disabled.

The bl adenond daemon maintains the slot map at
/var/opt/sgi/lib/bladenond/ sl ot _map on the RLCs. This appears as
/var/opt/sgi/lib/bladenmond/ sl ot _map. rack_number on the admin node.

For a bl adenond - - hel p statement, ssh onto the r 1| ead RLC, as follows:

[root @dnin ~]# ssh rllead

Last login: Tue Jan 17 13:21:34 2012 from adnmi n
[root @1l ead ~] #

[root @1l ead ~]# /opt/sgi/lib/bladenond --help
Usage: bl adenond [ OPTI ON|

Di scover CMCs and bl ades managed by CMCs.

Not e: This daenon normal ly takes no argunents.
--help Print this usage and exit.
- - debug Enabl e debug node (al so can be enabl ed by setting CM DEBUG
- -fakecnt Devel opnent only: Discover fake CMCs instead of real ones
--scan-once |Initialize, scan for blades, set blades up. Do not daenoni ze.
Do not keep | ooping - do one pass and exit.

Resolving CMC Slot Map Ordering Problems
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If there are ssh(1) key failures or if the compute node hosts seem to be BMCs, it is
possible that there are problems with the CMC slot map might be corrupted.

The CMC maintains a cache file that records which MACs are BMC MACs and which
are host MACs. It uses this information, combined with switch port location
information in the embedded Broadcom switch, to generate the slot map used by the
bl adenmond daemon.
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In certain situations, for example, a CMC reflash, might remove the cache file but
leave CMC power active. In this situation, the CMC does not know which MACs on
a given embedded switch port are host and which are BMC and gets the order
randomly incorrect. It then caches the incorrect order. To fix this for each CMC, turn
the power off with pf ctl, zero out the MAC cache file, and reset each CMC. Then
have bl adenond start over from scratch (see "Restarting the bl adenond Daemon
(SGI ICE Clusters Only)" on page 193).

The following procedure explains these steps.

Procedure 6-1 To fix a corrupted CMC slot map
1. ssh as root to the rack leader controller (RLC), as follows:

sys-adnin: ~ # ssh r1ll ead
Last login: Thu Jan 26 13:57:53 2012 from adm n
rilead: ~ #

2. Disable the bl adenond daemon.
On RHEL 7.1 systems and SLES 12 systems, type the following command:
ril ead: ~ # systenctt!l stop bl adenond
On RHEL 6.x systems and SLES 11 SPx system, type the following command:
ril ead: ~ # service bl adenond stop
3. Turn off IRU power for each CMC using the PDSH command, as follows:
# PDSH_SSH ARGS_APPEND="-F /root/.ssh/cnc_config" pdsh -g cnt pfctl off
4. Zero out the slot map cache file, as follows:
# PDSH_SSH ARGS_APPEND="-F /root/.ssh/cnt_config" pdsh -g cnt cp /dev/null /work/net/broadcom nac_addr _cache
5. Reboot the CMC, as follows:
# PDSH_SSH ARGS_APPEND="-F /root/.ssh/cnt_config" pdsh -g cnt reboot

6. Restart bl adenond from scratch, see "Restarting the bl adenond Daemon (SGI
ICE Clusters Only)" on page 193.
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In t npf s Mode, File Has Date in the Future Warnings

If you boot a compute node with t npf s, part of the process transfers a root tarball
using multicast. This tarball is then expanded. If you see hundreds of "fil e X has
a time in the future" messages, it likely means your hardware clock is not set
to system time properly (see "Ensuring Hardware Clock Has the Correct Time" on
page 197).

Ensuring Hardware Clock Has the Correct Time
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Some software distributions do not synchronize the system time to the hardware
clock as expected. As a result, the hardware clock may not get synchronized with the
system time as it should. At shut down, the system time is copied to the hardware
clock, but sometimes this does not happen.

To set all the compute node hardware clocks up properly, perform the following:
= Make sure the admin node and rack leader controller (RLC) have the correct time

= Make sure the admin node and RLCs are synchronized with nt p. An admin node
can show a message like the following:

nt pd[ 20489] : synchroni zed to 128.162.244.1, stratum 2
< An RLC might show a message like the following:
20 Jan 22:54: 14 ntpd[16831]: synchronized to 172.23.0.1, stratum 3

= Make sure the compute nodes have the correct time. They use nt p broadcast
packets but still will display this:

20 Jan 23:05:16 ntpd[4925]: synchronized to 192.168.159.1, stratum 4
You can also use a command like the following and view the output:
sys-adnin: ~ # pdsh -g | eader pdsh -g conpute date

= Issue the following command to set the hardware clock to the system clock, as
follows:

sys-adnin: ~ # pdsh -g | eader pdsh -g hwcl ock --systohc
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= You can run the hwel ock without options to confirm the current hardware clock
time, as follows:

sys-adni n: ~ # hwel ock
Thu 26 Jan 2012 10:57:27 PM CST -0.750431 seconds

Troubleshooting a Rack Leader Controller (RLC) With Misconfigured
Switch Information (SGI ICE Clusters Only)

Normally, as you discover RLCs, swi t chconfi g is called automatically and the
switch ports associated with the RLC are configured in the special way needed for
RLCs, as follows:

= Default VLAN 1
= Accept rack VLAN packets tagged (rack 1 vl an is vl an101)

= Link Aggregation is the bonding mode between the two ports associated with the
RLC

If an RLC is moved in the switch or if swi t chconfi g failed during discovery for
some reason, you can run swi t chconf i g by hand to configure the switch, as follows:

1. Certain switch wires rules must be followed in switch configuration, see "Switch
Wiring Rules" on page 200.

2. Make sure all management switches are reachable from the admin node.

3. Find the MAC addresses associated with the RLC interfaces. You can do this by
running the following command on the RLC in question:

ril ead: ~ # cat /proc/net/bondi ng/ bondO

Et her net Channel

Bondi ng Mode:
Transmt Hash Policy:

M1 Status:

M1 Polling Interval

up

Up Delay (ms): O

Down Del ay

(ne):

802.3ad info

LACP rate:

sl ow

Bondi ng Driver: v3.5.0 (Novenber 4, 2008)

0

| EEE 802. 3ad Dynami c |ink aggregation

| ayer2+3 (2)

(ms): 100

Aggregator selection policy (ad_select): stable
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Active Aggregator |nfo:
Aggregator ID 1
Nurmber of ports: 2
Actor Key: 17
Part ner Key: 4
Partner Mac Address: b4:0Oe:dc: 37:4f: a7

Sl ave Interface: ethO

M1 Status: up

Link Failure Count: O

Per manent HW addr: 00: 25: 90: 38: e5: 22
Aggregator ID 1

Sl ave Interface: ethl

M1 Status: up

Link Failure Count: O

Per manent HW addr: 00: 25: 90: 38: e5: 23
Aggregator ID 1

Caution: Because bonded interfaces are in play, you cannot get both MAC
A addresses from using the i p command. The i p command shows the same MAC
address for et hO and et hl if redundant management networking is enabled.

4. Determine which management switches are present, as follows:

ril ead: ~ # cnodes -ngnt sw
nmgnt swo

5. When you have the list of management switches and the MAC addresses of the
RLCs, run a command similar to the following:

# switchconfig set --vlan numel --vlan num=101, t ag=t agged --bondi ng=802. 3ad --default-vlian 1 /
--macs 00: e0: ed: Oa: f 2: 0d, 00: e0: ed: Oa: f 2: Oe --swi tches ngnt swo, ngnt sw

This replaces the MACs and management switches with the proper ones. It
replaces the 101 with the VLAN for the rack, normally "100 + rack humber" so
rack 1 is 101, rack 2 102.
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Switch Wiring Rules

200

This section is mainly of interest to clusters that have a redundant management
network setup (stacked pairs of switches) or larger systems that have switch stacks
cascaded from the top level switch.

When discovering cascaded switches, it is impossible to know the connected switch
ports of all trunks in advance. So when discovering cascaded switches, you can only
start with one cable for discovering, then add the second one later on.

When trunks are configured, it is often hard to find the MAC address of both legs of
the trunk. This is because the trunked connection just uses one MAC for the
connection. Therefore, you need to rely on rules that infer the second port’s
connection based on the first port.

Some simple wiring rules are, as follows:

< In a redundant management network (RMN) configuration, when connecting
admin nodes, rack leader controllers (RLCs), compute services nodes, and CMCs,
you must always use the same port number for the same node in both switches in
the stack. In other words:

— If you connect r 11 ead et hO to switch A, port 43, then you must connect
r 11 eadet h1 to switch B, port 43.

— Likewise, if you connect CMC r 1i Oc CMC-0 port to switch A, port 2, then
r 1i 0c CMC-1 port must go to switch B port 2.

= When adding cascaded switch stacks, all switch stacks must cascade from the
primary switch stack. In other words, there is always only, at most, one switch
hop.

= When discovering cascaded switches pairs in an RMN setup, observe the
following:

— If you are connecting switch stack 1, switch A, port 48 to switch stack 2, then
you must connect the second trunked connection to stack 2, switch B, port 48.

— Until the cascaded switch stack is discovered, you must leave one trunk leg
unplugged temporarily to prevent looping.

— The di scover command will tell you when it is safe to plug in the second leg
of the trunk. This avoids circuit loops.
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Admin Node et h2 Link in the Bond is Down

A problem occasionally occurs, especially in SGI XE 270 admin nodes, where the
active-backup or 802.3ad bonded bondO interface contains an Ethernet et h2 interface
that is down/not linked. To verify this, perform the following:

= Check the Ethernet port of the add-in card and confirm that it is lit.

= Confirm that the add-in card connection to the management switches is using port
0 with port 1 not connected (so not miswired).

< If you look at / proc/ net/ bondi ng/ bondO file, you can confirm that et h2 is the
link that is down.

e Use the / sbi n/ et ht ool et h2 command and confirm that the Li nk det ect ed:
is no.

e Run the commandsip |link set eth up and then run the / sbi n/ et ht ool
et h3 command to determine if the link detected is yes.

In this scenario, it is likely that the et h2/et h3 interfaces have been swapped.
Another clue is that if et h2 (look at / pr oc/ net/ bondi ng/ bondO since the bond
enforces the same MAC address for all bonded members) has a MAC address that is
larger than the MAC address of et h3 (as seen by i p addr show et h3).

To correct this situation, edit the
[ etc/udev/rul es. d/ 70- persi stent - net. rul es file and swap the MACs
associated with et h2 and et h3 in the file.

When you reboot the system, the admin node comes back up with et h2 and et h3
properly ordered.

Installing SGI Tempo Versions Older than 2.9.0
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After you upgrade or intstall SGI Tempo 2.9.0 on any slot, the boot manager is
changed to GRUB version 2. At this point, you can no longer install SGI Tempo
versions earlier than 2.9.0 on any slot. The procedure in this topic explains how to
install an earlier SGI Tempo version. For information about booting an SGI Tempo
2.9.0 system, see the following:

"Booting the System" on page 61
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The following procedure explains how to install a version of SGI Tempo that is earlier
than 2.9.0. After you run this procedure, the boot system is again GRUB version 1.
Subsequently, if you install SGI Tempo 2.9.0, the boot system changes again to GRUB
version 2.

Procedure 6-2 To install an SGI Tempo version that is earlier than SGI Tempo 2.9.0

1. Log into the slot upon which you installed SGI Tempo 2.9.0 as the root user.

2. Type the following command to revert to the GRUB version 1 boot manager on
the admin node:

# /opt/sgi/lib/revert-adnin-to-|egacy-grub

3. Use the SGI DVD to install the older version of SGI Tempo that you want to use.

Booting Nodes With iPXE After an Upgrade

If a node fails to boot after an upgrade, you might need to specify that iPXE load first
and that iPXE load GRUB version 2. From the admin node, type the following
command to specify the nodes:

cadnin --set-dhcp-bootfile --node node_ID i pxe

For node_ID, specify the identifier of the node that did not boot. For example, for a
compute node, specify its hostname.

To verify whether a node is enabled to load iPXE first, type the following command:

cadnmi n --show dhcp-bootfile

Miniroot Operations

202

The following information can help you with troubleshooting a suspected miniroot
kernel problem:

= "About the SMC Miniroot" on page 203

< "Entering Rescue Mode" on page 204
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About the SMC Miniroot
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The SMC miniroot is a small Linux environment based on the same RPM repositories
that generated the root image itself. SMC uses the miniroot to install the software and
to boot the following nodes over the cluster network:

= Rack leader controller (RLC) nodes
= Flat compute nodes
= SGI ICE compute nodes

The miniroot is a small, bootable file system. It includes kernel modules such as disk
drivers, Ethernet drivers, and other software. These software drivers are associated
with a specific kernel number. As new driver updates become available, the operating
systems distribute additional kernels. At least one kernel needs to be associated with
a specific node image, but there can be more than one kernel associated with a
specific node image.

When SMC boots a node, SMC uses the images that reside in the admin node’s image
repository. Because the nodes boot over the network, it is important that the images
in the admin node’s image respository include the correct kernels. That is, it is
important that the following be identical:

= The kernel in the on-node image. This is the installed image that resides on the
node while the node is running.

= The kernel in the node image repository on the admin node. There can be
multiple node images for a single node type in the image repository.

= The kernels in the kernel repository on the admin node. There can be multiple
kernels in the kernel repository, and the cinstallman command includes a kernel
from this repository when it builds a node image. These kernels reside in the
/tftpboot/boot directory on the admin node.

When you use the ci nst al | man command to update images, SMC ensures
synchronization between the on-node image and the image in the admin node’s
image repository.

If you change an on-node image manually, without using the ci nst al | man
command, and you subsequently boot the node, then either the boot will fail or there
will be a mismatch between the kernel loaded over the network versus the kernel and
associated modules in the image itself. This mismatch can lead to a node that boots
but has no network, for example. Therefore, it is important that all the images in the
image repository on the admin node contain the on-node images with all the kernels
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in use. If you update any images manually, use the following ci nst al | man
command (1) to synchronize the kernels and the i ni t r d daemon in the images and
(2) to write a copy of the kernel to the / t f t pboot / boot directory for future use
when performing network boots:

cinstal | man --update-kernels --inmage image_name

Entering Rescue Mode

If you need to go in to miniroot rescue mode, you can do this by ensuring that the
rescue=1 kernel command line argument is added to the kernel command line list.
For example, to accomplish this, use a command similar to the following:

# cadmin --set-kernel -extra-parans --node nl rescue=1 cinstallman --refresh-netboot --node ni
To remove r escue=1, use the following command:

# cadmi n --unset-kernel -extra-paranms --node nl cinstallnman --refresh-netboot --node nil

Booting an SGI Flat Compute Node on an Installed Cluster

When you boot a flat compute node on an installed and configured SGI ICE cluster
system, the cluster completes a series of steps. For such a node, you can assume the
following node characteristics:

= During the configuration process, the di scover command was run. The
di scover command detected the node successfully, so the node is configured.

e The cluster-wide DHCP server is aware of the node’s existance.

= At least one node image is available for this node in the admin node’s image
repository, and an image is assigned to the node.

= The GRUB version 2 network configuration files are available.
= The node has been installed, but now you want to boot it.

= The BIOS hardware on the node is configured for network booting. This is the
factory-defined state.

The following topics describe the events that occur in each of the boot phases:

= "Phase 1 — Initiating the Boot" on page 205
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= "Phase 2 — Loading the Node’s Kernel" on page 206
= "Phase 3 — Loading the Miniroot" on page 208

= "Phase 4 — Starting the Operating System on the Node" on page 208

Note: The boot process is different on an SGI ICE cluster that has not been configured
when compared to an SGI ICE cluster that has been configured.

Phase 1 — Initiating the Boot
The following are the events that occur when you initiate the boot:
1. From the admin node, type the following command:

power node on node
For example:
# power node on nO

2. The node turns on.

3. The factory-defined boot process starts. The boot proceeds as follows:
= The BIOS boots from the network interface card (NIC).
= The ROM on the NIC activates the PXE protocol to boot over the network.

e The ROM sends a DHCP request for the node’s network information. The
node’s IP address is a static address.

In this case, the admin node receives the DHCP request. If this were an SGI
ICE compute node that was managed by a rack leader controller (RLC), the
RLC receives the request.

The DHCP configuration files reside in the following directory:
/ et ¢/ dhcp/ dhcpd. conf . d/i ce. conf
Include files also reside in the dhcpd. conf. d directory.

4. The admin node responds to the DHCP request by sending DHCP packets that
include the following:

= The node’s network configuration.

007-6359-006 205



6: Troubleshooting

= The location of the GRUB version 2 boot loader.
The loader resides on the admin node in one of the following locations:
— On legacy platforms, this location is as follows:
/tftpboot/boot/grub2/i 386-pc/core.0
— On EFI boot systems, this location is as folows:
/tftpboot/boot/grub2/i 386-pc/core. efi
5. The NIC loads GRUB version 2.
6. The admin node directs the node to boot GRUB version 2.

7. The NIC starts.

Phase 2 — Loading the Node’s Kernel

In Phase 2, GRUB version 2 starts up and loads the kernel onto the node. All requests
and all transfers are done using TFTP.

The final steps in this topic’s process are for GRUB version 2 to load the node’s kernel
and the operating system’s i ni t r d files. These files reside on the admin node in the
following directories:

/tftpboot/boot/image_name/ ker nel
/tftpboot/boot/image name/initrd

The steps are as follows:
1. GRUB version 2 sends a TFTP request to the admin node for a configuration file.

2. The admin node responds to GRUB version 2 by sending file
/tftpboot/boot/grub2/grub. cfg, which includes instructions that explain
how to load kernel files and i ni t r d files.

3. The gr ub. cf g file requests the node-specific configuration file.

The configuration file resides on the admin node in the following location, which
includes the node’s IP address:

/tftpboot/boot/grub2/tenpo/ip_addr. cfg
For example, the configuration file might reside in

/tftpboot/boot/grub2/tenpo/172.23.0.2.cfg
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The node’s configuration file includes the following information:

The kernel and the kernel parameters that the node needs.
The initrd file the node needs.

The image assigned to the node. The image itself resides in the following
location:

/var/lib/systen nmager/i mages/ images
Instructions for booting the node. The file also includes instructions for

installing the node, but GRUB version 2 uses these installation instructions
only when the node is installed.

Port number identification information. The node’s miniroot image resides on
a specific port. The miniroot images reside in the following directory:

/var/lib/systen mager/ m ni r oot/ squeezed/ images

The following is an example ip_addr. cf g file:

# Boot the SG@ miniroot with appropriate options (via the distro initrd)

# kernel ="sl es11sp3. 24104/ vm i nuz- 3. 0. 101- 0. 47. 52-defaul t"

initrd="sl esllsp3.24104/initrd-3.0.101-0.47.52-defaul t"

append="ROOTFS=di sk | MAGE_PENDI NG=0 | MAGE=sl es11sp3. 24104 SLOT=1 consol e=ttyS1, 115200n8

MONI TOR_SERVER=172.23. 0. 1 MONI TOR_CONSOLE=yes intel _idl e. max_cstate=1 processor. max_cstate=1
TRANSPORT=r sync TTL=1 MCAST_RDV_ADDR=224.0.0.1 FLAMETHROAER DI RECTORY_PORTBASE=9000

START_TI MEOUT=30 RECEI VE_TI MEQUT=5 cr ashker nel =256M'

of xpayl oad=t ext

pxechai n=0

Note: In the preceding example, lines have been wrapped for inclusion in this
documentation.

4. GRUB version 2 loads the kernel with options.

5. The kernel requests the operating system distribution’s i ni t r d file.
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Phase 3 — Loading the Miniroot
In Phase 3, GRUB 2 loads the miniroot. The steps are as follows:

1. GRUB 2 runs the operating system distribution’s i ni t r d file on the node, starts
the udpcast to obtain the miniroot, and runs additional SGI scripts associated
with the node image.

2. The udpcast command transfers the node’s miniroot from the miniroot’s
assigned port number to the node.

3. GRUB version2 unpacks the miniroot, which arrives on the node as at ar file.

4. The node’s miniroot begins operating.

Phase 4 — Starting the Operating System on the Node

In Phase 4, the miniroot starts running processes on the node and the operating
system takes over. The steps are as follows:

1. The miniroot finds the root and boot file systems.
2. The miniroot mounts the root and boot file systems.

3. The operating system distribution’s startup scripts start to run.
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Chapter 7

Upgrading SMC

This chapter includes the following topics:

= "About SMC Upgrades" on page 209

= "Preparing to Run the Upgrade Script" on page 210
= "Performing the Upgrade" on page 212

= "Completing the Upgrade" on page 217

= "Troubleshooting and Notes" on page 218

About SMC Upgrades
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SGI provides an upgrade script, upgr adesnt, that you can run to upgrade your
SMC software and your operating system software. The script operates on one slot at
a time. If you want to upgrade more than one slot, plan to run the script separately
on each slot you want to upgrade.

You can use the script to upgrade SGI ICE clusters and SGI Rackable clusters.

Note: This documentation refers to rack leaders controllers (RLCs) and SGI ICE
compute nodes when necessary. If you have an SGI Rackable cluster, you can ignore
references to these node types.

The script upgrades both SMC and the operating system. The script supports the
following upgrade paths:

= From SGI Tempo 2.9, SMC 3.0.0, SMC 3.1.3 to SMC 3.2 on SLES 11 SP4
= From SGI Tempo 2.9, SMC 3.0.0, SMC 3.1.3 to SMC 3.2 on RHEL 6.7

Note: If you want to upgrade to SMC 3.2, and your cluster runs RHEL 7 or SLES
12, contact SGI.

The upgrade process includes pre-upgrade preparation, calling the upgrade script
four separate times, and doing some post-upgrade finalization of your environment.
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A\

Caution: Read these instructions carefully before you begin. This upgrade can
destroy your environment if the documented precautions are not followed.

The following topics explain how to run the upgrade script:
= "Preparing to Run the Upgrade Script" on page 210

= "Performing the Upgrade" on page 212

= "Completing the Upgrade" on page 217

Preparing to Run the Upgrade Script

210

The following procedure explains how to prepare your cluster for the upgrade.

Procedure 7-1 To prepare for the upgrade

1. Navigate to the SGI customer portal at www.support.sgi.com and download one
of the following ISO images:

e The RHEL 6.7 SMC 3.2.0 ISO.

Also obtain the following:

— The RHEL 6.7 installation DVD or ISO image from Red Hat.

— The SGI Foundation Software 2.13 RHEL 7 media kit or ISO from SGl.
e The SLES 11 SP4 SMC 3.2.0 I1SO.

Also obtain the following:

— The SLES 11 SP4 installation DVD or 1SO image from SUSE.

— The SGI Foundation Software 2.13 SLES 12 media kit or 1SO from SGI.

Use your site practices to manage the download and write it to a download
repository or to hard DVD media.

Alternatively, you can contact SGI to obtain the newest SMC software release on
hard media (DVD).

2. Update all existing repositories.
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Use either the sync- r epo- updat es command or the latest media/ZISO.
For example, complete the following steps
= As the root user, type the following command:

# sync-repo- updat es

= Respond to the prompts to provide your SGI customer portal credentials.

. (Recommended) Use the cl one- sl ot command to make a backup of your

current slot.

Complete this step if you have an extra slot on your admin node to use for this
purpose.

Be aware that the cl one- sl ot command replaces all data on the destination slot
with the data on the source slot. That is, this command destroys all data on the
destination slot. For more information about the cl one- sl ot command, see the
following:

SGI Management Center (SMC) Administration Guide for Clusters

The format for this command is as follows:

# cl one-sl ot --source source_slot number --dest destination_slot_number
For example:

# clone-slot --source 1 --dest 2

Note that SGI ICE flat compute nodes cannot be cloned because they are diskless.

. (Conditional) Back up any customized, site-specific kernels to a safe location.

Complete this step if you have any custom kernel files.

A step in a later procedure explains how to upgrade these kernel files.

. (Conditional) Remove the sgi - adm n-di stro-of ed RPM.

Complete this step on SLES platforms that include Mellanox OFED software.
Type the following command:

# rpm-e --nodeps --noscripts sgi-adm n-distro-ofed

6. Make sure that the following node types are up and accessible:

211



7: Upgrading SMC

= The admin node

= The RLCs

= All SGI ICE compute nodes

= All flat compute nodes

For example, use the cpower command as follows:

mycl uster: ~ # cpower system status

n0 BOOTED
rll ead BOOTED
nl BOOTED
r1i On0 BOOTED
r1i On17 BOOTED
r 2l ead BOOTED
n2 BOOTED
r2i 1n0 BOOTED
r2i 1n17 BOOTED

In the preceding output, all node status messages are BOOTED. This means that all
nodes are up and accessible.

7. Type the following cpower command to shut down the SGI ICE compute nodes
and the flat compute nodes:

# cpower node off "r*i*n*"

8. (Conditional) Insert the upgrade DVD into the DVD reader, and mount the DVD.
Complete this step if you are using hard media.
Make sure to install into a second slot, if one is available.

9. Proceed to the following:

"Performing the Upgrade" on page 212

Performing the Upgrade

The following procedure explains how to run the upgrade script.
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Note: Some lines in this topic use the backslash \ character to continue the command
to a second line.

Procedure 7-2 To run the updat esnt script

1.

From the admin node, type the following command to update the image
repositories:

# ./updatesnt --step 1

In this first pass, the update script adds new repositories for the upgraded
operating system and the upgraded SMC software.

Type y and press Enter when the script asks, "Proceed with this
process?".

Respond to the prompt that asks you for the path to the upgrade software.

Your response needs to describe the path to the SGI SMC Management Suite
Install DVVD or the path to the ISO image you downloaded.

If the SMC upgrade requires you to upgrade your operating system software,
supply information about the path to that additional software.

Type the following command to apply the latest patches to the selected
repositories:

# sync-repo- updat es
(Conditional — SLES platforms only) Update the kernel files on the admin node.
Complete this step on SLES platforms.

When you upgrade the admin node from SLES 11 SP3 (or earlier) to SLES 11 SP4,
the system might issue errors during the kernel upgrade. Complete the following
steps:

= Change to the RPM repository.
For example:

# cd /tftpboot/distro
#1s

sl esllsp3

# cd slesllsp3
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= Use the r pm8) command in the following format to remove the old kernel
files:

rpm-e --nodeps kernel -def aul t - base- version ker nel - def aul t - version

For version, specify the kernel version installed on the admin node at this time.
For example:
# rpm-e --nodeps kernel -default-base-3.0.76-0.11.1 kernel -default-3.0.76-0.11.1
= Type the following command to install the new kernel files:

# cd ..
# cd slesllisp4
# rpm-Uvh ./kernel -default-*.rpm./kernel -default-base-*.rpm./kernel -source-*.rpm

6. Use the cr epo command to ensure that the correct repositories are installed and
selected.

7. From the admin node, type the following command to update the admin node
software:

# ./updatesnt --step2

In this pass, the update script selects new repositories. A later step in this
procedure directs you to unselect repositories.

SGI recommends that you do not put custom packages under
/tft pboot / other/ file. If you do, this step purges them and the new paths no
longer have other in their name.

8. (Conditional — SLES platforms only) Update the kernel files on the RLCs.

Complete this step on SLES platforms that are SGI ICE clusters. Do not complete
this step on SGI Rackable clusters.

When you upgrade the RLCs from SLES 11 SP3 (or earlier) to SLES 11 SP4, the
system might issue errors during the kernel upgrade. Complete the following
steps:

= Type the following command to create temporary directories for the kernels:

# pdsh -g leader nkdir -p /tnp/kernels
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= Type the following commands to copy the new kernels from the admin node
to the RLCs:

# pdsh -g | eader scp admin:/tftpboot/distro/slesllsp4/kernel-default-*.rpm/tnp/kernels
# pdsh -g | eader scp admin:/tftpboot/distro/slesllsp4/kernel-source-*.rpm/tnp/kernels

= Use the pdsh(1) and r pm@8) commands in the following format to remove the
old kernel files:

pdsh -g | eader rpm -e --nodeps kernel -def aul t - base-version kernel - def aul t - version

For version, specify the kernel version installed on the RLCs at this time.
For example:
# pdsh -g | eader rpm-e --nodeps kernel -defaul t-base-3.0.76-0.11.1 kernel -default-3.0.76-0.11.1
= Type the following command to install the new kernels:

# pdsh -g |l eader rpm-Uvh /tnp/kernel s/ kernel -default-*.rpm/tnp/kernel s/ kernel -defaul t-base-*.rpm\
/t mp/ ker nel s/ kernel -source-*.rpm

9. (Conditional — SLES platforms only) Update the flat compute node kernel files.

When you upgrade the flat compute nodes from SLES 11 SP3 (or earlier) to SLES
11 SP4, the system might issue errors during the kernel upgrade. Complete the
following steps:

= Type the following command to create temporary directories for the kernels:
# pdsh -g conmpute nkdir -p /tnp/kernels

= Type the following commands to copy the new kernels from the admin node
to the flat compute nodes:

# pdsh -g conpute scp adm n:/tftpboot/distro/slesllsp4/kernel-default-*.rpm/tnp/kernels
# pdsh -g conpute scp adm n:/tftpboot/distro/slesllsp4/kernel-source-*.rpm/tnp/kernels

= Use the pdsh(1) and r pm@8) commands in the following format to remove the
old kernel files:

pdsh -g conpute rpm-e --nodeps kernel -def aul t - base- version ker nel - def aul t - version

For version, specify the kernel version installed on the flat compute nodes at
this time.
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For example:
# pdsh -g conpute rpm-e --nodeps kernel -defaul t-base-3.0.76-0.11.1 kernel -default-3.0.76-0.11.1
= Type the following command to install the new kernels:

# pdsh -g conpute rpm -Uvh /tnp/ kernel s/ kernel -default-*.rpm/tnp/kernel s/ kernel -defaul t-base-*.rpm\
/t mp/ ker nel s/ kernel -source-*.rpm

10. Type the following command to reboot the admin node when the script prompts
you to do so:

# reboot

11. From the admin node, type the following command to update the running RLCs,
SGI ICE compute nodes, and flat compute nodes:

# ./updatesnt --step3

12. Reboot the RLCs, the SGI ICE compute nodes, and the flat compute nodes when
the script prompts you to do so.

Example 1. On SGI ICE clusters, type the following commands:

# cpower | eader reboot "r*|ead"
# cpower node reboot "service*"

Example 2. On SGI Rackable clusters, type the following commands:
# cpower node reboot "n*"

13. From the admin node, type the following command to update the system images:
# ./updatesnt --stepd

This step replaces the default compute images that SGI supplies, and to avoid
confusion, this step deletes the default images that were present before the
upgrade.

14. From the admin node, type the following command to update the site-specific
images that reside on this cluster:

# ./updatesnt --inmage image_name

For image_name, specify the name of a custom image. If you have several custom
images, run this command against each image. To retrieve a list of custom
images, use the ci mage --show.
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This step attempts to update site-specific images, but it might not be
comprehensive. "Completing the Upgrade" on page 217 explains how to update
site-specific images manually.

15. Proceed to the following:

"Completing the Upgrade" on page 217

Completing the Upgrade
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The procedure in this topic explains how to use cluster commands to recreate your
cluster environment after the upgrade. Many of the steps in the procedure use
commands that are common in cluster administration. For more information about
the commands used in these steps, see the following:

SGI Management Center (SMC) Administration Guide for Clusters

The following procedure explains how to finalize the software environment on your
cluster.

Procedure 7-3 To complete the upgrade

1. Type the following commands to propagate the updated images to the SGI ICE
compute nodes and the flat compute nodes:

# cpower node halt "r*i*n*"
# cimage --push-rack ice-slesllsp4 "r*"
# cpower node on "r*i*n*"

2. (Conditional) Use the ci nst al | man command and the - - assi gn- i mage
parameter to designate site-specific images for the SGI ICE compute nodes and
the flat compute nodes.

Complete this step if you have site-specific images.

The upgrade assigned default images to these nodes, but if you have site-specific
images, use the ci nst al | mran command to declare these images now.

The following format shows the parameters you need to include:

cinstal l man --assign-i nage --node type --inage image_name --Kkernel kernel_name
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For example:
# cinstall man --assign-inage --node serviceO --inmage mny.slesllsp4 --kernel 3.0.101-63-default
# cinstall man --assign-inage --node rllead --image ny.lead-slesllsp4 --kernel 3.0.101-63-default

3. (Conditional) Use ci mage commands to push the site-specific images for the SGI

ICE compute nodes and the flat compute nodes to the nodes themselves.
Complete this step if you have site-specific images.

The following formats show the parameters you need to include on each of the
ci mage commands:

ci mage --push-rack image_name nodes
ci mage --set image_name kernel nodes

For example:

# cimage --push-rack my.ice-slesllsp4 "r*"
# cimage --set ny.ice-slesllsp4 3.0.101-63-default "r*i*n*"

. Use the ci nst al | man command and its - - del - i mage parameter to remove the

pre-upgrade images that the upgrade script backed up for you.

These images are those that were the default node images from the previous
release. You can no longer use these images. You can examine these images for
reference, but delete them as soon as possible.

The following format shows the parameters you need to include on the
ci nst al | man command:

cinstal l man --del -image --image old_image name

For example:

# cinstall man --del -image --imge sl esllsp3

# cinstall man --del -image --image | ead-sl esl1lsp3
# cinstallman --del-image --inmage ice-slesllsp3

Troubleshooting and Notes

218

The following list describes some troubleshooting situations and provides suggestions
for resolution:
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If failures occur in upgrade pass 1, you can create your own compute images by
either cloning the new images provided during the upgrade or by using the

ci nstal | man command to create a new compute image from scratch. Use the
following commands to clone your image to a new name and then delete the old
image:

# cinstall man --create-inage --clone --source --image # cloning
# cinstall man --del -i mage --inmage # del eting

During upgrade, you might see some errors and failures in the log files. Some
might be due to some software modules being new while others are still being
updated. The script aborts if an unexpected error occurs. Please follow the
on-screen instructions in the case of an abort.

Across the cluster, the on-disk images need to contain the same kernels.

The miniroot feature, introduced in SMC 3.1, requires that on-disk installation
image and the image on the running admin node have the same kernels installed.
This is because the miniroot feature is designed so that the kernels always boot
over the network. If you update the root disk of an RLC node or a flat compute
node and do not update the image assigned to the node, the consequences are as
follows:

— The boot fails.

— The mismatch between the kernels leaves the node without a network
attachment.

Therefore, the following are important practices:

— The images on the admin node need to include all the kernels in use by all
nodes with disks.

— When necessary, use the ci nst al | man command to change the kernels and
images associated with a node for booting.

The formats for these ci nst al | man commands are as follows:

= For compute nodes, the format is as follows:

cinstall man --assign-i mage --node servi cenumber --image service_image --kernel default_kernel
cinstall man --assign-i mage --node rnumberl ead --i mage leader_image - - kernel default_kernel
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e For RLCs, the format is as follows:

cinstall man --assign-i mage --node servi cenumber --image service_image --kernel default_kernel
cinstall man --assign-i mage --node rnumberl ead --i mage leader_image - - kernel default_kernel
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YAST Navigation

The following list shows SLES YAST navigation key sequences:

Key

Tab

At + Tab
Esc + Tab
Shift + Tab

Ccrl +L
Ent er

Up arrow
Down arr ow
Ri ght arrow

Shift +right arrow
crl +A

Al t + letter
Esc + letter

Exit

Action

Moves you from label to label or from list to list.

Refreshes the screen.

Starts a module from a selected category, runs an
action, or activates a menu item.

Changes the category. Selects the next category up.

Changes the category. Selects the next category down.
Starts a module from the selected category.

Scrolls horizontally to the right. Useful in screens if use
of the | eft arr ow key would otherwise change the
active pane or current selection list.

Selects the label or action that begins with the letter you
select. Labels and selected fields in the display contain
a highlighted letter.

Quits the YAST interface.
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Subnetwork Information

This chapter contains the following topics:

= "About the Cluster Subnetworks" on page 223

= "SGI Rackable Subnetworks" on page 224

= "SGI ICE VLANSs and Subnetworks" on page 228

About the Cluster Subnetworks
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Cluster hardware components can be connected to multiple networks. Within those
networks, the components use a variety of virtual local area networks (VLANS) to
logically separate network communication between specific sets of hardware. VLANSs
allow the sharing of physical hardware, both switches and routers, between all hosts
on a network while maintaining predefined communication boundaries. You can use
the reference material in this appendix section when you reconfigure or debug a
cluster network.

SGI Rackable clusters and SGI ICE clusters have a very similar network design, but
the SGI ICE clusters typically include special hardware that requires some additional
network VLANS on the cluster network.

SGI Management Center (SMC) commands enable you to perform some procedures
on only one component or on a range of similar components. Addressing methods
differ depending on the command, component, the VLAN (or VLANS) in which the
component resides, and whether or not the component has an IP address that is
externally available.

The tables in this appendix section use the following terms:

= Component. The name of the component that you typically use in speech or in
writing. For example: admin node, flat compute node, and so on.

= SMC name. The system-wide unique identifier for the component as it appears in
the host nanel field in the cluster definition file.
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SGI Rackable Subnetworks

The following topics provide system-wide, rack-specific information about the SGI
Rackable subnetworks:

= "SGI Rackable Component Naming Conventions" on page 224

= "SGI Rackable Address Ranges and VLANSs for Management Software and
Application Software" on page 225

= "SGI Rackable System Management Network Topology Overview" on page 227

SGI Rackable Component Naming Conventions

Table B-1 on page 225 explains how to specify components when you run
administrative and user commands. X, Y, and Z are always integer numbers. The
Examples column shows the hostnames that you might specify when you use the
ssh(1) command to connect to a component. The names in the Examples column are
those that could appear in the cluster definition file. To generate a copy of the cluster
definition file, log in as the root user and type the following command:

di scover --show- configfile > out file
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Table B-1 Naming Conventions

Component SMC Name Examples
Admin node N/A rackabl el
sl eet
Ethernet management switch mgnt swx nmgnt swO, typically the spine switch

SGI Rackable flat compute node servi ceX / nX

SGI Rackable flat compute

node BMC

InfiniBand (IB) switch

Ethernet data switch

serviceX-mcO /Z nX-mcO
serviceX-mcl/ZnX-mcl

servi ceX- BMC / nX- bnt

r Xi YsZ-bnt
r Xdat aswyY

nmgnt swl00, typically a leaf switch

servi ce0, the first flat compute node
servi cel00, the 100th flat compute node
nO, the first flat compute node

n100, the 100th flat compute node

servi ce0- bnt
servi cel00-bnt
nO- bnt

n100- bnt

r 1i 4s1- bnt, rack 1, IRU 4, switch 1

r ldat aswl, rack 1, data switch 1
r 100dat asw2, the rack 100, data switch 2

SGI Rackable Address Ranges and VLANs for Management Software and Application

Software
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The tables in this topic show the system-wide IP address ranges that the cluster
management software uses and defines. The following notes pertain to these tables:

All SGI Rackable clusters have an Ethernet-based network. The SMC software
uses this network to handle administrative tasks and monitor different elements
that exist inside of an SGI Rackable cluster. This network is often referred to as the
management network or the the management fabric.

All SGI Rackable compute nodes and their baseboard management controllers
(BMCs) are included in the same VLAN, but to avoid cross communication, the
nodes and BMCs use a different IP address range so they cannot communicate

with each other.

SGI Rackable clusters include all the flat compute nodes in a single VLAN
(head/head-bmc). This VLAN uses internet group management protocol (IGMP)
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226

to handle all multicast join/leave requests for the provisioning protocol used,
which is UDPCast.

When the UDPCast protocol is used as the transport medium, SGI Rackable
compute nodes generate an IGMP j oi n packet for a specific multicast group that
the switch recognizes and forwards the appropriate multicast traffic from the
admin node to the compute node. This activity completes the multicast transfer of
data.

Almost all SGI Rackable clusters have a separate fabric used for computation,
storage, MPI, and so on. This is often referred to as the data network or data fabric.

The data network can be configured as either Infiniband or a separate Ethernet
network, as follows:

— If the network is Infiniband, SMC assigns a static IP addresses to interfaces
i b0, and optionally i b1, for dual-plane Infiniband fabrics.

— If the network is Ethernet, SMC assigns the Ethernet interfaces a unique name
in the format of sgi mac_addr. For example: sgi 001122aabbcc.

This is done as an attempt to not have the Ethernet interfaces interfere with the
standard et hO/ et h1 interfaces used on the management fabric. Manual
intervention is required to assign IP addresses to these Ethernet interfaces or to
configure them for bonding.

Table B-2 on page 227 shows the system-wide IP address ranges that the cluster
management software uses. The following notes pertain to this table:

The head_bnt network is a separate IP subnetwork.

MIC devices, if present, are included on the head node network.

Table B-2 on page 227 and Table B-3 on page 227 show the address ranges and
VLANSs that the management software and the application software use.
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Table B-2 SGI Rackable System-wide Ethernet VLAN Information

Subnetwork
VLAN Subnetwork IP Range / Subnet
Number Name Mask Nodes in the Subnetwork
1 head 172.23.0.0/16 Admin Node
Flat compute nodes
MICs
1 head- bnt 172.24.0.0/16 Admin Node BMC

Flat compute node BMCs

Table B-3 on page 227 shows SGI Rackable InfiniBand fabric information.

Table B-3 SGI Rackable InfiniBand Fabric Information

IP Range /
Subnetwork Name Subnetwork Mask Nodes
i bO 10.148.0.0/16 Admin node (optional)
Flat compute 1B
MICs
i bl 10.149.0.0/16 Admin node (optional)
Flat compute 1B
MICs

SGI Rackable System Management Network Topology Overview

The system management network for an SGI Rackable cluster is configured in a
fashion that is very similar to SGI ICE clusters, but there are a few subtle differences.
The following list explains these differences:

= The spine-to-leaf topology is the standard topology in SGI Rackable clusters. If
your cluster requires switch redundancy, you can configure stacked Ethernet
switches. Such a configuration might not always be required or desired. If
redundant stacked switches are part of the configuration, the following
connections are doubled and configured for link bonding: the admin node
connection to the spine switch and the inter-switch links.
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Most SGI Rackable compute nodes share a BMC port with interface eth0. Typically,
this single port is cabled to a top-of-rack (TOR) leaf switch with a single 1G cable.

Typically, the leaf switch is connected to the spine switch with a single 1G cable. If
the Ethernet switches are stacked, dual 1G cables are used and are configured for
bonding. If link oversubscription is a concern (47:1), the 1G Ethernet leaf switches
can connect to a 10G Ethernet spine switch via a 10G connection or a dual-10G
connection with the correct models of switches.

The admin node connects to the spine switch through either a single 1G cable or
dual-1G cables. If dual-1G cables are used, the software creates a logically bonded
interface between the two links. If the spine switch is a 10G Ethernet switch, this
connection requires a 10G connection or dual-10G connection.

SGI ICE VLANs and Subnetworks

The following topics provide system-wide, rack-specific information about the SGI
ICE VLANS and subnetworks:

"SGI ICE Component Naming Conventions" on page 228

"SGI ICE Address Ranges and VLANSs for Management Software and Application
Software" on page 230

"SGI ICE System Control Configuration" on page 233

SGI ICE Component Naming Conventions

228

Table B-4 on page 229 explains how to specify components when you run
administrative and user commands. X, Y, and Z are always positive integer numbers.
The examples represent the hostnames that a user might specify when they use the
ssh(1) command to connect to a component. The names in the Examples column are
those that could appear in the cluster definition file. To generate a copy of the cluster
definition file, log in as the root user and type the following command:

di scover --show- configfile > out file
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Table B-4 Naming Conventions

Component SMC Name Examples
Admin node admin adm n

i cexl

nysitei cex

sl eet
Ethernet management nmgnt swx nmgnt swO, typically the spine switch
switch nmgnt swl00, typically a leaf switch
Rack leader controller r Xl ead r 11 ead, the RLC on the first rack

(RLC)

RLC baseboard
management controller
(BMC)

SGI ICE compute node

SGI ICE compute node
BMC

SGI Rackable flat
compute node

SGI Rackable flat
compute node BMC

InfiniBand switch

Chassis management
controller (CMC)

r Xl ead- bnt

rXi YnZ

rXi YnZ-eth
rXi YnZ-m cO
rXiYnZ-mcl

r Xi YnZ-bnt

serviceX / nX
serviceX-mcO/ nX-nmcO
serviceX-mcl/ nX-mcl

servi ceX-BMC/ nX-bnt

r Xi YsZ-bnt
r Xi Yc

r 2| ead, the RLC on the second rack

r 11 ead- bnc
r 2| ead- bnc

r 1i 3n10, rack 1, IRU 3, node 10
r 33i 6n3, rack 33, IRU 6, node 3

r 1i 3n10- bnt, rack 1, IRU 3, node 10 BMC

servi ce0, the first SGI Rackable compute node
servi cel00, the 100th SGI Rackable compute
node

nO, the first SGI Rackable compute node

n100, the 100th SGI Rackable compute node

servi ce0- bnt
servi cel00-bnt
nO- bnt

n100- bnt

r 1i 4s1- bnt, rack 1, IRU 4, switch 1

rli 1c, rack 1, IRU 1 CMC
r 22i 8c, rack 22, IRU 8, CMC
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SGI ICE Address Ranges and VLANs for Management Software and Application Software

The tables in this topic show the system-wide IP address ranges that the cluster
management software uses. The following notes pertain to these tables:

= The nodes and their baseboard management controllers (BMCs) are included in
the same VLAN, but to avoid cross-communication, the nodes and the BMCs use
different IP ranges and subnet masks.

= The MCell (cooling) VLAN uses an 802.1Q tag of 3 and is passed on all
inter-switch connections, chassis management controller (CMC) connections, and
the admin node connection

= The rack leader controllers (RLCs) are in the head VLAN (untagged), which allow
communication to the admin node. The RLCs also have a rack-specific VLAN
tagged interface to communicate with their respective CMCs.

= The CMCs are included only in their respective rack-specific VLAN, not the head
VLAN. This means that the CMCs and SGI ICE compute nodes can only
communicate with their defined RLC.

= The InfiniBand (IB) switches are included only in their respective rack-specific
VLAN, not the head VLAN. Physically, the IB switch BMCs are located behind the
CMCs. Logically, the IB switches obtain an IP address in the BMC’s IP range
within that rack-specific VLAN.

Table B-5 on page 231, Table B-6 on page 231, and Table B-7 on page 232 show the
address ranges and VLANSs that the management software and the application
software use.
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Table B-5 SGI ICE System-wide Ethernet VLAN Information

Subnetwork
VLAN Subnetwork IP Range / Subnet
Number Name Mask Nodes in the Subnetwork
1 head 172.23.0.0/16 Admin Node
RLCs
Flat compute nodes
MICs
1 head- bnt 172.24.0.0/16 Admin Node BMC
RLC BMCs
Flat compute node BMCs
3 ncel | - net 172.26.0.0/16 Admin node

Cooling CRCs
Cooling CDU
CMCs

Table B-6 on page 231 shows the per-rack IP address ranges that the cluster
management software uses in the rack VLANS.

Table B-6 SGI ICE Rack-specific Ethernet VLAN Information

Subnetwork IP Range /
VLAN Subnetwork Subnetwork
Number Name Mask Nodes in the Subnetwork
101 vl an101: gbe 10.159.0.0/22 Rack 1's RLCs
Rack 1’s SGI ICE compute nodes
101 vl an101: bnt 10.160.0.0/22 Rack 1's RLC BMC
Rack 1’s SGI ICE compute node
BMCs
Rack 1’s IB switches
Rack 1’'s CMC BMCs
102 vl an102: gbe 10.159.4.0/22 Rack 2's RLCs

Rack 2’s SGI ICE compute nodes
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Subnetwork
VLAN
Number

Subnetwork

IP Range /
Subnetwork
Mask

Nodes in the Subnetwork

102

XXX

XXX

vl an102: bnt 10.160.4.0/22

vl anXXX: gbe 10.159.X.0/22

vl anXXX: bnt  10.160.X.0/22

Rack 2's RLC BMC

Rack 2’s SGI ICE compute node
BMCs

Rack 2’s IB switches

Rack 2’s CMC BMCs

Rack X’s RLCs
Rack X’s SGI ICE compute nodes

Rack X’s RLC BMC

Rack X’s SGI ICE compute node
BMCs

Rack X’s IB switches

Rack X’s CMC BMCs

Table B-7 on page 232 shows the system-wide IP address ranges for cluster application
software. Only the RLCs that provide InfiniBand subnetwork services need to connect.

Table B-7 SGI ICE InfiniBand Fabric Information

Subnetwork Name

IP Range /
Subnetwork Mask

Nodes

i b0

i bl

10.148.0.0/16

10.149.0.0/16

Admin node (optional)
RLCs (Optional)

SGI ICE compute nodes
Flat compute nodes
MICs

Admin node (optional)
RLCs (Optional)

SGI ICE compute nodes
Flat compute nodes
MICs
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SGI ICE System Control Configuration
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You can configure the system management network for an SGI ICE cluster either as a
redundant management network or as a nonredundant management network, as
follows:

= A redundant management network is the default configuration. The physical
topology is as follows:

— A pair of stacked Ethernet switches that act as the spine switch. These switches
consist of two physical switches logically configured to act as a single switch.
This configuration facilitates high availability and increased throughput.

— Additional Ethernet switches, which act as leaf switches. These additional
switches are also paired, stacked Ethernet switches. The spine-to-leaf
connections connect each physical switch in the spine switch to each physical
switch in the leaf switches. Figure B-1 on page 234 shows these connections.
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234
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Figure B-1 Spine Switch and Leaf Switches

For redundancy, the admin node, the RLCs, the CMCs, and any flat compute
nodes attach to the additional switch with two cables, creating dual links. The
cooling distribution units (CDUs) and the cooling rack controllers (CRCs) do
not have any additional links or cables.

You can customize the dual links to use different modes of standard Linux

bonding, but the default bonding settings are as follows:

Admin node: acti ve- backup. Mode=1.
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< RLCs: link aggregation control protocol (LACP) or 802. 3ad. Mode=4
xmit_hash_policy=Ilayer2+3.

= Flat compute nodes: act i ve- backup. Mode=1.
= CMCs: static port-channels. No Linux mode. CMCs use switch bonding.

When the di scover command runs, the Ethernet switches configure the
matching ports and bonding methods to match the bonding settings for each of
the different node types.

< In a nonredundant management network configuration, the topology is the same
as the redundant management network, but the secondary switches are not
present. In this configuration, the SGI ICE components have only a single
connection into the system management network.
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SGI ICE MCell Network IP Addresses

If you need to troubleshoot the MCell cooling equipment on an SGI ICE cluster, you

need to know the IP addresses of the cooling rack controllers (CRCs) and cooling

distribution units (CDUSs) so that you can type a pi ng(8) command to the component.

Each piece of equipment bears a label with its equipment number.
For CRCs, the IP address is 172.26.128.number.

For CDUs, the IP address is 172.26.144.number.

Table C-1 on page 237 shows the IP addresses for CRCs and CDUSs.

Table C-1 MCell Network Associations

Rack  Cooling Rack Controllers (CRCs) Cooling Distribution Unit (CDUSs)
1 172.26.128.1 172.26.144.1
2 172.26.128.1 172.26.144.1
3 172.26.128.2 172.26.144.1
4 172.26.128.2 172.26.144.1
5 172.26.128.3 172.26.144.2
6 172.26.128.3 172.26.144.2
7 172.26.128.4 172.26.144.2
8 172.26.128.4 172.26.144.2
9 172.26.128.5 172.26.144.3
10 172.26.128.5 172.26.144.3
11 172.26.128.6 172.26.144.3
12 172.26.128.6 172.26.144.3
13 172.26.128.7 172.26.144.4
14 172.26.128.7 172.26.144.4
15 172.26.128.8 172.26.144.4
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Rack  Cooling Rack Controllers (CRCs) Cooling Distribution Unit (CDUSs)
16 172.26.128.8 172.26.144.4
17 172.26.128.9 172.26.144.5
18 172.26.128.9 172.26.144.5
19 172.26.128.10 172.26.144.5
20 172.26.128.10 172.26.144.5
21 172.26.128.11 172.26.144.6
22 172.26.128.11 172.26.144.6
23 172.26.128.12 172.26.144.6
24 172.26.128.12 172.26.144.6
25 172.26.128.13 172.26.144.7
26 172.26.128.13 172.26.144.7
27 172.26.128.14 172.26.144.7
28 172.26.128.14 172.26.144.7
29 172.26.128.15 172.26.144.8
30 172.26.128.15 172.26.144.8
31 172.26.128.16 172.26.144.8
32 172.26.128.16 172.26.144.8
33 172.26.128.17 172.26.144.9
34 172.26.128.17 172.26.144.9
35 172.26.128.18 172.26.144.9
36 172.26.128.18 172.26.144.9
37 172.26.128.19 172.26.144.10
38 172.26.128.19 172.26.144.10
39 172.26.128.20 172.26.144.10
40 172.26.128.20 172.26.144.10
41 172.26.128.21 172.26.144.11
42 172.26.128.21 172.26.144.11
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Rack  Cooling Rack Controllers (CRCs) Cooling Distribution Unit (CDUSs)
43 172.26.128.22 172.26.144.11
44 172.26.128.22 172.26.144.11
45 172.26.128.23 172.26.144.12
46 172.26.128.23 172.26.144.12
47 172.26.128.24 172.26.144.12
48 172.26.128.24 172.26.144.12
49 172.26.128.25 172.26.144.13
50 172.26.128.25 172.26.144.13
51 172.26.128.26 172.26.144.13
52 172.26.128.26 172.26.144.13
53 172.26.128.27 172.26.144.14
54 172.26.128.27 172.26.144.14
55 172.26.128.28 172.26.144.14
56 172.26.128.28 172.26.144.14
57 172.26.128.29 172.26.144.15
58 172.26.128.29 172.26.144.15
59 172.26.128.30 172.26.144.15
60 172.26.128.30 172.26.144.15
61 172.26.128.31 172.26.144.16
62 172.26.128.31 172.26.144.16
63 172.26.128.32 172.26.144.16
64 172.26.128.32 172.26.144.16
65 172.26.128.33 172.26.144.17
66 172.26.128.33 172.26.144.17
67 172.26.128.34 172.26.144.17
68 172.26.128.34 172.26.144.17
69 172.26.128.35 172.26.144.18
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Rack  Cooling Rack Controllers (CRCs) Cooling Distribution Unit (CDUSs)
70 172.26.128.35 172.26.144.18
71 172.26.128.36 172.26.144.18
72 172.26.128.36 172.26.144.18
73 172.26.128.37 172.26.144.19
74 172.26.128.37 172.26.144.19
75 172.26.128.38 172.26.144.19
76 172.26.128.38 172.26.144.19
77 172.26.128.39 172.26.144.20
78 172.26.128.39 172.26.144.20
79 172.26.128.40 172.26.144.20
80 172.26.128.40 172.26.144.20
81 172.26.128.41 172.26.144.21
82 172.26.128.41 172.26.144.21
83 172.26.128.42 172.26.144.21
84 172.26.128.42 172.26.144.21
85 172.26.128.43 172.26.144.22
86 172.26.128.43 172.26.144.22
87 172.26.128.44 172.26.144.22
88 172.26.128.44 172.26.144.22
89 172.26.128.45 172.26.144.23
90 172.26.128.45 172.26.144.23
91 172.26.128.46 172.26.144.23
92 172.26.128.46 172.26.144.23
93 172.26.128.47 172.26.144.24
94 172.26.128.47 172.26.144.24
95 172.26.128.48 172.26.144.24
96 172.26.128.48 172.26.144.24
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Rack  Cooling Rack Controllers (CRCs) Cooling Distribution Unit (CDUSs)

97 172.26.128.49 172.26.144.25
98 172.26.128.49 172.26.144.25
99 172.26.128.50 172.26.144.25
100 172.26.128.50 172.26.144.25
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Appendix D

Partition Layout Information

This appendix section incudes the following topics:
= "About the Partition Layout on SGI Clusters" on page 243
= "About the Current Release’s Partition Layout" on page 245

= "About the Legacy Partition Layout" on page 248

About the Partition Layout on SGI Clusters
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As of the SGI Tempo 2.9.0 release, the partition layout scheme changed for SGI cluster
systems. The SMC 3.0 and later releases use the partition layout scheme that SGI
Tempo 2.9.0 introduced. This topic explains how the new partition layout scheme
affects SGI clusters.

If you upgrade an SGI ICE cluster to an SGI Tempo 2.9.0 or later release or to an SMC
3.0 or later release, it is possible for your system to have the following mixture of slots:

= Slots with the legacy, SGI Tempo pre-2.9.0 partition scheme
= Slots with the SGI Tempo 2.9.0 or later or the SMC 3.0 or later partitioning scheme

The SGI Tempo 2.9.0 release introduced a partition layout that uses the GUID
partition table (GPT) and a new boot system, which is GRUB version 2. In previous
SGI Tempo versions, the partition layout was the MSDOS layout, and the boot system
was GRUB version 1. These changes affect system operations in the following ways:

= If your cluster was originally installed with one of the following, then the software
on your cluster uses the new partition layout:

— SGI Tempo 2.9.0 or later
— SMC 3.0. or later

In this case, you can use the cadmi n command, as shown in the SGI
documentation, to manage all the slots.

= If you upgrade a slot from an SGI Tempo release that is earlier than the SGI
Tempo 2.9.0 release, note the following:
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— If you upgrade any slot to the current SGI Tempo or SMC release, the admin
node converts the boot loader installed in the master boot record (MBR) to
GRUB version 2. This boot loader chooses a slot when you boot the admin
node.

— If you do not upgrade all the slots to SGI Tempo 2.9.0 or later or to SMC 3.0 or
later, the only administrative action you can perform on the slots with the
older SGI Tempo software is to boot the slot. You can boot the slots that host
older versions of SGI Tempo at the console or by selecting the slot on the
GRUB version 2 boot menu. Because the admin node MBR is now upgraded to
GRUB version 2, you can no longer use the cadm n command to manage any
slots that host older versions of SGI Tempo.

— You cannot install SGI Tempo releases older than SGI Tempo 2.9.0 on any of
the system’s slots. If you perform any future, from-scratch installations, these
installations must be to SGI Tempo 2.9.0 or later or to SMC 3.0 or later. You
can, however, use the updat esnt upgrade script to upgrade slots to releases
other than SGI Tempo 2.9.0 or SMC 3.0.

Disks with the new GPT layout can exist on the system alongside disks with the
MSDOS partition layout. On a cluster system newly installed with SGI Tempo
2.9.0 or later or with SMC 3.0 or later, the software configures the GPT layout on
all system disks and all disks that you clear, except for the SGI ICE compute
nodes, if present. After you upgrade one or more slots to SGI Tempo 2.9.0 or later
or to SMC 3.0 or later, if you add new system disks or you clear existing system
disks, the software configures the GPT layout on system disks that you add and
on all disks that you clear, except for the compute nodes.

For the admin node, rack leader controller (RLC), and flat compute nodes, when
you install SGI Tempo 2.9.0 or later or SMC 3.0 or later with blank system disks,
or with system disks that have been cleared, the software uses the new GPT
layout. If the disks have the old MSDOS partition table format, the software
continues to use the old MSDOS partition table format until you manually clear
the disks and reinstall (if desired).

The following topics explain the partition layout for slots installed with the current
release and for slots installed with legacy software:
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"About the Current Release’s Partition Layout" on page 245

"About the Legacy Partition Layout" on page 248
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About the Current Release’s Partition Layout

The following topics show the partition layout that the current release creates:

= "Partition Layout for a One-slot Cluster" on page 245

= "Partition Layout for a Two-slot Cluster (Default)" on page 246

= "Partition Layout for a Five-slot Cluster" on page 247

Partition Layout for a One-slot Cluster
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Table D-1 on page 245 shows the partition layout for a one-slot cluster. This layout
yields one boot partition. If you configure a single-slot system and later decide to add
another partition, the addition process destroys all the data on your system.

Table D-1 Partition Layout for a Single-boot Cluster

Partition File System Type File System Label = Notes

1 Ext3 sgi dat a Contains slot information. On
the admin node, contains GRUB
version 2 data for choosing root
slots at boot time.

2 swap sgi swap Swap partition.

3-10 N/A N/A N/A

11 Ext3 sgi boot Slot 1 / boot partition.

12-20 N/A N/A N/A

21 VFAT sgi efi / boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

22-30 N/A N/A N/A

31 Ext3 on admin sgi r oot Slot 1/ partition.

node and flat
compute nodes.
XFS on RLCs.

245



D: Partition Layout Information

Partition Layout for a Two-slot Cluster (Default)

Table D-2 on page 246 shows the partition layout for a two-slot cluster. This layout
yields two boot partitions.

Table D-2 Partition Layout for a Dual-boot Cluster (Default Layout)

Partition File System Type File System Label = Notes

1 Ext3 sgi dat a Contains slot information. On
the admin node, contains GRUB
version 2 data for choosing root
slots at boot time.

2 swap sgi swap Swap partition.

3-10 N/A N/A N/A

11 Ext3 sgi boot Slot 1 / boot partition.

12 Ext3 sgi boot 2 Slot 2 / boot partition.
13-20 N/A N/A N/A

21 VFAT sgi efi Slot 1 / boot / ef i partition.

EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

22 VFAT sgiefi 2 Slot 2 / boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

23-30 N/A N/A N/A

31 Ext3 on admin sgi r oot Slot 1/ partition.
node, flat
compute nodes.
XFS on RLCs.

32 Ext3 on admin sgi root 2 Slot 2 / partition.
node, flat
compute nodes.
XFS on RLCs.
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Partition Layout for a Five-slot Cluster

Table D-3 on page 247 shows the partition layout for a five-slot cluster. This layout
yields five boot partitions.

Table D-3 Partition Layout for a Quintuple-boot Cluster

Partition File System Type File System Label = Notes

1 Ext3 sgi dat a Contains slot information. On
the admin node, contains GRUB
version 2 for choosing root slots

at boot time.
2 swap sgi swap Swap partition.
3-10 N/A N/A N/A
11 Ext3 sgi boot Slot 1 / boot partition.
12 Ext3 sgi boot 2 Slot 2 / boot partition.
13 Ext3 sgi boot 3 Slot 3/ boot partition.
14 Ext3 sgi boot 4 Slot 4 / boot partition.
15 Ext3 sgi boot 5 Slot 5 / boot partition.
16-20 N/A N/A N/A
21 VFAT sgi efi Slot 1 / boot / ef i partition.

EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

22 VFAT sgiefi2 Slot 2 / boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

23 VFAT sgiefi3 Slot 3 / boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.
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Partition File System Type File System Label  Notes

24 VFAT sgiefi4 Slot 4 / boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

25 VFAT sgiefib Slot 5/ boot / ef i partition.
EFI BIOS clusters only.
On x86_64 BIOS clusters, this
partition is unused.

26-30 N/A N/A N/A

31 Ext3 on admin sgi r oot Slot 1/ partition.
node, flat
compute nodes.
XFS on RLCs.

32 Ext3 on admin sgi root 2 Slot 2 / partition.
node, flat
compute nodes.
XFS on RLCs.

33 Ext3 on admin sgiroot3 Slot 3/ partition.
node, flat
compute nodes.
XFS on RLCs.

34 Ext3 on admin sgiroot4 Slot 4 / partition.
node, flat
compute nodes.
XFS on RLCs.

35 Ext3 on admin sgirootb Slot 5/ partition.
node, flat
compute nodes.
XFS on RLCs.

About the Legacy Partition Layout
The following topics show the legacy partition layouts for various slot configurations:

= "Legacy Partition Layout for a One-slot SGI ICE Cluster" on page 249
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= "Legacy Partition Layout for a Two-slot SGI ICE Cluster" on page 249

= "Legacy Partition Layout for a Five-slot SGI ICE Cluster" on page 250

Legacy Partition Layout for a One-slot SGI ICE Cluster

Table D-4 on page 249 shows the legacy partition layout for a one-slot SGI ICE
cluster. This layout yields one boot partition.

Table D-4 Partition Layout for a Single-boot SGI ICE Cluster

Partition File System Type File System Label Notes

1 ext3 sgi boot / boot partition.

2 - N/A Extended partition. Makes
logicals out of the rest of
the disk.

5 swap sgi swap Swap partition.

6 ext3 on admin sgi r oot / partition.

node, service
nodes.
XFS on RLCs.

Legacy Partition Layout for a Two-slot SGI ICE Cluster

Table D-5 on page 249 shows the legacy partition layout for a two-slot SGI ICE
cluster. This layout yields two boot partitions.

Table D-5 Partition Layout for a Dual-boot SGI ICE Cluster (Default Layout)

Partition File System Type File System Label Notes

1 swap sgi swap Partition layout for
multiple slots.

2 ext3 sgi dat a SGI data partition.
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Partition

File System Type

File System Label

Notes

3

ext3

ext3 on admin
node, service
nodes.

XFS on RLCs.

ext3

ext3 on admin
node, service

nodes.

XFS on RLCs.

N/A

sgi boot

sgi root

sgi boot

sgi root

Extended partition. Makes
logicals out of the rest of
the disk.

Slot 1 / boot partition.
Slot 1/ partition.

Slot 2 / boot partition.
Slot 2/ partition.

Legacy Partition Layout for a Five-slot SGI ICE Cluster

Table D-6 on page 250 shows the legacy partition layout for a five-slot SGI ICE
cluster. This layout yields five boot partitions.

Table D-6 Legacy Partition Layout for a Quintuple-boot SGI ICE Cluster

250

Partition File System Type File System Label Notes

1 swap sgi swap Partition layout for
multiple slots.

2 ext3 sgi dat a SGI data partition.

3 - N/A Extended partition. Makes
logicals out of the rest of
the disk.

5 ext3 sgi boot Slot 1 / boot partition.

6 ext3 or XFS sgi r oot Slot 1/ partition.

7 ext3 sgi boot Slot 2 / boot partition.
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Partition File System Type File System Label Notes

8 ext3 or XFS sgi r oot Slot 2/ partition.

9 ext3 sgi boot Slot 3/ boot partition.
10 ext3 or XFS sgi r oot Slot 3/ partition.

11 ext3 sgi boot Slot 4 / boot partition.
12 ext3 or XFS sgi r oot Slot 4 / partition.

13 ext3 sgi boot Slot 5/ boot partition.
14 ext3 or XFS sgi r oot Slot 5/ partition.
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Appendix E

Specifying Configuration Attributes

This appendix includes the following topics:

= "About Configuration Attributes" on page 253

= "UDPcast Options" on page 254

< "VLAN and General Network Options" on page 259
= "Console Server Options" on page 263

= "Miscellaneous Options" on page 264

About Configuration Attributes
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SGI cluster configuration information can be specified in several ways. For example:

= When you configure the cluster for the first time, you can provide configuration
information in the cluster definition file or you can provide information by
responding to the prompts in the online cluster configuration tool.

< When you add nodes to a cluster, you can specify node attributes as parameters to
the di scover command that you use to configure the nodes.

= When you use the cadm n command you set and apply an attribute.
< When you use the cat t r command, you set an attribute.

SMC supports several global cluster attributes, and some attributes can be specified in
more than one way. The following topics describe each attribute, show each
attribute’s default value, show additional other accepted values or ranges of values,
and show the commands or files in which you can specify the value:

= "UDPcast Options" on page 254
< "VLAN and General Network Options" on page 259
= "Console Server Options" on page 263

= "Miscellaneous Options" on page 264
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UDPcast Options

edns_udp_si ze

The following configuration attributes control UDPcast operations:
e "edns_udp_si ze" on page 254

= "udpcast _nmax_bitrate" on page 254

e "udpcast _max_wait" on page 255

e "udpcast _ntast_rdv_addr" on page 255

e "udpcast _m n_recei vers" on page 256

e "udpcast _m n_wait" on page 256

e "udpcast _rexmt_hell o_interval " on page 257

e "udpcast _ttl" on page 258

Specifies the edns- udp- si ze option in / et ¢/ named. conf . This value is the
default packet size, in bytes. This is the packet size that remote servers can receive.

Default = 512.
Values = any positive integer number.
Accepted by:

e cattr command

udpcast _nmax_bitrate

254

Specifies the maximum numbers of bits that are conveyed or processed per second,
expressed as a number followed by a unit of measure, such as m

Default = 900m

Values = any positive integer number followed by a unit of measure. The default unit
of measure is m(megabytes). For the complete list of units of measure, see the
udp- sender (1) man page.

Accepted by:
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udpcast _nmax_wai t

« Cluster definition file
e cadm n command
e cattr command

e di scover command

Specifies the greatest amount of time that can elapse between when the first client
node connects and any other client nodes connect. Clients that connect after this time
has elapsed receive their software in a subsequent broadcast.

Default = 10.

Values = any positive integer number.
Accepted by:

= Cluster definition file

= cadni n command

e cattr command

e di scover command

udpcast _ntast _rdv_addr
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Specifies the UDPcast rendezvous (RDV) address. Used for senders and receivers to
find each other.

Note that the admin node default address and the global (rack leader controller (RLC)
node) default address are different. If you change the global setting, which is used by
leaders, also make the following changes:

e Adjust - - set - udpcast - ntast - r dv- addr .

= Use the ci mage command to push an image and initiate changes on the RLCs.
Default for the admin node = 239. 0. 0. 1.

Default for the global (leaders) = 224. 0. 0. 1.
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udpcast _nmi n_recei

udpcast _m n_wai t

256

Values = any valid IP address.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cadni n command

e cattr command

e di scover command

vers

Specifies the minimum number of receiver nodes for UDPcast.
Default = 1.

Values = any positive integer number.

Accepted by:

= Cluster definition file

= cadni n command

e cattr command

e di scover command

Specifies the minimum amount of time that the system waits, while allowing clients
to connect, before the software broadcast begins. This is the time between when the
first client node connects and any other client nodes connect. The UDPcast distributes
the software to all clients that connect during this interval.

Default = 10.
Values = any positive integer number.

Accepted by:
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« Cluster definition file
e cadm n command
e cattr command

e di scover command

udpcast _rexnmit_hell o_i nterval
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Specifies the frequency with which the UDP sender transmits hel | o packets.

Note: The admin node has a different default than the RLCs.

The defaults are as follows:

= For the admin node, the default is 5000 (5 seconds).
= For the RLCs, the default is 0.

Values = any positive integer number.

Accepted by:

= Cluster definition file

= cadni n command

e cattr command

= di scover command

The --rexmt-hell o-interval setting is especially important when the
rendezvous (RDV) address is not 224.0.0.1. The admin node, for example, defaults to
239.0.0.1 for UDP sender processes.

When a UDP receiver process starts for an RDV address other than 224.0.0.1, the
operating system sends an IGMP packet that is detected by the Ethernet switch. The
Ethernet switch then updates its tables with this information, thus allowing the
multicast packets to properly route through the switch. The problem is that
sometimes the UDP receiver sends its connection packet before the switch has had a
chance to update the switch routing. If the request packet is not detected by the UDP
sender on the admin node, perhaps because the packet was sent before the switch
was set up to pass the packet, the UDP receiver could wait forever for a UDPcast
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udpcast _ttl

258

stream. The udpcast _rexmt_hel | o_i nt erval value configures the UDP sender
to send a HELLO packet at regular intervals and configures UDP receivers to respond
to the packet. This way, even if the UDP receiver request is missed, the UDP receiver
sends a fresh request after seeing a HELL O packet from the UDP sender.

By default, SGI sets the udpcast _rexmit_hel | o_i nterval value to 5000 (5
seconds) for UDP senders running on the admin node. On SGI ICE clusters, the RLC
node UDP senders are set to 0 (disabled) because it is not normally needed when
224.0.0.1 is the RDV address and there are no VLANS being crossed. If you need to
change the RDV address used by RLC nodes to serve t npf s SGI ICE compute nodes,
set the udpcast _remi xit_hel | o_i nt erval value so you can avoid the situation
described in this topic.

You can use the cadm n command, and the following parameters, to display or
change this value: - - show udpcast-rexnit-hello-interval,
--set-udpcast-rexnit-hello-interval. The RLCs use the global value when
serving t mpf s SGI ICE compute nodes. The admin node uses its value when it
serves flat compute and RLC nodes using the UDPcast transport mechanism.

For more information, see the information about the - -rexmni t - hel | o-i nt er val
on the udp- sender (1) man page.

Sets the UDPcast time to live (TTL), which specifies the number of VLAN boundaries
a request can cross.

Note: The admin node has a different default than the RLCs.

The defaults are as follows:

< For the admin node, the default is 2. The admin nodes serves the RLCs and flat
compute nodes.

= For RLCs, the default is 1. RLCs serve only the ice compute nodes.

When udpcast _ttl =1, the request cannot cross a VLAN boundary. When
udpcast _ttl =2, the request can cross one VLAN boundary. If your site has routed
management networks, a data transmission might have to cross from one VLAN to
another. If your site has no routed management networks, or if your site policy
requires, you can set udpcast _ttl =1 for both the RLCs and the admin node.
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Values = any positive integer number.
Accepted by:

= Cluster definition file

e cattr command

e di scover command

VLAN and General Network Options

head_vl an
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The following configuration attributes control the VLAN configuration and other
aspects of the cluster network:

< "head_vl an" on page 259

< "ntel |l _network" on page 260

< "ntell _vl an" on page 260

< "ngm _vl an_end" on page 260

< "ngmt _vl an_start" on page 261

< "rack_vl an_end" on page 261

e "rack_vl an_start" on page 262

< "redundant _ngnt _net wor k" on page 262

e "switch_mgnt _networ k" on page 262

Specifies the number of the head network VLAN. SGI recommends that you do not
change this value.

Default = 1.
Range = 1 <= arg <= 4096.
Accepted by:

« Cluster definition file
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ncel | _network

ncel | _vl an

ngnt _vl an_end

260

e cattr command

Specifies whether the cluster includes MCells. This value must be set to yes when
the cluster includes MCell cooling equipment. This value can be set to yes or no for
clusters that do not include MCells.

Values = yes (default) or no.
Accepted by:

= Cluster configuration tool
= Cluster definition file

= cadmi n command

e cattr command

Specifies the cooling network VLAN. SGI recommends that you do not change this
value.

Default = 3.

Range = 1 <= arg <= 4096.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cattr command

Specifies the last flat compute node rack VLAN. Use caution when changing this
value. Take care not to overlap other VLAN settings.

Default = 2500.
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ngnt _vl an_start

rack_vl an_end
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Range = 1 <= arg <= 4096.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cattr command

Specifies the first flat compute node rack VLAN. Use caution when changing this
value. Take care not to overlap other VLAN settings.

Default = 2001.

Range = 1 <= arg <= 4096.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cattr command

Specifies the last SGI ICE rack VLAN. Use caution when changing this value. Take
care not to overlap other VLAN settings.

Default = 1100.

Range = 1 <= arg <= 4096.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cattr command
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rack_vl an_start

Specifies the first SGI ICE rack VLAN. Use caution when changing this value. Take
care not to overlap other VLAN settings.

Default = 101.

Range = 1 <= arg <= 4096.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cattr command

redundant _ngnt _net wor k

Specifies the default setting for the redundant management network. If no value is
supplied to the di scover command at configuration time, the installer populates the
node(s) attribute(s) with this value.

Values = yes (default) or no.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cadni n command

e cattr command

e di scover command

swi tch_ngnt _net wor k
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Specifies the default setting for the switch management network. If no value is
supplied to the di scover command at configuration time, the installer populates the
node(s) attribute(s) with this value. Must be set to no when discovering 8200/8400
racks.
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Values = yes (default) or no.
Accepted by:

= Cluster configuration tool
= Cluster definition file

e cadnmi n command

e cattr command

e di scover command

Console Server Options

The admin node and the rack leader controller (RLC) nodes manage other nodes. On
an SGI Rackable cluster, the admin node manages flat compute nodes. On an SGI ICE
system the admin node manages RLCs and flat compute nodes, and the RLCs
manage SGI ICE compute nodes.

On the management nodes (the admin node and the RLCs), there are files in the
/var /1 og/ consol es directory for each node that the admin node or the RLC
manages. The files contain log information from the baseboard management
controller (BMC) on each node under the admin node’s or RLC’s control.

The console server options let you control the quantity and frequency of log
information that is collected. SMC logs BMC output to the / var /| og/ consol es
directory. In the / var /| og/ consol es directory, there is a file for each node in the
cluster. If you tune the console server options, you can limit the amount of traffic
between the console and the cluster. Set these options if you need to minimize
network contention.

The following options control conserver operations:
< "conserver _| oggi ng" on page 263

« "conserver_ondenand" on page 264

conserver _| oggi ng

Specifies conserver logging. If set to yes, the conserver logs messages to the console
via IPMItool. This feature uses some network bandwidth.
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Values = yes (default) or no.
Accepted by:

= Cluster definition file

= cadni n command

= cattr command

e di scover command

conser ver _ondenand

Specifies conserver logging frequency. When set to no, logging is enabled all the time.
When set to yes, logging is enabled only when someone is connected.

Values = yes or no (default).
Accepted by:

= Cluster definition file

= cadni n command

e cattr command

e di scover command

Miscellaneous Options
The following are miscellaneous options that control the cluster:
< "bl adenond_scan_i nt erval " on page 265
e "cluster_domai n" on page 265
< "dhcp_bootfil e" on page 266
« "di scover_ski p_sw tchconfi g" on page 267
e "max_rack_irus" on page 267

< "m c" on page 268
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< "ny_sql _replication"on page 268

bl adenond_scan_i nt er val

Specifies how often the blade monitor detects changes in the blades. For example, if
you are changing blades or doing other blade maintenance, you could set this option
to a very high value so the daemon does not run during the maintenance period.

Specifies the sleep time for the bl adenond daemon. The daemon waits the specified
number of seconds in between checking if the CMC slot maps have changed.

Default = 120.

Values = can be 0 or any positive integer.
Accepted by:

= Cluster definition file

= cadni n command

e cattr command

cl ust er _donmai n
Specifies the cluster domain name. SGI recommends that users change this value.
Default = snt- def aul t . aneri cas. sgi . com
Values = must be a standard domain name.
Accepted by:
= Cluster definition file
= Cluster configuration tool
= cadni n command

e cattr
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dhcp_bootfile

Specifies whether to load iPXE or GRUB?2 first when a node is first configured. By
default, dhcp_boot fi | e=gr ub2, which means that GRUB2 loads first. If you specify
dhcp_boot fi |l e=i pxe, however, the server boot agent loads iPXE instead of
GRUB2, and then iPXE loads GRUB2.

In some cases, a node can fail to boot over the network with the default settings. For
example, if a node hangs when it tries to load the kernel and i ni t r d during the boot
from its system disk, modify the DHCP boot file setting to load iPXE first and then
have iPXE load GRUB2. You might need to specify iPXE for just certain nodes. You
can use the di scover or cadm n command to specify the new boot order, as follows:

= To use the di scover command and configure ser vi ce0 with an iPXE boot first,
include the following on the command line:

# di scover --node 0, dhcp_bootfil e=i pxe other options

For other options, specify any additional options you need for the configuration.
For example, you can specify a cluster configuration file that contains many other
specifications. The servi ce 0, dhcp_boot fi | e=i pxe argument on this

di scover command line overrides the default booting option in the cluster
configuration file.

= To use the cadm n command and specify that iPXE boot first on ser vi ceO,
include the following on the command line:

# cadm n --set-dhcp-bootfile --node serviceO ipxe

Another useful cadm n command option is - - show dhcp- boot fi | e, which returns
the boot file specification. For example:

# cadm n --set-dhcp-bootfile --node service0
grub2

Values = gr ub2 (default) or i pxe.
Accepted by:

= Cluster definition file

= cadni n command

= cattr command

e di scover command
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di scover _ski p_switchconfig

max_rack_irus
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Signals the installer to omit the switch configuration steps. When set to yes, the
installer does not configure the switches. Set this to yes when you want to perform a
quick configuration change, but you do not need to update the switch configuration.
This value is not saved in the cluster definition file, but it can be specified there.

Values = yes or no (default).
Accepted by:

= Cluster definition file

= cadni n command

e cattr command

e di scover command

Specifies the maximum number of IRUs in the cluster. When you use the di scover
command, the installer autopopulates the database with this value during the rack
configuration. This value is not saved in the cluster definition file, but it can be
specified there.

Default = 8.

Range = 1 <= arg <= 16.
Accepted by:

= Cluster definition file

= Cluster configuration tool
= cadni n command

e cattr command

e di scover command
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Specifies the default number of Intel Phi (MIC) devices on each compute node. The
default is 4 or fewer for flat compute nodes. The default is 2 or fewer for SGI ICE
compute nodes. This value is not saved in the cluster definition file, but it can be
specified there.

Values = 0 (default), 1, 2, 3, 4.
Accepted by:

= Cluster definition file

e cattr command

e di scover command

nmy_sql _replication

268

Specifies if database replication is disabled or enabled on any node. If set to yes,
database replication is enabled. Unless otherwise specified, this value is set on each
node when the di scover command runs. If you want to enable database replication
for any node, you need to make sure that database replication is set to yes on the
admin node.

For more information about database replication, see the following:
SGI Management Center (SMC) Administration Guide for Clusters
Values = yes (default) or no.

Accepted by:

= Cluster configuration tool

= Cluster definition file

= cadni n command

e cattr command

e di scover command
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